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About This Manual

This manual explains how to interpret the messages logged with the Event Logging
System (ELS).

Who Should Read This Book

The intended user of this book is the provider of service and network operators.

How This Manual is Organized

This book contains an introductory chapter followed by separate chapters for each
category of event. The categories are arranged in alphabetical order by the
acronym that forms the first part of the message identifier. For example, the events
for Bridge Routing, which begin with the acronym BR, precede the events for BootP,
which begin with BTP.

© Copyright IBM Corp. 1994, 1998 Xi
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Chapter 1. Introduction

This chapter describes how events are logged and how to interpret messages. Also
described are the concepts of subsystem, event number, and logging level. A large
part of the ELS functionality is based on commands that use the subsystem, event
number, and logging levels as parameters.

Message Presentation

The format of the message explanations in this guide is as follows:
Level: Describes the logging level of the error message.

Short Syntax:
Shows the message that is displayed on the router console. This is a
compressed form of the message.

Long Syntax:
Shows the expanded text of the message.

Description:
Explains the meaning of the error message.

Cause:
Describes possible causes of the error that caused this message.

Action:
Specifies possible action to correct the error.

Causes of Events

Events monitored by the Event Logging System (ELS) occur continuously while the
router is operating. Any of the following reasons can cause them.

» System activity

» Status changes

* Service requests

» Data transmission and reception
» Data and internal errors

When an event occurs, ELS receives data from the system that identifies the
source and nature of the event. Then, ELS generates a message that uses the data
received as part of the message.

Interpreting a Message

This section describes how to interpret a message generated by ELS. Eigure 1 o

hage A shows the principal elements of a message and [EMessage Description” od
hage 4 describes the elements.

© Copyright IBM Corp. 1994, 1998 1



GW.019 C-INFO Sif tst nt 1 int ETH/0

Subsystem T Logging level Message Text
Event
Number

Figure 1. Elements of a Message

Message Element
Meaning

Subsystem
Subsystem is an abbreviation for a router component such as a protocol,

packet forwarder, or interface. In Eigure 1 on page 4, GW identifies the

subsystem (gateway) through which this event occurred.

Examples of subsystems include ARP, IP, TKR, and X.25. On a router, the
subsystems depend on the hardware and software configured for that
router.

You can use the ELS list subsystem command to list the subsystems that
are configured on your router.

Event Number
Event Number is a number that is assigned to each message within a
subsystem. In Eigure 1], the event number is 19 (within the GW subsystem).

The event number always appears with the subsystem abbreviation, for
example, GW.019. The subsystem and event number together identify an
individual event.

You can use the ELS list subsystem command to list the event within a
subsystem.

Logging Level
Logging Level is a field that classifies each message by the type of event
that generated it. Logging levels are as follows:

Logging Level

Type
Ul - ERROR

Unusual internal errors
Cl - ERROR

Common internal errors
UE - ERROR

Unusual external errors
CE - ERROR

Common external errors
ERROR

Includes all error levels above
U-INFO

Unusual Informational comment
C-INFO

Common Informational comment

INFO Includes all comment levels above

2 ELS Messages Guide



STANDARD
Includes all error levels and all comment levels (default)

P-TRACE
Per packet trace

U-TRACE
Unusual operation packet trace message

C-TRACE
Common operation packet trace message

TRACE
Includes all trace levels above

ALL Includes all logging levels

Message Text
Message text appears on the console screen in short form. In the sections
that follow, variables such as source address or network are replaced with
actual data when the message displays on the console. These and other
variables are replaced in the message text.

The variable error_code appearing in the message description (usually
preceded by “rsn” or “reason”) indicates the type of packet error detected.
The next section describes the error and packet completion codes.

Code Meaning

Packet successfully queued for output

Random, unidentified error

Packet not queued for output due to flow control reasons
Packet not queued because network is down

Packet not queued to avoid looping or bad broadcast

o A W N BB O

Packet not queued because destination host is down (only on
networks where this can be detected)

When you send out an SNMP query, the response you get from the router is usually
a 12-digit number, such as 1.3.6.1.4.1.1.1.3.4.85.31. This number refers to various
information regarding your query, such as the ELS operating number
(1.3.6.1.4.1.1.1.3), the object (.4), the ELS subsystem number (.85), and the event
number (.31). For example, the eleventh digit, .85, is the numerical equivalent to the
subsystem element X.25. The following list describes the subsystem numerical
equivalents.

Subsystem Numeric Subsystem Numeric Subsystem Numeric
Equivalent Equivalent Equivalent
AAA 189 ACS 160 Al 110
AP2 53 APL 50 APPN 117
ARP 5 ARPA 80 ATM 115
ATR 89 BAN 111 BBCM 134
BGP 104 BOSS 106 BR 74
BRS 3 BTP 14 CEME 166
COMP 113 DDS 55 DGS 125
DGW 151 DHCP 146 DIAL 163
DLS 107 DN 25 DNAV 43
DOUT 144 DVM 21 EGP 16

Chapter 1. Introduction 3



Subsystem Numeric Subsystem Numeric Subsystem Numeric

Equivalent Equivalent Equivalent

ENCR 148 ENV 112 ESC 133
ESIS 41 ETH 81 EVL 126
EZ 109 FDDI 88 FLT 2
FRL 92 GW 1 ICMP 11
ILEC 130 ILMI 119 IP 10
IPPN 100 ISDN 99 IPX 35
ISIS 42 ISO 40 LAPD 165
LCS 135 LEC 116 LECS 124
LES 123 LSl 155 LLC 103
LNM 102 LSA 136 L2 159
MAN 87 MARS 128 MCF 105
MCS 129 MLP 145 MPC 137
MSPF 18 NAT 167 NBS 114
NDR 142 NHRP 131 NOT 127
PCA 161 PM 149 PN 82
PPP 97 QLLC 152 Q931 164
R2MP 56 RIP 15 RTMP 52
SAAL 120 SCSP 140 SDLC 90
SE 157 SEC 147 SL 83
SNMP 21 SPF 17 SRB 70
SRLY 75 SRT 72 STP 73
SvVC 121 TCP 12 TFTP 19
TKR 84 TN 20 UDP 13
VLAN 150 VN 60 VRRP 177
V25B 108 V34 143 WRS 101
XN 30 XNS 31 X25 85
X251 96 X252 97 X253 98
XTP 132 ZIP 51 ZIP2 54

Error and Packet Completion Codes
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The console displays the following network information: nt 1 int Eth/0 or network
1, interface Eth/0 where:

» 1is the network number (each network on the router is numbered sequentially
from zero).

* Qs the unit number (the interfaces on each hardware type are numbered
sequentially from zero).

Ethernet and Token-Ring hardware addresses appear as a long hexadecimal
number, such as 020701003e2c.

IP (Internet Protocol) addresses are printed as four decimal bytes separated by
periods, such as 18.123.0.16.

IMP addresses are printed as 2 decimal humbers separated by a slash, such as
44/2.



Chapter 2. AAA Protocol (AAA)

This chapter describes AAA Protocol (AAA) messages. For information on message
content and how to use the message, refer to the Introduction.

AAA.001

Level: C-INFO

Short Syntax:  AAA.001 AAAuthen: string

Long Syntax:  AAA.001 AAA Authen Message: string

Description:  Generic Authentication message

AAA.007

Level: C-INFO
Short Syntax:  AAA.007 AAAuthen: p string, idNumber
Long Syntax:  AAA.007 AAA Authen: string,, idNumber

Description:  authentication message with process id

AAA.002

Level: C-INFO

Short Syntax:  AAA.002 AAAuthen ppp: string
Long Syntax:  AAA.002 AAA PPP Authen: string

Description:  PPP Authentication message

AAA.003

Level: C-INFO

Short Syntax:  AAA.003 AAAuthen login: string
Long Syntax:  AAA.003 AAA Login Authen: string

Description:  Login authentication message

AAA.004

Level: C-INFO

Short Syntax:  AAA.004 AAAuthen tunnel: string
Long Syntax:  AAA.004 AAA tunnel authen: string

Description:  Tunnel authentication message

AAA.005

Level: C-INFO

Short Syntax:  AAA.005 AAAuthen: string
Long Syntax:  AAA.005 AAA Authen: string

Description:  Generic Message for AAA currently not
used

AAA.006

Level: C-INFO

Short Syntax:  AAA.006 AAAuthen: string
Long Syntax:  AAA.006 AAA Authen: string

Description:  Generic Message for AAA currently not
used

© Copyright IBM Corp. 1994, 1998

AAA.008

Level: C-INFO

Short Syntax:  AAA.008 AAAuthen: string
Long Syntax:  AAA.008 AAA Authen: string

Description:  Generic Message for AAA currently not
used

AAA.009

Level: C-INFO

Short Syntax:  AAA.009 AAAuthen: string
Long Syntax:  AAA.009 AAA Authen: string

Description:  Generic Message for AAA currently not
used

AAA.010

Level: C-INFO

Short Syntax:  AAA.010 AAAuthen: string
Long Syntax:  AAA.010 AAA Authen: string

Description:  Generic Message for AAA currently not
used

AAA.011

Level: C-INFO

Short Syntax:  AAA.011 AAAuthor: string
Long Syntax:  AAA.011 AAA Author: string

Description:  Generic authorization Message for AAA

AAA.012

Level: C-INFO

Short Syntax:  AAA.012 AAAuthor ppp: string
Long Syntax:  AAA.012 AAA PPP Author: string

Description:  PPP authorization Message for AAA



AAA.013

Level: C-INFO

Short Syntax:  AAA.013 AAAuthor login: string
Long Syntax:  AAA.013 AAA Login Author: string

Description:  Login authorization Message for AAA

AAA.014

Level: C-INFO

Short Syntax:  AAA.014 AAAuthor tunnel: string
Long Syntax:  AAA.014 AAA Tunnel Author: string

Description:  Tunnel authorization Message for AAA

AAA.015

Level: C-INFO

Short Syntax:  AAA.015 AAAuthor: string
Long Syntax:  AAA.015 AAA Message: string

Description:
not used

Generic authorization Message currently

AAA.016
Level: C-INFO
Short Syntax:  AAA.016 AAAuthor: [ string,] idNumber

Long Syntax: AAA.016 AAA Message: string,
idNumber

Description:  authorization message with request id

AAA.017
Level: C-INFO
Short Syntax:  AAA.017 AAAuthor: p string, idNumber

Long Syntax: AAA.017 AAA Message: string,,
idNumber

Description:  authorization message with id

AAA.018

Level: C-INFO

Short Syntax:  AAA.018 AAAuthor: string
Long Syntax: AAA.018 AAA Message: string

Description:
not used

Generic authorization Message currently

6 ELS Messages Guide

AAA.019

Level: C-INFO

Short Syntax:  AAA.019 AAAuthor: string
Long Syntax:  AAA.019 AAA Message: string

Description:  Generic authorization Message currently
not used

AAA.020

Level: C-INFO

Short Syntax:  AAA.020 AAAuthor: string
Long Syntax:  AAA.020 AAA Author: string

Description:  Generic Message for AAA

AAA.021
Level: C-INFO

Description:  Generic Accounting message for AAA
AAA.022
Level: C-INFO

Short Syntax:  AAA.022 AAAcct ppp: string
Long Syntax:  AAA.022 AAA PPP Acct: string

Description:  PPP Accounting Message for AAA
AAA.023
Level: C-INFO

Short Syntax:  AAA.023 AAAcct login: string
Long Syntax:  AAA.023 AAA Login Acct: string

Description:  Login Accounting Message for AAA

AAA.024

Level: C-INFO

Short Syntax:  AAA.024 AAAcct tunnel: string
Long Syntax:  AAA.024 AAA Tunnel Acct: string

Description:  Tunnel Accounting Message for AAA




AAA.025

Level: C-INFO

Short Syntax:  AAA.025 AAAcct: string
Long Syntax:  AAA.025 AAA Acct: string

Description:  Generic Accounting Message for AAA
currently not used

AAA.031
Level: C-INFO
Short Syntax:  AAA.031 AAA: An AAA message

Long Syntax: AAA.031 AAA Message: An AAA
message

Description:  Generic Message for AAA

AAA.026

Level: C-INFO

Short Syntax:  AAA.026 AAAcct: string
Long Syntax:  AAA.026 AAA Acct: string

Description:  Generic Accounting Message for AAA
currently not used

AAA.032
Level: C-INFO
Short Syntax:  AAA.032 AAA ppp: An AAA message

Long Syntax: AAA.032 AAA Message: An AAA
message

Description:  Generic PPP Message for AAA

AAA.027

Level: C-INFO

Short Syntax:  AAA.027 AAAcct: p string, prold
Long Syntax:  AAA.027 AAA Acct: string,, prold

Description:  Generic Accounting Message for AAA
currently not used

AAA.033
Level: C-INFO
Short Syntax:  AAA.033 AAA login: An AAA message

Long Syntax: AAA.033 AAA Message: An AAA
message

Description:  Generic Login Message for AAA

AAA.028

Level: C-INFO

Short Syntax:  AAA.028 AAAcct: string
Long Syntax: AAA.028 AAA Acct: string

Description:  Generic Accounting Message for AAA
currently not used

AAA.034
Level: C-INFO
Short Syntax:  AAA.034 AAA tunnel: An AAA message

Long Syntax: AAA.034 AAA Message: An AAA
message

Description:  Generic Tunnel Message for AAA

AAA.029

Level: C-INFO

Short Syntax:  AAA.029 AAAcct: string
Long Syntax:  AAA.029 AAA Acct: string

Description:  Generic Accounting Message for AAA
currently not used

AAA.035
Level: C-INFO
Short Syntax:  AAA.035 AAA: An AAA message

Long Syntax: AAA.035 AAA Message: An AAA
message

Description:  Generic Message for AAA

AAA.030

Level: C-INFO

Short Syntax:  AAA.030 AAAcct: string
Long Syntax:  AAA.030 AAA Acct: string

Description:  Generic Accounting Message for AAA
currently not used

AAA.036
Level: C-INFO
Short Syntax:  AAA.036 AAA: An AAA message

Long Syntax: AAA.036 AAA Message: An AAA
message

Description:  Generic Message for AAA

Chapter 2. AAA Protocol (AAA) 7



AAA.037
Level: C-INFO
Short Syntax:  AAA.037 AAA: An AAA message

Long Syntax: AAA.037 AAA Message: An AAA
message

Description:  Generic Message for AAA

AAA.039
Level: C-INFO
Short Syntax:  AAA.039 AAA: An AAA message

Long Syntax: AAA.039 AAA Message: An AAA
message

Description:  Generic Message for AAA

AAA.038
Level: C-INFO
Short Syntax:  AAA.038 AAA: An AAA message

Long Syntax: AAA.038 AAA Message: An AAA
message

Description:  Generic Message for AAA

8 ELS Messages Guide

AAA.040
Level: C-INFO
Short Syntax:  AAA.040 AAA: An AAA message

Long Syntax: AAA.040 AAA Message: An AAA
message

Description:  Generic Message for AAA



Chapter 3. Auto Install Functions (Al)

This chapter describes Auto Install Functions (Al) messages. For information on
message content and how to use the message, refer to the Introduction.

Long Syntax:  Al.001 Changed parameters on

Al.001 interface ifNum ( subsytemName) from oldParams to
Level: ALWAYS newParams

Short Syntax:  Al.0O0O1 Changed params on ifc ifNum ( Description:  Subsystem parameters changed during
subsytemName), from oldParams to newParams. EasyStart configuration download attempt.

© Copyright IBM Corp. 1994, 1998



10 ELS Messages Guide



Chapter 4. Advanced Peer-to-Peer (APPN)

This chapter describes Advanced Peer-to-Peer (APPN) messages. For information
on message content and how to use the message, refer to the Introduction.

APPN.001
Level: C-INFO

Short Syntax:  APPN.001 Rcvd netup for intf n_net

Long Syntax: APPN.001 Received netup for interface
n_net
Description:  This message is for each netup received

per interface

APPN.006
Level: C-INFO
APPN.006 APPN cannot be restarted

Long Syntax: APPN.006 APPN cannot be restarted,
APPN is not running

Short Syntax:

Description:  This message is when APPN is not
configured on the router was never started.

APPN.002
Level: C-INFO
Short Syntax:  APPN.002 Rcvd netdn for intf n_net

Long Syntax: APPN.002 Received netdown for

interface n_net

Description:  This message is for each netdown
received per interface

APPN.003
Level: C-INFO

Short Syntax:
rcvd on dn intf.

APPN.003 Discarding APPN HPR pkt

Long Syntax: APPN.003 Discarding APPN HPR
packet received on down interface.

Description:  This message is for any packet sent on a
port that is currently down

APPN.007
Level: C-INFO

Short Syntax:  APPN.007 appn_retriesth attempt to

restart APPN

Long Syntax:  APPN.007 appn_retriesth attempt to
restart APPN

Description:  This message is when APPN is

attempting to restart and gives the number of the
current try to restart.

APPN.008

Level: C-INFO
Short Syntax:  APPN.008 APPN dumped to file
Long Syntax:  APPN.008 APPN dumped to file

Description:  This message is when APPN takes a
dump via talk 5

APPN.004
Level: C-INFO

Short Syntax:  APPN.004 Unkwn Dialog Msge rcvd

Long Syntax:  APPN.004 Unknown Dialog Message
received
Description:  When an unkown dialog message is

recieved from EGPE

APPN.009
Level: C-INFO
Short Syntax:  APPN.009 Stop APPN node

Long Syntax: APPN.009 Message has been sent to
stop APPN node.

Description:
stop via talk 5

This message is when APPN is told to

APPN.005

Level: C-INFO
Short Syntax:  APPN.005 APPN rtry cnt exhstd.
Long Syntax: APPN.005 APPN retry count exhausted.

Description:  This message is when the max number
of retries for starting APPN has been reached.

© Copyright IBM Corp. 1994, 1998

APPN.010
Level: C-INFO
Short Syntax:  APPN.010 APPN node not running

Long Syntax: APPN.010 APPN node is not running so
cannot support talk 5 command.

Description:  This message is when APPN is found to
be gone when attempting a talk 5 cmd
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APPN.O11

Level: UE-ERROR
Short Syntax:  APPN.011 APPN LOG: logged_string
Long Syntax: APPN.011 APPN LOG: logged_string

Description:  This message is generated when an
APPN subsystem generates a log entry. A log entry
generally reports an error condition. See the logged text
for more details.

Cause: An error occured in the APPN subsystem.

APPN.012
Level: UE-ERROR

Short Syntax:  APPN.012 APPN LOG: Part:
segment_num Text: logged_string

Long Syntax: APPN.012 APPN LOG: Part:
segment_num Text: logged_string

Description:  This message is generated when an
APPN subsystem generates a long log entry. A log entry
generally reports an error condition. See the logged text
for more details.

Cause: An error occured in the APPN subsystem.

APPN.013
Level: C-INFO

Short Syntax:  APPN.013 APPN Msg: Comp:
component_name PrID: Probe_ID Op: Operator_Name
Text: message

Long Syntax: APPN.013 APPN Messaeqg:
Component: component_name Probe ID: Probe_ID
Operator: Operator_NameTextL message

Description:  This message is generated when an
APPN component wants to display a message to the
user.

Cause: Any situation that warrants informing the user.

APPN.O014

Level: P-TRACE

APPN.014 trace_info
APPN.014 trace_info

Description:  When APPN'’s Data link control
transmissions and receptions trace is enabled, this
message displays XIDs and PIUs.

Short Syntax:
Long Syntax:

Cause: APPN traces an XID or PIU.
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APPN.015

Level: P-TRACE
Short Syntax:  APPN.015 trace_info
APPN.015 trace_info

Description:  When APPN Node-Level Traces are
enabled, this message displays APPN node level
traces.

Long Syntax:

Cause: An APPN Node-Level trace is generated.

APPN.016

Level: P-TRACE
Short Syntax:  APPN.016 trace_info
Long Syntax: APPN.016 trace_info

Description:  When APPN Component-level traces are
enabled, this message displays APPN component-level
traces.

Cause: An APPN Component-level trace is generated.

APPN.017

Level: ALWAYS
Short Syntax:  APPN.017 **** msg
Long Syntax:  APPN.017 **** msg
Description:  Command output

Cause: A command was entered on the EGPE
console.

APPN.018

Level: C-INFO

APPN.018 did
APPN.018 did

Short Syntax:
Long Syntax:

Description:  This event is reserved for future trace

use.

Cause: This event is not used.

APPN.019

Level: C-INFO

APPN.019 did
APPN.019 did

Short Syntax:
Long Syntax:

Description:  This event is reserved for future trace

use.

Cause: This event is not used.




APPN.020 Long Syntax: APPN.024 *** msg***

Description:  This message is for general information

Level: C-INFO from APPN CFG

Short Syntax:  APPN.020 reserved

Long Syntax:  APPN.020 reserved APPN.025
Description:  This event is reserved for future use. Level: UE-ERROR
Cause: This event is not used. Short Syntax:  APPN.025 *** msgr**

Long Syntax:  APPN.025 *** msg***

APPN.021 o . . . .
Description:  This message is for error information

Level: C-INFO from APPN CFG

Short Syntax:  APPN.021 ntvpid

Long Syntax:  APPN.021 ntvpid

APPN.026
Description:  This event is reserved for future use. Level: ~ UE-ERROR
Short Syntax:  APPN.026 msg

Long Syntax: APPN.026 msg

Cause: This event is not used.

APPN.022 Description:  This message is from the error log called
Level C-INFO from EGPE Elog will break the message up into 70 byte

strings and passit in pieces to ELS
Short Syntax:  APPN.022 reserved

Long Syntax: APPN.022 reserved APPN.027
Description:  This event is reserved for future use. Level: C-INFO
Cause: This event is not used. Short Syntax: ~ APPN.027 APPN msg
Long Syntax: APPN.027 EGPE/APPN node process
APPN.023 was msg second.
Level: C-INFO Description:  Indicates EGPE’s MOS scheduler

stopped or restarted the node, with time of day
Short Syntax:  APPN.023 DX st1 st2 st3 st4

Long Syntax: APPN.023 DX st1 st2 st3 st4 APPN.028

Description:  Trace DLCX activation, deactivation, and
error cases. No data trace.

Level: ALWAYS
Short Syntax:  APPN.028 APPN msg

APPN.024 Long Syntax: APPN.028 APPN msg
Level: C-INFO Description:  Indicates a critical event in APPN

Short Syntax:  APPN.024 ** msg operation (like APPN abend dump)
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Chapter 5. AppleTalk Phase 2 (AP2)

This chapter describes AppleTalk Phase 2 (AP2) messages. For information on
message content and how to use the message, refer to the Introduction.

AP2.003
Level: P-TRACE

Short Syntax:  AP2.003 q ovf src_net/ src_node ->
dest_netl dest_node nt network

Long Syntax:  AP2.003 queue overflow src_net/
src_node -> dest_net/ dest_node net network

Description:  The specified packet caused the
forwarder input queue to overflow and was discarded.

AP2.005
Level: UE-ERROR

Short Syntax:  AP2.005 pkt trnc length pkt In
received_length src_netl src_node -> dst_net/ dst_node

Long Syntax: AP2.005 packet truncated /ength packet
length received_length src_netl src_node -> dst_net
dst_node

Description:  The physical length of the packet as
received was not long enough to contain a packet of the
length claimed by the DDP header. Both lengths include
only the DDP header and data, and do not include the
LAP header of data-link header.

AP2.007
Level: UE-ERROR

Short Syntax:  AP2.007 bd hdr cksm frm src_net/
src_node, rcv revd_csum, comp comp_csum

Long Syntax: AP2.007 bad header checksum from
src_netl src_node, received rcvd_csum, computed
comp_csum

Description:  The computed checksum of the specified
packet did not match the checksum value in the DDP
header.

AP2.008
Level: U-INFO

Short Syntax:  AP2.008 no rte src_netl src_node ->
dest _netl dest _node

Long Syntax: AP2.008 no route src_netl src_node ->
dest_netl dest_node

Description:  No routing table entry was found for the
destination net while trying to route the specified packet.

© Copyright IBM Corp. 1994, 1998

AP2.009
Level: UE-ERROR

Short Syntax:  AP2.009 hp cnt ovf src_netl src_node
-> dest_netl dest_node

Long Syntax:  AP2.009 hop count overflow src_net/
src_node -> dest_net/ dest_node

Description:  The specified packet was discarded
while attempting forwarding due to overflow of the
packet hop count.

Cause: Packets whose hop counts overflow are
typically victims of a routing loop. This is usually a
temporary condition.

Action: If the problem is excessive or persistent then
check for improper network configuration.

AP2.010
Level: UI-ERROR
Short Syntax:  AP2.010 no iorb for copy

Long Syntax:
packet

AP2.010 no i/o request block to copy

Description:  The system was making a copy of a
directed broadcast packet for internal processing of the
packet, and was unable to allocate a system buffer to
copy the packet. The packet will still be forwarded, but
no local copy will be received.

Cause: There is a buffer shortage in the router. This
may be a temporary condition.

AP2.011
Level: UI-ERROR

Short Syntax:  AP2.011 No RTMP entry for FwdReq
pkt to nt dest_net, rcvd nt network

Long Syntax: AP2.011 No RTMP entry for FwdReq
pkt to net dest_net, received net network

Description:  An Apple NBP Forward request packet
was received and either RTMP has no entry for the
network or the net is no longer directly connected.

AP2.012
Level: P-TRACE

Short Syntax:
dest_node

AP2.012 src_netl src_node -> dest _netl

15



Long Syntax:
dest_node

AP2.012 src_netl src_node -> dest_netl

Description:
forwarded.

The specified AppleTalk packet was

AP2.013
Level: UI-ERROR

Short Syntax:  AP2.013 pkt too Ig pkt_len > max_len
nt network src_netl src_node -> dest_net! dest node

Long Syntax: AP2.013 packet too large pkt_len >
max_len net network src_netl src_node -> dest_netl
dest_node

Description: A packet exceeded the maximum length
of a packet on the outgoing network and was discarded.

AP2.014
Level: UI-ERROR

Short Syntax:  AP2.014 pkt src_netl src_node ->
dest _netl dest_node dsc, rsn code

Long Syntax: AP2.014 packet src_net! src_node ->
dest_netl dest_node discarded, reason code

Description:  An outgoing packet was not successfully
transmitted for the reason indicated by the error code.

AP2.017

Level: UE-ERROR
Short Syntax:  AP2.017 bad dst skt socket
Long Syntax: AP2.017 bad destination socket socket

Description: A locally destined packet had a
destination socket on which there was no listener.

AP2.018

Level: UE-ERROR
Short Syntax:  AP2.018 unk prt tp type
Long Syntax:  AP2.018 unkown protocol type type

Description: A locally destined packet had an
unrecognized value in the protocol type field.

AP2.019
Level: UE-ERROR

Short Syntax:
network

AP2.019 no uniq nd addr avial nt

Long Syntax: AP2.019 no unique node address
available net network

Description:  The handler was unable to find a unique
node address available on this network.
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Cause: There already exist the maximum number of
nodes on the network; all node numbers are taken. The
net range should be extended.

AP2.020
Level: C-INFO

Short Syntax:  AP2.020 nt/nd addr assgnd
net_numberl node_number nt network

Long Syntax:  AP2.020 net/node address assigned
net_numberl node_number net network

Description:  The indicated net / node address has
been assigned to the specified interface.

AP2.021
Level: C-INFO

Short Syntax:
nt network

AP2.021 intfc up net_numl/ node_num

Long Syntax: AP2.021 interface up net_num/
node_num net network

Description:  The specified interface has secured both
a net and node address, and is now up and looking for
a zone name.

AP2.022
Level: C-INFO

Short Syntax:  AP2.022 intfc up net_numl node_num
zn zone_name nt network

Long Syntax: AP2.022 interface up net_num/
node_num zone zone_name net network

Description:  The specified interface has secured a
net, node and zone name, and is now up.

AP2.027

Level: UI-ERROR
Short Syntax:  AP2.027 no mem for NBP pkt
Long Syntax:  AP2.027 no memory for NBP packet

Description:
NBP packet.

An iorb was not available for sending an

AP2.028
Level: UI-ERROR

Short Syntax:
error_code

AP2.028 NBP type disc nt network rsn

Long Syntax: AP2.028 NBP type discarded net
network reason error_code

Description:  An NBP packet was not sent for the
indicated reason.



AP2.029
Level: P-TRACE

Short Syntax:  AP2.029 NBP type snt to net

net_number

Long Syntax: AP2.029 NBP type sent to net
net_number

Description:  An NBP packet was sent to the indicated

net.

AP2.035
Level: UE-ERROR

Short Syntax:
rcvd nt network

AP2.035 Unrec AARP pkt typ arp_type

Long Syntax:  AP2.035 Unrecognized AARP packet
type arp_type received net network

Description:  An Apple ARP packet with an
unrecognized type was received.

AP2.031

Level: UI-ERROR
Short Syntax:  AP2.031 no mem for AARP Probe
Long Syntax:  AP2.031 no memory for AARP Probe

Description: A buffer was not available for an AARP

Probe packet.

AP2.032
Level: UI-ERROR

Short Syntax:  AP2.032 AARP Probe disc nt network

rsn error_code

Long Syntax: AP2.032 AARP Probe discarded net
network reason error_code

Description:  An Apple ARP Probe was not sent for
the indicated reason.

AP2.033

Level: P-TRACE
Short Syntax:  AP2.033 AARP Probe snt nt network
Long Syntax: AP2.033 AARP Probe sent net network

Description:
indicated net.

An Apple ARP Probe was sent on the

AP2.034
Level: C-INFO

Short Syntax:  AP2.034 AARP Rsps match tentative
addr, new addr selected nt network

Long Syntax: AP2.034 AARP Response match
tentative addr, new addr selected nt network

Description:  An Apple ARP Response was received in
response to our probe claiming the tentative address. A
new node address was selected for continued probing.

AP2.036
Level: P-TRACE

Short Syntax:  AP2.036 AARP Probe rcvd src_netl
src_node nt network

Long Syntax: AP2.036 AARP Probe received src_net/
src_node net network

Description:
received.

An Apple ARP Probe packet was

AP2.037
Level: UI-ERROR

Short Syntax:  AP2.037 AARP Response disc nt
network rsn error_code

Long Syntax: AP2.037 AARP Response discarded net
network reason error_code

Description:  An Apple ARP Response was not sent
for the indicated reason.

AP2.038
Level: P-TRACE

Short Syntax:
network

AP2.038 AARP Response snt nt

Long Syntax:
network

AP2.038 AARP Response sent net

Description:  An Apple ARP Response to a probe was
sent on the indicated net.

AP2.039
Level: UE-ERROR

Short Syntax:  AP2.039 Echo pkt short ( length) frm
src_netl src_node nt network

Long Syntax:  AP2.039 Echo packet too short ( length
bytes) from src_net/ src_node net network

Description:  An Echo packet was received that was
too short to contain the echo packet header.
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AP2.040
Level: U-TRACE

Short Syntax:  AP2.040 Echo pkt, func function_code,
frm src_netl src_node nt network

Long Syntax:  AP2.040 Echo packet, echo function
function_code, received from src_net/ src_node net
network

Description:  An Echo Protocol packet, which was not
an Echo Request or Echo Reply was received from the
specified node. It will not be answered.

AP2.041
Level: P-TRACE

Short Syntax:  AP2.041 Echo Req frm src_net/
src_node nt network, rplyng

Long Syntax: AP2.041 Echo Request from src_net/
src_node net network, replying

Description:  An Echo Request packet was received
from the specified host. A reply will be sent.

AP2.049
Level: UE-ERROR

Short Syntax:  AP2.049 DDP rsvd bits src_net/
src_node -> dst_net/ dst_node

Long Syntax:  AP2.049 Long DDP packet reserved
bit(s) set src_netl src_node -> dst_netl dst_node

Description: A long format DDP packet has been
received with one (or more) of the two reserved bits
above the hop count set.

AP2.056
Level: P-TRACE

Short Syntax:  AP2.056 source_netl source_node ->
destination_netl destination_node nt network ign

Long Syntax:  AP2.056 source_netl source_node ->
destination_net/ destination_node net network ignored

Description:  An AppleTalk packet was recognized but
ignored because AppleTalk forwarding was not enabled
on the interface.

AP2.045
Level: UI-ERROR

Short Syntax:
error_code

AP2.045 Echo Rply disc nt network rsn

Long Syntax:  AP2.045 Echo Reply discarded net
network reason error_code

Description:  An Echo Reply was not sent for the
indicated reason.

AP2.047
Level: UE-ERROR

Short Syntax:  AP2.047 pkt too short ( length) net

network

Long Syntax: AP2.047 Long DDP packet too short for
header ( length bytes) net network

Description: A long format DDP packet has been
received that is shorter than the length of a long DDP
header (13 bytes).

AP2.048
Level: UE-ERROR

Short Syntax:  AP2.048 pkt too long ( length) src_net/
src_node -> dst_net! dst_node

Long Syntax: AP2.048 Long DDP packet too long (
length bytes) src_net! src_node -> dst_netl dst_node

Description: A long format DDP packet has been
received with more than the limit of 586 bytes of data
after the DDP header.
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AP2.059
Level: UI-ERROR

Short Syntax:  AP2.059 llg zone zone_name seed w/o
net seed nt network

Long Syntax:  AP2.059 lllegal zone zone_name seed
without network seed net network

Description:  The user configured a zone name for a
network in which no network number was configured.
The zone name will be ignored.

AP2.060
Level: UE-ERROR

Short Syntax:  AP2.060 NBP hd cnt tuple_count in
type frm src_net/ src_node nt network

Long Syntax:  AP2.060 NBP bad count tuple_count in
type from src_netl src_node net network

Description:  The NBP Request packet from the
specified host contained an illegal tuple count not equal
to 1.




AP2.061
Level: P-TRACE

Short Syntax:  AP2.061 NBP type rcvd frm src_netl
src_node nt network

Long Syntax: AP2.061 NBP type received from
src_netl src_node net network

Description:  An NBP Broadcast Request or Forward
Request was received from the specified host.

AP2.062
Level: U-INFO

Short Syntax:  AP2.062 no knwn zn nm for nt
net_num in NBP BrRq frm src_net/ src_node

Long Syntax: AP2.062 no known zone name for net
net_num in NBP BrRq from src_netl src_node

Description:  An associated zone name for the
requested net in a BrRq packet was not found.

AP2.063
Level: U-INFO

Short Syntax:  AP2.063 zn zone_name not fnd in ZIT,
NBP BrRq frm src_net/ src_node

Long Syntax: AP2.063 zone zone_name not found in
ZIT, NBP BrRq from src_net! src_node

Description:  The requested zone in BrRq from the
specified host was not found in the Zone Information
Table.

AP2.064
Level: UI-ERROR

Short Syntax:  AP2.064 no mem for NBP stat block,
BrRq frm src_net! src_node ign

Long Syntax: AP2.064 no memory for NBP status
block, BrRq from src_net/ src_node ign

Description:  No memory was available for status
block to process NBP BrRq from the indicated host.

AP2.065
Level: UE-ERROR

Short Syntax:  AP2.065 NBP shrt ( length) frm
src_netl src_node nt network

Long Syntax:  AP2.065 NBP short ( length bytes) from
src_netl src_node nt network

Description:  An NBP packet was received that is too
short to contain the NBP header. The packet will be
discarded.

AP2.066
Level: UE-ERROR

Short Syntax:  AP2.066 NBP bd func function frm
src_netl src_node nt network

Long Syntax: AP2.066 NBP bad function function
from src_netl src_node nt network

Description:  An NBP packet was received with an
unsupported function code. The packet will be
discarded.

AP2.067
Level: UE-ERROR

Short Syntax:  AP2.067 NBP trnc ( length) frm
src_netl src_node nt network

Long Syntax: AP2.067 NBP truncated ( /ength bytes)
from src_netl src_node nt network

Description:  An NBP packet was received that is too
short to contain the NBP data. The packet will be
discarded.

AP2.068
Level: UE-ERROR

Short Syntax:  AP2.068 NBP type ilg field len length
frm src_netl src_node nt network

Long Syntax: AP2.068 NBP type ilg field len length
from src_netl src_node nt network

Description:  An NBP packet was received that has an
entity name more than 32 characters long. The packet
will be discarded.

AP2.069
Level: P-TRACE

Short Syntax:  AP2.069 NBP type snt to net
net_number node node_number

Long Syntax: AP2.069 NBP type sent to net
net_number node node_number

Description:
destination.

An NBP packet was sent to the indicated

AP2.070
Level: P-TRACE

Short Syntax:  AP2.070 NBP LkUp rcvd frm src_net/
src_node nt network

Long Syntax:  AP2.070 NBP LookUp received from
src_netl src_node net network

Description:  An NBP LookUp Request was received
from the specified host.
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Chapter 6. Address Resolution Protocol (ARP)

This chapter describes Address Resolution Protocol (ARP) messages. For
information on message content and how to use the message, refer to the

Introduction.

ARP.001
Level: U-INFO

Short Syntax:  ARP.001 Q ovf nt network

Long Syntax: ARP.001 Queue overflow net network

Description:  An ARP packet was discarded, rather
than being queued, because the queue of unprocessed
ARP packets was too long. This means that ARP
packets are arriving faster than they can be processed.
Note that this event does not get counted in ELS, it is
instead counted in the ARP console. The counters (kept
per input network) can be read using the
ARP>STATISTICS command, in the "input packet
overflows” section.

Cause: This is often a symptom of a so-called "ARP
storm”. Some packets (usually an IP broadcast) arrive
at hosts (usually a popular workstation) which do not
recognize the destination address; they then attempt (in
contravention of the Host specification) to forward the
packet, but to do so they need the ARP mapping. Since
they all receive the broadcast at the same time, they all
attempt to forward the packet at the same time, and all
do an ARP request at the same time.

Action:  Prevail on the appropriate host manufacturer
to bring their software into compliance with the
specification. In the short term, it may be possible to
disable the source of the packets, or cause it to use an
address that the misbehaving hosts do recognize as a
broadcast.

ARP.002
Level: P-TRACE

Short Syntax:  ARP.002 Pkt in operation_type
hardware_address_space protocol_type nt network ID

Long Syntax:  ARP.002 Packet received
operation_type hardware _address_space protocol_type
net network 1D

Description:  An ARP packet of the type indicated has
just arrived for processing.

ARP.003
Level: U-INFO

Short Syntax:  ARP.003 Unkwn hdw
hardware_address_space nt network ID

Long Syntax:  ARP.003 Unknown hardware space
hardware_address_space net network ID

© Copyright IBM Corp. 1994, 1998

Description:  An incoming ARP packet was received
on a network which is not using ARP for address
translation in any protocol.

Cause: The gateway is misconfigured.
Action:  Correct the configuration.

Cause: A protocol is in use on that network which
requires the use of ARP, but the router does not support
that protocol.

Action:  None.

ARP.004
Level: UE-ERROR

Short Syntax:  ARP.004 Bd hdw
hardware_address_space hardware_address_length nt
network ID

Long Syntax: ARP.004 Bad hardware address space
hardware_address_space hardware_address_length nt
network ID

Description:  An incoming ARP packet was received
with a hardware address space code or hardware
address length which does not match the one which
should be used on that network.

Cause: This is probably caused by an error (possible
a byte swap problem) in some other equipment on the
network.

Action:  Use a network management tool to detect the
source host and contact the manufacturer of the
equipment and report the problem.

ARP.005
Level: P-TRACE

Short Syntax:
network ID

ARP.005 Unkwn prt protocol _type nt

Long Syntax:  ARP.005 Unknown protocol type
protocol_type net network 1D

Description:  An incoming ARP packet was received
for a protocol for which the router is not using ARP for
address translation.

Cause: The gateway is misconfigured.
Action:  Correct the configuration.

Cause: A protocol is in use on that network which
requires the use of ARP, but the router does not support
that protocol.

21



Action: None.

ARP.006
Level: UE-ERROR

Short Syntax:  ARP.006 Bd prt protocol_type
protocol_address_length nt network 1D

Long Syntax: ARP.006 Bad protocol address length
protocol_type protocol_address_length net network 1D

Description:  An incoming ARP packet was received
with a protocol address length which does not match
the one which should be used on that network.

Cause: This is probably caused by an error (possible
a byte swap problem) in some other equipment on the
network.

Action:  Use a network management tool to detect the
source host and contact the manufacturer of the
equipment and report the problem.

ARP.007
Level: U-TRACE

Short Syntax:  ARP.007 Mk ent
hardware_address_space protocol_type nt network ID

Long Syntax: ARP.007 Make translation entry
hardware_address_space protocol _type net network ID

Description:  An incoming ARP packet addressed to
this host contained a mapping which was not in the
translation cache. A new cache entry was filled in with
the information in the packet.

ARP.008
Level: UE-ERROR

Short Syntax:  ARP.008 Bd opc operation_type
hardware_address_space protocol_type nt network ID

Long Syntax: ARP.008 Bad operation code
operation_type hardware _address_space protocol_type
net network 1D

Description:  An incoming ARP packet was received
with an illegal operation code.

Cause: This is probably caused by an error (possibly a
byte swap problem) in some other equipment on the
network.

Action:  Use a network management tool to detect the
source host and contact the manufacturer of the
equipment and report the problem.
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ARP.009
Level: U-TRACE

Short Syntax:  ARP.009 Rply
hardware_address_space protocol_type nt network ID

Long Syntax:  ARP.009 Reply sent
hardware_address_space protocol_type net network ID

Description:  An ARP reply is being sent as the result
of a request for a translation from another host.

ARP.010
Level: UI-ERROR

Short Syntax:  ARP.010 Err on rply nt network ID

Long Syntax:  ARP.010 Transmission error on sending
reply net network ID

Description:  An outgoing ARP or inverse ARP reply
packet was dropped as the result of some problem in
the router.

Cause: There are many potential causes of this
problem; an overloaded output queue, a down network,
etc.

Action:  Consult logging output from the relevant
network subsystem for more information.

ARP.011
Level: U-TRACE

Short Syntax:  ARP.011 Del ent
hardware_address_space protocol_type nt network ID

Long Syntax:  ARP.011 Deleting translation entry
hardware_address_space protocol_type net network 1D

Description: A translation cache entry timed out
(which was not used or refreshed recently) has been
deleted. Consult the ARP manual for more details on
controlling this process.

ARP.012
Level: UI-ERROR
Short Syntax:  ARP.012 No iorb fr rgst nt network ID

Long Syntax:  ARP.012 No buffer for outgoing request
packet net network ID

Description:  An outgoing reply packet was dropped
as the result of a lack of buffers in the router.

Cause: There are many potential causes of this
problem; temporary overloads, etc.

Action:  Consult logging output from the rest of the
router for more information. If the problem persists,
contact Customer Service.




ARP.014
Level: U-TRACE

Short Syntax:  ARP.014 Rqst
hardware_address_space protocol_type nt network ID

Long Syntax: ARP.014 Translation request sent
hardware_address_space protocol _type net network ID

Description:  An ARP translation request is being sent
as the result of the transmission of a packet from the
router for which the translation of another host’s
address is needed.

ARP.016
Level: P-TRACE
Short Syntax:  ARP.016 unkn dst prot ad nt network ID

Long Syntax:  ARP.016 Unknown destination protocol
address net network ID

Description:  This message is generated when an
ARP request specifies an unknown protocol address
(i.e. request not for this router).

Cause: ARP request for a host on this network that is
not this router.

Action: None needed. This is normal for the ARP
protocol, all requests are sent as broadcasts.

ARP.017
Level: UI-ERROR

Short Syntax:  ARP.017 Rgst send failed rsn
reason_code nt network ID

Long Syntax: ARP.017 Transmission of request failed
for reason reason_code net network ID

Description:  An outgoing ARP request packet was
dropped as the result of some problem in the router.
The reason_code gives the cause.

Cause: Miscellaneous handler error. (Reason code 1.)

Action:  Check for error messages from handler for
network_name.

Cause: Output queue overflow, or other flow control.
(Reason code 2.)

Action:  Alleviate congestion.

Cause: Network down. (Reason code 3.)

Action:  See why handler thinks network is down.
Cause: Dropped by handler to avoid looping, or bad

broadcast. (Reason code 4.)
Action:  Check configuration.
Cause: Host down. (Reason code 5.)

Action:  See why handler thinks host is down.

ARP.018
Level: UI-ERROR

Short Syntax:  ARP.018 rcv: No mem for cache ent,
prot protocol_type nt network ID

Long Syntax:  ARP.018 receive: No memory for cache
entry, protocol protocol _type net network ID

Description:  During the input processing of an ARP
packet, the router did not have memory available to
make an ARP cache entry for the given protocol.

Cause: The router is extremely low on heap memory.

Action:  Find some way to reduce memory usage.

ARP.019
Level: UI-ERROR

Short Syntax:  ARP.019 xmt: No mem for cache ent,
prot protocol _type nt network ID

Long Syntax:  ARP.019 transmit: No memory for
cache entry, protocol protocol_type net network ID

Description:  During the output processing of an ARP
packet, the router did not have memory available to
make an ARP cache entry for the given protocol.

Cause: The router is extremely low on heap memory.

Action: Find someway to reduce memory usage.

ARP.020
Level: U-TRACE

Short Syntax:  ARP.020 Inverse Rply sent
hardware_address_space protocol_type nt network ID

Long Syntax:  ARP.020 Inverse Reply sent
hardware_address_space protocol_type net network ID

Description:  An inverse ARP reply is being sent as
the result of a request for a translation from another
host.

ARP.021
Level: P-TRACE

Short Syntax:  ARP.021 inv arp req drp, no prot addr
for prot protocol_type nt network ID

Long Syntax:  ARP.021 inverse ARP request dropped,
no protocol address protocol_type nt network ID

Description:  This message is generated when an
inverse ARP request arrives but can not be answered
and is discarded because the router does not have a
protocol addresses for the requested protocol on the
interface.

Cause: The router either does not have the protocol
configured on the interface, or protocol initialization on
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the interface is not complete, or inverse ARP is not
configured for this protocol, inverse ARP is not
supported for this protocol.

Action: None needed. This is normal.

Cause: If the protocol requested is AppleTalk, The
router may still be in the process of going through its
probe logic before the AppleTalk protocol address is
valid.

Action: None needed. This is normal.

ARP.022
Level: U-TRACE

Short Syntax:  ARP.022 Inv Rqgst sent
hardware_address_space protocol_type to
hardware_address nt network ID

Long Syntax: ARP.022 Inverse Request sent
hardware_address_space protocol_type to
hardware_address net network ID

Description:  An inverse ARP request is being sent in
an attempt to inform the other side of our protocol
address.

ARP.030
Level: U-INFO

Short Syntax:  ARP.030 ATM CIP NtDwn: Cint
prot/addr protocol_numberl protocol_address nt network
ID

Long Syntax:  ARP.030 ATM CIP NetDown: Client
protocol/proto addr protocol_number! protocol _address
nt network ID

Description:  This client has received a net down up
call. All channels and calls will be cleared. Upon
receiving a NetUp upcall, the interface will attempt to
reestablish all calls.

ARP.031
Level: U-INFO

Short Syntax:  ARP.031 ATM CIP NtUp: Cint prot/addr
protocol_number! protocol_address nt network ID

Long Syntax: ARP.031 ATM CIP NetUp: Clint prot/addr
protocol_number! protocol_address net network ID

Description:  This client has received a net up. If
already up, this client will do nothing. If down, the client
will register the address, place and recieve calls, and
will reopen any configured PVCs.

24  ELS Messages Guide

ARP.032
Level: C-INFO

Short Syntax:  ARP.032 ATM CIP AddrStateChg
(Active): Clint prot/addr protocol_number!
protocol_address nt network ID

Long Syntax: ARP.032 ATM CIP AddrStateChg
(Active): Clint prot/addr protocol_number!
protocol_address nt network ID

Description:  This client has received an address state
change from the switch. This means that the address
ESI and SEL have been registered with the switch. The
client can procede in setting up and receiving calls

ARP.033
Level: C-INFO

Short Syntax:  ARP.033 ATM CIP UNI Vers rcved: Cint
prot/addr protocol_numberi protocol_address nt network
ID

Long Syntax: ARP.033 ATM CIP UNI Vers rcved: Cint
prot/addr protocol_number protocol _address nt network
ID

Description:  This client has received a net down up
call. All channels and calls will be cleared. Upon
receiving a NetUp upcall, the interface will attempt to
reestablish all calls.

ARP.034
Level: UI-ERROR

Short Syntax:  ARP.034 ATM CIP GetAddrByHandle
rc= return_code: Cint prot/addr protocol_number!
protocol_address nt network ID

Long Syntax: ARP.034 ATM CIP GetAddrByHandle
rc= return_code: Cint prot/addr protocol_number!
protocol_address nt network ID

Description:  While attempting to get the address from
the switch, an error was detected.

ARP.035
Level: UI-ERROR

Short Syntax:  ARP.035 ATM CIP LlcOpencCallSap rc=
return_code: Cint prot/addr protocol_number!
protocol_address nt network ID

Long Syntax:  ARP.035 ATM CIP LlcOpenCallSap rc=
return_code: Cint prot/addr protocol_number!
protocol_address nt network ID

Description:  While attempting to open a call sap, an
error was detected. A call sap is required in order to
place or receive ATM calls to a remote destination.




ARP.036
Level: UE-ERROR

Short Syntax:  ARP.036 ATM CIP Addr Deactivated!:
Cint prot/addr protocol_numberl protocol_address nt
network ID

Long Syntax: ARP.036 ATM CIP Addr Deactivated!:
Cint prot/addr protocol_number! protocol_address nt
network ID

Description:  The ATM address for this client was
deactivated. All calls are deleted. This client will be
waiting for the address to be reactivated. PVCs will still
remain operable.

ARP.037
Level: UE-ERROR

Short Syntax:  ARP.037 ATM CIP Addr Refused!: Cint
prot/addr protocol_numberl protocol_address nt network
ID

Long Syntax: ARP.037 ATM CIP Addr Refused!: Cint
prot/addr protocol_numberl protocol_address nt network
ID

Description:
by the switch.

The requested address has been refused

Cause: The likely cause is that a duplicate MAC
address is already registered with the switch.

ARP.038
Level: UI-ERROR

Short Syntax:  ARP.038 ATM CIP AddrStChg
unknown: Clint prot/addr protocol_numberl
protocol_address nt network ID

Long Syntax: ARP.038 ATM CIP AddrStChg unknown:
Cint prot/addr protocol_numberl protocol _address nt
network ID

Description:  The Address State Change function was
invoked, but the requested state is unknown.

ARP.039

Level: UI-ERROR
Short Syntax: ARP.039 ATM CIP LecsListReport?:
Long Syntax: ARP.039 ATM CIP LecsListReport?:

Description:  An internal malfunction. The specified
function was invoked on a classical IP client for which
no such function is defined.

ARP.040
Level: U-INFO

Short Syntax:  ARP.040 ATM CIP ReceiveCall: Cint
prot/addr protocol_number! protocol_address nt network
ID

Long Syntax: ARP.040 ATM CIP ReceiveCall: Cint
prot/addr protocol_number! protocol_address nt network
ID

Description: A call was received by this client.
ARP_87 will be displayed (Remote Client ATM Address)
following ARP_40 if there is a valid Cdb.

ARP.041
Level: UE-ERROR

Short Syntax:  ARP.041 ATM CIP HangUpcCall (invid
PCR): Cint prot/addr protocol_numberl protocol_address
nt network ID

Long Syntax: ARP.041 ATM CIP HangUpcCall (invid
PCR): Cint prot/addr protocol_numberl protocol_address
nt network ID

Description: A call was received by this client where
the Peak Cell Rate specified was greater than the
allowed maximum. The call release cause is
RJT_IE_PARM_VALUE, PRM_FWD_PEAKRATE_LP.

ARP.042
Level: UE-ERROR

Short Syntax:  ARP.042 ATM CIP OpenDataPath failr(
return_code): Cint prot/addr protocol_number!
protocol_address nt network ID

Long Syntax: ARP.042 ATM CIP OpenDataPath failr(
return_code): Cint prot/addr protocol_number!
protocol_address nt network ID

Description:  When attempting to open up a data path
with the specified parameters, a failure occured. The
call will be hung up with the appropriate cause code.

ARP.043
Level: UE-ERROR

Short Syntax:  ARP.043 ATM CIP atmRcvCallAck fail(
return_code): Cint prot/addr protocol_number!
protocol_address nt network ID

Long Syntax: ARP.043 ATM CIP atmRcvCallAck fail(
return_code): Cint prot/addr protocol_number!
protocol_address nt network ID

Description:  When attempting to acknowledge the
incoming call, a failure occured.

Cause: The cause is an internal control block problem.
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ARP.044
Level: C-INFO

Short Syntax:  ARP.044 ATM CIP PlaceCallAck: Cint
prot/addr protocol_numberl protocol_address nt network
ID

Long Syntax: ARP.044 ATM CIP PlaceCallAck: Clint
prot/addr protocol_numberl protocol_address nt network
ID

Description: A call that we have placed has been
received and acknowledged by the remote destination.
We will open up a data path to the remote side, and will
begin transmitting and receiving on the VCC. ARP_87
will be displayed (Remote Client ATM Address) following
ARP_44

Description:  The information in this message is the
reason for which the call has been released.

ARP.048
Level: U-INFO

Short Syntax:  ARP.048 ATM CIP atmArpDiscCall: vpi=
vee_vpi, vei= vee _vei, AtmAddr=
vce_remote_atm_address

Long Syntax: ARP.048 ATM CIP atmArpDiscCall: vpi=
vee _vpi, vei= vee _vei, AtmAddr=
vce_remote_atm_address

Description:  The information in this message is the
channel vpi/vci, and remote atm address of the channel
that is being disconnected.

ARP.045
Level: U-INFO

Short Syntax:  ARP.045 ATM CIP
atmArpDisconnectCall: NULL CORRELATOR received

Long Syntax: ARP.045 ATM CIP
atmArpDisconnectCall: NULL CORRELATOR received

Description:
we received it.

A call was released immediately before

ARP.046
Level: U-INFO

Short Syntax:  ARP.046 ATM CIP
atmArpDisconnectCall: Cint prot/addr protocol_number!
protocol_address nt network 1D

Long Syntax: ARP.046 ATM CIP
atmArpDisconnectCall: Cint prot/addr protocol _number!
protocol_address nt network 1D

Description:  Either a call already active, or a call that
we are placing has been released. The reason for the
release is shown in additional ELS messages. This is a
normal occurance. If the channel is required, we will
reinitiate it. Control channels, for example are retried
every 15 seconds until we connect to the server.

Cause: Either the network or the remote user has
released the call.

ARP.047
Level: U-INFO

Short Syntax:  ARP.047 ATM CIP atmArpDiscCall:
rsn= reason_code, cause= cause_code, diagLen=
diag_len, diagData[0]= diag_data

Long Syntax: ARP.047 ATM CIP atmArpDiscCall: rsn=
reason_code, cause= cause_code, diagLen= diag_len,
diagData[0]= diag_data
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ARP.049
Level: U-INFO

Short Syntax:  ARP.049 ATM CIP atmArpDiscCall
WalkDwn PCR= walk _down_PCR, SCR=
walk_down_SCR:Cint prot/addr protocol _num/
protocol_address nt network ID

Long Syntax:  ARP.049 ATM CIP atmArpDiscCall
WalkDwn PCR= walk down PCR, SCR=
walk_down_SCR:Cint prot/addr protocol num/
protocol_address nt network ID

Description:  The call that was released, was released
due to cell rate. The MSS code will attempt to walk
down to commonly used data rates in order to establish
a connection with the target listed in ARP_48.

Cause: Either the network or the remote user has
released the call due to cell rate mismatches.

ARP.050

Level: UI-ERROR
Short Syntax:  ARP.050 ATM CIP ArpDisconnectLeaf?:
Long Syntax:  ARP.050 ATM CIP ArpDisconnectLeaf?:

Description:  An internal malfunction. The specified
function was invoked on a classical IP client for which
no such function is defined.

ARP.051
Level: C-TRACE

Short Syntax:  ARP.051 ATM CIP atmArpRcvFrame:
(prot = protocol_number) nt network ID

Long Syntax:  ARP.051 ATM CIP atmArpRcvFrame:
(prot = protocol_number) nt network 1D

Description: A 1483 encapsulated packet has been
received for the protocol number in the message on the
interface in the message. This will occur for all packets
received if this trace point is turned on.



ARP.052
Level: UE-ERROR

Short Syntax:  ARP.052 ATM CIP atmArpRcvFrame:
Unknown prot = protocol_number nt network ID

Long Syntax: ARP.052 ATM CIP atmArpRcvFrame:
Unknown prot = protocol_number nt network ID

Description: A packet with an unknown protocol ID
has been received off of the specified network. This
may or may not be expected traffic. In any event, the
packet will be discarded. No forwarding will occur.

ARP.053
Level: UI-ERROR

Short Syntax:  ARP.053 ATM CIP
atmArpAddLeafAck?:

Long Syntax: ARP.053 ATM CIP atmArpAddLeafAck?:

Description:  An internal malfunction. The specified
function was invoked on a classical IP client for which
no such function is defined.

ARP.054
Level: UI-ERROR

Short Syntax:  ARP.054 ATM CIP atmArplinit Registr
failure (rc= return_code): Cint prot/addr
protocol_number! protocol_address nt network ID

Long Syntax: ARP.054 ATM CIP atmArpInit Registr
failure (rc= return_code): Cint prot/addr
protocol_number! protocol_address nt network ID

Description:  This client has failed to register as a user
to the underlying device driver and net handler. This
client will be inoperable.

Action:  Reboot the router and contact the appropriate
service personelle.

ARP.055
Level: C-INFO

Short Syntax:  ARP.055 ATM CIP atmArplinit Registr
successfull: CInt prot/addr protocol_number!
protocol_address nt network ID

Long Syntax: ARP.055 ATM CIP atmArplinit Registr
successfull: Cint prot/addr protocol_number!
protocol_address nt network ID

Description:  This client has successfully registered
with the underlying device driver and net handler. This
is normal initialization.

ARP.056
Level: UI-ERROR

Short Syntax:  ARP.056 ATM CIP atmArplnit
OpnBffFrmSap Failed (rc= return_code): Cint prot/addr
protocol_number! protocol_address nt network ID

Long Syntax: ARP.056 ATM CIP atmArplnit
OpnBffFrmSap Failed (rc= return_code): Cint prot/addr
protocol_number! protocol_address nt network ID

Description:  This client has failed while opening a
buffered frame sap. This is cause by an internal error.
This client will be inoperable.

Action:  Reboot the router and contact the appropriate
service personelle.

ARP.057
Level: C-INFO

Short Syntax:  ARP.057 ATM CIP atmArpInit Address
Activation pending: Clint prot/addr protocol_number/
protocol_address nt network ID

Long Syntax:  ARP.057 ATM CIP atmArplnit Address
Activation pending: Client protocol/address
protocol_numberl protocol_address net network ID

Description:  This client has initiated the sequence
that registers the client ATM address with the switch.
When the registration completes, another message of
Address State change will be logged describing the
status of the clients ATM address.

Action:  No action required. This is normal processing.

ARP.058
Level: C-INFO

Short Syntax:  ARP.058 ATM CIP atmArplInit Address
Activation success: ClInt prot/addr protocol_number!
protocol_address nt network ID

Long Syntax: ARP.058 ATM CIP atmArplnit Address
Activation success: ClInt prot/addr protocol_number!
protocol_address nt network ID

Description:  This client has been successful at
activating an address.

ARP.059
Level: CE_ERROR

Short Syntax:  ARP.059 ATM CIP:AAL IE:Not prsnt, or
Invid AAL type (x AAL_type)

Long Syntax:  ARP.059 ATM CIP:AAL IE:Not present,
or Invalid AAL type (x AAL_type)

Description:  Invalid AAL type, AAL type should be

AALS
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ARP.060
Level: CE_ERROR

Short Syntax:  ARP.060 ATM CIP:AAL IE:Invld fwd
max SDU sz ( fwd_max_SDU_size)

Long Syntax: ARP.060 ATM CIP:AAL IE:Invalid
forward maximum SDU size ( fwd_max_SDU_size)

Description:  Forward maximum SDU size is not valid

ARP.061
Level: CE_ERROR

Short Syntax:  ARP.061 ATM CIP:AAL IE:Invid bak
max SDU sz for P2P call ( bak_max_SDU_size)

Long Syntax: ARP.061 ATM CIP:AAL IE:Invalid
backward maximum SDU size for Point-to-Point Call (
bak_max_SDU_size)

Description:  For a point-to-point call, the backward
maximum SDU size is too small. The call will be
accepted, but for receive data only. ARP is not
supported.

ARP.067
Level: CE_ERROR

Short Syntax:  ARP.067 ATM CIP:Cell Rate IE:Fwd
SCR(CLP=0+1) excds max fwd_sustainable_rate

Long Syntax: ARP.067 ATM CIP:Cell Rate IE:Forward
Sustainable Cell Rate(CLP=0+1) exceeds maximum
fwd_sustainable_rate

Description:  Forward Sustainable Cell Rate for low
priority data exceeds maximum reserved cell rate

ARP.068
Level: CE_ERROR

Short Syntax:  ARP.068 ATM CIP:Cell Rate IE:Fwd
SCR(CLP=0) excds max fwd_sustainable_rate

Long Syntax: ARP.068 ATM CIP:Cell Rate IE:Forward
Sustainable Cell Rate(CLP=0) exceeds maximum
fwd_sustainable_rate

Description:  Forward Sustainable Cell Rate for high
priority data exceeds maximum reserved cell rate

ARP.062
Level: CE_ERROR

Short Syntax: ARP.062 ATM CIP:AAL IE:Invid bak
max SDU sz for P2MP call ( bak_max_SDU_size)

Long Syntax: ARP.062 ATM CIP:AAL IE:Invalid
backward maximum SDU size for Point-to-MultiPoint
Call ( bak_max_SDU_size)

Description:  For a point-to-multipoint call, the
backward maximum SDU size is invalid, should be zero
or one.

ARP.066
Level: CE_ERROR

Short Syntax:  ARP.066 ATM CIP:AAL IE:Invld SSCS
type (x SSCS_type)

Long Syntax: ARP.066 ATM CIP:AAL IE:Invalid SSCS
type (x SSCS_type)

Description:  Invalid SSCS type, SSCS type should be

null
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ARP.069
Level: CE_ERROR

Short Syntax:  ARP.069 ATM CIP:Cell Rate IE:Fwd
PCR(CLP=0+1) excds max fwd_peak_rate

Long Syntax: ARP.069 ATM CIP:Cell Rate IE:Forward
Peak Cell Rate(CLP=0+1) exceeds maximum
fwd_peak_rate

Description:  Forward Peak Cell Rate for low priority
data exceeds maximum reserved cell rate

ARP.070
Level: CE_ERROR

Short Syntax: ARP.070 ATM CIP:Cell Rate IE:Bak
SCR(CLP=0+1) excds max bak_sustainable_rate

Long Syntax: ARP.070 ATM CIP:Cell Rate
IE:Backward Sustainable Cell Rate(CLP=0+1) exceeds
maximum bak_sustainable_rate

Description:  Backward Sustainable Cell Rate for low
priority data exceeds maximum reserved cell rate




ARP.071
Level: CE_ERROR

Short Syntax:  ARP.071 ATM CIP:Cell Rate IE:Bak
SCR(CLP=0) excds max bak_sustainable_rate

Long Syntax: ARP.071 ATM CIP:Cell Rate
IE:Backward Sustainable Cell Rate(CLP=0) exceeds
maximum bak_sustainable_rate

Description:  Backward Sustainable Cell Rate for high
priority data exceeds maximum reserved cell rate

ARP.072
Level: CE_ERROR

Short Syntax: ARP.072 ATM CIP:Cell Rate IE:Bak
PCR(CLP=0+1) excds max bak_peak_rate

Long Syntax: ARP.072 ATM CIP:Cell Rate
IE:Backward Peak Cell Rate(CLP=0+1) exceeds
maximum bak_peak_rate

Description:  Backward Peak Cell Rate for low priority
data exceeds maximum reserved cell rate

ARP.073
Level: CE_ERROR

Short Syntax:  ARP.073 ATM CIP:Bearer IE:Invld class

(x bearer_class)

Long Syntax: ARP.073 ATM CIP:Bearer IE:Invalid
class (x bearer_class)

Description:  Invalid bearer class, bearer class should
be class C or class X

ARP.074
Level: CE_ERROR

Short Syntax:  ARP.074 ATM CIP:Bearer IE:Invid conn
type (x conn_type)

Long Syntax: ARP.074 ATM CIP:Bearer IE:Invalid
connection type (x conn_type)

Description:  Invalid connection type, connection type
should be point-to-point

ARP.075
Level: CE_ERROR

Short Syntax:  ARP.075 ATM CIP:QOS IE:Invid fwd
QOS class (x fwd_QOS)

Long Syntax: ARP.075 ATM CIP:QOS IE:Invalid
forward QOS class (x fwd_QOS)

Description:  Connection is best effort service, and
forward Quality Of Service should be QOS class 0

ARP.076
Level: CE_ERROR

Short Syntax:  ARP.076 ATM CIP:QOS IE:Invid bak
QOS class (x bak_QOS)

Long Syntax:  ARP.076 ATM CIP:QOS IE:Invalid
backward QOS class (x bak_QOS)

Description:  Connection is best effort, and backward
Quality Of Service should be QOS class 0

ARP.077
Level: CE_ERROR

Short Syntax:  ARP.077 ATM CIP:Calling Party addr IE

not prsnt

Long Syntax: ARP.077 ATM CIP:Calling Party
address IE not present

Description:  Calling Party address IE is not present

ARP.078
Level: CE_ERROR

Short Syntax:  ARP.078 ATM CIP:Calling Party Addr
IE:Invld ATM addr Ingth ( remote_addr_length)

Long Syntax: ARP.078 ATM CIP:Calling Party Addr
IE:Invalid ATM address length ( remote_addr_length)

Description:  Calling Party Address IE has invalid ATM

address length

ARP.079
Level: CE_ERROR

Short Syntax:  ARP.079 ATM CIP:Calling Party Addr
IE:ATM addr fld scrn

Long Syntax:  ARP.079 ATM CIP:Calling Party Addr
IE:ATM address failed screening

Description:  ATM address was verified and did not

pass screening

ARP.080
Level: CE_ERROR

Short Syntax:  ARP.080 ATM CIP:Calling Party Addr
IE:Invid ATM addr

Long Syntax:  ARP.080 ATM CIP:Calling Party
Address IE:Invalid ATM address

Description:  Format of ATM address is incorrect, only
private ATM address format is supported
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ARP.081
Level: CE_ERROR

Short Syntax:
(x I2prot)

ARP.081 ATM CIP:BLLI IE:Invild L2 prtcl

Long Syntax: ARP.081 ATM CIP:BLLI IE:Invalid Layer
2 protocol (x [2prot)

Description:  BLLI IE contains an invalid Layer 2
protocol, Layer 2 protocol should be 12 (ISO 8802/2)

ARP.082
Level: UI-ERROR

Short Syntax:  ARP.082 ATM CIP:ArpFix No Client
Address match: Cint prot protocol_number nt network ID

Long Syntax: ARP.082 ATM CIP:ArpFix No Client
Address match: Client protocol protocol_number net
network ID

Description:  While attempting to set up a configured
PVC or SVC, no match was found to determine the
correct client to associate the PVC or SVC with.

ARP.083
Level: UI-ERROR

Short Syntax:  ARP.083 ATM CIP:ArpFix Invld user or
frm sap hndl: CiInt prot/addr protocol_number!
protocol_address nt network 1D

Long Syntax: ARP.083 ATM CIP:ArpFix Invalid user
or frame sap handle: Cint prot/addr protocol_number!
protocol_address nt network 1D

Description:  While attempting to set up a configured
PVC or SVC, the client user handle or frame sap handle
was NULL.

ARP.084
Level: UI-ERROR

Short Syntax:  ARP.084 ATM CIP:ArpFix OpnDataPath
Failure (rc= return_code): Cint prot/addr
protocol_number! protocol_address nt network ID

Long Syntax: ARP.084 ATM CIP:ArpFix OpnDataPath
Failure (rc= return_code): Client protocol/addr
protocol_number! protocol _address network network ID

Description:  While attempting to initialize the
hardware to set up a specific PVC, a failure was
detected.

30 ELS Messages Guide

ARP.085
Level: UI-ERROR

Short Syntax:  ARP.085 ATM CIP:ArpFix Cll sap invid:
Cint prot/addr protocol_number! protocol_address nt
network ID

Long Syntax: ARP.085 ATM CIP:ArpFix Call sap
invalid: Client protocol/address protocol_number!
protocol_address network network ID

Description:  While attempting to set up a configured
SVC, the client user does not have a valid call sap.

ARP.086
Level: UI-ERROR

Short Syntax:  ARP.086 ATM CIP: atmPlaceCall
Failure (rc= return_code): Cint prot/addr
protocol_number! protocol_address nt network ID

Long Syntax: ARP.086 ATM CIP: atmPlaceCall
Failure (rc= return_code): Client protocol/address
protocol_numberl protocol_address net network ID

Description:  While attempting to set up a configured
SVC, the services of the device driver returned a value
other than SUCCESS.

ARP.087
Level: U-INFO

Short Syntax:  ARP.087 ATM CIP: Remote station :
AtmAddr= vcc_remote_atm_address

Long Syntax: ARP.087 ATM CIP: Remote station :
AtmAddr= vcc_remote _atm_address

Description:  Setting up a configured SVC. This is the
ATM address of the remote client. This message
precedes ARP_88 on a PlaceCall SUCCESS and
follows ARP_86 on a PlaceCall Failure.. This message
is also displayed following ARP_40 and ARP_44

ARP.088
Level: C-INFO

Short Syntax:  ARP.088 ATM CIP: atmPlaceCall
Success: Cint prot/addr protocol_number!
protocol_address nt network ID

Long Syntax: ARP.088 ATM CIP: atmPlaceCall
Success: Cint protocol/address protocol_number!
protocol_address net network ID

Description: A call was successfully placed. This
channel should show up on the new channel list. It has
not yet been answered. When it is answered, a
PlaceCallAck message will appear in the log.




ARP.089
Level: U-INFO

Short Syntax:  ARP.089 ATM CIP: chan aged: vpi=
vee_vpi, vei= vee_vel, AtmAddr=
vce _remote_atm_address

Long Syntax: ARP.089 ATM CIP: channel aged out:
vpi= vece_vpi, vei= vee_vei, AtmAddr=
vce_remote_atm_address

Description:  The channel has been disconnected due
to inactivity. The information in this message is the
channel vpi/vci, and remote atm address of the channel
that is being disconnected.

ARP.093
Level: U-TRACE

Short Syntax:  ARP.093 ATM CIP: Mv ent
protocol_number! protocol_address nt network ID

Long Syntax:  ARP.093 ATM CIP: Move ATM Arp entry
prot/addr protocol_number! protocol_address nt network
ID

Description:  An incoming ATM ARP packet addressed
to this host arrived on a fixed channel and contained a
mapping which was in the translation cache but used a
non-fixed channel. The ARP entry was updated to use
the fixed channel.

ARP.090
Level: UE-ERROR

Short Syntax:  ARP.090 ATM CIP:Disconnect of cntrl
vce: Cint prot/addr protocol_numberl protocol_address
nt network ID

Long Syntax:  ARP.090 ATM CIP:Disconnect of control
vce: Client protocol/address protocol_number!
protocol_address net network ID

Description:  An active control channel has been
disconnected. Resolution of addresses not currently in
the ARP cache will be disrupted until a new control
channel is active.

ARP.091
Level: C-INFO

Short Syntax:  ARP.091 ATM CIP:Disconnect of cntrl
vce: Cint prot/addr protocol_number! protocol _address
nt network ID

Long Syntax: ARP.091 ATM CIP:Disconnect of control
vce: Client protocol/address protocol_number!
protocol_address net network ID

Description:  An active control channel has been
established. Resolution of addresses not currently in the
ARP cache will now begin.

ARP.092
Level: U-TRACE

Short Syntax:  ARP.092 ATM CIP: Mk ent
protocol_number! protocol_address nt network ID

Long Syntax: ARP.092 ATM CIP: Make ATM Arp entry
prot/addr protocol_numberl protocol_address nt network
ID

Description:  An incoming ATM ARP packet addressed
to this host contained a mapping which was not in the
translation cache. A new cache entry was filled in with
the information in the packet.

ARP.094
Level: U-TRACE

Short Syntax:  ARP.094 ATM CIP: Rslv ent
protocol_number! protocol_address nt network ID

Long Syntax: ARP.094 ATM CIP: Resolve ATM Arp
entry prot/addr protocol_numberl protocol_address nt
network ID

Description:  An incoming ATM ARP or InARP packet
addressed to this host contained a mapping whose
protocol address was in the ARP cache, but had no
channel attached. The ARP entry was updated to use
the ATM address provided in the ARP packet. The ARP
entry was attached to this channel.

ARP.095
Level: U-TRACE

Short Syntax:  ARP.095 ATM CIP: InArp Req sent vpil
vci protocol_type nt network 1D

Long Syntax: ARP.095 ATM CIP: Inverse Arp request
sent vpi= vpi, vci= vci prot protocol_type net network 1D

Description:  An InARP translation request is being
sent on channel with given vpi and vci in an attempt to
find a protocol address for the destination ATM address.

ARP.096
Level: U-TRACE

Short Syntax:  ARP.096 ATM CIP: Arp_send NULL
channel detected, nt network ID

Long Syntax: ARP.096 ATM CIP: Arp_send NULL
channel detected, net network ID

Description:  An outgoing arp packet was to be
transmitted, but the channel to the ARP Server is not
active. The packet will be discarded.
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ARP.097
Level: U-TRACE

Short Syntax:  ARP.097 ATM CIP: Arp Req sent
protocol_numberi protocol_address nt network ID

Long Syntax: ARP.097 ATM CIP: ATM Arp request
sent prot/addr protocol_number! protocol _address net
network ID

Description:  An ARP translation request is being sent
to the ATM Arp server in an attempt to find an ATM
address for the given protocol address

ARP.098
Level: CE_ERROR

Short Syntax:  ARP.098 ATM CIP: Dup ent
protocol_number! protocol_address nt network ID

Long Syntax: ARP.098 ATM CIP: Dup ATM Arp entry
prot/addr protocol_numberl protocol_address nt network
ID

Description:  An incoming ATM ARP or INARP packet
addressed to this host contained a mapping whose
protocol address was in the ARP cache and had a
channel associated, but had a different ATM Address
associated. The ARP packet was ignored.

ARP.099
Level: P_TRACE
ARP.099 Trace ARP/ATMARP frame
ARP.099 Trace ARP/ATMARP frame
Packet tracing for the the ATM ARP

Short Syntax:
Long Syntax:

Description:
component.

ARP.100
Level: UE-ERROR

Short Syntax:  ARP.100 DROP: Bridging not enabled
on VCC (vpi= vpi, vci= vci), nt network ID

Long Syntax: ARP.100 DROP: Bridging not enabled
on VCC (vpi= vpi, vci= vci), network network ID

Description: A frame was received on a bridge type
defined in RFC 1483. However, since bridging has not
been enabled on this circuit, frame is being discarded.

Cause: In a point-to-point WAN connection, this
indicates that bridging is enabled on one end point
router, and disabled on another. This is an illegal
configuration.

Action:  Either enable proper bridging behavior on both
ends of the circuit or disable bridging on the bridge
ports connected to this VCC. In other words, you must
enable or disable bridging at both ends of the circuit.
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ARP.101
Level: C-INFO

Short Syntax:  ARP.101 DROP: Bridge port ( portnum)
not fwding on VCC (vpi= vpi, vci= vci), nt network ID

Long Syntax: ARP.101 DROP: Bridge port ( portnum)
not forwarding on VCC (vpi= vpi, vci= vci), network
network ID

Description: A bridge frame is being discarded as a
bridge port is not in forwarding state.

Cause: It could be that port has just come up and is
progressing from blocking to listening to learning to
forwarding state, or that Spanning Tree Protocol has
determined that this port should stay in blocked state as
a backup port.

ARP.102
Level: UE-ERROR

Short Syntax:  ARP.102 DROP: source_mac->
dest_mac, Frame to bdg port behav mismatch on VCC
(vpi= vpi, vci= vci), nt network 1D

Long Syntax: ARP.102 DROP: source_mac->
dest_mac, Frame to bridge port behavior mismatch on
VCC= (vpi= vpi, vci= vci), network network ID

Description: A bridged frame has been received and
is being discarded due to mismatch in the frame type
versus the bridge port behavior.

Cause: Either a source routed frame was received on
a bridge port where source routing is disabled, or a
transparent frame was received on a bridge port where
transparent bridging is disabled.

Action:  Enable proper bridging behavior on both ends
of the circuit, or disable bridging on the bridge ports
connected to this VCC.

ARP.103
Level: UE-ERROR

Short Syntax:  ARP.103 Unsupported bdg frame type
= Ox type, VCC (vpi= vpi, vci= vci) on nt network 1D

Long Syntax:  ARP.103 Unsupported bridge frame
type = Ox type from VCC (vpi= vpi, vci= vci) on network
network ID

Description:  An unsupported bridge frame type has
been encountered and the frame has been discarded.

Cause: Either a 802.4 bridge frame, a 802.6 bridge
frame, or a bridge frame with a bridge protocol ID that is
not supported by RFC 1483 has been received.

Action:  Ensure compatible bridging behavior is
configured on both ends of the circuit and contact
customer service if the problem still occurs.



ARP.104

Level: UI-ERROR

Short Syntax:  ARP.104 Unrecgnz outgoing bdg frame
type = type on VCC (vpi= vpi, vci= vci) on nt network ID

Long Syntax:  ARP.104 Unrecognized outgoing bridge
frame type = type on VCC (vpi= vpi, vci= vci) on
network network ID

Description:  An unrecognized outgoing bridge frame
type. Bridge has asked the ATM interface to send out a
frame whose type cannot be translated into the
encapsulation defined in RFC 1483.

Cause: Software problem

Action: Contact customer service

ARP.105
Level: UE-ERROR

Short Syntax:  ARP.105 Unsupported ethertype = 0x
etype (OUI = 0x oui) on VCC (vpi= vpi, vci= vci) on nt
network ID

Long Syntax:  ARP.105 Unsupported ethernet type =
0x etype (OUI = 0x oui) on VCC (vpi= vpi, vci= vci) on
network network ID

Description:
encountered.

An unsupported ethernet type has been

Cause: Software out of date or incompatible, contact
customer service.

ARP.106
Level: U-INFO

Short Syntax:  ARP.106 ATM CIP: Var msgType info:
desc addr atmAddr.

Long Syntax: ARP.106 ATM CIP: Variable msgType
information: desc addr atmAddr.

Description:  Variable address information for a
message.

ARP.107

Level: U-INFO

Short Syntax:  ARP.107 ATM CIP: No MARS cntrl vcc
in func functionCall.

Long Syntax: ARP.107 ATM CIP: No MARS control
vce while in function call functionCall.

Description: A MARS Request message is being sent
to the ATM MARS Server.

ARP.108
Level: UI-ERROR

Short Syntax:  ARP.108 ATM CIP: Client control blk is
null in func functionCall.

Long Syntax:  ARP.108 ATM CIP: Client control block
is null in function call functionCall.

Description:  An internal function call requires a
pointer to a valid client control block which is null.
Record function name and report problem.

ARP.109
Level: UI-ERROR

Short Syntax:  ARP.109 ATM CIP: Event control blk is
null in func functionCall.

Long Syntax:  ARP.109 ATM CIP: Event control block
is null in function call functionCall.

Description:  An internal function call requires a
pointer to a valid event control block which is null.
Record function name and report problem.

ARP.110
Level: U-INFO

Short Syntax:
nt network.

ARP.110 Tx Q ovf in func functionCall

Long Syntax:  ARP.110 Transmit queue overflow in
function functionCall net network.

Description: A MARS packet was discarded, rather
than being queued, because the queue of pending
ARP/MARS packets to be transmitted was too long.
This means that ARP/MARS packets are being sent
faster than they can be processed.

ARP.111
Level: P-TRACE

Short Syntax:  ARP.111 ATM CIP: state MARS Client
msg proc for msgType a action.

Long Syntax: ARP.111 ATM CIP: state MARS Client
message processing for msgType a action.

Description:
MARS Client.

This is the action being performed by the
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ARP.112
Level: P-TRACE

Short Syntax:  ARP.112 ATM CIP: Msg is a respone to
an outstanding msgType.

Long Syntax: ARP.112 ATM CIP: Message is a
respone to an outstanding msgType.

Description:  This message contains a response from
the MARS Server to a request that originated at this
MARS Client.

ARP.113
Level: UE-ERROR

Short Syntax:  ARP.113 ATM CIP: msgType msg rcv
contains invalid value.

Long Syntax: ARP.113 ATM CIP: msgType message
recived contains and invalid value value.

Description: A message was sent to a MARS Client
containing an invalid value.

Cause: MARS Server has a problem.

Action:  Contact Systems Administrator.

ARP.114
Level: U-TRACE

Short Syntax:  ARP.114 ATM CIP: message.

Long Syntax: ARP.114 ATM CIP: message.
Description:  This is the action being performed by the
MARS Client.

ARP.115

Level: U-TRACE

Short Syntax:  ARP.115 ATM CIP: msgType spec info
[spIn srcPIn tpin targPIn thtl targHtl tstl tarSt).

Long Syntax: ARP.115 ATM CIP: msgType specific
information [spln srcPIn tpin targPIn thtl targHtl tstl
tarSt).

Description:  This is the specific message content
being sent or received by the MARS Client.

ARP.116
Level: U-TRACE

Short Syntax:  ARP.116 ATM CIP: msgType spec info
[spIn srcPin thtl targhtl tstl targstl tpln targpln tnum
tnumAddr seqxy msgPart msn marsSeq].

Long Syntax: ARP.116 ATM CIP: msgType specific
information [spIn srcPIn thtl targhtl tstl targstl tpln targpin
tnum tnumAddr seqxy msgPart msn marsSeq)].
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Description:  This is the specific message content
being sent or received by the MARS Client.

ARP.117
Level: P-TRACE

Short Syntax:  ARP.117 ATM CIP: msgType spec info
[spIn srcPin thtl targhtl tstl targstl flags msgFlags tnum
thumAddr seqxy msgPart msn marsSeq].

Long Syntax:  ARP.117 ATM CIP: msgType specific
information [spIn srcPIn thtl targhtl tstl targstl flags
msgFlags tnum tnumAddr seqxy msgPart msn
marsSeq).

Description:  This is the specific message content
being sent or received by the MARS Client.

ARP.118
Level: U-TRACE

Short Syntax:  ARP.118 ATM CIP: msgType spec info
[spIn srcPin thtl targhtl tstl targstl tpin targpln tnum
tnumAddr msn marsSeq].

Long Syntax: ARP.118 ATM CIP: msgType specific
information [spIn srcPIn thtl targhtl tstl targstl tpln targpin
tnum tnumAddr msn marsSeq].

Description:  This is the specific message content
being sent or received by the MARS Client.

ARP.119
Level: U-INFO

Short Syntax:  ARP.119 ATM CIP: action MARS Client
proc for an exp timType tim.

Long Syntax: ARP.119 ATM CIP: action MARS Client
proccessing for an expired timType timer.

Description: A timer action has taken place while
during the processing of MARS Client messages.

ARP.120
Level: U-INFO

Short Syntax:  ARP.120 ATM CIP: MARS Client
Response timer exp for mar$optype: opType .

Long Syntax: ARP.120 ATM CIP: MARS Client
Response timer exp for mar$optype: opType .

Description:  This message gives the MARS operation
type for the expired timer.




ARP.121
Level: P-TRACE

Short Syntax:  ARP.121 ATM CIP: action MARS Client
io proc for reqType.

Long Syntax: ARP.121 ATM CIP: action MARS Client
I/O proccessing for reqType.

Description:  Action being taken by the MARS Client
as the result of a received message.

ARP.122
Level: UI-ERROR

Short Syntax:  ARP.122 ATM CIP: Channel cntl blk is
null in func functionCall.

Long Syntax: ARP.122 ATM CIP: Channel control
block is null in function call functionCall.

Description:  An internal function call requires a
pointer to a valid channel control block which is null.
Record function name and report problem.

ARP.123
Level: UI-ERROR

Short Syntax:  ARP.123 ATM CIP: atmAddLeaf Failure
(rc= return_code): Cint prot/addr protocol_number!
protocol_address nt network ID

Long Syntax: ARP.123 ATM CIP: atmAddLeaf Failure
(rc= return_code): Client protocol/address
protocol_number! protocol_address net network ID

Description:  While attempting to add a leaf to a
configured SVC, the services of the device driver
returned a value other than SUCCESS.

ARP.124
Level: UI-ERROR

Short Syntax:  ARP.124 ATM CIP: atmAddLeaf Failure
destination: AtmAddr= vcc_remote_atm_address

Long Syntax: ARP.124 ATM CIP: atmAddLeaf Failure
destination: AtmAddr= vcc_remote_atm_address

Description:  While attempting to add a leaf to a
configured SVC, the services of the device driver
returned a value other than SUCCESS. This is the
addresses of the remote station that we are attempting
to establish a leaf with.

ARP.125
Level: C-INFO

Short Syntax:  ARP.125 ATM CIP: atmAddLeaf
Success: Cint prot/addr protocol_number!
protocol_address nt network ID

Long Syntax: ARP.125 ATM CIP: atmAddLeaf
Success: Clint protocol/address protocol_number!
protocol_address net network ID

Description: A leaf was successfully added. This leaf
should show up on the active channel list as a leaf to
one of the VCs. It has not yet been answered. When it
is answered, an AddLeafAck message will appear in the
log.

ARP.126
Level: UI-ERROR

Short Syntax:  ARP.126 ATM CIP: Problem processing
Redirect list (rc= return_code).

Long Syntax: ARP.126 ATM CIP: Problem processing
Redirect list (rc= return_code).

Description: ~ While attempting to procces a the
learned list of backup MARS Servers obtained from the
MARS_REDIRECT message an error occured.

ARP.127
Level: UI-ERROR

Short Syntax:  ARP.127 ATM CIP: Protocol control blk
is null in func functionCall.

Long Syntax: ARP.127 ATM CIP: Protocol control
block is null in function call functionCall.

Description:  An internal function call requires a
pointer to a valid Protocol control block which is null.
Record function name and report problem.

ARP.128
Level: UI-ERROR

Short Syntax:  ARP.128 Client ATM Call SAP Handle

is NULL.

Long Syntax: ARP.128 Client ATM Call SAP Handle is
NULL.

Description:  The client is attempting to place a call

with to the ATM device driver. The Call SAP handle
needed for this operation is invalid. If problem continues
contact service.
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ARP.129

Level: UE-ERROR

Short Syntax:  ARP.129 Invalid TLV values tivRc
Long Syntax:  ARP.129 Invalid TLV values tivRc

Description: A message was sent to a MARS Client
containing an invalid TLV value.

Cause: MARS Server has a problem.

Action:  Contact Systems Administrator.

ARP.130
Level: UE-ERROR
Short Syntax:  ARP.130 Invalid version opVersion

Long Syntax:  ARP.130 Invalid MARS operation
version specified in message opVersion

Description: A message was sent to a MARS Client
containing an invalid version.

Cause: MARS Server has a problem.

Action:  Contact Systems Administrator.

ARP.131
Level: UE-ERROR

Short Syntax:  ARP.131 Unsupported op value
opValue

Long Syntax: ARP.131 Invalid MARS operation value
specified in message opValue

Description: A message was sent to a MARS Client
containing an invalid operation.

Cause: MARS Server has a problem.

Action:  Contact Systems Administrator.

ARP.132
Level: CE-ERROR

Short Syntax:  ARP.132 Out of sequence op type
opType

Long Syntax: ARP.132 Sequence error in MARS
operation type specified in message opType

Description: A message was sent to a MARS Client
containing an invalid operation.

Cause: Timing error.

Action:  Contact Systems Administrator if problem
continues.
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ARP.133
Level: U-INFO

Short Syntax:  ARP.133 Registration with MARS
server rc = registerRc

Long Syntax:  ARP.133 The client has attempted to
register with the MARS server and has received a
response of registerRc.

Description:
with MARS.

Nonzero response to Register request

Cause: Normal.

Action:  Contact Systems Administrator if problem
continues.

ARP.134
Level: U-TRACE

Short Syntax:  ARP.134 ATM CIP: msgType action:
fixhdr[afn addrFamily pro proType snap pSnap0 pSnapl
pSnap2 pSnap3 pSnap4 chksum checksum ext extoff
ver opVersion shtl addrTypeLen sstl subAddrTypeLen]
on nt network ID.

Long Syntax: ARP.134 ATM CIP: A msgType
message was action with a fixed header of [afn
addrFamily pro proType snap pSnap0 pSnapl pSnap2
pSnap3 pSnap4 chksum checksum ext extoff ver
opVersion shtl addrTypelLen sstl subAddrTypelLen] on
net network ID.

Description:  This is the fixed headr for a message
being sent or received by a MARS client.

ARP.135
Level: U-INFO

Short Syntax:  ARP.135 ATM CIP ArpDisconnectLeaf:
rsn= reason_code, cause= cause_code, diagLen=
diag_len, diagData[0]= diag_data vpi= vcc_vpi, vci=
vee_vei, LeafAtmAddr= leaf_remote_atm_address

Long Syntax: ARP.135 ATM CIP ArpDisconnectLeaf:
rsn= reason_code, cause= cause_code, diagLen=
diag_len, diagData[0]= diag_data vpi= vcc_vpi, vci=
vee_vei, LeafAtmAddr= leaf_remote_atm_address

Description:  The information in this message is the
reason for which the leaf has been released. It also
contains the channel vpi/vci for which this leaf was a
member of along with the atm address of the leaf.




ARP.136
Level: UE-ERROR

Short Syntax:  ARP.136 ATM CIP atmArpRcvFrame:
Unknown protype value= vauleNum nt network 1D

Long Syntax: ARP.136 ATM CIP atmArpRcvFrame:
Unknown protype value= vauleNum nt network 1D

Description: A packet with an unknown protocol ID
has been received off of the specified network. This
may or may not be expected traffic. In any event, the
packet will be discarded. No forwarding will occur.

ARP.137
Level: U-INFO

Short Syntax:  ARP.137 ATM CIP atmArpAddLeafAck:
vpi= vce_vpi, vei= vee _vci, LeafAtmAddr=
leaf_remote_atm_address

Long Syntax: ARP.137 ATM CIP atmArpAddLeafAck:
vpi= vece_vpi, vei= vee _vei, LeafAtmAddr=
leaf_remote _atm_address

Description:  Confirms a successful addition of a new
party to a point-to-multipoint call.

ARP.138
Level: U-TRACE

Short Syntax:  ARP.138 ATM CIP: msgType spec info
[spIn srcPIn tpln targPIn pnum numPairs seq priSeq
flags msgFlags cmi clusterld msn marsSeq].

Long Syntax: ARP.138 ATM CIP: msgType specific
information [spIn srcPin tpin targPIn pnum numpPairs seq
priSeq flags msgFlags cmi clusterld msn marsSeq].

Description:  This is the specific message content
being sent or received by the MARS Client.

ARP.139
Level: U-INFO

Short Syntax:  ARP.139 ATM CIP: atmaActivateServer
Current Active Arp Server: AtmAddr=
vce_remote_atm_address

Long Syntax: ARP.139 ATM CIP: atmaActivateServer
Current Active Arp Server: AtmAddr=
vce_remote_atm_address

Description:  This is the ATM address of the current
active Arp Server.

ARP.140
Level: U-INFO

Short Syntax:  ARP.140 ATM CIP: start_SG failed:
retcd= retcd, protid= protid, sgid= sgid, Isid= Isid, net=
net#

Long Syntax: ARP.140 ATM CIP: start_SG failed:
retcd= retcd, protid= protid, sgid= sgid, Isid= Isid, net=
net#

Description:  The starting of Server Group with SCSP
failed. It could be that the Server group may be already
started. Possible that the same Server Group Id is
configured for different Subnets. The Server Group Id
should be unique for each Subnet.

ARP.141
Level: U-INFO

Short Syntax:  ARP.141 ATM CIP:AAL IE:Negotiating
SDU sizes, Remote Station fwd max SDU sz (
fwd_max_SDU_size)

Long Syntax: ARP.141 ATM CIP:AAL IE:Negotiating
SDU sizes with Remote Station, Remote Station forward
maximum SDU size ( fwd_max_SDU_size)

Description:  Remote Station Forward maximum SDU
size is larger than our Backward maximum SDU
size..Let us negotiate the SDU sizes with the Remote
station..

ARP.142
Level: U-INFO

Short Syntax:  ARP.142 ATM CIP:AAL IE:Negotiating
SDU sizes, Remote Station bak max SDU sz (
bak_max_SDU_size)

Long Syntax: ARP.142 ATM CIP:AAL IE:Negotiating
SDU sizes with Remote Station, Remote Station
backward maximum SDU size ( bak_max_SDU_size)

Description:  Remote Station Backward maximum
SDU size is larger than our Forward maximum SDU
size..Let us negotiate the SDU sizes with the Remote
station..

ARP.143
Level: U-TRACE

Short Syntax:  ARP.143 ATM CIP: No Chan
protocol_number! protocol_address nt network ID

Long Syntax: ARP.143 ATM CIP: Entry rcvd on Down
Channel, prot/addr protocol_numberl protocol _address
nt network 1D

Description:  An incoming ATM ARP packet arrived on
a channel that has gone down before the packet could
be processed. The packet is discarded.

Chapter 6. Address Resolution Protocol (ARP) 37



ARP.144
Level: UI-ERROR

Short Syntax:  ARP.144 xmt: No mem for csa ent, prot
protocol_type nt network ID

Long Syntax:  ARP.144 transmit: No memory for csa
record, protocol protocol_type net network ID

Description:  During the output processing of an ARP
packet, the router did not have memory available to
inform SCSP through client state advertisement (csa)
record for given ARP entry.

Cause: The router is extremely low on heap memory.

Action:  Find someway to reduce memory usage.

ARP.145
Level: P_TRACE

Short Syntax:  ARP.145 ATM CIP: InArp bad subnet
protocol_numberi protocol_address nt network ID

Long Syntax: ARP.145 ATM CIP: InArp received from
another subnet, prot/addr protocol_number!
protocol_address nt network ID

Description:  An InArp packet was received with a
source protocol address that is not on one of the
defined subnets on this interface. The packet is ignored.

ARP.146
Level: UI-ERROR
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Short Syntax:  ARP.146 ATM CIP: bad red call rcvd:
Cint prot/addr protocol_numberl protocol_address nt
network ID

Long Syntax: ARP.146 ATM CIP: bad red call
received: Client protocol/address protocol_numberl
protocol_address net network ID

Description: A call was received to a local ATM
address defined for CIP redundancy but was not
answered for one of the following reasons: * the callee
is configured as the one to place the call * the callee
already has a redundancy channel * the caller ATM
address does not match the configured caller ATM
address. The ATM address of the caller follows in
ARP_86. Check CIP redundancy configuration on this
box and its partner.

ARP.147
Level: U-TRACE

Short Syntax:  ARP.147 ATM CIP: ARP Pkt on rcv-only
protocol_number! protocol_address nt network ID

Long Syntax: ARP.147 ATM CIP: ARP Packet
received on receive-only channel, prot/addr
protocol_number! protocol_address nt network ID

Description:  An incoming ATM ARP packet arrived on
a channel that is for reception of data only. The packet
is discarded. Most likely cause is that the backward
SDU size of this channel was smaller than the
configured SDU for this interface.



Chapter 7. Asynchronous Transfer Mode Network Interface

(ATM)

This chapter describes Asynchronous Transfer Mode Network Interface (ATM)
messages. For information on message content and how to use the message, refer

to the Introduction.

ATM.001
Level: C-INFO

Short Syntax:  ATM.001 Create configuration support,
nt network 1D

Long Syntax: ATM.001 Create configuration support,
on network network ID

Description:
object.

Trying to create the config_support

ATM.002
Level: C-INFO

Short Syntax:  ATM.002 Create Timer_master, nt
network ID

Long Syntax: ATM.002 Create Timer_master, on
network network ID

Description:  Trying to create the Timer_master object.
ATM.003
Level: C-INFO

Short Syntax:  ATM.003 Create connection manager,
nt network ID

Long Syntax: ATM.003 Create connection manager,
on network network ID

Description:  Trying to create the conn_mgr object.
ATM.004
Level: C-INFO

Short Syntax:  ATM.004 Create ilmi_wrapper, nt
network ID

Long Syntax:  ATM.004 Create ilmi_wrapper, on
network network ID

Description:  Trying to create the ilmi_wrapper object.

ATM.005
Level: C-INFO
Short Syntax:  ATM.005 Create ilmi, nt network ID

Long Syntax:  ATM.005 Create ilmi, on network
network ID

© Copyright IBM Corp. 1994, 1998

Description:  Trying to create the ilmi
(ATM_address_table) object.

ATM.006
Level: C-INFO

Short Syntax:  ATM.006 Create ilmi_user, nt network
ID

Long Syntax:  ATM.006 Create ilmi_user, on network
network ID

Description:  Trying to create the ilmi_user object.
ATM.007
Level: C-INFO

Short Syntax:  ATM.007 Create saal_wrapper, nt
network ID

Long Syntax:  ATM.007 Create saal_wrapper, on
network network ID

Description:  Trying to create the saal_wrapper object.
ATM.008
Level: C-INFO

Short Syntax:  ATM.008 Create gsaal, nt network ID

Long Syntax: ATM.008 Create gsaal, on network
network ID

Description:  Trying to create the gsaal object.

ATM.009
Level: C-INFO

Short Syntax:  ATM.009 Create signalling
(Q93B_protocol), nt network 1D

Long Syntax: ATM.009 Create signalling
(Q93B_protocol), on network network 1D

Description:  Trying to create the Q93B_protocol
(Signalling) object.

ATM.010
Level: C-INFO

Short Syntax:  ATM.010 Calling object_addrs_avail, nt
network ID
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Long Syntax: ATM.010 Calling object_addrs_avail, on
network network ID

Description:  Calling object_addrs_avail for all created
objects.

ATM.011

Level: C-INFO

Short Syntax:
network ID

ATM.011 Starting ilmi_wrapper, nt

Long Syntax: ATM.011 Starting ilmi_wrapper, on
network network ID

Description:  Calling ilmi_wrapper->start.

ATM.012
Level: C-INFO
Short Syntax:  ATM.012 Starting ilmi, nt network ID

Long Syntax:
network ID

ATM.012 Starting ilmi, on network

Description:  Calling ilmi->start.

ATM.013
Level: UI-ERROR

Short Syntax:  ATM.013 Start of ilmi_wrapper failed, nt
network ID, rc retcode

Long Syntax:  ATM.013 Start of ilmi_wrapper failed, on
network network ID, return code = retcode

Description:  ilmi_wrapper->start failed.

ATM.014
Level: UI-ERROR

Short Syntax:
ID, rc retcode

ATM.014 Start of ilmi failed, nt network

Long Syntax: ATM.014 Start of ilmi failed, on network
network ID, return code = retcode

Description:  ilmi->start failed.

ATM.015
Level: UI-ERROR

Short Syntax:  ATM.015 Creation of configuration
support failed, nt network ID, rc retcode

Long Syntax:  ATM.015 Creation of configuration
support failed, on network network ID, return code =
retcode

Description:  Create config_support failed.
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ATM.016
Level: UI-ERROR

Short Syntax:  ATM.016 Creation of Timer_master
failed, nt network ID, rc retcode

Long Syntax: ATM.016 Creation of Timer_master
failed, on network network ID, return code = retcode

Description:  Create Timer_master failed.

ATM.017
Level: UI-ERROR

Short Syntax:  ATM.017 Creation of connection
manager failed, nt network ID, rc retcode

Long Syntax: ATM.017 Creation of connection
manager failed, on network network ID, return code =
retcode

Description:  Create conn_mgr failed.

ATM.018
Level: UI-ERROR

Short Syntax:  ATM.018 Creation of ilmi_wrapper
failed, nt network ID, rc retcode

Long Syntax:  ATM.018 Creation of ilmi_wrapper
failed, on network network ID, return code = retcode

Description:  Create ilmi_wrapper failed.

ATM.019
Level: UI-ERROR

Short Syntax:  ATM.019 Creation of ilmi failed, nt
network ID, rc retcode

Long Syntax:  ATM.019 Creation of ilmi failed, on
network network ID, return code = retcode

Description:  Create ilmi failed.

ATM.020
Level: UI-ERROR

Short Syntax:
network ID

ATM.020 Creation of ilmi_user failed, nt

Long Syntax:  ATM.020 Creation of ilmi_user failed, on
network network ID

Description:  Create ilmi_user failed.




ATM.021
Level: UI-ERROR

Short Syntax:  ATM.021 Creation of saal_wrapper
failed, nt network ID, rc retcode

Long Syntax: ATM.021 Creation of saal_wrapper
failed, on network network ID, return code = retcode

Description:  Create saal_wrapper failed.

ATM.022
Level: UI-ERROR

Short Syntax:  ATM.022 Creation of gsaal failed, nt
network ID, rc retcode

Long Syntax: ATM.022 Creation of gsaal failed, on
network network ID, return code = retcode

Description:  Create gsaal failed.

ATM.023
Level: UI-ERROR

Short Syntax:  ATM.023 Creation of signalling
(Q93B_protocol) failed, nt network ID, rc retcode

Long Syntax:  ATM.023 Creation of signalling
(Q93B_protocol) failed, on network network ID, return
code = retcode

Description:  Create Q93B_protocol failed.

ATM.024
Level: UI-ERROR

Short Syntax:  ATM.024 Bad inbound control frame
discarded, handle = conn_handle nt network ID

Long Syntax: ATM.024 Bad inbound control frame
discarded, handle = conn_handle, on network network
ID

Description:  Bad inbound control frame
ATM.025
Level: C-INFO

Short Syntax:  ATM.025 Frame xmit by net_dsio,
handle = conn_handle nt network ID

Long Syntax: ATM.025 Frame transmitted using
net_dsio, handle = conn_handle, on network network ID

Description: A frame has been transmitted on the
ATM interface, using net_dsio.

ATM.026
Level: UI-ERROR

Short Syntax:  ATM.026 Inbound frame discarded,
handle = conn_handle nt network ID, rc stat

Long Syntax:  ATM.026 Inbound frame discarded,
handle = conn_handle, on network network ID, status =
stat

Description:  Bad status in iorb

ATM.027
Level: UI-ERROR

Short Syntax:  ATM.027 Outbound frame not sent,
handle = conn_handle nt network ID, rc retcode

Long Syntax:  ATM.027 Outbound frame not sent,
handle = conn_handle, on network network ID, return
code = retcode

Description:  Bad status from netout

ATM.028
Level: UI-ERROR

Short Syntax:  ATM.028 Device Driver User
Registration Failed, handle = conn_handle nt network
ID, rc stat

Long Syntax:  ATM.028 Device Driver User
Registration Failed, handle = conn_handle, on network
network ID, status = stat

Description:  atmcharm_init User Registration Failed

ATM.029
Level: UI-ERROR

Short Syntax:  ATM.029 Device Driver Wrap User
Registration Failed, handle = conn_handle nt network
ID, rc rc

Long Syntax:  ATM.029 Device Driver Wrap User
Registration Failed, handle = conn_handle, on network
network ID, status = rc

Description:
Failed

atmcharm_init Wrap User Registration

ATM.030
Level: UI-ERROR

Short Syntax:  ATM.030 ERROR opening Frame SAP,
handle = conn_handle nt network ID, rc stat

Long Syntax: ATM.030 ERROR opening Frame SAP,
handle = conn_handle, on network network ID, status =
Sstat

Description:  Couldn’t open Frame SAP
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ATM.031
Level: UI-ERROR

Short Syntax:  ATM.031 ERROR opening data path for
ILMI, handle = conn_handle nt network ID, rc stat

Long Syntax: ATM.031 ERROR opening data path for
ILMI, handle = conn_handle, on network network ID,
status = stat

Description:  Couldn’t open data path for ILMI

ATM.032
Level: UI-ERROR

Short Syntax:  ATM.032 ERROR opening Wrap Frame
SAP, handle = conn_handle nt network ID, rc rc

Long Syntax: ATM.032 ERROR opening Wrap Frame
SAP, handle = conn_handle, on network network ID,
status = rc

Description:  Couldn’t open Wrap Frame SAP

ATM.033
Level: UI-ERROR

Short Syntax:  ATM.033 ERROR creating objects,
handle = conn_handle nt network ID, rc rc

Long Syntax: ATM.033 ERROR creating objects,
handle = conn_handle, on network network ID, status =
rc

Description:  Couldn’t create objects (SVC, ILMI, etc.)

ATM.034
Level: C-INFO

Short Syntax:
network ID

ATM.034 ATM interface disabled, nt

Long Syntax: ATM.034 ATM interface disabled, on
network network 1D

Description:  ATM interface disabled from the console
ATM.035
Level: C-INFO

Short Syntax:  ATM.035 Function function_name
called, nt network ID

Long Syntax: ATM.035 Function function_name
called, on network network ID

Description:  ATM function called
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ATM.036
Level: UI-ERROR

Short Syntax:  ATM.036 Could not stop objects, nt
network ID, rc rc

Long Syntax:  ATM.036 Could not stop objects, on
network network ID, return code = rc

Description:  Error stopping the objects

ATM.037
Level: UI-ERROR

Short Syntax:  ATM.037 Connection handle is NULL,

nt network ID

Long Syntax:  ATM.037 Connection handle is NULL,
on network network ID

Description:  conn_handle is NULL

ATM.038
Level: UI-ERROR

Short Syntax:
network ID

ATM.038 Unable to get buffers, nt

Long Syntax:  ATM.038 Unable to get buffers on
network network ID

Description:  Could not get a buffer

ATM.039
Level: UI-ERROR

Short Syntax:  ATM.039 Connect ioctl failed , nt
network ID vpilvci vpil vci

Long Syntax: ATM.039 Connect ioctl failed , nt
network ID vpilvci vpil vci

Description:  Connect ioctl failed

ATM.040
Level: UI-ERROR

Short Syntax:  ATM.040 Could not start objects, nt
network ID, rc rc

Long Syntax:  ATM.040 Could not start objects, on
network network ID, return code = rc

Description:  Error starting the objects




ATM.041
Level: UI-ERROR

Short Syntax:  ATM.041 Invalid max SDU size, nt
network ID, SDU sz rate

Long Syntax: ATM.041 Invalid max SDU size, on
network network ID, max SDU size = rate

Description:  ATM net handler was passed invalid max
SDU size for connection

ATM.042
Level: UI-ERROR

Short Syntax:  ATM.042 Invalid peak cell rate, nt
network ID, pk rate rate

Long Syntax:  ATM.042 Invalid peak cell rate, on
network network ID, peak cell rate = rate

Description:  ATM net handler was passed invalid
peak cell rate for connection

ATM.043
Level: UI-ERROR

Short Syntax:  ATM.043 Invalid sustainable cell rate,
nt network ID, sustn rate rate

Long Syntax: ATM.043 Invalid sustainable cell rate,
on network network ID, sustainable cell rate = rate

Description:  ATM net handler was passed invalid
sustainable cell rate for connection

ATM.044
Level: UI-ERROR

Short Syntax:  ATM.044 Invalid max burst size, nt
network ID, brst sz rate

Long Syntax:  ATM.044 Invalid max burst size, on
network network ID, max burst size = rate

Description:  ATM net handler was passed invalid max
burst size for connection

ATM.045
Level: UI-ERROR

Short Syntax:  ATM.045 API, invalid net number, nt
network ID, dev devNum

Long Syntax:  ATM.045 API called with invalid net
number, on network network ID, devNum devNum

Description:
devNum

atmUserRegistration called with invalid

ATM.046
Level: UI-ERROR

Short Syntax:
network ID

ATM.046 API call failed, no memory, nt

Long Syntax:  ATM.046 API call failed, no memory, on
network network ID

Description:  ATM API call failed, no memory available

ATM.047
Level: UI-ERROR

Short Syntax:  ATM.047 API, max users exceeded, nt

network ID

Long Syntax: ATM.047 API, max users exceeded, on
network network ID

Description:  atmUserRegistration called, but
maximum users already registered

ATM.048
Level: UI-ERROR

Short Syntax:  ATM.048 API, invalid user handle,

userHandle

Long Syntax:  ATM.048 API called with invalid user
handle, userHandle

Description:
user handle

atmUserRegistration called with invalid

ATM.049
Level: CI-ERROR

Short Syntax:  ATM.049 API call failed, net down, nt

network ID

Long Syntax:  ATM.049 API call failed, network down,
on network network ID

Description:  ATM API call failed, network is down
ATM.050
Level: C-INFO

Short Syntax:  ATM.050 Address activation ILMI
successful, nt network ID, rc rc

Long Syntax: ATM.050 ATM address activation ILMI
successful, on network network ID, return code = rc

Description:  atmAddrActivation ILMI returned
alloc_addr_wrap with good return
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ATM.051
Level: UI-ERROR

Short Syntax:  ATM.051 Address activation ILMI failed,
nt network ID, rc rc

Long Syntax: ATM.051 ATM address activation ILMI
failed, on network network ID, return code = rc

Description:  atmAddrActivation ILMI returned
alloc_addr_wrap with bad return

ATM.052
Level: C-INFO

Short Syntax:  ATM.052 Sharing ESl/Selector, nt
network ID, addr addr

Long Syntax: ATM.052 Sharing ESI/Selector, on
network network ID, addr addr

Description:  atmAddrActivation providing sharing of
the ATM address

ATM.053
Level: C-INFO

Short Syntax:
network ID

ATM.053 conn_mgr dstrc ntrd, nt

Long Syntax: ATM.053 Connection Manager
destructor entered, on network network ID

Description:  Connection Manager destructor entered

ATM.054
Level: UI-ERROR

Short Syntax:  ATM.054 API, invalid address handle,
nt network ID, hndl handle

Long Syntax:  ATM.054 API called with invalid address
handle, on network network ID, handle = handle

Description:  atmAddrDeactivation called with invalid
address handle

ATM.055
Level: UI-ERROR

Short Syntax:  ATM.055 Address deactivation ILMI
failed, nt network ID, hndl handle rc rc

Long Syntax: ATM.055 ATM address deactivation
ILMI failed, on network network ID, handle = handle,
return code = rc

Description:  atmAddrDeactivation ILMI returned
free_addr_handle_wrap with bad return
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ATM.056
Level: UI-ERROR

Short Syntax:  ATM.056 Get address by handle ILMI
failed, nt network ID, hndl handle rc rc

Long Syntax: ATM.056 Get ATM address by handle
ILMI failed, on network network ID, handle = handle,
return code = rc

Description:  atmGetAddrByHandle ILMI returned
get_atm_addr_wrap with bad return

ATM.057
Level: CE-ERROR

Short Syntax:  ATM.057 Get UNI version ILMI failed,
nt network ID, rc rc

Long Syntax:  ATM.057 Get UNI Version ILMI failed,
on network network ID, return code = rc

Description:  atmGetUniVersion ILMI returned
get_uni_version_wrap with bad return

ATM.058
Level: CE-ERROR

Short Syntax:  ATM.058 Get LECS address ILMI
successful, nt network ID, rc rc

Long Syntax: ATM.058 Get LECS address ILMI
successful, on network network ID, return code = rc

Description:  atmGetUniVersion ILMI returned
get_uni_version_wrap with good return

ATM.059
Level: UI-ERROR

Short Syntax:  ATM.059 Get LECS address ILMI
failed, nt network ID, rc rc

Long Syntax: ATM.059 Get LECS address ILMI failed,
on network network ID, return code = rc

Description:  atmGetUniVersion ILMI returned
get_uni_version_wrap with bad return

ATM.060
Level: UI-ERROR

Short Syntax:  ATM.060 call SAP already open, nt
network ID hndl handle

Long Syntax:  ATM.060 call SAP already open for this
user, network network ID, SAP handle = handle

Description:  call SAP already open for this user




ATM.061
Level: UI-ERROR

Short Syntax:  ATM.061 max call SAPs exceeded, nt
network ID

Long Syntax: ATM.061 max call SAPs exceeded,
network network ID

Description:  Maximum call SAPs already opened.

ATM.066
Level: C-INFO

Short Syntax:  ATM.066 API, placing call, nt network
ID, addr address

Long Syntax:  ATM.066 API, placing call, on network
network ID, ATM address = address

Description:  Placing a call to a given address

ATM.062
Level: UI-ERROR

Short Syntax:  ATM.062 bad PID count, nt network ID
cnt count

Long Syntax: ATM.062 bad PID count, network
network ID, count = count

Description:  PID count in PID list out of range

ATM.063
Level: UI-ERROR

Short Syntax:  ATM.063 bad PID, nt network ID PID
PID

Long Syntax: ATM.063 bad PID, network network ID,
PID = PID

Description:  Invalid PID in PID list

ATM.064
Level: UI-ERROR

Short Syntax:  ATM.064 Conn mgr register caller
failed, nt network ID, rc rc

Long Syntax: ATM.064 Connection manager register
caller failed, on network network ID, return code = rc

Description:  Connection Manager call to
reg_caller_wrap failed.

ATM.065
Level: UI-ERROR

Short Syntax:  ATM.065 API, invalid call SAP hndl, nt
network ID, hndl handle

Long Syntax:  ATM.065 API received invalid call SAP
handle, on network network ID, handle = handle

Description:  Invalid call SAP handle passed to API

ATM.067
Level: UI-ERROR

Short Syntax:  ATM.067 API, place call failed, nt
network ID, hndl handle, addr address, rc rc

Long Syntax: ATM.067 API, place call failed, on
network network ID, handle = handle, ATM address =
address, return code = rc

Description:  Placing a call to a given address failed
ATM.068
Level: C-INFO

Short Syntax:  ATM.068 API, adding leaf, nt network
ID, addr address, conn hndl = handle

Long Syntax:  ATM.068 API, adding leaf, on network
network ID, ATM address = address, conn handle =
handle,

Description:  Adding a leaf to a multipoint call

ATM.069
Level: UI-ERROR

Short Syntax:  ATM.069 API, add leaf failed, nt
network ID, hndl handle, addr address, rc rc

Long Syntax:  ATM.069 API, add leaf failed, on
network network ID, handle = handle, ATM address =
address, return code = rc

Description:  Adding a leaf to a multipoint call failed
ATM.070
Level: C-INFO

Short Syntax:  ATM.070 API, hangup leaf, nt network
ID, conn hndl connHandle, leaf hndl leafHandle

Long Syntax:  ATM.070 API, hangup leaf, on network
network ID, conn handle = connHandle, leaf handle =
leafHandle

Description:  Hanging up a leaf
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ATM.071
Level: C-INFO

Short Syntax:  ATM.071 API, recv call ack, nt network
ID, conn hndl connHandle

Long Syntax: ATM.071 API, receive call ack, on
network network ID, conn handle = connHandle

Description:  Receive call ack

ATM.072
Level: C-INFO

Short Syntax:  ATM.072 API, hangup call, nt network
ID, conn hndl connHandle

Long Syntax:  ATM.072 API, hangup call, on network
network ID, conn handle = connHandle

Description:  Hanging up a call

ATM.073
Level: UI-ERROR

Short Syntax:  ATM.073 API, invalid frame SAP type,
nt network ID, type type

Long Syntax: ATM.073 API called with invalid frame
SAP type, on network network ID, type = type

Description:  Invalid frame SAP type passed to API

ATM.074
Level: UI-ERROR

Short Syntax:  ATM.074 API, invalid frame SAP hndl,
nt network ID, hndl handle

Long Syntax: ATM.074 API called with invalid frame
SAP handle, on network network ID, handle = handle

Description:  Invalid frame SAP handle passed to API

ATM.075
Level: UI-ERROR

Short Syntax:  ATM.075 API, invalid VCC hndl, nt
network ID, hndl handle

Long Syntax: ATM.075 API called with invalid VCC
handle, on network network ID, handle = handle

Description:  Invalid VCC handle passed to API
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ATM.076
Level: UI-ERROR

Short Syntax:  ATM.076 API, invalid MAC offset, nt
network ID, offset offset

Long Syntax:  ATM.076 API called with invalid MAC
address offset, on network network ID, offset = offset

Description:
API

Invalid MAC address offset passed to

ATM.077
Level: UI-ERROR

Short Syntax:  ATM.077 API, invalid VCC grp hndl, nt
network ID, grp hndl handle

Long Syntax: ATM.077 API called with invalid VCC
group handle, on network network ID, group handle =
handle

Description:  Invalid VCC group handle passed to API

ATM.078
Level: UI-ERROR

Short Syntax:  ATM.078 API, VCC already in grp, nt
network ID, vce hndl vechandle, grp hndl grphandle

Long Syntax: ATM.078 API, VCC already in group, on
network network ID, vcc handle = vechandle, group
handle = grphandle

Description:  Trying to add a VCC to a group it is
already a part of

ATM.079
Level: UI-ERROR

Short Syntax:  ATM.079 API, VCC not in grp, nt
network ID, vce hndl vechandle, grp hndl grphandle

Long Syntax: ATM.079 API, VCC not in group, on
network network ID, vcc handle = vechandle, group
handle = grphandle

Description:  VCC not in this group

ATM.080
Level: UI-ERROR

Short Syntax:  ATM.080 API, MAC already mapped, nt
network ID, vcc hndl vechandle, grp hndl grphandle,
MAC MACaddr

Long Syntax: ATM.080 API, MAC already mapped, on
network network ID, vcc handle = vechandle, group
handle = grphandle, MAC address MACaddr

Description:  Trying to map a MAC address to a group
it is already mapped to



ATM.081
Level: UI-ERROR

Short Syntax:  ATM.081 API, MAC not mapped, nt
network ID, vec hndl vechandle, grp hndl grphandle,
MAC MACaddr

Long Syntax: ATM.081 API, MAC not mapped, on
network network ID, vcc handle = vcchandle, group
handle = grphandle, MAC address MACaddr

Description:  Trying to unmap a MAC address to a
group it is not mapped to

ATM.082
Level: C-INFO

Short Syntax:  ATM.082 addr state change, nt network
ID, addr address, state = state

Long Syntax: ATM.082 ATM address state change, on
network network ID, ATM address = address, state=
state,

Description:  Address state change

ATM.083
Level: UI-ERROR

Short Syntax:  ATM.083 Connection manager start
failed, nt network ID, rc retcode

Long Syntax:  ATM.083 Connection manager start
failed, on network network ID, return code = retcode

Description:  Connection Manager start failed.

ATM.084
Level: UI-ERROR

Short Syntax:  ATM.084 SAAL wrapper start failed, nt
network ID, rc retcode

Long Syntax: ATM.084 SAAL wrapper start failed, on
network network ID, return code = retcode

Description:  SAAL wrapper start failed.

ATM.085
Level: UI-ERROR

Short Syntax:
ID, rc retcode

ATM.085 SAAL start failed, nt network

Long Syntax: ATM.085 SAAL start failed, on network
network ID, return code = retcode

Description:  SAAL start failed.

ATM.086
Level: UI-ERROR

Short Syntax:  ATM.086 SVC start failed, nt network

ID, rc retcode

Long Syntax: ATM.086 SVC start failed, on network
network ID, return code = retcode

Description:  SVC start failed.

ATM.087
Level: C-INFO

Short Syntax:
network ID

ATM.087 Conn mgr stopped, nt

Long Syntax: ATM.087 Connection Manager stopped,
on network network ID

Description:  Connection Manager stop entered

ATM.088

Level: P_TRACE

ATM.088 Trace ATM frame.
ATM.088 Trace ATM frame.

Short Syntax:
Long Syntax:

Description:  ATM frame packet tracing.

ATM.089
Level: UI-ERROR

Short Syntax:  ATM.089 Conn mgr place call failed, nt
network ID, rc retcode

Long Syntax: ATM.089 Connection manager place
call failed, on network network ID, rc = retcode

Description:  Conn Mgr place call failed.

ATM.090
Level: U-INFO

Short Syntax:  ATM.090 Call setup failed, SAAL not up
yet, nt network ID

Long Syntax:  ATM.090 Call setup failed, SAAL not up
yet, on network network ID

Description:  Call set-up failed because the SAAL was
not established yet.
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ATM.091
Level: UI-ERROR

Short Syntax:  ATM.091 Conn handle in use, nt
network ID, hdnl handle

Long Syntax: ATM.091 SVC thinks conn handle is in
use, on network network ID, handle = handle

ATM.096
Level: C-INFO

Short Syntax:  ATM.096 Call accepted, nt network ID,
rc retcode, hdnl handle, vpi vpi, vci veci

Long Syntax:  ATM.096 Call accepted, on network
network ID, rc = retcode, handle = handle, vpi = vpi, vci
= vci

Description:  Call set-up failed because the SVC
thought the conn handle was in use. Description:  Called party accepted call.
ATM.092 ATM.097

Level: UI-ERROR

Short Syntax:  ATM.092 Invalid conn handle, nt
network ID, hdnl handle

Long Syntax:  ATM.092 Invalid conn handle, no entry
in connection table, on network network ID, handle =
handle

Description:  Call set-up failed because the conn
handle points to a NULL entry.

ATM.093
Level: UI-ERROR

Short Syntax:  ATM.093 Place call ack failed, nt
network ID, rc retcode, hdnl handle, vpi vpi, vci vci

Long Syntax:  ATM.093 Place call ack failed, on
network network ID, rc = retcode, handle = handle, vpi
= vpi, vCi = vci

Description:  Place call ack failed

ATM.094
Level: UE-ERROR

Short Syntax:  ATM.094 Receive call failed, no such
caller, nt network ID, hdnl handle, vpi vpi, vci vci

Long Syntax: ATM.094 Receive call failed, no such
caller, on network network ID, handle = handle, vpi =
vpi, vci = vci

Description:  No caller found matching call parms.

ATM.095
Level: UE-ERROR

Short Syntax:  ATM.095 call rjct, nt network ID, rc
retcode, hdnl handle, vpi vpi, vci vci

Long Syntax:  ATM.095 Call rejected, on network
network ID, rc = retcode, handle = handle, vpi = vpi, vci
= vei

Description:  Called party rejected call.
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Level: C-INFO

Short Syntax:  ATM.097 Receive call ack, nt network
ID, rc retcode, hdnl handle

Long Syntax: ATM.097 Receive call ack, on network
network ID, rc = retcode, handle = handle

Description:  Called party accepts or rejects call.

ATM.098
Level: UI-ERROR

Short Syntax:  ATM.098 Bad cnfg prm, n_int interface,
rc retcode, prm parm

Long Syntax:  ATM.098 Bad configuration parm, n_int
= interface, rc = retcode, parm = parm

Description:  Conn Mgr attempt to read configuration
parameter failed.

ATM.099
Level: UI-ERROR

Short Syntax:  ATM.099 Conn mgr, no memory, n_int
interface, pnt point

Long Syntax:  ATM.099 Connection Manager, no
memory, n_int = interface, trace point = point

Description:  Connection Manager could not get
memory to initialize

ATM.100
Level: C-INFO

Short Syntax:  ATM.100 Conn mgr adding leaf, nt
network ID, hndl handle

Long Syntax: ATM.100 Connection Manager adding
leaf, on network network ID, handle = handle

Description:  Connection Manager add leaf entered




ATM.101
Level: UI-ERROR

Short Syntax:  ATM.101 Invid conn hndl, not in
connect tbl, nt network ID, hdnl handle, func
function_name

Long Syntax: ATM.101 Invalid conn handle, no entry
in connection table, on network network ID, handle =
handle, function function_name

Description:  The conn handle points to a NULL entry.

ATM.102
Level: UI-ERROR

Short Syntax:  ATM.102 Invid conn hndl, free
connection, nt network ID, hdnl handle, func
function_name

Long Syntax: ATM.102 Invalid conn handle, free
connection, on network network ID, handle = handle,
function = function_name

Description:
inactive entry.

The connection handle points to a

ATM.103
Level: UI-ERROR

Short Syntax:  ATM.103 No leaf handle available, nt
network ID, hdnl handle

Long Syntax: ATM.103 No leaf handle available, on
network network ID, conn handle = handle

Description:  Could not get leaf handle

ATM.104
Level: UI-ERROR

Short Syntax:  ATM.104 Add leaf handle failed, nt
network ID, hdnl handle, rc retcode

Long Syntax: ATM.104 Add leaf handle failed, on
network network ID, conn handle = handle, rc = retcode

Description:  Add leaf handle failed

ATM.105
Level: C-INFO

Short Syntax:  ATM.105 Conn mgr add leaf ack, nt
network ID, hndl handle

Long Syntax:  ATM.105 Connection Manager add leaf
ack, on network network ID, handle = handle

Description:
entered

Connection Manager add leaf ack

ATM.106
Level: C-INFO

Short Syntax:
network ID

ATM.106 Conn mgr registering caller, nt

Long Syntax: ATM.106 Connection Manager
registering caller, on network network ID

Description:
entered

Connection Manager register_caller

ATM.107
Level: UI-ERROR

Short Syntax:  ATM.107 Max callers exceeded, nt

network ID

Long Syntax: ATM.107 Max callers exceeded, on
network network ID

Description:  Caller tried to register, maximum callers
already registered.

ATM.108
Level: UI-ERROR
ATM.108 dup clir PID, nt network ID

Long Syntax:  ATM.108 Duplicate caller PID, on
network network ID

Short Syntax:

Description: A caller tried to register with the same
PID and address as an existing caller.

ATM.109
Level: UI-ERROR
Short Syntax:  ATM.109 dup cllr addr, nt network ID

Long Syntax:  ATM.109 Duplicate caller address, on
network network ID

Description: A caller tried to register with the same
address as an existing caller.

ATM.110
Level: C-INFO

Short Syntax:
nt network ID

ATM.110 Conn mgr deregistering caller,

Long Syntax: ATM.110 Connection Manager
deregistering caller, on network network ID

Description:
entered

Connection Manager deregister_caller
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ATM.111
Level: C-INFO

Short Syntax:  ATM.111 Conn mgr disconnecting call,
nt network ID, hndl handle

Long Syntax: ATM.111 Connection Manager
disconnecting call, on network network ID, handle =
handle

Description:
entered

Connection Manager disconnect_call

ATM.112
Level: C-INFO

Short Syntax:  ATM.112 rmv cnxn, SVC err, nt network

ID, hndl handle

Long Syntax: ATM.112 Conn Mgr removing
connection, SVC error, on network network ID, handle =
handle

Description:  SVC got a conn handle, found an error,
and is giving it back

ATM.113
Level: C-INFO

Short Syntax:  ATM.113 Conn mgr reporting failure, nt
network ID, hndl handle

Long Syntax:  ATM.113 Connection Manager reporting
failure to caller, on network network ID, handle = handle

Description:  Connection Manager
report_failure_to_Caller entered

ATM.114
Level: C-INFO

Short Syntax:  ATM.114 Conn mgr removing
connection, nt network ID, hndl handle

Long Syntax: ATM.114 Connection Manager removing
connection, on network network ID, handle = handle

Description:  Connection Manager remove connection
entered

ATM.115

Level: C-INFO

Short Syntax:  ATM.115 Conn mgr disconnecting leaf,
nt network ID, hndl handle

Long Syntax: ATM.115 Connection Manager
disconnecting leaf, on network network ID, handle =
handle

Description:
entered

Connection Manager disconnect_leaf
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ATM.116
Level: C-INFO

Short Syntax:
nt network ID

ATM.116 Conn mgr getting conn hndl,

Long Syntax:  ATM.116 Connection Manager getting
conn handle, on network network ID

Description:
entered

Connection Manager get_conn_handle

ATM.117
Level: UI-ERROR

Short Syntax:  ATM.117 no conn handles, nt network

ID

Long Syntax:  ATM.117 All connection handles in use,
on network network ID

Description:  No free conn handles

ATM.118
Level: UI-ERROR

Short Syntax:
ID

ATM.118 no mem conn obj, nt network

Long Syntax:  ATM.118 No memory for connection
object, on network network ID

Description:  No memory for connection object
ATM.119
Level: C-INFO

Short Syntax:  ATM.119 Conn mgr hanging up call, nt
network ID, hndl handle

Long Syntax:  ATM.119 Connection Manager hanging
up call, on network network ID, handle = handle

Description:  Connection Manager hang_up_call
entered

ATM.120

Level: C-INFO

Short Syntax:  ATM.120 conn_mgr hanging up leaf, nt
network ID, hndl handle

Long Syntax: ATM.120 Connection Manager hanging
up leaf, on network network ID, handle = handle

Description:
entered

Connection Manager hang_up_leaf




ATM.121
Level: UI-ERROR

Short Syntax:  ATM.121 Hang up leaf failed, nt
network ID, rc retcode

Long Syntax: ATM.121 SVC hang up leaf failed, on
network network ID, rc = retcode

Description:  SVC hang_up_leaf failed

ATM.122
Level: C-INFO

Short Syntax:  ATM.122 Hang up leaf success, nt
network ID, rc retcode

Long Syntax: ATM.122 SVC hang up leaf success, on
network network ID, rc = retcode

Description:  SVC hang_up_leaf successful

ATM.123
Level: C-INFO

Short Syntax:
network ID

ATM.123 Conn mgr placing call, nt

Long Syntax:  ATM.123 Connection Manager placing
call, on network network ID

Description:  Connection Manager place_call entered

ATM.124
Level: UI-ERROR

Short Syntax:  ATM.124 Max calls exceeded, nt

network ID

Long Syntax: ATM.124 Max calls exceeded, on
network network ID

Description:
already placed.

Caller tried to place call, maximum calls

ATM.125
Level: UI-ERROR

Short Syntax:
hndl handle

ATM.125 clIr not reg, nt network ID,

Long Syntax:  ATM.125 Caller not registered, on
network network ID, handle = handle

Description:  Caller not registered.

ATM.126
Level: C-INFO

Short Syntax:
network ID

ATM.126 Conn mgr place call ack, nt

Long Syntax: ATM.126 Connection Manager place
call ack, on network network ID

Description:
entered

Connection Manager place_call_ack

ATM.127
Level: C-INFO

Short Syntax:  ATM.127 Conn mgr processing
received call, nt network ID

Long Syntax: ATM.127 Connection Manager
processing received call, on network network ID

Description:  Connection Manager
process_receive_call entered

ATM.128
Level: UE-ERROR

Short Syntax:
hndl handle

ATM.128 Cllee not reg, nt network ID,

Long Syntax: ATM.128 Callee not registered, on
network network ID, conn handle = handle

Description:  Callee not registered.

ATM.129
Level: C-INFO

Short Syntax:  ATM.129 Callee found, nt network ID,
cllr caller, cnxn handle

Long Syntax:  ATM.129 Callee found, on network
network ID, caller = caller, conn_handle = handle

Description:  Callee found.
ATM.130
Level: C-INFO

Short Syntax:
network ID

ATM.130 Conn mgr finding caller id, nt

Long Syntax:  ATM.130 Connection Manager finding
caller id, on network network ID

Description:
entered

Connection Manager find_caller_id
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ATM.131
Level: UI-ERROR

Short Syntax:
ID,addr handle

ATM.131 Addr not found, nt network

Long Syntax:  ATM.131 Address not found by ILMI, on
network network ID, address handle = handle

Description:  Address not found by ILMI.

ATM.132
Level: C-INFO

Short Syntax:  ATM.132 Callee found, nt network

ID,hndl handle

Long Syntax: ATM.132 Callee found, on network
network ID, caller handle = handle

Description:  Callee found

ATM.133
Level: UE-ERROR

Short Syntax:
hndl handle

ATM.133 cllee not reg, nt network ID,

Long Syntax:  ATM.133 Callee not registered, on
network network ID, address handle = handle

Description:  Callee not registered.

ATM.134
Level: UI-ERROR

Short Syntax:  ATM.134 Conn handle NULL, nt

network ID

Long Syntax: ATM.134 Connection handle NULL, on
network network ID

Description:  Connection handle in iorb is NULL.

ATM.135
Level: UI-ERROR
Short Syntax:  ATM.135 ILMI ptr NULL, nt network ID

Long Syntax:  ATM.135 ILMI wrapper function called,
ILMI pointer is NULL, on network network ID

Description:
is NULL.

ILMI wrapper function called, ILMI pointer
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ATM.136
Level: UI-ERROR

Short Syntax:
network ID

ATM.136 ILMI wrap ptr NULL, nt

Long Syntax:  ATM.136 ILMI wrapper function called,
ILMI wrapper pointer is NULL, on network network ID

Description:  ILMI wrapper function called, ILMI
wrapper pointer is NULL.

ATM.137
Level: UI-ERROR

Short Syntax:  ATM.137 ERROR opening data path for
SVC, handle = user_handle nt network ID, rc stat

Long Syntax: ATM.137 ERROR opening data path for
SVC, handle = user_handle, on network network ID,
status = stat

Description:  Couldn’t open data path for SVC

ATM.138
Level: UI-ERROR

Short Syntax:  ATM.138 Unknown adapter type, nt
network ID, type adapter_type

Long Syntax: ATM.138 Unknown adapter type, on
network network ID, adapter type = adapter_type

Description:
adapter type.

The adapter returned an unknown

ATM.139
Level: UI-ERROR

Short Syntax:  ATM.139 Silftst called, nt network 1D

down

Long Syntax:  ATM.139 Selftest called, but network
network ID is down

Description:
down

Self-test was called, but the adapter is

ATM.140
Level: UI-ERROR

Short Syntax:
ID

ATM.140 Slftst: no bfr avail, nt network

Long Syntax: ATM.140 Selftest called, but no buffer
available on network network ID

Description:  Self-test was called, but couldn’t get a
buffer to read the adapter MAC address




ATM.141

Level: UE-ERROR

Short Syntax:  ATM.141 Cnfgd spd not adapter spd, n
network ID, cnfg config, adapter adapter

Long Syntax: ATM.141 Configured speed different
from adapter on network network ID, config speed =
config, adapter speed = adapter

Description:  The adapter speed is differnet from the
configured speed

t

ATM.142
Level: UI-ERROR

Short Syntax:
ID, hdnl= handle

Long Syntax: ATM.142 Bad VCC handle, on network
network ID, handle = handle

ATM.142 Bad VCC handle, nt network

Description:  The device driver passed a bad VCC
handle to the net handler.

ATM.143

Level: C-INFO

Short Syntax:  ATM.143 VCC hdnl, nt network ID,
hdnl= handle, VPI= vpi,VCIl= vci

Long Syntax: ATM.143 VCC handle passed to device
driver, on network network ID, handle = handle, VPI =
vpi, VCI = vci

Description:  The net handler passed a handle to the
device driver for this VPI/VCI.

ATM.144
UI-ERROR

Short Syntax:  ATM.144 No bfr for disc, nt network ID,
VPI= vpiVCI= vci

Long Syntax:  ATM.144 No buffer for disconnect, on
network network ID, VPI = vpi, VCI = vci

Level:

Description:  No buffer was available to disconnect a
VCC.

ATM.145

Level: UI-ERROR

Short Syntax:  ATM.145 Frame recvd while disconn
pending, nt network ID, hndl= handle

Long Syntax: ATM.145 Frame received while
disconnect pending, on network network ID, handle =
handle

Description: A frame was received when the VCC
was in disconnect pending.

ATM.146
Level: UE-ERROR
Short Syntax:  ATM.146 No prefix set, nt network ID

Long Syntax:  ATM.146 The switch never set its prefix
on network network ID

Description:  The ATM switch never set its prefix.
ATM.147
Level: UI-ERROR

Short Syntax:
network ID

ATM.147 No mem to rd adptr addr, nt

Long Syntax: ATM.147 No memory at init to read
adapter address, on network network ID

Description:  No memory available at initialization to
read adapter address.

ATM.148
Level: UI-ERROR

Short Syntax:
network ID

ATM.148 No mem to rd adptr addr, nt

Long Syntax: ATM.148 No memory at init to read
adapter address, on network network ID

Description:  No memory available at initialization to
read adapter address.

ATM.149
Level: UE-ERROR

Short Syntax:  ATM.149 Increase max frame sz while
running, nt network ID

Long Syntax:  ATM.149 Increase max frame size while
running, on network network 1D

Description:  User tried to increase the maximum
frame size while the machine was running.

ATM.150
UI-ERROR
ATM.150 SRAM nt found on dsabl, nt

Level:

Short Syntax:
network ID

Long Syntax: ATM.150 SRAM record not found on
disable, on network network ID

Description:  Couldn'’t find the SRAM block when the
user disabled the interface.
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ATM.151
Level: UI-ERROR

Short Syntax:  ATM.151 No bfr to rd adptr info on
dsbl, nt network ID

Long Syntax: ATM.151 No buffer to read adapter on
disable, on network network ID

Description:  No buffer was available to read the
adapter info when the user disabled the interface.

ATM.152
Level: UI-ERROR

Short Syntax:
nt network ID

ATM.152 Rd adptr info failed on dsbl,

Long Syntax: ATM.152 Read of adapter info failed on
disable, on network network ID

Description:  Couldn’t read the adapter info when the
user disabled the interface.

ATM.153
Level: UI-ERROR

Short Syntax:  ATM.153 Timer re-entrancy err, nt
net_no, flag = flag, log pt = log_point

Long Syntax: ATM.153 Timer re-entrancy error on net
net_no, flag = flag, logpoint = log_point

Description: ~ Timer re-entrancy error.

ATM.156
Level: C-INFO

Short Syntax:  ATM.156 Timer trace, nt net_no, log pt
= logpoint, rc = rcode

Long Syntax:  ATM.156 Timer trace on net net_no,
logpoint = logpoint, return code = rcode

Description:  Timer trace.

ATM.157
Level: C-INFO

Short Syntax:  ATM.157 Timer trace, nt net_no, log pt
= logpoint, ndx = index, element = element

Long Syntax: ATM.157 Timer trace on net net_no,
logpoint = logpoint, index = index, element = element

Description:  Timer trace.

ATM.158
Level: UI-ERROR

Short Syntax:  ATM.158 Timer already stopped, nt
net_no, log pt = logpoint, ndx = index, element =
element

Long Syntax:  ATM.158 Timer already stopped on net
net_no, logpoint = logpoint, index = index, element =
element

Description:  Timer already stopped.

ATM.154
Level: C-INFO

Short Syntax:  ATM.154 Timer set alarm, nt net_no,
ndx = index, callback = user_ptr

Long Syntax:  ATM.154 Timer set alarm on net
net_no, index = index, callback address = user_ptr

ATM.159
Level: UI-ERROR

Short Syntax:  ATM.159 User stopping unowned timer,
nt net_no, stopper = stopper, owner = owner

Long Syntax:  ATM.159 User stopping unowned timer
on net net_no, stopper = stopper, owner = owner

Description:  Timer set. Description:  User trying to stop another user’s timer.
ATM.155 ATM.160
Level: C-INFO Level: C-INFO

Short Syntax:  ATM.155 Timer set alarm, nt net_no,
type = type, element = element

Long Syntax: ATM.155 Timer set alarm on net
net_no, type = type, element address = element

Description:  Timer set.
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Short Syntax:  ATM.160 Timer cancel alarm, nt
net_no, logpt = logpoint, callback = callback

Long Syntax: ATM.160 Timer cancel alarm on net
net_no, logpoint = logpoint, callback address = callback

Description:  Timer canceled.




ATM.161
Level: UI-ERROR

Short Syntax:
logpoint

ATM.161 Timer SNO, nt net_no, logpt =

Long Syntax: ATM.161 Timer should not occur on net
net_no, logpoint = logpoint

Description:  Timer element not first, last, or middle.

ATM.166
Level: UI-ERROR

Short Syntax:  ATM.166 VNET Registration Failed, nt
network id, rc stat

Long Syntax: ATM.166 VNET User Registration
Failed, on network network id, status = stat

Description:  atm_vnet_init User Registration Failed

ATM.162
Level: C-INFO

Short Syntax:  ATM.162 Timer tick, nt net_no, logpt =
logpoint, tim = time, callback = callback

Long Syntax: ATM.162 Timer tick on net net_no,
logpoint = logpoint, time = time, callback address =
callback

Description:  Timer tick.

ATM.163
Level: UI-ERROR

Short Syntax:  ATM.163 Timer out of elements, nt

net_no

Long Syntax:  ATM.163 Timer out of elements on net
net_no

Description:  Timer out of elements.

ATM.164

Level: UI-ERROR

Short Syntax:
net_no

ATM.164 Timer tried to free twice, nt

Long Syntax: ATM.164 Timer tried to free twice on

net net_no

Description:  Timer tried to free twice.

ATM.165
Level: UI-ERROR

Short Syntax:
net_no

ATM.165 Tmr elmnts set to max, nt

Long Syntax:  ATM.165 Number of timer elements
capped at maximum on net net_no

Description:  The number of timer elements would
have exceeded the maximum and was capped.

ATM.167
Level: UI-ERROR

Short Syntax:  ATM.167 Addr state change, not in API,
nt network ID, addr address, state = state

Long Syntax: ATM.167 ATM address state change,
not in API, on network network ID, ATM address =
address, state= state,

Description:
record of it.

Address state change but API has no

ATM.168
Level: UI-ERROR

Short Syntax:  ATM.168 Addr in use, but not in API, nt
network ID, addr address

Long Syntax: ATM.168 ATM address in use for ILMI,
but not API, on network network ID, ATM address =
address

Description:  ILMI thinks address is registered but API
has no record of it.

ATM.169
Level: UI-ERROR

Short Syntax:  ATM.169 No bfr to splice VCC, nt
network ID, vpil- vcil to vpi2- vci2

Long Syntax: ATM.169 No buffer to splice VCC on
network network ID, vpil- vcil to VCC vpi2- vci2

Description:
VCCs.

No buffer was available to splice two

ATM.170
Level: UI-ERROR

Short Syntax:  ATM.170 nt network ID, VCC vpil- vcil
was spliced vpi2- vci2, now vpi3- vci3

Long Syntax:  ATM.170 on network network ID, VCC
vpil- vcil was spliced to vpi2- vci2, now spliced to vpi3-
vci3

Description:
different VCC.

User spliced an already spliced VCC to a
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ATM.171
Level: UE-ERROR

Short Syntax:
Restart

ATM.171 nt network ID, no rsp to

Long Syntax: ATM.171 Switch never responded to
Restart on net network ID

Description:  The ATM switch never responded to
Restart with RestartAck.

ATM.172
Level: UI-ERROR

Short Syntax:  ATM.172 Transmit msg got VCC
handle, nt network ID

Long Syntax: ATM.172 Transmit message was
passed NULL VCC handle on network network ID

Description:
VCC handle.

User called xmit_msg passing NULL

ATM.173
Level: UI-ERROR

Short Syntax:  ATM.173 nt network ID, cmd failed,
unsupported protocol: prt

Long Syntax: ATM.173 on network network ID, cmd
failed, unsupported protocol: prt

Description:  An internal routine attempted to add or
delete a multicast address for an unsupported protocol.

ATM.174
Level: UI-ERROR

Short Syntax:  ATM.174 nt network ID, cmd failed,
protocol prt, error code: err

ATM.176
Level: UI-ERROR

Short Syntax:  ATM.176 nt network ID, disc conn hndl
caller, caller handle dereg

Long Syntax:  ATM.176 on network network ID,
disconnect call for handle caller, caller handle already
deregistered

Description:  Disconnect call received but caller
already deregistered

ATM.177
Level: UI-ERROR

Short Syntax:  ATM.177 Function veemgrHandle
called, bad veemgr hndl caller

Long Syntax:  ATM.177 Function veemgrHandle called
with invalid vecmgr handle caller

Description:  VCC manager function called with invalid
VCC manager handle

ATM.178
Level: UI-ERROR

Short Syntax:  ATM.178 Function mecHandle called,
bad MEC hndl caller

Long Syntax: ATM.178 Function mecHandle called
with invalid MEC handle caller

Description:
VCC manager

An invalid MEC handle was found by

ATM.179
Level: UI-ERROR

Short Syntax:  ATM.179 Function caller called, no

Long Syntax:  ATM.174 on network network ID, cmd mem

failed, protocol prt, error code: err Long Syntax:  ATM.179 Function caller called, out of
- . . memor

Description:  An internal error occured while attempted y

to add or remove a multicast address. Description:  ATM API call failed, no memory available

ATM.175 ATM.180

Level: UI-ERROR

Short Syntax:  ATM.175 nt network ID, SVC msg drop,
low bfrs: D2 D3 D4 D5

Long Syntax:  ATM.175 on network network ID, SVC
message dropped, adapter low on buffers: D2 D3 D4
D5

Description:  Signaling message dropped because
adapter low on buffers.
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Level: C-INFO

Short Syntax:  ATM.180 VCCMGR, aging out VCC, nt
network ID, conn hndl connHandle

Long Syntax: ATM.180 VCCMGR, aging out VCC, on
network network ID, conn handle = connHandle

Description:  Aging out a VCC




ATM.181
Level: C-INFO

Short Syntax: ATM.181 VCCMGR, als new entry,
veemgr hndl veemgrHandle

Long Syntax: ATM.181 VCCMGR, new VCC entry
created dynamically, vecmgr handle = vecmgrHandle

Description:  vecmgrGetVCCTableEntry called with a
new VCC entry allocated dynamically from system
memory

ATM.186
Level: C-INFO

Short Syntax: ATM.186 VCCMGR, add entry, pType
pType, vecmgr hndl vecmgrHandle

Long Syntax: ATM.186 VCCMGR, add VCC entry to
VCC list, protocol type pType, vecmgr handle =
veemgrHandle

Description:  vecmgrAddVCCToVCClList called to add
VCC entry to the VCC list

ATM.182
Level: C-INFO

Short Syntax:  ATM.182 VCCMGR, new VCC entry,
veemgr hndl veemgrHandle

Long Syntax: ATM.182 VCCMGR, new VCC entry
created, vccmgr handle = vecmgrHandle

Description:  vecmgrGetVCCTableEntry called with a
new VCC entry

ATM.183
Level: C-INFO

Short Syntax:  ATM.183 VCCMGR, fvs vcc entry,
veemgr hndl veemgrHandle

Long Syntax: ATM.183 VCCMGR, free VCC entry to
system, vcemgr handle = vecmgrHandle

Description:  vccmgrFreeVCCTableEntry called to free
VCC entry to system memory

ATM.184
Level: C-INFO

Short Syntax:  ATM.184 VCCMGR, free VCC entry,
veemgr hndl veemgrHandle

Long Syntax: ATM.184 VCCMGR, free VCC entry to
free list, vecmgr handle = vecmgrHandle

Description:  vecmgrFreeVCCTableEntry called to free
VCC entry to free list

ATM.185
Level: UI-ERROR

Short Syntax:  ATM.185 VCCMGR, duplicate entry,
pType pType, veemgr hndl veemgrHandle

Long Syntax: ATM.185 VCCMGR, duplicated VCC
entry in list, protocol type pType, vccmgr handle =
veemgrHandle

Description:  vecmgrAddVCCToVCClList called for
duplicated VCC entry in list
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ATM.187
Level: C-INFO

Short Syntax:  ATM.187 VCCMGR, delete entry,
pType pType, veemgr hndl vecmgrHandle

Long Syntax: ATM.187 VCCMGR, delete VCC entry
from VCC list, protocol type pType, vccmgr handle =
veemgrHandle

Description:  vccmgrDeleteEntryFromVCCList called to
delete a VCC entry

ATM.188
Level: C-INFO

Short Syntax: ATM.188 VCCMGR, new MEC entry,
mec hndl mecHandle

Long Syntax: ATM.188 VCCMGR, new MEC entry
created, mec handle = mecHandle

Description:  vecmgrGetMECTableEntry called with a
new MEC entry

ATM.189
Level: C-INFO

Short Syntax:  ATM.189 VCCMGR, free MEC entry,
mec hndl mecHandle

Long Syntax: ATM.189 VCCMGR, free MEC entry,
mec handle = mecHandle

Description:
a MEC entry

vcemgrFreeMECTableEntry called to free

ATM.190
Level: UI-ERROR

Short Syntax:  ATM.190 VCCMGR, duplicate MEC
entry, mec hndl mecHandle

Long Syntax: ATM.190 VCCMGR, duplicated entries
in MEC list, mec handle = mecHandle

Description:  vecmgrAddMECEntryToMECList called
with duplicated MEC entry
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ATM.191
Level: C-INFO

Short Syntax:  ATM.191 VCCMGR, add MEC entry,
mec hndl mecHandle

Long Syntax: ATM.191 VCCMGR, add MEC entry to
MEC list, mec handle = mecHandle

ATM.196
Level: C-INFO

Short Syntax:  ATM.196 VCCMGR, VCC sharing, conn
hndl connHandle

Long Syntax: ATM.196 VCCMGR, receive call VCC
sharing, conn Handle = connHandle

Description:  vecmgrAddMECEntryToMECList called Description:  vccmgrReceiveCallAck called with
with duplicated MEC entry sharing VCC
ATM.192 ATM.197

Level: C-INFO

Short Syntax:  ATM.192 VCCMGR, delete MEC entry,
mec hndl mecHandle

Long Syntax: ATM.192 VCCMGR, delete MEC entry
from MEC list, mec handle = mecHandle

Description:  vccmgrDeleteMECEntryFromMECList
called to delete MEC entry

ATM.193
Level: C-INFO

Short Syntax:  ATM.193 VCCMGR, VCC sharing, nt
network ID, conn hndl connHandle

Long Syntax: ATM.193 VCCMGR, place call VCC
sharing, on network network ID, conn Handle =
connHandle

Description:  vecmgrPlaceCall called with sharing VCC

ATM.194
Level: C-INFO

Short Syntax:  ATM.194 VCCMGR, place call ack,
veemgr hndl veemgrHandle, conn hndl connHandle

Long Syntax: ATM.194 VCCMGR, place call ack,
vcemgr handle = veemgrHandle, conn handle =
connHandle

Description:  vecmgrPlaceCallAck called

ATM.195
Level: C-INFO

Short Syntax:  ATM.195 VCCMGR, place call ack for
shared vcc, conn hndl vecmgrHandle

Long Syntax: ATM.195 VCCMGR, place call ack for
shared VCC, conn handle = veemgrHandle

Description:  vecmgrPlaceCallAckSimulation called

58 ELS Messages Guide

Level: C-INFO

Short Syntax:  ATM.197 VCCMGR, frame drop, id
dmuxID conn hndl connHandle

Long Syntax: ATM.197 VCCMGR, data frame
dropped, dmux id = dmuxID, conn Handle =

connHandle

Description:  vccmgrReceiveFrame called for frame
drop

ATM.198

Level: C-INFO

Short Syntax:  ATM.198 VCCMGR, ready indicate
rcvd, conn hndl connHandle

Long Syntax: ATM.198 VCCMGR, first LE ready
indicate received, conn Handle = connHandle

Description:  vccmgrReceiveFrame called for receiving
the first ready indicate

ATM.199
Level: C-INFO

Short Syntax:  ATM.199 VCCMGR, duplicate VCC
found, MEC hndl mecHandle, conn hndl connHandle

Long Syntax: ATM.199 VCCMGR, duplicate VCC
found, MEC handle = mecHandle, conn handle =
connHandle

Description:  vccmgrReceiveFrame called for
duplicated VCC

ATM.200
Level: C-INFO

Short Syntax:  ATM.200 VCCMGR, data frame rcvd,

marker marker

Long Syntax: ATM.200 VCCMGR, LE data frame
received, marker = marker

Description:
data frame

vcemgrReceiveFrame called for receiving



ATM.201
Level: C-INFO

Short Syntax:
opcode opCode

ATM.201 VCCMGR, control frame rcvd,

Long Syntax: ATM.201 VCCMGR, LE control frame
received, opCode = opCode

Description:
control frame

vcemgrReceiveFrame called for receiving

ATM.202
Level: C-INFO

Short Syntax:
dmuxID opCode

Long Syntax: ATM.202 VCCMGR, frame dropped,
user not found, dmuxID = opCode

ATM.202 VCCMGR, frame drop,

Description:
frame

vcemgrReceiveFrame called for dropping

ATM.203
Level: C-INFO

Short Syntax:  ATM.203 VCCMGR, simulating rcvd
call, hndl connHandle

Long Syntax: ATM.203 VCCMGR, simulating receive
call, connHandle = connHandle

Description:  vecmgrSimulatingReceiveCall called

ATM.204
Level: C-INFO

Short Syntax: ATM.204 VCCMGR, call simulated,
hndl connHandle

Long Syntax: ATM.204 VCCMGR, receive call
simulated, connHandle = connHandle

Description:  veecmgrSimulatingReceiveCall called
ATM.205
Level: C-INFO

Short Syntax:  ATM.205 VCCMGR, share VCC data
path, vcec hndl vecHandle

Long Syntax: ATM.205 VCCMGR, share VCC data
path, vccHandle = vccHandle

Description:  veccmgrOpenVccDataPath called

ATM.206
Level: C-INFO

Short Syntax:  ATM.206 VCCMGR, close shared VCC
data path, vcc hndl vecHandle

Long Syntax: ATM.206 VCCMGR, close shared VCC
data path, vcc handle = vecHandle

Description:  vecmgrOpenVccDataPath called

ATM.207
Level: C-INFO

Short Syntax:  ATM.207 VCCMGR, hangup call by
veemgr, conn hndl vecHandle

Long Syntax: ATM.207 VCCMGR, hangup call by
veemgr, conn handle = vecHandle

Description:  vccmgrReleaseVCC called to hangup call

ATM.208
Level: C-INFO

Short Syntax: ATM.208 VCCMGR, nt network ID,
hangup call, conn hndl connHandle

Long Syntax: ATM.208 VCCMGR, network network
ID, VCC hangup call, connHandle = connHandle

Description:  vecmgrHangupCall called
ATM.209
Level: C-INFO

Short Syntax:  ATM.209 VCCMGR, nt network ID,
hangup shared call, conn hndl connHandle

Long Syntax: ATM.209 VCCMGR, network network
ID, hangup shared VCC call, connHandle = connHandle

Description:  vecmgrHangupCall called

ATM.210
Level: C-INFO

Short Syntax:  ATM.210 VCCMGR, new owner,
veemgr hndl veemgrHandle, conn hndl connHandle

Long Syntax: ATM.210 VCCMGR, new VCC owner
found, vecmgrHandle = vecmgrHandle, connHandle =
connHandle

Description:  vecmgrSetNewVccOwner called
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ATM.211
Level: C-INFO

Short Syntax:  ATM.211 VCCMGR, new owner,
veemgr hndl veemgrHandle, conn hndl connHandle

Long Syntax: ATM.211 VCCMGR, new VCC owner
found, vecmgrHandle = vecmgrHandle, connHandle =
connHandle

Description:  vecmgrDisconnectCallSharedUser called

ATM.212
Level: C-INFO

Short Syntax:  ATM.212 VCCMGR, disconnect call,
veemgr hndl veemgrHandle, conn hndl connHandle

Long Syntax: ATM.212 VCCMGR, disconnect call,
vcemgr handle = veemgrHandle, connHandle =
connHandle

Description:  vccmgrDisconnectCall called

ATM.213
Level: C-INFO

Short Syntax:  ATM.213 VCCMGR, close call sap, sap
hndl vecmgrHandle

Long Syntax: ATM.213 VCCMGR, close call sap, sap
handle = vecmgrHandle

Description:  vecmgrCloseCallSap called

ATM.214
Level: C-INFO

Short Syntax: ATM.214 VCCMGR, disconnect shared
call, conn hndl connHandle

Long Syntax: ATM.214 VCCMGR, disconnect call for
shared users, connHandle = connHandle

Description:  vcecmgrDisconnectCallSharedUser called
ATM.215
Level: C-INFO

Short Syntax:  ATM.215 VCCMGR, simulating hangup
call, conn hndl connHandle

Long Syntax: ATM.215 VCCMGR, simulating hangup
call for shared users, connHandle = connHandle

Description:  vecmgrHangupCallSimulation called
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ATM.216
Level: UI-ERROR

Short Syntax:  ATM.216 API, invalid bound VCC hndl,
nt network ID, hndl handle bnd hdnl bound

Long Syntax: ATM.216 API called with invalid VCC
handle, on network network ID, handle = handle bound
handle = bound

Description:  Invalid bound VCC handle in VCC
handle passed to API

ATM.217
Level: UI-ERROR

Short Syntax:  ATM.217 C_caller, hangup leaf: dup
caller on MP call, nt network ID, conn hndl connHandle

Long Syntax: ATM.217 C_caller, hangup leaf:
duplicate caller on multipoint call, on network network
ID, conn handle = connHandle

Description:  Add-party received for a multipoint call
for the same caller

ATM.218
Level: U-INFO

Short Syntax:  ATM.218 Function function_name:
Grp-snd cncld nt network ID group groupHandle

Long Syntax:  ATM.218 Function function_name:
Group-send canceled on network network ID group
groupHandle

Description:  Group list(s) was modified during
group-send (canceled).

ATM.219
Level: CI-ERROR

Short Syntax:  ATM.219 Function function_name: Grp
not in use nt network ID iorb iorbp

Long Syntax:  ATM.219 Function function_name:
Group not in use on network network ID iorb iorbp

Description:  Sending on a group and the group status
was not set properly.

Panic atmmem

Short Syntax:
memory.

ATM interface initialization failed, no

Description:  The ATM interface failed to allocate
sufficient memory to complete initialization.

Action:  Contact your customer service representative.



Chapter 8. ALLC

This chapter describes ALLC messages. For information on message content and
how to use the message, refer to the Introduction.

ALLC.001
Level: C-INFO

Short Syntax:
network id

ALLC.001 Fn function_name called, nt

Long Syntax:  ALLC.001 Function function_name
called, on network network id

Description:  ATM 1483 function called

ALLC.002
Level: CI-ERROR

Short Syntax:  ALLC.002 error rtn, fn function_name rc
return_code ( descriptor_string) nt network ID

Long Syntax:  ALLC.002 error rtn, fn function_name rc
return_code ( descriptor_string) nt network ID

Description:
returned error

A downcall to the ATM LLC layer

Cause: Could be bad input parameters, or an
erroneous condition the return code will be printed
alongwith a short string describing the error. The
function name returning error is also printed. Possible
error strings: "Invalid net num” : Invalid net number was
passed to the API "NULL clientFunctions” : NULL
clientFunctions ptr passed "NULL clientHandlePtr” :
NULL clientHandlePtr passed "Inv hdr length” : Invalid
packet header length passed "Invalid addr scheme” :
Invalid ATM addressing scheme requested ""net down
(reg)” : Net is down, but client was registered (no error)
"net down (no reg)” : Net is down, no client registration
performed (no error) "dup non-shared EPs” : Two non
shareable endpoints configured with the same atm
address tried to register. (This indicates a possible
configuration error) ""addr actvn procdng” : ATM address
activation is in progress (no error) "bad client handle” :
An invalid client handle was passed to the ATM LLC
API. "bad input parms” : An invalid input parameter was
passed to the ATM LLC API. "ep not up” : A caller tried
to open a channel on an endpoint which is not yet up.
"bad channel handle” : An invalid channel handle was
passed to the ATM LLC API. "not chnl user” : A caller to
the ATM LLC API tried to use a channel without being a
user of it.

ALLC.003
Level: C-INFO

Short Syntax:  ALLC.003 cint (
atm1483ClientStruct _ptr) added to exstng EP (
atm1483EpBIkStruct_ptr) (total num_cints), nt network id
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Long Syntax:  ALLC.003 client (
atm1483ClientStruct_ptr) added to existing EP (
atm1483EpBIkStruct_ptr) (total num_cints), nt network id

Description: A client has been successfully registered
with an existing point, the new number of clients on this
endpoint is printed.

ALLC.004
Level: C-INFO

Short Syntax:  ALLC.004 Cint (
atm1483ClientStruct _ptr) added to new EP (
atm1483EpBIkStruct_ptr), nt network id

Long Syntax:  ALLC.004 Client (
atm1483ClientStruct_ptr) added to newly created
endpoint ( atm1483EpBIkStruct_ptr), nt network id

Description: A new endpoint has been created and a
client has successfully registered with it.

ALLC.005
Level: C-INFO

Short Syntax:  ALLC.005 Fn function_name rtng
SUCCESS, nt network id

Long Syntax:  ALLC.005 Function function_name
returning SUCCESS, on network network id

Description:  ATM 1483 function returning SUCCESS

ALLC.006
Level: C-INFO
Short Syntax:  ALLC.006 Fn function_name called

Long Syntax:
called

ALLC.006 Function function_name

Description:  ATM 1483 function called

ALLC.007
Level: CI-ERROR

Short Syntax:  ALLC.007 Error rtn, fn function_name
rc return_code ( descriptor_string)

Long Syntax:  ALLC.007 Error rtn, fn function_name rc
return_code ( descriptor_string)

Description: A downcall to the ATM LLC layer

returned error
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Cause: Could be bad input parameters, or an
erroneous condition the return code will be printed
alongwith a short string describing the error. Possible
descriptor_strings are the same as in ALLC_2.

ALLC.008
Level: UI_ERROR

Short Syntax:  ALLC.008 Failed mem allocn, fn
function_name ( descriptor_string)

Long Syntax: ALLC.008 Failed memory allocation in
function function_name (  descriptor_string)

Description:
failed

An attempt to allocate dynamic memory

Cause: This indicates that the router is running out of
dynamic memory This should be addressed the same
way that other memory allocation failures are
addressed.

ALLC.009
Level: Ul _ERROR

Short Syntax:  ALLC.009 Matching PVC (vpi= vpi vci=
vci) unusable ( descriptor_string), nt network id

Long Syntax:  ALLC.009 matching PVC (vpi= vpi vci=
vci) unusable ( descriptor_string), nt network id

Description: A client tried to open an existing PVC but
sharing flags do not allow this or there is an SDU
mismatch (this is indicated in the descriptor string).

Cause: This may indicate a configuration error for
these PVCs.

ALLC.010
Level: C-INFO

Short Syntax:  ALLC.010 new user on chnl (vpi vpil vci
vci) (total new _total) nt network id

Long Syntax:  ALLC.010 Added new user to chnl (vpi
vpil vci vci) (total new _total) nt network id

Description: A new user has been added to a vcc.
The new total number of users of this vcc is printed.

ALLC.011
Level: C-INFO

Short Syntax:
network id

ALLC.011 PVC up (vpi= vpi vci= vci), nt

Long Syntax: ALLC.011 New PVC activated (vpi= vpi
vci= vei), nt network id

Description: A new PVC has been activated
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ALLC.012
Level: UI-ERROR

Short Syntax:  ALLC.012 Failed PVC bring up (vpi=
vpi vci= vci, redial= redial_flag), nt network id

Long Syntax:  ALLC.012 Failed PVC bring up (vpi= vpi
vci= vci, redial= redial _flag), nt network id

Description:  Indicates failure to bring up a PVC. redial
if non zero indicates subsequent activation will be
re-attempted.

ALLC.013
Level: CE-ERROR

Short Syntax:  ALLC.013 Failed SVC bring up (dstn
atm_address, redial= redial_flag), nt network id

Long Syntax:  ALLC.013 Failed SVC bring up (dstn
ATM addr atm_address, redial= redial_flag), nt network
id

Description:  Indicates failure to bring up a SVC to
specified destination ATM address. "redial” being non

zero indicates subsequent activation will be
re-attempted.

ALLC.014
Level: C-INFO

Short Syntax:  ALLC.014 SVC call placed (dstn
atm_address), nt network id

Long Syntax: ALLC.014 SVC call placed (dstn ATM
addr atm_address), nt network id

Description:  Indicates that a call was successfully
placed for an SVC to the specified destination atm
address.

ALLC.015
Level: C-INFO

Short Syntax:  ALLC.015 PVC closed locally (vpi= vpi
vci= vci), nt network id

Long Syntax:  ALLC.015 PVC closed locally (vpi= vpi
vci= vei), nt network id

Description:  Indicates that a PVC was closed after
the last user of this PVC closed this channel.




ALLC.016
Level: C-INFO

Short Syntax:  ALLC.016 SVC hung up (vpi vpil vci
vci, dstn atm_address) nt network id

Long Syntax:  ALLC.016 SVC hung up (vpi vpil vci vci,
dstn atm_address) nt network id

ALLC.021
Level: C-INFO

Short Syntax:
network id

ALLC.021 EP up ( atm_address), nt

Long Syntax:  ALLC.021 Local endpoint activated (
atm_address), nt network id

Description:  Indicates that an SVC was hung up after Description: A local ATM 1483 endpoint has been
the last user of this SVC closed this channel. activated
ALLC.017 ALLC.022

Level: C-INFO

Short Syntax:  ALLC.017 atm1483SendData success
(vpi vpil vci vei), nt network id

Long Syntax: ALLC.017 atm1483SendData
success(vpi vpil vci vei), nt network id

Description:  The "'slow path” data transmission
function on this vcc was successful

ALLC.018
Level: UI-ERROR

Short Syntax:  ALLC.018 atm1483SendData failed (vpi
vpil vci vci), nt network id

Long Syntax: ALLC.018 atm1483SendData failed (vpi
vpil vci vci), nt network id

Description:  The "'slow path” data transmission
function vce was unsuccessful

ALLC.019
Level: C-INFO

Short Syntax:  ALLC.019 EP actvn attempt (ESI esi
Sel selector), nt network id

Long Syntax:  ALLC.019 EP activation attempt (ESI
esi Sel selector), nt network id

Description:  An attempt is being made to activate an
endpoint. The endpoint is described by its ESI (either
actual or "Burned In” and the selector byte).

ALLC.020
Level: CI-ERROR

Short Syntax:  ALLC.020 ATM downcall fail (
function_name rc return_code)

Long Syntax:  ALLC.020 ATM downcall from 1483
failed ( function_name rc return_code)

Description: A downcall from the 1483 layer to the
ATM driver returned something other than SUCCESS,
the function name and return code are printed.

Level: C-INFO

Short Syntax:  ALLC.022 ATM addr state chg (ESI esi
Sel selector, state newstate), nt network id

Long Syntax: ALLC.022 ATM addr state chg upcall
(ESI esi Sel selector, state newstate), nt network id

Description:  An upcall was received indicating a
change in state of an ATM address The new state is
indicated by the value of "state” state = 0 => address
deactivated state = 1 => address activated state = 2 =>
address refused state = 3 => address wrap

ALLC.023
Level: UE-ERROR

Short Syntax:  ALLC.023 Hanging up incoming call
(caller remote_atm_address, hangup_descriptor_string),
nt network id

Long Syntax:  ALLC.023 Hanging up incoming call
(caller remote_atm_address, hangup_descriptor_string),
nt network id

Description:  An incoming call has been hung up.
Caller’'s atm address and a string describing the reason
are printed

ALLC.024
Level: C-INFO

Short Syntax:  ALLC.024 Valid call recvd (caller
remote_atm_address, vpi vpil vci vci, total num_chnls,
sdu chg sdu_chg)

Long Syntax:  ALLC.024 Valid call recvd (caller
remote_atm_address, vpi vpil vci vci, total num_chnls,
sdu chg sdu_chg)

Description:  An valid incoming call has been received
and acknowledged. In addition to the caller’'s atm
address, vpi and vci, the new total number of active
SVCs on this interface (using ALLC) is printed and
whether SDU negotiation was performed (if "sdu chg” is
non zero).
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ALLC.025
Level: UE-ERROR

Short Syntax:  ALLC.025 Hanging up acked call (destn
remote_atm_address, hangup_descriptor_string, redial
redial_flag), nt network id

Long Syntax:  ALLC.025 Hanging up acked call (destn
remote_atm_address, hangup_descriptor_string, redial
redial_flag), nt network id

Description:  An outgoing call which has received an
ack has been hung up. Destination atm address and a
string describing the reason are printed. If "redial” flag
is non zero, indicates that the channel will be redialled.

ALLC.026
Level: C-INFO

Short Syntax:  ALLC.026 VCC setup complete (destn
remote_atm_address, vpi vpil vci vci, total num_chnls),
nt network id

Long Syntax:  ALLC.026 VCC setup complete (destn
remote_atm_address, vpi vpil vci vci, total num_chnls),
nt network id

Description: A VCC which was initiated by the local
endstation has been successfully setup. The destination
ATM address, vpi, vci are printed as well as the new
total number of active SVCs on this interface (using
ALLC).

ALLC.027
Level: CE-ERROR

Short Syntax:  ALLC.027 Recvd remote discon (from
remote_atm_address, vpi vpilvci vci), nt network id

Long Syntax:  ALLC.027 Recvd remote discon (from
remote_atm_address, vpi vpilvci vci), nt network id

Description:  The remote ATM station disconnected
the VCC. The remote ATM address and vpi/vci of the
VCC are printed.

ALLC.028
Level: CE-ERROR

Short Syntax:  ALLC.028 Remote VCC Disconn (rsn
reason_code, cause cause_code, diagLen diag_len,
diagData[0] diag_data)

Long Syntax:  ALLC.028 Remote VCC Disconn (rsn
reason_code, cause cause_code, diagLen diag_len,
diagData[0] diag_data)

Description:  This is used to indicate the reason and
cause codes for the VCC disconnect indicated by
ALLC_27
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ALLC.029
Level: C-INFO

Short Syntax:  ALLC.029 EP cleaned up (ESI esi Sel
selector), nt network id

Long Syntax:  ALLC.029 EP cleaned up (ESI esi Sel
selector), nt network id

Description:  An Endpoint which is no longer needed
is being cleaned up. The ESI and Selector byte which
define the endpoint are displayed.

ALLC.030
Level: Ul _ERROR

Short Syntax:  ALLC.030 Internal ATM downcall fail (
function_name rc return_code)

Long Syntax:  ALLC.030 ATM downcall for a local
function from 1483 failed ( function_name rc
return_code)

Description: A downcall to the ATM API which only
involved local functions and should normally always
succeed, failed. This indicates possibly an error in the
ATMLLC and/or ATM driver code.

ALLC.031
Level: C-INFO

Short Syntax:  ALLC.031 Packet recvd (0-3
first_ 4 bytes 4-7 next_4_bytes 8-9 next_2_bytes), nt
network id

Long Syntax:  ALLC.031 Packet received by ATMLLC
(0-3 first_4_bytes 4-7 next_4_bytes 8-9 next_2_bytes),
nt network id

Description: A packet has been received by the
ATMLLC module on this net; the first 10 bytes of the
packet (containing LLC SNAP information) are printed.

ALLC.032
Level: UI-ERROR

Short Syntax:  ALLC.032 invalid cInt (
atm1483ClientStruct_ptr) on chnl (vpi vpilvci vci), nt
network id

Long Syntax:  ALLC.032 invalid client (
atmi1483ClientStruct_ptr) still on chnl (vpi vpilvci vei), nt
network id

Description:  An invalid client is listed as a user of a
channel. This could have been an old client which has
since been deleted or which exitted this channel earlier.
This indicates an internal coding error.




ALLC.033
Level: U-INFO

Short Syntax:  ALLC.033 chnl disconn recvd with null

correlator

Long Syntax:  ALLC.033 chnl disconn recvd with null
correlator

Description:  The ATMLLC module received a

disconnect for a channel before receiving the setup
itself.

ALLC.034
Level: C-INFO

Short Syntax:  ALLC.034 netup recvd by ep
atm1483EpBIkStruct_ptr ( num_clients cints), nt network
id

Long Syntax:  ALLC.034 netup recvd by endpoint
atm1483EpBIkStruct_ptr ( num_clients clients), nt
network id

Description: A netup was received by the endpoint
specified. The number of clients currently registered
with the endpoint is printed.

ALLC.035
Level: C-INFO

Short Syntax:  ALLC.035 netdwn recvd by ep
atm1483EpBIkStruct_ptr ( num_clients cints), nt network
id

Long Syntax:  ALLC.035 netdown recvd by endpoint
atmi1483EpBIkStruct_ptr ( num_clients clients), nt
network id

Description: A net down was received by the endpoint
specified. The number of clients currently registered
with the endpoint is printed.

ALLC.036
Level: C-INFO

Short Syntax:  ALLC.036 cint (
atm1483ClientStruct_ptr) deleted from ep (
atm1483EpBIkStruct_ptr), n_clients remain, nt network
id

Long Syntax:  ALLC.036 client (
atm1483ClientStruct_ptr) deleted from endpt (
atmi1483EpBIkStruct_ptr), n_clients remain, nt network
id

Description:  This message is printed whenever a
client is deregistered from an endpoint. IDs of the client
and endpoint are printed as well as the number of
clients remaining on the endpoint.
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Chapter 9. Frame Relay Boundary Access Node (BAN)

This chapter describes Frame Relay Boundary Access Node (BAN) messages. For
information on message content and how to use the message, refer to the

Introduction.

BAN.001
Level: C-INFO

Short Syntax:  BAN.0O1 T direction:1-FRM port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Long Syntax: BAN.0OO01 T direction:1-FRAME port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Description:  I-frame packet. Direction is "in” or "out”
of the router. Shows the bridge port number. Shows the
full RIF (routing information field) of the packet. Shows
up to 20 bytes of the packet after the SSAP field. The
length is the amount of data in the packet after the
SSAP field in the packet.

BAN.002
Level: P-TRACE

Short Syntax: BAN.002 T direction:RR port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Long Syntax: BAN.002 T direction:RR port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Description:  RR packet.

BAN.003
Level: UI-ERROR
Short Syntax:  BAN.003 prt bridge_port not a bdg prt

Long Syntax:
bridge port

BAN.003 port bridge_port is not a

Description:
bridge port.

The configured BAN bridge port is not a

Cause: This is a configuration inconsistency.

Action:  Correct configuration.

BAN.004

Level: CI-ERROR
Short Syntax:  BAN.004 prt bridge_port initialized
Long Syntax:  BAN.004 port bridge_port initialized

Description:  The configured BAN bridge port has
been initialized from a BAN point of view.
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BAN.005
Level: UI-ERROR

Short Syntax:  BAN.005 frm drp source_mac->
dest_mac, not BNI src addr bni_mac, prt bridge_port

Long Syntax:  BAN.005 frame dropped source_mac->
dest_mac, not BNI source address bni_mac, port
bridge_port

Description:  Every frame sent by the NCP must
match the configured Boundary Node Identifier (BNI)
MAC address.

Cause: This is an NCP address configuration
inconsistency between the NCP and the router.

Action:  Correct configuration either on the NCP or the
router.

Cause: This BAN bridge port is not connected to an
NCP.

Action:  Check bridge configuration. Check Frame
Relay DLCI connections and configuration. Check cable
connections.

Cause: BAN has mistakenly been configured on this
port.

Action:  Remove this port from the BAN configuration.

BAN.006
Level: UI-ERROR

Short Syntax:  BAN.006 prt bridge_port not a FR bdg

prt

Long Syntax: BAN.006 port bridge_port is not a
Frame Relay bridge port

Description:  The configured BAN bridge port is not a
Frame Relay DLCI bridge port.

Cause: This is a configuration inconsistency. BAN
ports can only be on Frame Relay DLCI bridge ports.

Action:  Correct configuration.

BAN.008
Level: U-INFO

Short Syntax:
type oui_type

Long Syntax:
type oui_type

BAN.008 frm flt, prt bridge_port, OUI br

BAN.008 frm flt, prt bridge_port ,OUI br
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Description:  The outgoing frame was filtered by BAN
because it is was NOT an RFC 1490 bridged
Token-Ring frame, without preserved FCS, which is OUI
type 9. This is the only type of frame expected by the
NCP. Another bridge type frame is being sent: 1 and 7
are Ethernet, 2 and 8 are 802.4, 3 is Token-Ring with
FCS, 4 and 10 are FDDI, 11 is 802.6, 14 is 802.1d
Hello BPDU, 15 is SRB Hello BPDU.

Cause: This is not expected to happen because
transparent behavior and the spanning tree are always
forced off for a BAN port.

Action: None. This is harmless.

BAN.009
Level: C-TRACE

Short Syntax:  BAN.009 frm flt src_addr-> dest_addr,
prt bridge_port, da not BAN DCLI addr ban_dlci_addr

Long Syntax: BAN.009 frm flt src_addr-> dest_addr,
prt bridge_port, da not BAN DCLI addr ban_dlci_addr

Description:  The outgoing frame was filtered by BAN
because the the frame’s destination address did not
equal the BAN DLCI address. This is done to protect
the NCP.

Cause: The normal bridge logic will try to send to all
ports.

Action:  None. This is harmless.

BAN.010

Level: C-INFO

Short Syntax:  BAN.010 prt bridge_port forcing:
TB,STP off

Long Syntax:  BAN.010 port bridge_port forcing:
TB,STP off

Description:  The BAN bridge port behavior is being

dynamically forced to transparent bridging off, spanning
tree off. This is required for BAN.

Cause: This is done dynamically as a configuration
convenience.

BAN.O11
Level: UI-ERROR

Short Syntax:  BAN.011 prt bridge_port DLSw term but
DLSw is not in the build

Long Syntax: BAN.011 port bridge_port DLSw term
but DLSw is not in the build

Description:  The BAN bridge port is configured for
DLSw terminated. However, DLSw is not in this build.

Cause: This is a configuration inconsistency.
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Action:  Either correct configuration to do bridging
instead of DLSw switching on the BAN port, or obtain a
build with DLSw in it.

BAN.013
Level: C-TRACE

Short Syntax: BAN.013 frm flt src_addr-> dest_addr,
prt bridge_port, DLSw snbn dls_snbn not in RIF rif

Long Syntax:  BAN.013 frm flt src_addr-> dest_addr,
prt bridge_port, DLSw snbn dIs_snbn not in RIF rif

Description:  The outgoing frame was filtered by BAN
because the the BAN port is set to DLSw switching, but
the frame was not a DLSw frame since the DLSw
source-routing segment and bridge number were not in
the RIF (routing information field) of the frame. This is
done to protect the NCP.

Cause: This will occur at times since the standard
DLSw logic tries to DLSw switch and bridge some of the
SNA frames. For example, this will occur for a TEST
command frame.

Action: None. This is harmless.

BAN.014
Level: P-TRACE

Short Syntax:  BAN.014 T direction:RNR port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Long Syntax: BAN.014 T direction:RNR port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Description:  RNR packet.

BAN.015
Level: P-TRACE

Short Syntax:  BAN.015 T direction:REJ port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Long Syntax: BAN.015 T direction:REJ port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Description:  REJ packet.




BAN.016
Level: CI-ERROR

Short Syntax:  BAN.016 T direction:TST_C port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Long Syntax: BAN.016 T direction:TST_C port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Description:  TEST_C (Test command) packet.

BAN.020
Level: CI-ERROR

Short Syntax:  BAN.020 T direction:SABME port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Long Syntax: BAN.020 T direction:SABME port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Description:  SABME packet.

BAN.017
Level: CI-ERROR

Short Syntax: BAN.017 T direction:TST_R port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Long Syntax: BAN.O17 T direction:TST_R port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Description:  TEST_R (Test response) packet.

BAN.021
Level: CI-ERROR

Short Syntax:  BAN.021 T direction:UA port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Long Syntax: BAN.021 T direction:UA port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Description:  UA packet.

BAN.018
Level: CI-ERROR

Short Syntax: BAN.018 T direction:XID_C port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Long Syntax: BAN.018 T direction:XID_C port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Description:  XID_C (XID command) packet.

BAN.022
Level: CI-ERROR

Short Syntax:  BAN.022 T direction:DM port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Long Syntax: BAN.022 T direction:DM port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Description: DM packet.

BAN.019
Level: CI-ERROR

Short Syntax: BAN.019 T direction:XID_R port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Long Syntax: BAN.019 T direction:XID_R port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Description:  XID_R (XID response) packet.

BAN.023
Level: CI-ERROR

Short Syntax: BAN.023 T direction:DISC port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Long Syntax: BAN.023 T direction:DISC port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Description:  DISC packet.
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BAN.024
Level: CI-ERROR

Short Syntax:  BAN.024 T direction:FRMR port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Long Syntax: BAN.024 T direction:FRMR port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Description:  FRMR packet.

BAN.025
Level: CI-ERROR

Short Syntax:  BAN.025 T direction.OTHER port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Long Syntax: BAN.025 T direction.OTHER port=
bridge_port len= len src_mac-> dest_mac src_sap->
dest_sap rif data

Description:  Other packet than those specifically
called out above. Look at the data shown to determine
exactly what type of frame it is.

BAN.026
Level: UI-ERROR

Short Syntax:  BAN.026 frm drp, prt bridge_port, port
is DLSw term, but DLSw not intialized

Long Syntax: BAN.026 frame dropped, port
bridge_port, port is DLSw terminated, but DLSw not
intialized

Description:  All frames are being dropped. The port
has been configured for DLSw termination, but DLSw is
not running.

Cause: DLSw was not configured or only partially
configured.

Action:  Configure DLSw.
Cause: DLSw is not in your software load.

Action: Get a new software load with DLSw.

BAN.027
Level: UI-ERROR

Short Syntax:  BAN.027 prt bridge_port not a source

routing bdg prt
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Long Syntax: BAN.027 port bridge_port is not a
source routing bridge port

Description:  The configured BAN bridge port is not a
source routing bridge port.

Cause: This is a configuration inconsistency. BAN
ports can only be on source routing Frame Relay DLCI
bridge ports.

Action:  Correct configuration.

BAN.028
Level: UI-ERROR

Short Syntax:
is not intialized

BAN.028 frm drp, prt bridge_port, port

Long Syntax: BAN.028 frame dropped, port
bridge_port, port is not intialized

Description:  All bridged frames, in and out, are being
dropped. The BAN port did not initialize.

Cause: Some kind of configuration inconsistency.

Action:  Turn on BAN ELS messages and restart the
router to find out why BAN did not initialize on this port.

BAN.029
Level: UI-ERROR

Short Syntax:  BAN.029 prt bridge_port, BAN DLCI
addr ban_dlci_addr is a duplicate with SR-TB enabled.

Long Syntax:  BAN.029 port bridge_port, BAN DLCI
address ban_dlci_addr is a duplicate with SR-TB
enabled.

Description:  When SR-TB conversion is enabled on
the bridge, the BAN DLCI MAC addresses of the
bridging DLCI must be unique. This restriction does not
apply if SR-TB is disabled.

Cause: The BAN DLCI MAC address for this BAN
bridging DLCI is the same as the one used on another
BAN DLCI and SR-TB is enabled.

Action:  Possible alternative solutions are (1) Turn off
SR-TB, if not needed. (2) Use DLSw terminated mode
on the DLCI instead of the bridging mode. (3) Do not
use multiple DLCIs, if not needed. (4) Use unique BAN
DLCI MAC addresses on the DLCIs.



Chapter 10. Bridging Broadcast Manager (BBCM)

This chapter describes Bridging Broadcast Manager (BBCM) messages. For
information on message content and how to use the message, refer to the

Introduction.

BBCM.001
Level: U_INFO
Short Syntax: BBCM.001 instance_strinitlzd

Long Syntax: BBCM.001 instance_strinitialized

Long Syntax: BBCM.005 instance _strSHUT DOWN
BBCM for protocol protocol_name

Description:  BBCM has been shut down for the given
protocol. Frames will not be processed by BBCM for the
protocol, all existing protocol entries have been deleted.
This is likely a result of BBCM running out of memory

Description:  Bridging Broadcast Manager has been for adding additional protocol entries. BBCM’s memory
initialized is now free for other functions to use.
BBCM.002 BBCM.006

Level: U_INFO
Short Syntax: BBCM.002 instance_strHALTED
Long Syntax: BBCM.002 instance_stHALTED

Description:  Bridging Broadcast Manager has been
halted. No protocols are active

BBCM.003
Level: U_INFO

Short Syntax: BBCM.003
instance_strSTARTED/RESTARTED prtcl
protocol_name, age out= age_out min

Long Syntax: BBCM.003
instance_strSTARTED/RESTARTED protocol
protocol_name, age out= age_out min

Description:  BBCM has been started (or restarted) for
the given protocol

BBCM.004
Level: U_INFO

Short Syntax:
protocol_name

BBCM.004 instance_strSTOPPED prtcl

Long Syntax: BBCM.004 instance_strSTOPPED
protocol protocol_name

Description:  BBCM has been stopped for the given
protocol Frames will not be processed by BBCM for the
protocol, existing protocol entries will be aged out over
time

BBCM.005
Level: U_INFO

Short Syntax: BBCM.005 instance_strSHUT DOWN
BBCM for prtcl protocol_name
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Level: U_INFO

Short Syntax: BBCM.006 instance_strdeleted all
protocol_name prtcl entries

Long Syntax: BBCM.006 instance_strdeleted all
entries for protocol protocol_name

Description:
were deleted.

All protocol entries for the given protocol

BBCM.007
Level: UI_ERROR

Short Syntax: BBCM.007 instance_stradd to
protocol_name cache failed. prtcl CB alloc err

Long Syntax: BBCM.007 instance_stradd to
protocol_name cache failed. protocol control block
allocation error

Description:  BBCM could not add a new protocol
address because an error occurred while trying to
allocate memory for the protocol control block. Given
the lack of availability of memory, BBCM will shut down.

Action:  Contact your customer service representative.

BBCM.008
Level: C_INFO

Short Syntax: BBCM.008 instance_stradded
protocol_type_string protocol_address on MAC addr x
MAC_address to cache

Long Syntax: BBCM.008 instance_stradded
protocol_type_string protocol_address on MAC address
X MAC_address to cache

Description:  BBCM added a protocol address with the
given MAC address to its cache.
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BBCM.009
Level: C_INFO

Short Syntax: BBCM.009 instance_straged
protocol_type_string protocol_address on MAC addr x
MAC _address from cache

Long Syntax: BBCM.009 instance_straged
protocol_type_string protocol_address on MAC address
X MAC_address from cache

Description: BBCM aged out the given protocol
address on the given MAC address from its cache.

BBCM.010
Level: C_INFO

Short Syntax:  BBCM.010 instance_strset
protocol_type_string protocol_address age to age

Long Syntax: BBCM.010 instance_strset
protocol_type_string protocol_address age to age

Description:  The given protocol address age was set
to the given age.

BBCM.011
Level: U_INFO

Short Syntax: BBCM.011 instance_strWarning: MAC
addr x MAC_address replaced MAC addr x
MAC_address for protocol_type_string protocol_address

Long Syntax: BBCM.011 instance_strAWarning: MAC
address x MAC_address replaced MAC address x
MAC_address for protocol_type_string protocol_address

Description:  BBCM has discovered that two MAC
addresses are using the same protocol address. The
first MAC address displayed was detected more recently
and will now be associated with the protocol address.

Action:
devices.

This may be a misconfiguration of one of the

BBCM.012
Level: U_INFO

Short Syntax:  BBCM.012 instance_strWarning: MAC
addr x MAC_address conflicts w/ Permanent Entry MAC
addr x MAC _address, protocol_type_string
protocol_address
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Long Syntax: BBCM.012 instance_st'Warning: MAC
address x MAC_address conflicts with Permanent Entry
MAC address x MAC_address, protocol_type_string
protocol_address

Description:  BBCM has detected that the first MAC
address is using the same protocol address as the
Permanent Entry shown. The Permanent Entry remains
intact.

Action:  This may be a misconfiguration of a device, or
the Permanent Entry.

BBCM.013
Level: Ul _ERROR

Short Syntax: BBCM.013 instance_stiNIT FAILED

Long Syntax: BBCM.013 instance_stiNITIALIZATION
FAILED
Description:  Bridging Broadcast Manager initialization

has failed. An error occurred while trying to allocate
memory for BBCM initialization.

BBCM.014
Level: UI_ERROR

Short Syntax: BBCM.014 instance_strERROR
STARTING PROTOCOL protocol_name

Long Syntax: BBCM.014 instance_strERROR
STARTING PROTOCOL protocol_name

Description:  Bridging Broadcast Manager for the
given protocol could not be started successfully.

BBCM.015
Level: UI_ERROR

Short Syntax:
Super ELAN

BBCM.015 instance_stNo assoc.

Long Syntax: BBCM.015 instance_stNo associated
Super ELAN exists

Description: A Bridging Broadcast Manager request
was made but the associated Super ELAN could not be
found.

Action:  Contact your customer service representative.



Chapter 11. Border Gateway Protocol (BGP)

This chapter describes Border Gateway Protocol (BGP) messages. For information
on message content and how to use the message, refer to the Introduction.

BGP.001
Level: UI-ERROR

Short Syntax: BGP.001 Bad sec code in OPEN, from

neighbor

Long Syntax: BGP.001 BGP security code in OPEN
message is incorrect from neighbor neighbor

Description:  The BGP RFC specifies only a single
acceptable security code of 0. This message is printed if
another code is received.

Cause: Neighbor sent a security code in the OPEN
message that is non null.

Action:  Use a router that adheres more closely to the
BGP specification.

BGP.002
Level: UI-ERROR

Short Syntax:
neighbor

BGP.002 Bad msg hdr len, from

Long Syntax: BGP.002 BGP message header length
is incorrect from neighbor neighbor

Description:  The speaker received a message in
which the header length was incorrect.

Cause: Neighbor sent an OPEN message that is of
incorrect length.

Action: Use a router that adheres to the BGP
specification.

BGP.003
Level: U-INFO

Short Syntax:
from neighbor

BGP.003 Unsupported BGP version,

Long Syntax: BGP.003 Unsupported BGP version
request from neighbor neighbor

Description:  The current version supported by BGP is
version 4. No other version support exists. This
message is printed when a neighbor requests a lower
version of BGP.

Cause: Neighbor is requesting a version of BGP,
which is unsupported.

Action:  Neighbor router must be configured for the
proper version.
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BGP.004
Level: UI-ERROR
BGP.004 Bad marker fld, from neighbor

Long Syntax: BGP.004 Marker field is incorrect from
neighbor neighbor

Short Syntax:

Description:  The only supported marker field is 16
octets of all ones. This message is printed when any
other value is received.

Cause: Neighbor is using an incorrect marker field.

Action: Use a router that adheres to the BGP
specification.

BGP.005
Level: UI-ERROR

Short Syntax:  BGP.005 Bad AS num, from neighbor

Long Syntax: BGP.005 Bad AS number from neighbor

neighbor

Description:  This message is printed when the
neighbor's AS number in OPEN message does not
match the configured value for that neighbor.

Cause: Neighbor is using an AS that does not match
the configured value.

Action: Make sure that the neighbor and this router
have properly configured AS numbers.

BGP.006
Level: UI-ERROR
BGP.006 Bad BGP ID, from neighbor

Long Syntax: BGP.006 Bad BGP identifier from
neighbor neighbor

Short Syntax:

Description:  This message is printed when the
neighbor and this speaker have the same BGP
identifier. Since this is used to resolve TCP connection
collisions, this is an illegal configuration.

Cause: Neighbor is using a BGP identifier that is the
same as this one.

Action:  Make sure that the neighbor and this router
have properly configured BGP identifiers.
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BGP.007
Level: U-INFO

Short Syntax:
with notify

BGP.007 Conn err to neighbor, clsg

Long Syntax: BGP.007 Closing connection to
neighbor neighbor with notification

Description:  Some error in the connection Finite State
Machine resulted in this message.

Cause: An error in the connection Finite State
Machine resulted in connection termination.

BGP.010
Level: U-INFO
Short Syntax:  BGP.010 Reinit BGP conn to neighbor

Long Syntax: BGP.010 Reinitialize the BGP
connection to neigbor neighbor

Description:  If a previous connection to this neighbor
resulted in termination, the speaker reinitiates the
connection. This message is printed when this occurs.

Cause: Speaker is reinitializing a connection to this
neighbor after an initial failure.

Action:  Note other connection errors that occur with Action:  None, unless this happens many times with no
this event. connection to the neighbor.
BGP.008 BGP.011

Level: U-INFO

Short Syntax:
with no notify

BGP.008 Conn err to neighbor, clsg

Long Syntax: BGP.008 Closing connection to
neighbor neighbor without notification

Description:  Some error in the connection Finite State
Machine resulted in this message, usually because this
speaker received a NOTIFICATION message and there
is no reason to send another one back to the neighbor
who sent this.

Cause: An error in the connection Finite State
Machine resulted in connection termination.

Action:  Note other connection errors that occur along
with this one.

BGP.009
Level: UI-ERROR

Short Syntax:  BGP.009 Foreign close from neighbor
sprt sourceport dprt destinationport

Long Syntax: BGP.009 Foreign close from neighbor
neighbor source port sourceport destination port
destinationport

Description:
close.

The speaker just received a foreign

Cause: Neighbor is issuing a close.

Action:  Neighbor should issue a close after a
notification or during BGP ID negotiation. If this is the
case, no action is necessary. If a connection closes for
reasons other than these, the neighbor is in error.
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Level: U-INFO

Short Syntax:
notify

BGP.011 Conn to neighbor clsg with no

Long Syntax: BGP.011 Connection to neighbor
neighbor closing with no notification

Description:  Probably in response to a
NOTIFICATION message received from the other end,
the router is closing the BGP connection to the neighbor
without sending a notify.

BGP.012
Level: UI-ERROR

Short Syntax:  BGP.012 No conn listen can be done

Long Syntax: BGP.012 No connection listen can be

done

Description:  Something is preventing the speaker
from issuing a listen.

Cause: Probably an internal error in the TCP
subsystem. Also, the router could be low on memory.

Action:  Check for low memory. If memory is low,
check the BGP config statistics for memory utilization. A
large number of neighbor connections can conceivably
use up memory.

BGP.013
Level: UI-ERROR
BGP.013 TCP open fail to neighbor

Long Syntax: BGP.013 TCP open failure to BGP
neighbor neighbor

Short Syntax:

Description:  The BGP speaker initiates a tcp_listen
request in order to receive connection requests from
neighbors. This message is printed when the invocation
to this function fails.

Cause: The open to the TCP subsystem failed.



Action:  Serious problem. Check amount of heap
memory available to router.

BGP.014
Level: U-INFO

Short Syntax:  BGP.014 Conn timer fired for neighbor

Long Syntax: BGP.014 Connection timer fired for
neighbor neighbor

Description: A connection timer is used to continue
attempts to make active connections from this speaker
to this neighbor. The firing of this timer causes the
speaker to quit the previous tcp_open and issue
another tcp_open.

Cause: The connection timer fired because no
neighbor connection was completed in the specified
time.

Action:  None. Connection process will continue until
connection to neighbor completes.

BGP.015
Level: U-INFO

Short Syntax:  BGP.015 conn to neighbor open on sprt
sourceport dprt destinationport

Long Syntax: BGP.015 connection to neighbor
neighbor open on soure port sourceport destination port
destinationport

Description:  An OPEN message has been received
on this connection for this neighbor.

Cause: The connection to the neighbor has completed
successfully.

Action:  None. This is an informational message.

BGP.016
Level: U-INFO
Short Syntax:  BGP.016 OPEN sent to neighbor

Long Syntax: BGP.016 OPEN message sent to
neighbor neighbor

Description:  When a connection is opened, the
speaker sends an OPEN message to the neighbor. This
message is printed when this happens.

Cause: This is part of the connection process.

Action:  None. This is an informational message.

BGP.017
Level: UI-ERROR

Short Syntax: BGP.017 Bad msg len from neighbor
sprt sourceport dprt destinationport

Long Syntax: BGP.017 Bad message length received
from neighbor neighbor source port sourceport
destination port destinationport

Description:  The message length is checked when
received. This message is printed if the length of the
received message is smaller than the expected
message header size.

Cause: This is probably caused by some device driver
error or defect in the software either with the speaker or
the neighbor.

Action:  Determine if this happens with other
neighbors. If yes, suspect some problem with this
router; else, there is probably a problem with the
neighbor. This is a serious error that might require
information from many sources.

BGP.018

Level: UI-ERROR
Short Syntax: BGP.018 some message to use
Long Syntax: BGP.018 some message to use

Description:  None.

BGP.019
Level: UI-ERROR

Short Syntax:  BGP.019 Bad msg type from neighbor
sprt sourceport dprt destinationport

Long Syntax: BGP.019 Bad message type from
neighbor neighbor source port sourceport destination
port destinationport

Description: BGP messages can be only of four
types: OPEN, UPDATE, NOTIFICATION, and
KEEPALIVE. This message is printed if the type is
something other than the ones expected.

Cause: Since message types are among the most
basic pieces of BGP information, this is probably the
result of a garbled message.

Action: Determine if this happens with other
neighbors. If yes, suspect some problem with this
router; else, there is probably a problem with the
neighbor. This is a serious error that requires
information from many sources.
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BGP.020

Level: U-INFO

BGP.020 BGP init
BGP.020 BGP initialization

Short Syntax:
Long Syntax:

Description:
been enabled.

This message is printed when BGP has

BGP.021
Level: U-INFO

Short Syntax:
nbr neighbor

BGP.021 No nbr record for weight rule

Long Syntax: BGP.021 No neighbor record found for
this weight rule neighbor neighbor

Description:  During initialization, no neighbor record
was found for this weight rule. This can result from the
removal of a neighbor record without the removal of a
weight rule. Nothing is necessarily amiss.

Cause: No neighbor record for the configured weight
rule.

Action: None.

BGP.022
Level: U-INFO

Short Syntax:  BGP.022 No nbr record for ext rule nbr

neighbor

Long Syntax: BGP.022 No neighbor record found for
this external rule neighbor neighbor

Description:  Refer to description for trap 21. This is
the same message, except that there is no neighbor
record for this external rule.

Cause: No neighbor record for the configured external
rule.

Action: None.

BGP.023
Level: U-INFO

Short Syntax:  BGP.023 Nbr neighbor disabled or

deleted

Long Syntax: BGP.023 Neighbor neighbor is disabled
or deleted

Description:  The neighbor record has been found, but

the neighbor is disabled or deleted.
Cause: The user has disabled or deleted the neighbor.

Action:  None.
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BGP.024
Level: UI-ERROR

Short Syntax:  BGP.024 Attr len too long from
neighbor, len length

Long Syntax: BGP.024 Attribute length too long from
neighbor neighbor, length length

Description:  The length of the path attributes exceeds
the length in the header.

Cause: Either the speaker or the neighbor has garbled
the message.

Action:  The user should suspect data corruption with
the speaker or neighbor. Check the quality of link.

BGP.025
Level: UI-ERROR

Short Syntax: BGP.025 mand attr without trans bit set
from neighbor, attr attribute_type

Long Syntax: BGP.025 mandatory attribute without
transitive bit set from neighbor neighbor, attribute type
attribute_type

Description:  The neighbor has sent a mandatory
attribute with the non-transitive bit set. This is a violation
of the specification.

Cause: This is so basic to the protocol that the user
would have to suspect some data corruption in the
neighbor or the speaker.

Action:  The user should suspect data corruption with
the speaker or neighbor. Check the quality of link.

BGP.026
Level: UI-ERROR

Short Syntax: BGP.026 Mand attr with partial bit set
from neighbor, attr attribute_type

Long Syntax: BGP.026 Mandatory attribute with
partial bit set from neighbor neighbor, attribute type
attribute_type

Description:  The neighbor has sent a mandatory
attribute with the partial bit set. This is a violation of the
specification.

Cause: This is so basic to the protocol that the user
would have to suspect some data corruption in the
neighbor or the speaker.

Action:  The user should suspect data corruption with
the speaker or neighbor. Check the quality of link.




BGP.027
Level: UI-ERROR

Short Syntax:  BGP.027 Opt non-trans attr with partial
bit set from neighbor, attr attribute_type

Long Syntax: BGP.027 Optional non-transitive
attribute with partial bit set from neighbor neighbor,
attribute attribute_type

Description:  The neighbor has sent an optional
attribute with the partial bit set. This is a violation of the
specification.

Cause: This is a basic protocol violation and the user
should suspect data corruption in the neighbor or the
speaker.

Action:  The user should suspect data corruption with
the speaker or neighbor. Check the quality of link.

BGP.028
Level: UI-ERROR

Short Syntax:  BGP.028 Origin path attr with bad len
from neighbor, len length

Long Syntax: BGP.028 Origin path attribute has bad
length from neighbor neighbor, length length

Description:  The origin attribute must be one byte
long. This attribute has a different length.

Cause: This is a basic protocol violation and the user
should suspect data corruption in the neighbor or the
speaker.

Action:  The user should suspect data corruption with
the speaker or neighbor. Check the quality of link.

BGP.029
Level: UI-ERROR

Short Syntax: BGP.029 Origin path attr with bad type
from neighbor, origin origin_type

Long Syntax: BGP.029 Origin path attribute with bad
type from neighbor neighbor, origin origin_type

Description:  The origin attribute contains an
unidentified origin type.

Cause: This is a basic protocol violation.

Action: Use a router that adheres to the BGP
specification.

BGP.030
Level: UI-ERROR

Short Syntax:  BGP.030 Dupl AS in path attr from
neighbor, pathlen AS_path_length

Long Syntax: BGP.030 Duplicate AS in path attribute
from neighbor neighbor, path length AS path_length

Description:  The neighbor has sent an AS path
attribute with a duplicate.

Cause: The AS path attribute contains a loop as
evidenced by a duplicate AS. A speaker should never
advertise a path with a duplicate AS.

Action:  The probability of data corruption causing a
duplicate is low. The problem may be with the neighbor.
Since this is a core function of BGP, the neighbor may
be operating with a defective implementation and must
be corrected.

BGP.031
Level: UI-ERROR

Short Syntax: BGP.031 Bad next hop attr len from
neighbor, len length

Long Syntax: BGP.031 Next hop attribute with bad
length from neighbor neighbor, length length

Description:  The next hop should be the length of an
IP address. This attribute has an incorrect length.

Cause: The neighbor has sent a next hop attribute
with an incorrect length. This could be the result of data
corruption.

Action:  If the length field is completely garbled,
suspect data corruption with the speaker or the
neighbor. If the length field is off by a byte, suspect a
protocol violation by the neighbor.

BGP.032
Level: UI-ERROR

Short Syntax: BGP.032 Bad next hop attr from
neighbor, next hop next_hop_attribute

Long Syntax: BGP.032 Bad next hop attribute from
neighbor neighbor, next hop next_hop_attribute

Description:  The next hop attribute is of proper
length, but has been determined to be incorrect.

Cause: The neighbor has sent a next hop address,
which is ours or a subnet address.

Action: If the address is our address, the neighbor is
in definite violation of the protocol. If the address is a
subnet, the neighbor is probably in violation.
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BGP.033
Level: UI-ERROR

Short Syntax: BGP.033 Bad mult exit disc attr len
from neighbor, len length

Long Syntax: BGP.033 Bad mult exit disc attribute
length from neighbor neighbor, length length

Description:
incorrect.

The mult exit disc attribute length is

Cause: The neighbor has sent a mult exit disc
attribute with the incorrect length.

Action:  If there is a wide discrepancy between the
expected and the received length, suspect data
corruption in the speaker or the neighbor; otherwise, if
the difference in length is only one, the neighbor is
probably in violation of the protocol.

BGP.036
Level: UI-ERROR

Short Syntax:  BGP.036 Bad aggr attr len from
neighbor, len length

Long Syntax: BGP.036 Aggregator attribute has bad
length from neighbor neighbor length length

Description:
length.

The aggregator attribute has an incorrect

Cause: The neighbor has sent an aggregator attribute
with the incorrect length.

Action:  If there is a wide discrepancy between the
expected and the received length, suspect data
corruption in the speaker or the neighbor; otherwise, if
the difference in length is only one, the neighbor is
probably in violation of the protocol.

BGP.034
Level: UI_ERROR

Short Syntax: BGP.034 Bad local pref attr len from
neighbor, len length

Long Syntax: BGP.034 Local preference attribute has
bad length from neighbor neighbor, length length

Description:
incorrect.

The local preference attribute length is

Cause: The neighbor has sent a local preference with
an incorrect length.

Action: If there is a wide discrepancy between the
expected and the received length, suspect data
corruption in the speaker or the neighbor; otherwise, if
the difference in length is only one, the neighbor is
probably in violation of the protocol.

BGP.035
Level: UI-ERROR

Short Syntax:  BGP.035 Bad atom aggr attr len from
neighbor, len length

Long Syntax: BGP.035 Atomic aggregate attribute has
bad length from neighbor neighbor, length length

Description:  The atomic aggregate attribute should be
of length 0, but has a length different than 0.

Cause: The neighbor has sent an incorrectly formatted
atomic aggregate attribute.

Action: If there is a wide discrepancy between the
expected and the received length, suspect data
corruption in the speaker or the neighbor; otherwise, if
the difference in length is only one, the neighbor is
probably in violation of the protocol.
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BGP.037
Level: UI_ERROR

Short Syntax: BGP.037 Bad aggr attr from neighbor,
attr attributestring

Long Syntax: BGP.037 Aggregator attribute is bad
from neighbor neighbor attribute attributestring

Description:
this speaker.

The aggregator attribute has the AS of

Cause: The neighbor has sent an aggregator attribute
with the AS of this speaker.

Action:  The neighbor is in violation of the protocol.
The neighbor must correct this problem if this attribute
is to be used.

BGP.038
Level: Ul _ERROR

Short Syntax: BGP.038 Unrecog opt path attr from
neighbor, attr attributestring

Long Syntax: BGP.038 Unrecognized optional path
attribute from neighbor neighbor, attribute attributestring

Description:
unrecognized.

This optional path attribute is

Cause: The neighbor has sent an optional attribute
that is unrecognized.

Action:  The neighbor is in violation of the protocol.
The neighbor has to use optional attributes for this
speaker that are recognizable. Some speakers only
implement a subset of optional attributes, which is an
acceptable interpretation of the specification. This
speaker is fully implemented to handle optional
attributes.




BGP.039
Level: UI-ERROR

Short Syntax:  BGP.039 Unrecog well knwn attr from
neighbor, attr attribute_type

Long Syntax: BGP.039 Unrecognized well-known
attribute from neighbor neighbor, attribute attribute _type

Description:

Cause: The neighbor has sent a well-known attribute
that is unrecognized.

Action:  Since this would be a basic protocol violation,
the user should suspect data corruption with the
speaker or the neighbor.

The well-known attribute is unrecognized.

BGP.040
Level: UI-ERROR

Short Syntax:
attribute_type

BGP.040 Dupl attr from neighbor, attr

Long Syntax: BGP.040 Multiple attributes from
neighbor neighbor, attribute attribute_type

Description:  Duplicate path attributes were found in
the UPDATE message.

Cause: The neighbor has sent an UPDATE message
with a duplicate path attribute.

Action:  The neighbor should be checked, since this is
a protocol violation.

BGP.041
Level: UI-ERROR

Short Syntax:  BGP.041 Missing well knwn attr from
neighbor, attr attribute_type

Long Syntax: BGP.041 Misssing well-known attribute

from neighbor neighbor, attribute attribute _type
Description:  There is a missing well-known attribute.

Cause: The neighbor has failed to send the necessary
well-known attributes.

Action:  The neighbor should be checked, since this is
a protocol violation.

BGP.042
Level: UI-ERROR

Short Syntax: BGP.042 No NLRI in UPDATE from

neighbor

Long Syntax: BGP.042 No Network Layer Routing
Information in UPDATE from neighbor neighbor

Description:  The UPDATE message had no network
layer routing information.

Cause: The neighbor sent an UPDATE message with
path attributes but no routing information.

Action:  The neighbor should be checked for a protocol
violation.

BGP.043
Level: U-INFO

Short Syntax:
from neighbor

BGP.043 NLRI NLRI rej by ext policy

Long Syntax: BGP.043 Network Layer Routing
Information NLRI rejected by external policy from
neighbor neighbor

Description:  The Network Layer Routing Information
described by the path attribute has been rejected after

applying policy.
Cause: Policy configuration commands have resulted

in this NLRI described by the path attribute to be
rejected.

Action:
included.

None, unless this NLRI should have been

BGP.044
Level: U-INFO

Short Syntax:
from neighbor

BGP.044 New or updtd RIB entry NLRI

Long Syntax: BGP.044 New or updated RIB entry
NLRI from neighbor neighbor

Description: A NLRI has passed filters and is being
put into the Routing Information Base.

Cause: The neighbor has sent an UPDATE message
with NLRI and path that is acceptable by external policy
rule definitions.

Action:
excluded.

None, unless this NLRI should have been

BGP.045
Level: U-INFO
Short Syntax:  BGP.045 Can't insert non-contig route

Long Syntax: BGP.045 Unable to insert
non-contiguous route

Description:  The NLRI from the IP forwarding table is
non-contiguous.

Cause: Nothing is incorrect here. BGP is unable to
handle this.
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BGP.046
Level: U-INFO

Short Syntax:  BGP.046 Notify rcvd from neighbor, err
error_code: sub_code

Long Syntax: BGP.046 Notify received from neighbor,
error code error_code, subcode sub_code

Description: A NOTIFICATION message has been
received from the neighbor. This terminates the BGP
connection, and usually indicates some kind of error.
The error code and subcode can be found in the BGP
specification, giving the exact reason for the notification.

BGP.047
Level: U-INFO

Short Syntax:
IP fw tbl

BGP.047 Accept dest destination from

Long Syntax: BGP.047 Destination destination from IP
forwarding table included

Description:  The speaker has just included this
destination, as directed by internal policy.

Cause: The internal policy can specifically include
destinations.

Action:  None, unless the internal policy should have
excluded this destination.

BGP.048

Level: UI-ERROR

BGP.048 BGP spkr unable to get mem
BGP.048 BGP speaker unable to get

Short Syntax:

Long Syntax:
memory

Description:  BGP was unable to allocate the
necessary memory. BGP is unable to run because of
this.

Cause: There is a shortage in heap memory, possibly
because too many memory intensive
forwarders/protocols are running.

Action:  Disable unnecesary forwarders/protocols or
get more memory.

BGP.049
Level: U-INFO

Short Syntax:  BGP.049 Closing conn to neighbor sprt
sourceport dprt destinationport, conn collision

Long Syntax: BGP.049 closing connection to neighbor
neighbor source port sourceport destination port
destinationport because of connection collision

Description:  BGP is removing a duplicate connection
to this neighbor because of a connection collision.
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Cause: Multiple TCP connections can form during the
original neighbor connection establishment.

Action:  None. Collisions can occur and the BGP RFC
describes procedures to decide which connection wins.

BGP.050
Level: U-INFO

Short Syntax: BGP.050 UPDATE(S) sent to neighbor,
len message_length

Long Syntax: BGP.050 UPDATE(s) sent to neighbor
neighbor, length message_length

Description:  One or more BGP UPDATE messages
are being queued to the given neighbor. This occurs
only on topology changes. The length of the entire
collection of UPDATE messages is displayed.

BGP.051
Level: U-INFO

Short Syntax: BGP.051 BGP state change to state
nbr neighbor sprt sourceport dprt destinationport

Long Syntax: BGP.051 BGP state change to state
neighbor neighbor source port sourceport destination
port destinationport

Description:  The state of the connection to this
neighbor has just changed.

BGP.052
Level: U-INFO

Short Syntax: BGP.052 UPDATE rcvd from neighbor,
len message_length

Long Syntax: BGP.052 UPDATE received from
neighbor neighbor, length message_length

Description:  BGP UPDATE message of a given
length has been received from the given neighbor. This
indicates some kind of topology change.

BGP.053
Level: U-INFO

Short Syntax: BGP.053 Del BGP route to network

Long Syntax: BGP.053 Deleted BGP route to network

network

Description:  The BGP route to the given network is
no longer valid, and has been deleted from the IP
routing table.




BGP.054
Level: UI-ERROR

Short Syntax:
avibl

BGP.054 No more path desc idents

Long Syntax: BGP.054 No more path descriptor
identifiers available

Description:  The number of path descriptor identifiers
has been used up.

Cause: The number of path descriptor identifiers was
used up because of the reception of a larger number of
paths than expected.

Action:  Allocate a larger number of path descriptor
identifiers. The external policy filters can also be used to
reduce the identifier demand.

Description: BGP KEEPALIVE message has been
received from the given neighbor. These are sent and
received periodically in order to ensure that the BGP
connection is still in tact.

BGP.058
Level: U-INFO

Short Syntax: BGP.058 Notify sent to neighbor

BGP.058 Notify sent to neighbor

Description: A NOTIFICATION message has been
sent to the neighbor. This terminates the BGP
connection, and means that we have encountered an
unrecoverable error, probably the reception of bad data
from the neighbor. A previously displayed ELS message
indicates the exact nature of the error.

Long Syntax:

BGP.055
Level: UI-ERROR

Short Syntax:
net

BGP.055 Ext nbr neighbor not on cmn

Long Syntax: BGP.055 External neighbor neighbor is
not on common network

Description:  External neighbors must share a
common network with the router, else the neighbor will
be ignored. The neighbor’s address on the common
network must be configured in the "BGP Config> add
neighbor” command.

Cause: May be the neighbor common network
address is not configured.

Action:  Check the neighbor address configuration.

BGP.056
Level: U-INFO

Short Syntax: BGP.056 OPEN rcvd from neighbor

Long Syntax: BGP.056 OPEN received from neighbor

neighbor

Description:  BGP OPEN message has been received
from the given neighbor. This indicates that the neighbor
wishes to initiate a conversation.

BGP.057
Level: P-TRACE

Short Syntax: BGP.057 KEEPALIVE rcvd from

neighbor

Long Syntax: BGP.057 KEEPALIVE received from
neighbor neighbor

BGP.059

Level: P-TRACE

BGP.059 KEEPALIVE sent to neighbor
BGP.059 KEEPALIVE sent to neighbor

Short Syntax:

Long Syntax:
neighbor

Description:  BGP KEEPALIVE message has been
sent to the given neighbor. These are sent and received
periodically in order to ensure that the BGP connection
is still in tact.

BGP.060
Level: U-INFO

Short Syntax: BGP.060 Couldn’t add net network

mask mask

Long Syntax: BGP.060 Couldn’'t add network network
mask mask to routing table

Description:  Router unable to add a network that was
received in a BGP UPDATE message to its routing
table. This is either because the routing table
overflowed, or because the network number was badly
formed.

BGP.061
Level: U-INFO

Short Syntax: BGP.061 No mem for UPDATE to

neighbor

Long Syntax: BGP.061 No memory for UPDATE to
neighbor neighbor

Description:  Unable to get memory to send an
UPDATE message to peer. Router will continue to retry.
If message persists, router may have run out of
available memory.
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BGP.062
Level: UI-ERROR

Short Syntax:
thl

BGP.062 Rej nbr neighbor, not in nbr

Long Syntax: BGP.062 External neighbor neighbor is
not in the neighbor table

Description:  External neighbor is trying to establish a
BGP connection with this speaker, which does not have
the neighbor in the configuration.

Cause: Neighbor parmeters are not configured in both
speaker.

Action:
speakers.

Check the neighbor configuration in both

BGP.063
Level: U-INFO

Short Syntax:  BGP.063 Pasv conn exists for neighbor,
new pasv conn closed

Long Syntax: BGP.063 Passive connection already
exists for neighbor neighbor, new passive connection is
closed

Description: A passive TCP connection already exists
for this neighbor, but the neighbor has tried for another
passive connection. The new connection will be closed.

BGP.064
Level: U-INFO

Short Syntax:  BGP.064 Actv conn exists for neighbor,
new pasv conn closed

Long Syntax: BGP.064 Active connection already
exists for neighbor neighbor, new passive connection is
closed

Description:  An active TCP connection already exists
for this neighbor, but the neighbor has tried for another

passive connection. The new passive connection will be
closed.

BGP.065
Level: U-INFO

Short Syntax: BGP.065 Passive conn exists for
neighbor;, new actv conn closed

Long Syntax: BGP.065 Passive connection already
exists for neighbor neighbor, new active connection is
closed

Description: A passive TCP connection already exists
for this neighbor, but the neighbor has tried for another
active connection. The new active connection will be
closed.
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BGP.066

Level: UI-ERROR

BGP.066 TCP send failed for neighbor
BGP.066 TCP send failed for neighbor

Short Syntax:

Long Syntax:
neighbor

Description:
neighbor.

TCP could not send data to the specified

BGP.067
Level: UI-ERROR

Short Syntax: BGP.067 Hold tmr exp for neighbor

clsng conn

Long Syntax: BGP.067 Hold timer expired for
neighbor neighbor; closing connection

Description:  No KEEPALIVE message has been
received from this neighbor. Thus, the KEEPALIVE
Timer expires and the connection will be closed.

Cause: See description

Action:  Make sure neighbor is up and running BGP.

BGP.068
Level: UI-ERROR

Short Syntax: BGP.068 Closing conn to neighbor sprt
sourceport dprt destinationport

Long Syntax: BGP.068 Abruptly closing connection to
neighbor neighbor source port sourceport destination
port destinationport

Description:  The connection to this neighbor has
been abruptly closed by underlying transport (TCP).

BGP.069
Level: U-INFO

Short Syntax: BGP.069 BGP state change; nbr
neighbor ev event oldst oldstate newst newstate

Long Syntax: BGP.069 BGP state change; neighbor
neighbor event event old state oldstate new state
newstate

Description:  The state of the connection to this
neighbor has just changed.




BGP.070
Level: UI-ERROR

Short Syntax:
event st state

BGP.070 Unexp event; nbr neighbor ev

Long Syntax: BGP.070 Unexpected event; neighbor
neighbor event event state state

Description:  An event not handled by this BGP
implementation has occurred. This indicates a software
error, and should be reported to Customer Service.

Cause: See description

Action:  See description

BGP.071
Level: UE-ERROR

Short Syntax: BGP.071 Bad aggregate net
aggregate_net mask aggregate _mask

Long Syntax: BGP.071 Bad aggregate net
aggregate_net mask aggregate _mask

Description:  An aggregate has been configured that
the router cannot use. This is probably due to
misconfiguration. The aggregate is ignored.

BGP.072
Level: P-TRACE

Short Syntax: BGP.072 Add NLRI destination_net len
destination_mask_len updt for nbr neighbor

Long Syntax: BGP.072 Add NLRI destination_net len
destination_mask_len UPDATE for neighbor neighbor

Description: A new Network Layer Reachability
Information has been added to the list of NLRIs
associated with a particular attribute list in the new
UPDATE message being constructed for this neighbor.

BGP.073
Level: P-TRACE

Short Syntax:  BGP.073 Wdra NLRI destination_net
len destination_mask_len updt for nbr neighbor

Long Syntax: BGP.073 Withdraw NLRI
destination_net len destination_mask_len UPDATE for
neighbor neighbor

Description:  The Network Layer Reachability
Information has been added to the list of unfeasible
routes in the new UPDATE message being constructed
for this neighbor.

BGP.074
Level: UI-ERROR

Short Syntax:
from neighbor

BGP.074 Bad hold tim val timer_value

Long Syntax: BGP.074 Received bad hold timer value
timer_value from neighbor neighbor

Description:  The speaker received an OPEN
message that has unacceptable hold timer value.

Cause: Neighbor sent an OPEN message that has
incorrect hold timer value.

Action: Use a router that adheres to the BGP
specification.

BGP.075
Level: U-INFO

Short Syntax:
with notify cease

BGP.075 Conn Cls to neighbor, clsg

Long Syntax: BGP.075 Closing connection to
neighbor neighbor with notification cease

Description:
this message.

User disabled the neighbor and hence
Cause: User disabled the neighbor and hence this

message.

Action:  None.
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Chapter 12. Bridge Routing (BR)

This chapter describes Bridge Routing (BR) messages. For information on message
content and how to use the message, refer to the Introduction.

BR.001
Level: C-INFO

Short Syntax:  BR.001 source_mac-> dest_mac drp,
port block/list, nt network

Long Syntax: BR.001 Frame from source_mac to
dest_mac dropped, received on blocked or listening
port, network network

Description: A MAC frame has been received by the
hardware, but is being dropped because the port on
which it was received is in the "blocking” or "listening”
state. Frames are only processed when the port is in
the "learning” or "forwarding” state.

Cause: Normal on port bringup.

Action:  Wait for port to transition to "learning” and
"forwarding” states.

BR.002
Level: P-TRACE

Short Syntax:  BR.002 source_mac-> dest_mac drp,
dst same LAN, nt network

Long Syntax: BR.002 Frame from source _mac to
dest_mac dropped, destination on same LAN, network
network

Description: A MAC frame has been received whose
destination address is known to be on the same side of
the bridge as the packet came from. It is dropped by the
filtering logic since it does not need to be bridged. Note
that this event is not counted by ELS for performance
reasons. A counter is kept in ASRT, it is the "Dropped,
dest addr filtering” entry in the ASRT>LIST
SOURCE-ROUTE COUNTERS and ASRT>LIST
TRANSPARENT COUNTERS commands.

Cause: Normal local traffic on network.

Cause: Configuration error at local or remote node
with respect to bridging or routing particular protocols
over the WAN link.

Action:  All hosts on a WAN link must agree on
whether to bridge or route a given protocol. Reconfigure
as appropriate.

BR.004
Level: P-TRACE

Short Syntax:  BR.004 source_mac-> dest_mac prt
IPX (802.3) filt, drp, nt network

Long Syntax: BR.004 Frame from source_mac to
dest_mac, protocol IPX (802.3) filtered, dropped,
network network

Description: A frame has been received for the IPX
protocol (in 802.3 encapsulation), but the IPX protocol is
being administratively filtered by the bridge. The frame
will be dropped.

Cause: Frame received for filtered protocol.

BR.005
Level: P-TRACE

Short Syntax:  BR.005 source_mac-> dest_mac SNAP
protocol_identifier filt, drp, nt network

Long Syntax: BR.005 Frame from source_mac to
dest_mac, IEEE 802 SNAP Protocol Identifier
protocol_identifier filtered, dropped, network network

Description: A frame has been received for the
specified IEEE 802 Subnetwork Access Protocol
(SNAP) Protocol Identifier (PID), but this PID is being
administratively filtered by the bridge. The frame will be
dropped.

Cause: Frame received for filtered protocol.

BR.003
Level: UE-ERROR

Short Syntax:  BR.003 source_mac-> dest_mac, brdg
encap for rout prot IPX (802.3), drp, nt network

Long Syntax: BR.003 Frame from source_mac to
dest_mac, WAN bridge encapsulation for routed
protocol IPX (802.3), dropped, network network

Description: A frame has been received over a WAN
interface in the Ethernet bridge encapsulation, but the
IPX protocol (in 802.3 encapsulation) is routed by this
node.

© Copyright IBM Corp. 1994, 1998

BR.006
Level: U-TRACE

Short Syntax:  BR.006 Unreg dst source_mac->
dest_mac SNAP protocol_identifier, drp, nt network

Long Syntax: BR.006 Frame from source_mac to
unregistered destination MAC address dest_mac, |IEEE
802 SNAP Protocol Identifier protocol_identifier,
dropped, network network

Description: A frame has been received for the IEEE
802 Subnetwork Access Protocol (SNAP) Protocol
Identifier (PID) which corresponds with an enabled
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protocol, but the destination MAC address is not
registered in the bridge. The frame will be dropped.

Cause: If dest_mac is a unicast address, a station on
the LAN is sending frames for this protocol to the wrong
next hop MAC address.

Action:  Correct action of remote station.

Cause: If dest_mac is a multicast address, a station
on the LAN may be sending frames to the wrong
multicast address, or perhaps just to one that this router
does not have enabled. Depending on the protocol, this
may or may not be an error.

Action:  Correct action of remote station, if necessary.

BR.007
Level: P-TRACE

Short Syntax:  BR.007 source_mac-> dest_mac SNAP
protocol_identifier, endnode, nt network

Long Syntax: BR.007 Frame from source_mac to
dest_mac, IEEE 802 SNAP Protocol Identifier
protocol_identifier for endnode protocol, network
network

Description: A multicast frame has been received for
the IEEE 802 Subnetwork Access Protocol (SNAP)
Protocol Identifier (PID) which corresponds with an
endnode protocol. The frame will be both bridged and
locally processed by the endnode protocol.

BR.008
Level: UE-ERROR

Short Syntax:  BR.008 source_mac-> dest_mac, brdg
encap for rout SNAP protocol_identifier, drp, nt network

Long Syntax: BR.008 Frame from source_mac to
dest_mac, WAN bridge encapsulation for routed IEEE
802 SNAP Protocol Identifier protocol_identifier,
dropped, network network

Description:  An IEEE 802.2 frame has been received
over a WAN interface in a bridge encapsulation, but its

IEEE 802 Subnetwork Access Protocol (SNAP) Protocol
Identifier (PID) is one that is being routed by this node.

The frame will be dropped.

Cause: Configuration error at local or remote node
with respect to bridging or routing particular protocols
over the WAN link.

Action:  All hosts on a WAN link must agree on
whether to bridge or route a given protocol. Reconfigure
as appropriate.
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BR.009
Level: UE-ERROR

Short Syntax:  BR.009 BPDU source_mac->
dest_mac, wrng dst, drp, nt network

Long Syntax: BR.009 IEEE 802.1D BPDU
source_mac to dest_mac, wrong destination, dropped,
network network

Description:  An |IEEE 802.1D Bridge Protocol Data
Unit (BPDU) was received at the wrong destination
address. It is supposed to be addressed to a particular
multicast address. The BPDU will be dropped.

Cause: Programming error at remote node.

Action:  Correct software in remote node.

Cause: Node speaking IBM Token-Ring proprietary
source-routing spanning tree protocol, which uses a
non-standard destination address for BPDUSs.

Action:
node.

Ignore message or reconfigure source-routing

BR.010
Level: P-TRACE

Short Syntax:  BR.010 source_mac-> dest_mac DSAP
destination_service_access_point filt, drp, nt network

Long Syntax: BR.010 Frame from source_mac to
dest_mac, |IEEE 802.2 DSAP

destination_service _access_point filtered, dropped,
network network

Description: A frame has been received for the
specified IEEE 802.2 Destination Service Access Point
(DSAP), but this DSAP is being administratively filtered
by the bridge. The frame will be dropped.

Cause: Frame received for filtered protocol.

BR.011
Level: U-TRACE

Short Syntax:  BR.011 Unreg dst source_mac->
dest_mac DSAP destination_service_access_point, drp,
nt network

Long Syntax: BR.011 Frame from source_mac to
unregistered destination MAC address dest_mac, |IEEE
802.2 DSAP destination_service_access_point,
dropped, network network

Description: A frame has been received for the IEEE
802.2 Destination Service Access Point (DSAP) which
corresponds with an enabled protocol, but the
destination MAC address is not registered in the bridge.
The frame will be dropped.

Cause: If dest_mac is a unicast address, a station on
the LAN is sending frames for this protocol to the wrong
next hop MAC address.



Action: Correct action of remote station.

Cause: If dest_mac is a multicast address, a station
on the LAN may be sending frames to the wrong
multicast address, or perhaps just to one that this router
does not have enabled. Depending on the protocol, this
may or may not be an error.

Action:  Correct action of remote station, if necessary.

BR.012
Level: P-TRACE

Short Syntax: BR.012 source_mac-> dest_mac DSAP
destination_service _access_point, endnode, nt network

Long Syntax: BR.012 Frame from source_mac to
dest_mac, IEEE 802.2 DSAP
destination_service_access_point for endnode protocol,
network network

Description: A multicast frame has been received for
the IEEE 802.2 Destination Service Access Point
(DSAP) which corresponds with an endnode protocol.
The frame will be both bridged and locally processed by
the endnode protocol.

BR.013
Level: UE-ERROR

Short Syntax:  BR.013 source_mac-> dest_mac, brdg
encap for rout DSAP destination_service _access_point,
drp, nt network

Long Syntax: BR.013 Frame from source_mac to
dest_mac, WAN bridge encapsulation for routed IEEE
802.2 DSAP destination_service_access_point,
dropped, network network

Description:  An IEEE 802.2 frame has been received
over a WAN interface in a bridge encapsulation, but its
IEEE 802.2 Destination Service Access Point (DSAP) is
one that is being routed by this node. The frame will be
dropped.

Cause: Configuration error at local or remote node
with respect to bridging or routing particular protocols
over the WAN link.

Action:  All hosts on a WAN link must agree on
whether to bridge or route a given protocol. Reconfigure
as appropriate.

BR.014
Level: P-TRACE

Short Syntax:  BR.014 source_mac-> dest_mac Etype
Ethernet_type filt, drp, nt network

Long Syntax: BR.014 Frame from source_mac to
dest_mac, Ethernet type Ethernet_type filtered,
dropped, network network

Description: A frame has been received for the
specified Ethernet type, but this type is being
administratively filtered by the bridge. The frame will be
dropped.

Cause: Frame received for filtered protocol.

BR.015
Level: U-TRACE

Short Syntax:  BR.015 Unreg dst source_mac->
dest_mac Etype Ethernet_type, drp, nt network

Long Syntax: BR.015 Frame from source_mac to
unregistered destination MAC address dest_mac,
Ethernet type Ethernet_type, dropped, network network

Description: A frame has been received for the
Ethernet type which corresponds with an enabled
protocol, but the destination MAC address is not
registered in the bridge. The frame will be dropped.

Cause: If dest_mac is a unicast address, a station on
the LAN is sending frames for this protocol to the wrong
next hop MAC address.

Action:  Correct action of remote station.

Cause: If dest_mac is a multicast address, a station
on the LAN may be sending frames to the wrong
multicast address, or perhaps just to one that this router
does not have enabled. Depending on the protocol, this
may or may not be an error.

Action:  Correct action of remote station, if necessary.

BR.016
Level: P-TRACE

Short Syntax:  BR.016 source_mac-> dest_mac Etype
Ethernet_type, endnode, nt network

Long Syntax: BR.016 Frame from source_mac to
dest_mac, Ethernet type Ethernet_type for endnode
protocol, network network

Description: A multicast frame has been received for
the Ethernet type which corresponds with an endnode
protocol. The frame will be both bridged and locally
processed by the endnode protocol.
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BR.017
Level: UE-ERROR

Short Syntax:  BR.017 source_mac-> dest_mac, brdg
encap for rout Etype Ethernet_type, drp, nt network

Long Syntax: BR.017 Frame from source_mac to
dest_mac, WAN bridge encapsulation for routed
Ethernet type Ethernet_type, dropped, network network

Description:  An Ethernet frame has been received
over a WAN interface in the Ethernet bridge
encapsulation, but its Ethernet type is one that is being
routed by this node. The frame will be dropped.

Cause: Configuration error at local or remote node
with respect to bridging or routing particular protocols
over the WAN link.

Action:  All hosts on a WAN link must agree on
whether to bridge or route a given protocol. Reconfigure
as appropriate.

BR.018
Level: P-TRACE

Short Syntax:  BR.018 SR source_mac-> dest_mac
DSAP destination_service_access_point filt, drp, nt
network

Long Syntax: BR.018 Source-routed frame from
source_mac to dest_mac, |IEEE 802.2 DSAP
destination_service _access_point filtered, dropped,
network network

Description: A source-routed frame has been received
for the specified IEEE 802.2 Destination Service Access
Point (DSAP), but this DSAP is being administratively
filtered by the bridge. The frame will be dropped.

Cause: Frame received for filtered protocol.

BR.019
Level: U-TRACE

Short Syntax: BR.019 SR unreg dst source_mac->
dest_mac DSAP destination_service_access_point, drp,
nt network

Long Syntax: BR.019 Source-routed frame from
source_mac to unregistered destination MAC address
dest_mac, IEEE 802.2 DSAP
destination_service_access_point, dropped, network
network

Description: A source-routed frame has been received
for the IEEE 802.2 Destination Service Access Point
(DSAP) which corresponds with an enabled protocol,
but the destination MAC address is not registered in the
bridge. The frame will be dropped.

Cause: If dest_mac is a unicast address, a station on
the LAN is sending frames for this protocol to the wrong
next hop MAC address.
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Action:  Correct action of remote station.

Cause: |If dest_mac is a multicast address, a station
on the LAN may be sending frames to the wrong
multicast address, or perhaps just to one that this router
does not have enabled. Depending on the protocol, this
may or may not be an error.

Action:  Correct action of remote station, if necessary.

BR.020
Level: P-TRACE

Short Syntax:  BR.020 SR source_mac-> dest_mac
DSAP destination_service_access_point, endnode, nt
network

Long Syntax: BR.020 Source-routed frame from
source_mac to dest_mac, |IEEE 802.2 DSAP
destination_service_access_point for endnode protocol,
network network

Description: A multicast source-routed frame has
been received for the IEEE 802.2 Destination Service
Access Point (DSAP) which corresponds with an
endnode protocol. The frame will be both bridged and
locally processed by the endnode protocol.

BR.021
Level: P-TRACE

Short Syntax:  BR.021 SR source_mac-> dest_mac
SNAP protocol_identifier filt, drp, nt network

Long Syntax: BR.021 Source-routed frame from
source_mac to dest_mac, IEEE 802 SNAP Protocol
Identifier protocol_identifier filtered, dropped, network
network

Description: A source-routed frame has been received
for the specified IEEE 802 Subnetwork Access Protocol
(SNAP) Protocol Identifier (PID), but this PID is being
administratively filtered by the bridge. The frame will be
dropped.

Cause: Frame received for filtered protocol.

BR.022
Level: U-TRACE

Short Syntax:  BR.022 SR unreg dst source_mac->
dest_mac SNAP protocol_identifier, drp, nt network

Long Syntax:  BR.022 Source-routed frame from
source_mac to unregistered destination MAC address
dest_mac, IEEE 802 SNAP Protocol Identifier
protocol_identifier, dropped, network network

Description: A source-routed frame has been received
for the IEEE 802 Subnetwork Access Protocol (SNAP)
Protocol Identifier (PID) which corresponds with an
enabled protocol, but the destination MAC address is
not registered in the bridge. The frame will be dropped.



Cause: If dest_mac is a unicast address, a station on
the LAN is sending frames for this protocol to the wrong
next hop MAC address.

Action: Correct action of remote station.

Cause: If dest_mac is a multicast address, a station
on the LAN may be sending frames to the wrong
multicast address, or perhaps just to one that this router
does not have enabled. Depending on the protocol, this
may or may not be an error.

Action:  Correct action of remote station, if necessary.

BR.023
Level: P-TRACE

Short Syntax: BR.023 SR source_mac-> dest_mac
SNAP protocol_identifier, endnode, nt network

Long Syntax: BR.023 Source-routed frame from
source_mac to dest_mac, IEEE 802 SNAP Protocol
Identifier protocol_identifier for endnode protocol,
network network

Description: A source-routed multicast frame has
been received for the IEEE 802 Subnetwork Access
Protocol (SNAP) Protocol Identifier (PID) which
corresponds with an endnode protocol. The frame will
be both bridged and locally processed by the endnode
protocol.

BR.024
Level: P-TRACE

Short Syntax:  BR.024 source_mac-> dest_mac drp,
dst add flt, nt network

Long Syntax: BR.024 Frame from source_mac to
dest_mac dropped, destination address filtered, network
network

Description: A MAC frame has been received by the
hardware, but is being dropped because the destination
MAC address is being administratively filtered by the
bridge. The frame will be dropped.

Cause: Receipt of frame whose destination MAC
address matches the destination filter.

BR.025
Level: P-TRACE

Short Syntax:  BR.025 source_mac-> dest_mac drp,
src add flt, nt network

Long Syntax: BR.025 Frame from source_mac to
dest_mac dropped, source address filtered, network
network

Description: A MAC frame has been received by the
hardware, but is being dropped because the source
MAC address is being administratively filtered by the
bridge. The frame will be dropped.

Cause: Receipt of frame whose source MAC address
matches the destination filter.

BR.026
Level: P-TRACE

Short Syntax:  BR.026 SR source_mac-> dest_mac
drp, dst add flt, nt network

Long Syntax: BR.026 Frame from source_mac to
dest_mac dropped, destination address filtered, network
network

Description: A source-routed MAC frame has been
received by the hardware, but is being dropped
because the destination MAC address is being
administratively filtered by the bridge. The frame will be
dropped.

Cause: Receipt of frame whose destination MAC
address matches the destination filter.

BR.027
Level: P-TRACE

Short Syntax:  BR.027 SR source_mac-> dest_mac
drp, src add flt, nt network

Long Syntax: BR.027 Frame from source_mac to
dest_mac dropped, source address filtered, network
network

Description: A source-routed MAC frame has been
received by the hardware, but is being dropped
because the source MAC address is being
administratively filtered by the bridge. The frame will be
dropped.

Cause: Receipt of frame whose source MAC address
matches the destination filter.

BR.028
Level: UI-ERROR

Short Syntax:  BR.028 No buf for endnode bridge,
source_mac-> dest_mac, nt network, not bridged

Long Syntax: BR.028 No buffer to copy packet for
endnode bridge and process, from source_mac to
dest_mac, network network, not bridged

Description: A Multicast frame has been received for
an endnode protocol that is both bridged and locally
processed. There was no buffer to make two copies of
the frame for both types of processing, so it will not be
bridged, only locally processed.

Cause: Severe packet buffer shortage.

Action:  Check memory statistics in GWCON to verify
packet buffer level. If possible, make routing or bridging
tables smaller. If tables cannot be made smaller,
increase memory size.
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Cause: Traffic peak using all available buffers.

Action:  This is the problem if this message occurs
very infrequently.

BR.029
Level: C-TRACE

Short Syntax:  BR.029 NB inp pkt fltd - source_mac->
dest_mac, prt port, nt network

Long Syntax: BR.029 NETBIOS Input Packet Filtered
- source_mac-> dest_mac, port port, network network

Description: A NETBIOS packet has matched the
criteria specified in a NETBIOS Filter configuration
record. The packet is dropped.
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BR.030
Level: U-TRACE

Short Syntax:  BR.030 Rcvd tkr brg pkt but no tkr hnd

Long Syntax: BR.030 Received tkr bridge packet over
WAN, but router has no handler to process it.

Description: A remote router sent a packet over a
WAN bridge port to the local router, the frame was in
Token-Ring format, but the local router does not contain
a handler for Token-Ring frames. The packet was
dropped.



Chapter 13. Bandwidth Reservation System (BRS)

This chapter describes Bandwidth Reservation System (BRS) messages. For
information on message content and how to use the message, refer to the

Introduction.

BRS.001
Level: C_INFO

Short Syntax:  BRS.001 pkt iob prot/filt msg prot/filt
type queued in class class name prio priority nt
interface number int network ID

Long Syntax: BRS.001 packet with Id iob for
protocolffilter msg prot/filt type is placed in class class
name at priority priority network interface number int
network ID

Description: A packet is placed in the class at a
priority based on its protocolffilter.

BRS.002
Level: C_INFO

Short Syntax:  BRS.002 pkt of prot msg prot type is
disc’ed by overflow nt interface number int network 1D

Long Syntax: BRS.002 a packet of protocol msg prot
type is discarded because of queue overflow network
interface number int network ID

Description:  Notifies on all packet overflows

BRS.003
Level: C_INFO

Short Syntax: BRS.003 zero length pkt of prot msg
prot type is disc’ed nt interface number int network 1D

Long Syntax: BRS.003 a zero length packet of
protocol msg prot type is discarded network interface
number int network ID

Description:  msg when zero length pkts are dumped

BRS.004
Level: C_INFO

Short Syntax:  BRS.004 pkt iob prot/filt protocol or
filter name xmit from class class name nt interface
number int network ID

Long Syntax: BRS.004 packet with Id job for protocol
or filter protocol or filter name is transmitted from class
class name network interface number int network ID

Description: A packet is placed from handler struct to
driver queue for xmit.
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BRS.005
Level: C_INFO

Short Syntax:  BRS.005 Lost prior other items affected
mappings of prot or filt for nt interface number int
network ID

Long Syntax: BRS.005 Lost priority other items
affected mappings of prot or filt for network interface
number int network ID

Description:  The configuration record for protocol or
filter mappings is not present in SRAM. Default
mappings have been assumed.

Cause: Either the original configuration record for
protocol or filter mappings is not supported by this level
of software or configuration memory has been
corrupted.

Action:  Either reconfigure the mappings or use the
configuration tool upgrade facility when the original
configuration record is not supported by the current
level of software. Contact customer service if
configuration memory has been corrupted.

BRS.006
Level: C_INFO

Short Syntax: BRS.006 No memory to create BRS
structure. BRS not enabled on nt other items affected
int interface number

Long Syntax: BRS.006 No memory to create BRS
structure. BRS not enabled on network other items
affected int interface number

Description:  BRS encountered memory allocation
error in attempt to allocate storage required for BRS
operation.

Cause: Out of memory

Action: Contact customer service.

BRS.007
Level: C_INFO

Short Syntax: BRS.007 Pkt iob secondary fragment
for prot msg prot type targeted for class class name nt
interface number int network ID

Long Syntax: BRS.007 Pkt iob secondary fragment
for protocol msg prot type is targeted for class class
name network interface number int network 1D
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Description: A secondary fragment targeted for class Action:  None
and priority for the protocol.

Cause: BRS detected a secondary fragment
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Chapter 14. Bootp (BTP)

This chapter describes Bootp (BTP) messages. For information on message content
and how to use the message, refer to the Introduction.

BTP.001
Level: U-TRACE

Short Syntax:  BTP.001 rcvd rgst frm (
client_IP_address, nt Network ID)

Long Syntax: BTP.001 received request from (
client_IP_address, net Network ID)

Description: A BOOTP request has been received on
a particular interface. The client IP address is included
in the message, but may be unknown at this time, in
which case it will show up as 0.0.0.0.

BTP.002
Level: UE-ERROR

Short Syntax:  BTP.002 bd rgst frm (
client_IP_address, nt Network ID): reason

Long Syntax:  BTP.002 bad request from (
client_IP_address, net Network ID): reason

Description: A BOOTP request has been received on
a particular interface. The client IP address is included
in the message, but may be unknown at this time, in
which case it will show up as 0.0.0.0. The request is
bad for the stated reason, and is therefore discarded.

BTP.003
Level: U-TRACE
Short Syntax:  BTP.003 fwd rqst to server_IP_address

Long Syntax: BTP.003 Forwarding request to
server_IP_address

Description: A BOOTP request is being forwarded to
a particular server.

BTP.004
Level: U-TRACE

Short Syntax:  BTP.004 fwd rply server_IP_address ->
client_IP_address

Long Syntax: BTP.004 Forwarding reply from
server_IP_address to client IP_address

Description: A BOOTP reply is being forwarded from
a particular server back to the client, using the router as
a relay agent.
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BTP.005
Level: UE-ERROR

Short Syntax:  BTP.005 bad reply server_IP_address
-> client_IP_address: reason

Long Syntax:  BTP.005 bad reply from
server_IP_address to client_IP_address: reason

Description: A BOOTP reply was received. We are
unable to relay the reply to the client due to the stated
error. The BOOTP reply has been discarded.

BTP.006
Level: ALWAYS

Short Syntax:  BTP.006 net Network ID, gw
source_IP_address: Client reply packet in error; error

Long Syntax: BTP.006 net Network ID, gw
source_IP_address: Client reply packet in error; error

Description: A reply was received from a BOOTP
server that was either the incorrect packet type or it was
too short. The gatway address is the router that did the
final relay from the server to this client. It could be the
server address.

BTP.007
Level: ALWAYS

Short Syntax:  BTP.007 net Network ID, Valid Resp,
Server: serverName( serverlp), Bootfile: bootfile
VendOpts config file: cfgFile IpAddr ourlp, gwAddr
gwAddr

Long Syntax: BTP.007 net Network ID, Valid Resp,
server: serverNamel serverlp, bootfile: bootfile, vendor
options config File: cfgFile, ipAddr ourlp, gwAddr
gwAddr

Description: A valid BOOTP reply packet was
received from a server.

BTP.008
Level: ALWAYS

Short Syntax:  BTP.008 net Network ID No cfg file
name (srv: serverNamel serverlp)

Long Syntax:  BTP.008 net Network ID No config file
name in packet (srv: serverNamel serverlp)

Description: A reply was received from a server
without a configuration filename in the vendor extension
field or in the boot filename field.
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BTP.009
Level: ALWAYS

Short Syntax:  BTP.009 net Network ID, Failed to snd
client req (htype: htype)

Long Syntax: BTP.009 net Network ID, Failed to send
client request (htype: htype)

Description:
failed.

An attempt to send the BOOTP request

BTP.010
Level: ALWAYS

Short Syntax:  BTP.010 net Network ID, Sent client
request (htype: htype)
Long Syntax: BTP.010 net Network ID, Sent client
request (htype: htype)

Description: A BOOTP client request was successfully

sent.

BTP.011
Level: ALWAYS

Short Syntax:  BTP.011 net Network ID, Could not snd
client req because: error

Long Syntax: BTP.011 net Network ID, Could not
send client request because: error

Description:  An attempt to send the BOOTP request
failed because the output device does not support
BOOTP, the device is not up, or a buffer could not be
allocated.

BTP.012
Level: ALWAYS
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Short Syntax:  BTP.012 net Network ID No cfile in
vendOptions, using bootfile fld instead

Long Syntax: BTP.012 net Network ID No cfile in
vendOptions, using bootfile fld instead

Description:  The vendor extensions for the
configuration filename was not in the response. The
router will use the bootfile name field in its place.

BTP.013
Level: ALWAYS

Short Syntax:  BTP.013 net Network ID Unsupported
vend tag: vendTag, len: vendLen

Long Syntax:  BTP.013 net Network ID Reply received
with unsupported vendor tag field: vendTag, len
vendLen

Description:  The server sent a BOOTP reply packet
with a vendor field containing an unsupported vendor
specific option. This is not critical; it only means that the
BOOTP server is not configured correctly for this
BOOTP client.

Panic btpudperr

Short Syntax:  bootp udp port not avail

Description:  Another application registered previously
with bootp’s UDP port.

Action: Contact customer service.



Chapter 15. ISDN Signalling ceme trace file

This chapter describes ISDN Signalling ceme trace file messages. For information
on message content and how to use the message, refer to the Introduction.

CEME.001
Level: U-INFO

Short Syntax: CEME.001 START_RQ recvd switch
type = switch on isdn/ intf

Long Syntax: CEME.001 Request to initiate L2 for
switch switch on network intf

Description:
this interface

Request to initiate L2 and tei request for

Action: None

CEME.002
Level: U-INFO

Short Syntax: CEME.002 Initialize TEI tei on isdn/ intf

Long Syntax: CEME.002 tei init request for tei on isdn
intf
Description:  Initiate TEI requests for tei

Action:  None

CEME.003
Level: U-INFO

Short Syntax: CEME.003 RELEASE Layer 3 prim=0x
prim on nt isdn/ intf

© Copyright IBM Corp. 1994, 1998

Long Syntax: CEME.003 layer 3 Release received
primitive=0x prim on ISDN/ intf

Description:  Release all the calls for this interface and

inform 12

Action:  None

CEME.004
Level: U-INFO

Short Syntax: CEME.004 Establish request received,
primitive Ox prim on isdn/ intf

Long Syntax: CEME.004 Establish layer 3 primitive
value (Ox prim) on network intf

Description:  Establish layer 3 start D-Channel
Communication

Action:  None

Panic cemeym

Short Syntax:  YDC ISDN: mem alloc fld

Description:  The YDC ISDN network handler failed to
allocate sufficient memory during the initialization phase.

Action:  Contact customer service.
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Chapter 16. Data Compression Engines (COMP)

This chapter describes Data Compression Engines (COMP) messages. For
information on message content and how to use the message, refer to the

Introduction.

COMP.001
Level: UE-ERROR

Short Syntax: COMP.001 BSD bd CLEAR nt network

ID.

Long Syntax: COMP.001 BSD decompress: bad
CLEAR, network network ID.

Description:
CLEAR code.

BSD decompress saw an unexpected

COMP.002
Level: UE-ERROR

Short Syntax: COMP.002 BSD bd code code, nt

network ID.

Long Syntax: COMP.002 BSD decompress: bad code
code,, network network ID.

Description:
input stream.

BSD decompress saw a bad code in the

COMP.003
Level: UE-ERROR
COMP.003 BSD bd data nt network ID

Long Syntax: COMP.003 BSD decompress: bad data,
decompressed garbage, network network ID.

Short Syntax:

Description:  BSD decompress detected garbled data.

COMP.004
Level: UE-ERROR

Short Syntax: COMP.004 BSD no CLEAR nt network

ID

Long Syntax: COMP.004 BSD decompress: peer
should have cleared dictionary, net network ID.

Description:
peer.

BSD decompress is out of sync with

COMP.005
Level: UE-ERROR

Short Syntax: COMP.005 algo, bad FCS nt network

ID

Long Syntax:
ID.

COMP.005 algo, bad FCS, net network
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Description:  Decompressor found packet was corrupt
on input, a bad CRC or similar sort of check value was
invalid.

COMP.006
Level: UE-ERROR

Short Syntax: COMP.006 pred impossible cmp_len, >
actlen,, nt network ID

Long Syntax: COMP.006 predictor impossible packet
explen cmp_len, > actlen,, nt network ID

Description:  Predictor packet was corrupt on input.

COMP.007
Level: UE-ERROR
COMP.007 pred no FCS nt network ID

Long Syntax: COMP.007 Predictor got a short packet,
no FCS? net network ID

Short Syntax:

Description:  Predictor packet was corrupt on input.

COMP.008

Level: UE-ERROR
Short Syntax: COMP.008 LZS_Decomp returned got.
Long Syntax: COMP.008 LZS_Decomp returned got.

Description:
faulty.

Stacker decomp returned something

COMP.009
Level: UE-ERROR

Short Syntax:  COMP.009 alg,/compress err rc, doing
doing,, nt network ID

Long Syntax: COMP.009 alg,/compress error rc, doing
doing, on network network ID

Description:  Compressor returned an error code. The
"doing” parameter indicates what the compressor was
working on.

COMP.010
Level: UE-ERROR

Short Syntax: COMP.010 alg,/decompress err rc,
doing doing,, nt network ID
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Long Syntax: COMP.010 alg,/decompress error rc,
doing doing, on network network ID

Description:  Decompressor returned an error code.
The "doing” parameter indicates what the decompressor
was working on.

COMP.011
Level: UE-ERROR

Short Syntax:
ID

COMP.011 alg, err nobuf net network

Long Syntax: COMP.011 alg, error, can't get buffer on
network network ID

Description:
buffer.

Compression routine couldn’t obtain work

COMP.012
Level: P-TRACE

Short Syntax: COMP.012 alg, nocomp cc cc, pktlen
pktlen, cmplen cmplen, net network ID

Long Syntax: COMP.012 alg, nocompress cond code
cc,, pkt-len pktlen, -> cmp-len cmplen,, on network
network ID

Description:  Packet was incompressible.

COMP.013
Level: P-TRACE

Short Syntax: COMP.013 alg, cmp: pkt len pktlen, ->
send len cmplen,, net network ID

Long Syntax: COMP.013 alg alg, compress: original
pkt len pktlen,, compressed pkt len cmplen,, on network
network ID

Description:  Per-packet trace compression results.

COMP.014
Level: P-TRACE

Short Syntax: COMP.014 alg, exp: pkt.len pktlen, <-
recv len cmplen,, net network ID

Long Syntax: COMP.014 alg alg, expand: result pkt
len pktlen,, received pkt len cmplen,, on network
network ID

Description:  Per-packet trace expansion results.
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COMP.015
Level: C-INFO

Short Syntax:
net network ID

COMP.015 Start decompressor ' alg,’,

Long Syntax: COMP.015 Start decompressor * alg,’,
on network network ID

Description:  Compression started (on receive side).

COMP.016
Level: C-INFO

Short Syntax:
net network ID

COMP.016 Stop decompressor ’ alg,’,

Long Syntax: COMP.016 Stop decompressor " alg,’,
on network network ID

Description:  Compression stopped (on receive side).

COMP.017
Level: C-INFO

Short Syntax:
network ID

COMP.017 Start compressor ’ alg,’, net

Long Syntax: COMP.017 Start compressor ' alg,’, on
network network ID

Description:  Compression started (on transmit side).
COMP.018
Level: C-INFO

Short Syntax:
network ID

COMP.018 Stop compressor ' alg,’, net

Long Syntax: COMP.018 Stop compressor ' alg,’, on
network network ID

Description:  Compression stopped (on transmit side).

COMP.019
Level: UI-ERROR
Level: OOM

Short Syntax:  COMP.019 Init fail: no mem for
contexts; CMP disabled.

Long Syntax: COMP.019 Unable to allocate memory
for compression contexts.

Description:  The compression system was not able to
allocate memory for the configured number of
compression "contexts”. The compression subsystem is
inoperative.

Cause: The system does not have enough RAM, or
too many contexts were configured.



Action:  Reduce the number of contexts which are
configured to be allocated, or reduce the memory
requirements used by other parts of the system.
Otherwise, must upgrade the amount of RAM in the
router.

COMP.020
Level: C-INFO

Short Syntax: COMP.020 CMP Init: max contexts = 0,

CMP disabled.

Long Syntax: COMP.020 No compression contexts
were configured. Compression is disabled.

Description:  Compression has never been configured,
or the number of contexts to allocate was set to zero.
No contexts were allocated; and compression is
disabled.

COMP.021
Level: C_INFO

Short Syntax:
contexts.

COMP.021 CMP Init: allocated num_ctx

Long Syntax: COMP.021 Compression subsystem
allocated num_ctx contexts.

Description:  Space for the indicated number of
contexts was allocated.

COMP.022
Level: CI_ERROR

Short Syntax: COMP.022 No ctx available for net
network ID channel channel

Long Syntax: COMP.022 No context available for
network network ID channel channel.

Description: A net tried to allocate a compression
context, but none was available. This normally means
the maximum number of configured contexts has been
reached.

COMP.023
Level: C-TRACE

Short Syntax: COMP.023 Autofreeing context #
context owned by nt network ID.

Long Syntax: COMP.023 Autofreeing context #
context owned by network network ID.

Description: A net allocated a compression context,
but then did not free the context when the net went
down. The compression utility library detected this and
freed the context on its own.

COMP.024
Level: C-TRACE

Short Syntax: COMP.024 Allocated context #
context_id nt network ID channel channel.

Long Syntax: COMP.024 Allocated context #
context_id for network network ID channel channel.

Description:
context.

An interface allocated a compression

COMP.025
Level: C-TRACE

Short Syntax: COMP.025 Freed context # context_id
nt network ID channel channel.

Long Syntax: COMP.025 Freed context # context_id
for network network ID channel channel.

Description:
context.

An interface freed a compression

COMP.026
Level: C-TRACE
COMP.026 Cmp net dn nt network ID.

Long Syntax: COMP.026 Compression observed
netdown on monitored network network ID.

Short Syntax:

Description:  The compression system detected a net
going down for a net it is actively monitoring. The
compression system will check for any unfreed contexts
held by the net and release them.

Panic CMP_NO_MEMORY

Short Syntax:  Compression subsystem couldn’t
allocate required memory.

Description:  The compression subsystem could not
allocate memory required for its normal operation. This
is a more severe problem than indicated by message
COMP_19, as it refers to allocation of internal tables
whose size cannot be altered by configurable
parameters, and which are sufficiently small that there
should never be an allocation failure.

Panic CMP_INVALID_NET

Short Syntax:  An invalid NET identifier was detected
in an internal call.

Description:  The NET parameter passed to a function
was invalid (probably NULL).
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Description:  The CmpContext parameter passed to a

Panic CMP_INVALID CTX : . )
- - function was invalid.

Short Syntax:  An invalid CmpContext identifier was
detected in an internal call.
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Chapter 17. Dialout (DOUT)

This chapter describes Dialout (DOUT) messages. For information on message
content and how to use the message, refer to the Introduction.

DOUT.001
Level: U-INFO

Short Syntax: DOUT.001 Schedule a Listen for TCP
open on tcp port portnum

Long Syntax: DOUT.001 Schedule a Listen for TCP
open on tcp port portnum

Description:  DIALOUT: For each dialout circuit
present, telnet registers with tcp to listen for open
requests on tcp port 1000.

DOUT.002
Level: U-INFO

Short Syntax: DOUT.002 A TCP connection to the
telnet modem server has been opened

Long Syntax: DOUT.002 A TCP connection to the
telnet modem server has been opened

Description:  DIALOUT: A TCP connection to the telnet
modem server has been opened, next step is to register
with a virtual net, if one is available.

DOUT.003
Level: UE-ERROR

Short Syntax:  DOUT.003 Initializing telnet queues
failed, can’t open telnet modem connection

Long Syntax: DOUT.003 Initializing telnet queues
failed, can’t open telnet modem connection

Description:  DIALOUT: tel_ginit() failed. The telnet
modem server tried to initialize the queues associated
with this session. This attempt failed as a result of not
being able to allocate the queue.

Action:  You may be running low on memory, check
your memory statistics. Report this error to customer
service.

DOUT.004
Level: UE-ERROR

Short Syntax: DOUT.004 Telnet read buffer allocation
failed, can’t open telnet modem conn

Long Syntax: DOUT.004 Telnet read buffer allocation
failed, can’t open telnet modem conn

Description:  DIALOUT: tel_start_init failed as a result
of the read buffer not being able to be allocated.
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Action:  You may be running low on memory, check
your memory statistics. Report this error to customer
service.

DOUT.005
Level: UE-ERROR

Short Syntax:
a virtual net

DOUT.005 Telnet couldn’t register with

Long Syntax:
a virtual net

DOUT.005 Telnet couldn’t register with

Description:  The telnet modem server could not
register with a virtual net. The reason for this is most
likely that all the base nets that have dialout circuits
configured for them are in use.

Action: Make sure a dialout circuit and its
corresponding base net are both available and try
again.

DOUT.006
Level: C-INFO

Short Syntax: DOUT.006 Dialout server registered
new session with net number netnum

Long Syntax: DOUT.006 Dialout server registered
new session with net number netnum

Description:  The new telnet session was successfully
registered with a virtual net. All data that arrives to this
telnet session will be sent to the virtual net that was
listed.

DOUT.007
Level: C-INFO

Short Syntax: DOUT.007 Dialout server received new
byte on net netnum, new byte is byte

Long Syntax: DOUT.007 Dialout server received new
byte on net netnum, new byte is byte

Description:  Dialout server in data xfer state and
received a new byte that will be transmitted out through
the registered dialout circuit.

DOUT.008
Level: C-INFO

Short Syntax:  DOUT.008 Dialout server xmitted byte
on net netnum, byte was byte
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Long Syntax: DOUT.008 Dialout server xmitted byte
on net netnum, byte was byte

Description:  Dialout server in data xfer state and
transmitted byte with no errors.

DOUT.009
Level: CE-ERROR

Short Syntax:  DOUT.009 Dialout server failed to xmit
byte on net netnum, byte was byte

Long Syntax: DOUT.009 Dialout server failed to xmit
byte on net netnum, byte was byte

Description:  Dialout server in data xfer state and
failed to transmit byte.

Action:  This error occured from some event in the net
handler or driver. In the monitor console, check the error
statistics for this net. If the problem persists, report this
problem to customet service.

DOUT.010
Level: UE-ERROR

Short Syntax: DOUT.010 Dialout server session

closing

Long Syntax: DOUT.010 Dialout server session
closing

Description:  Dialout server session closed, most likely

as a result of not being able to register with a virtual
net.

Action:  Make sure a dialout circuit and its
corresponding base net are both available and try
again.

DOUT.011
Level: C-INFO

Short Syntax: DOUT.011 Dialout server session on
net netnum closing

Long Syntax: DOUT.011 Dialout server session on net

netnum closing

Description:  Dialout server session closed, most likely
as a result the client terminating the session.

DOUT.012
Level: C-INFO

Short Syntax: DOUT.012 Dialout server rcvd count
byte(s) from modem on net netnum

Long Syntax: DOUT.012 Dialout server rcvd count
byte(s) from modem on net netnum

Description:  Dialout server in data xfer state and
received bytes from modem.
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DOUT.013
Level: UE-ERROR

Short Syntax:  DOUT.013 Dialout server rcvd packet
from modem with errors on net netnum

Long Syntax: DOUT.013 Dialout server rcvd packet
from modem with errors on net netnum

Description:  Dialout server received bytes from
modem and the packet had errors in it.

Action:  This error occured from some event in the net
handler or driver. In the monitor console, check the error
statistics for this net. If the problem persists, report this
problem to customet service.

DOUT.014
Level: UE-ERROR

Short Syntax: DOUT.014 Dialout server could not xmit
packet, net netnum was down

Long Syntax: DOUT.014 Dialout server could not xmit
packet, net netnum was down

Description:  Dialout server tried to transmit bytes from
telnet but the v34 handler reported the net was down
and did not xmit the bytes.

Action:  This error occured from some event in the net
handler or driver. In the monitor console, check the error
statistics for this net. If the problem persists, report this
problem to customet service.

DOUT.015
Level: C-INFO

Short Syntax: DOUT.015 Dialout server received
bytes data bytes via the name interface

Long Syntax: DOUT.015 Dialout server received bytes
data bytes via the name interface

Description:  Dialout server received x number of
bytes via either the telnet or DIALs application.

Action:  No action just information

DOUT.016
Level: UE-ERROR

Short Syntax: DOUT.016 Dialout server could not xmit
packet, problem with net netnum

Long Syntax: DOUT.016 Dialout server could not xmit
packet, problem with net netnum

Description:  Dialout server tried to xmit a packet but
could not because of some internal error in the driver.

Action:  This error occured from some event in the net
handler or driver. In the monitor console, check the error



statistics for this net. If the problem persists, report this
problem to customer service.

DOUT.017
Level: C-INFO

Short Syntax: DOUT.017 Dialout server received a
telnet option for command option packet

Long Syntax: DOUT.017 Dialout server received a
telnet option for command option packet

Description:  Dialout server received a telnet
command option.

Action:  No action, just information

DOUT.018
Level: UE-ERROR

Short Syntax:  DOUT.018 Dialout server did not
receive an end of Suboption

Long Syntax: DOUT.018 Dialout server did not
receive an end of Suboption

Description:  Dialout server received a telnet
suboption command but never received the suboption
end byte.

Action:  This is an error that may cause the dialout
server to become out of sync. Operation will continue
with unexpected results. If this problem persists contact
customer service.

DOUT.019
Level: UE-ERROR

Short Syntax:  DOUT.019 Dialout server, net netnum,
failure during CML init

Long Syntax: DOUT.019 Dialout server, net netnum,
failure during CML init

Description:  Dialout server did not install correctly due
to a error during cml_init. This is most likely a
configuration problem.

Action:  Please check to see that the configuration is
correct. If you feel everything is configured correctly,
please contact customer service.

DOUT.020
Level: UE-ERROR

Short Syntax:  DOUT.020 Dialout server timer_type
timer expired, net netnum going down

Long Syntax: DOUT.020 Dialout server timer_type
timer expired, net netnum going down

Description:  Either the keepalive timer or the inactivity
timer on the dialout server expired. If the inactivity timer
expired, this means that data has not been transmitted

or received within the configured amount of time. If the
keepalive timer has expired this means that the dialout
client has not sent a keepalive packet in the timeout
period of four minutes. They are supposed to be sent
every 2 minutes. Please check to make sure the Shiva
client is operating correctly.

Action: Increase the inactivity timer if this is causing a
problem for your clients. For keepalive timer expirations,
please make sure the client is operating correctly. If the
problem persists, please contact IBM customer service.

DOUT.021
Level: C-INFO

Short Syntax: DOUT.021 Dialout server received
keepalive pkt on net netnum

Long Syntax: DOUT.021 Dialout server received
keepalive pkt on net netnum

Description:  Information - received a keepalive packet
on network interface.

Action:  No action, just information

DOUT.022

Level: C_INFO

DOUT.022 buffer
DOUT.022 buffer

Short Syntax:
Long Syntax:

Description:  Information - if you are having problems,
report message to IBM Customer Service.

Action:  For problems, report this message to
customer service.

DOUT.023
Level: CE_ERROR

Short Syntax: DOUT.023 Dialout server could not xmt
numbytes bytes from modem to TCP on net netnum

Long Syntax: DOUT.023 Dialout server could not xmt
numbytes bytes from modem to TCP on net netnum

Description:  Error - Dialout server could not transmit
bytes received from modem to TCP. The reason for this
is that TCP buffers are full and as a result the dialout
server cannot put any more data into this buffer. This
most likely is a result of a slow dialout client or network
congestion, or a heavy loaded router. Contact customer
service for more help.

Action:  For problems, report this message to
customer service.
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DOUT.024
Level: UE_ERROR

Short Syntax:  DOUT.024 Could not add modem pool
tcp session, maximum number of num exceeded

Long Syntax: DOUT.024 Could not add modem pool
tcp session, maximum number of num exceeded
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Description:  Error - User has added more dialout nets
than are allowed. This error will not hurt anything,
however only MAXTNMDMS can be utilized. This
number is limited to the number of physical modems in
the device. For VL3 platforms, this number is 12, for VL
platforms, this number is 2.

Action: Delete excess dialout nets



Chapter 18. Default Gateways (DGW)

This chapter describes Default Gateways (DGW) messages. For information on
message content and how to use the message, refer to the Introduction.

DGW.001
Level: C-INFO
Short Syntax: DGW.001 cfg ent fnd on nt net_no

Long Syntax: DGW.001 found a configuration entry
for a gateway on net net_no

Description:  This message is generated when an
interface comes up and a gateway is configured on the
interface

DGW.002
Level: C-INFO

Short Syntax:
nt net_no

DGW.002 dgw gw_ip_address crtd on

Long Syntax: DGW.002 created gateway
gw_ip_address on net net_no

Description:  This message is generated when an
interface comes up an successfully creates a default
gateway

DGW.003
Level: C-INFO

Short Syntax:
gw_ip_address

DGW.003 sent arp rply on nt net_no for

Long Syntax: DGW.003 sent an automatic arp reply
for a gateway on net net_no for gw_ip_address

Description:  This message is generated when an
ARP reply is automatically sent by the gateway code.
This reply is sent so bridge ports can learn the source
of the gateway.

DGW.004
Level: C-INFO

Short Syntax:
on nt net_no

DGW.004 activated gw gw_ip_address

Long Syntax: DGW.004 activated gateway
gw_ip_address on net net_no

Description:  This message is generated when a
gateway is activated on an interface. The interface is
now able to receive packets destined for the gateway’s
MAC and IP addresses.
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DGW.005
Level: C-INFO
Short Syntax: DGW.005 de-activated gw net_no on nt

Long Syntax:
on net

DGW.005 de-activated gateway net_no

Description:  This message is generated when a
gateway is de-activated on an interface. The interface is
now unable to receive packets destined for the
gateway’s MAC and IP addresses.

DGW.006
Level: C-INFO

Short Syntax:
net_no

DGW.006 de-activated all gw on nt

Long Syntax:
net net_no

DGW.006 de-activated all gateway on

Description:  This message is generated when all
gateways are de-activated on an interface. The interface
is now unable to receive packets destined for any
gateway’s MAC and IP addresses on the interface.

DGW.007
Level: C-INFO

Short Syntax:
net_no

DGW.007 prm gw MAC query on nt

Long Syntax: DGW.007 a mac address was found to
be a primary gateway on net net_no

Description:  This message is generated when another
subsystem queries the gateway to determine is a MAC
address is that of a primary gateway.

DGW.008
Level: C-INFO

Short Syntax:
net_no

DGW.008 bk gw MAC query on nt

Long Syntax: DGW.008 a mac address was found to
be a backup gateway on net net_no

Description:  This message is generated when another
subsystem queries the gateway to determine is a MAC
address is that of a backup gateway.
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DGW.009

Level:

C-INFO

Short Syntax: DGW.009 gw IP gw_ip_address query
on nt net_no
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Long Syntax: DGW.009 an IP address gw_ip_address
was found to be a gateway on net net_no

Description:  This message is generated when another
subsystem queries the gateway to determine is an IP
address is that of a gateway.



Chapter 19. Proxy dhcp

This chapter describes Proxy dhcp messages. For information on message content
and how to use the message, refer to the Introduction.

DHCP.001
Level: P-TRACE

Short Syntax: DHCP.001 Sent DHCP packet to server
destination giaddr giaddr haddr haddr

Long Syntax: DHCP.001 Sent DHCP packet to server
destination giaddr giaddr haddr haddr

Description:  Proxy DHCP sent a packet

DHCP.002
Level: CI-ERROR

Short Syntax: DHCP.002 Error Sending Dhcp Packet:
Bad Dest Address destination

Long Syntax: DHCP.002 Error Sending Dhcp Packet:
Bad Dest Address destination

Description:  An error occurred sending the DHCP
packet. This will occur if there currently is no route to
one of the DHCP servers configured.

DHCP.003

Level: C-TRACE
Short Syntax: DHCP.003 Option: tag= tag len= len
Long Syntax: DHCP.003 Option: tag= tag len= len

Description:  Processed a DHCP option, tag and
length are reported here.

DHCP.004

Level: UI-ERROR
Short Syntax:  DHCP.004 removed
Long Syntax: DHCP.004 removed

Description:  none

DHCP.005
Level: C-TRACE

Short Syntax: DHCP.005 Proxy DHCP Closing on net
network ID cid clientid state state

Long Syntax: DHCP.005 Proxy DHCP Closing on
network network ID clientid clientid state state

Description:  Should occur when IPCP closes normally
or is other wise halted by the line being disconnected or
terminated for any reason.

© Copyright IBM Corp. 1994, 1998

DHCP.006
Level: C-TRACE

Short Syntax: DHCP.006 Proxy DHCP state transition
from oldstate to newstate on net network ID cid clientid

Long Syntax: DHCP.006 Proxy DHCP state transition
from oldstate to newstate on network network ID clientid
clientid

Description: A Proxy DHCP state transition occured
(states are defined in RFC 2131)

DHCP.007
Level: C-TRACE

Short Syntax: DHCP.007 Proxy DHCP Reset on net
network ID cid clientid

Long Syntax: DHCP.007 Proxy DHCP Reset on
network network ID clientid clientid

Description:
occurred

Proxy DHCP Reset of state machine

DHCP.008
Level: C-TRACE

Short Syntax:  DHCP.008 Proxy DHCP IP Address
Retry on net network ID cid clientid state state

Long Syntax: DHCP.008 Proxy DHCP IP Address
Retry on network network ID clientid clientid state state

Description:  Retry for Proxy DHCP Get IP address.
This occurs if no response is received from a DHCP
server for a specific amount of time

DHCP.009
Level: C-TRACE

Short Syntax:  DHCP.009 Initiate Proxy DHCP Get IP
Address on network network ID state state

Long Syntax: DHCP.009 Initiate Proxy DHCP Get IP
Address on network network ID state state

Description:  Initial Proxy DHCP Get IP address

DHCP.010
Level: UE-ERROR

Short Syntax: DHCP.010 Could not find DHCP Option

option
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Long Syntax:
option

DHCP.010 Could not find DHCP Option

Description:  Searched for DHCP Option and could
not find it in a received packet. This may occur if the
server sends us an option we do not understand, or if
the packet is corrupted. See also event DHCP_25

DHCP.011
Level: C-TRACE

Short Syntax: DHCP.011 Processing DHCP NAK on
net network ID cid clientid state state

Long Syntax: DHCP.011 Processing DHCP NAK on
network network ID clientid clientid state state

Description:  Processing DHCP NAK

DHCP.012
Level: C-TRACE

Short Syntax:  DHCP.012 Processing DHCP ACK on
net network ID cid clientid state state

Long Syntax: DHCP.012 Processing DHCP ACK on
network network ID clientid clientid state state

Description:  Processing DHCP ACK - this is the final
message we will receive from the DHCP server before
we move to the BOUND state.

DHCP.013
Level: UI-ERROR

Short Syntax: DHCP.013 ERROR: desc on net
network ID cid clientid state state

Long Syntax: DHCP.013 ERROR: desc on network
network ID clientid clientid state state

Description:  General Error

DHCP.014
Level: UI-ERROR

Short Syntax: DHCP.014 WARNING: desc on net
network ID cid clientid state state

Long Syntax: DHCP.014 WARNING: desc on network
network ID clientid clientid state state

Description:  General Warning
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DHCP.015
Level: C-TRACE

Short Syntax:  DHCP.015 Option
DHCP_MESSAGE_TYPE = message_type (
message_text) on net network ID cid clientid state state

Long Syntax: DHCP.015 Option
DHCP_MESSAGE_TYPE = message_type (
message_text) on network network ID clientid clientid
state state

Description:  Processed DHCP option of this type

DHCP.016
Level: C-TRACE

Short Syntax:  DHCP.016 Option
DHCP_REQUESTED_IP = jpaddr on net network ID cid
clientid state state

Long Syntax: DHCP.016 Option
DHCP_REQUESTED_IP = jpaddr on network network
ID clientid clientid state state

Description:  Processed DHCP option of this type

DHCP.017
Level: C-TRACE

Short Syntax: DHCP.017 Option DHCP_LEASE_TIME
= time on net network ID cid clientid state state

Long Syntax: DHCP.017 Option DHCP_LEASE_TIME
= time on network network ID clientid clientid state state

Description:  Processed DHCP option of this type

DHCP.018
Level: C-TRACE

Short Syntax: DHCP.018 Option DHCP_HOSTNAME
on net network ID cid clientid state state

Long Syntax: DHCP.018 Option DHCP_HOSTNAME
on network network ID clientid clientid state state

Description:  Currently recognized but not supported
as there is no way to transmit this information to the
client. Note that this is NOT Dynamic DNS, where the
Proxy DHCP client actually sends the HOSTNAME to
the DHCP server.




DHCP.019
Level: C-TRACE

Short Syntax:  DHCP.019 Option
DHCP_DOMAINNAME on net network ID cid clientid
state state

Long Syntax: DHCP.019 Option
DHCP_DOMAINNAME on network network ID clientid
clientid state state

Description:  Currently recognized but not supported,
again this information cannot be sent to the client over
IPCP.

DHCP.023
Level: C-TRACE

Short Syntax:  DHCP.023 Option
DHCP_REBIND_TIME = time on net network ID cid
clientid state state

Long Syntax: DHCP.023 Option
DHCP_REBIND_TIME = time on network network ID
clientid clientid state state

Description:  Processed DHCP option of this type

DHCP.020
Level: C-TRACE

Short Syntax: DHCP.020 Option DHCP_SERVER_ID
= server on net network ID cid clientid state state

Long Syntax: DHCP.020 Option DHCP_SERVER_ID
= server on network network ID clientid clientid state
state

Description:  Option of this type received

DHCP.024
Level: C-TRACE

Short Syntax: DHCP.024 Option DHCP_CLIENT_ID =
clientid on network network ID state state

Long Syntax: DHCP.024 Option DHCP_CLIENT_ID =
clientid on network network ID state state

Description:  Processed DHCP option of this type

DHCP.021
Level: C-TRACE

Short Syntax: DHCP.021 MESSAGE FROM DHCP
SERVER: (len = length) message on net network ID cid
clientid state state

Long Syntax: DHCP.021 MESSAGE FROM DHCP
SERVER: (len = length) message on network network
ID clientid clientid state state

Description:  DHCP server sent us a message. This
should be a human-readable ASCII text string.

DHCP.025
Level: CE-ERROR

Short Syntax: DHCP.025 Unknown option type option
on net network ID state state

Long Syntax: DHCP.025 Unknown option type option
on network network ID state state

Description:  Unknown option received. This occurs
when the DHCP server sends us an option we do not
recognize. We will simply ignore the option (we most
likely cannot cannot utilize it for Proxy DHCP). If the
client needs additional options, it should issue a
DHCPINFORM after the IP link is established to obtain
them.

DHCP.022
Level: C-TRACE

Short Syntax: DHCP.022 Option
DHCP_RENEWAL_TIME = time on net network ID cid
clientid state state

Long Syntax: DHCP.022 Option
DHCP_RENEWAL_TIME = time on network network ID
clientid clientid state state

Description:  Processed DHCP option of this type

DHCP.026
Level: P-TRACE

Short Syntax: DHCP.026 Processing DHCP OFFER
on net network ID clientid clientid state state

Long Syntax: DHCP.026 Processing DHCP OFFER
on network network ID clientid clientid state state

Description:
server.

Processing DHCP OFFER received from
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DHCP.027
Level: P-TRACE

Short Syntax: DHCP.027 Received DHCP PACKET
on net network ID state state

Long Syntax: DHCP.027 Received DHCP PACKET on
network network ID state state

Description:  Received a DHCP PACKET from server
destined for Proxy DHCP

DHCP.028
Level: P-TRACE

Short Syntax: DHCP.028 DHCP Release Sent on net
network ID cid clientid state state

Long Syntax: DHCP.028 DHCP Release Sent on
network network ID clientid clientid state state

Description:  Sent DHCP Release to free lease. This
should occur when an IP connection is terminated that
had utilized an IP address from a DHCP server.

DHCP.029
Level: P-TRACE

Short Syntax: DHCP.029 DHCP Decline Sent on net
network ID cid clientid state state

Long Syntax: DHCP.029 DHCP Decline Sent on
network network ID clientid clientid state state

Description:  Sent DHCP Decline. This should happen
if for some reason we do not like the parameters offered
to us by the DHCP server.

DHCP.030
Level: P-TRACE

Short Syntax: DHCP.030 DHCP Discover Sent on net
network ID cid clientid state state

Long Syntax: DHCP.030 DHCP Discover Sent on
network network ID clientid clientid state state

Description:  Sent DHCP Discover. This is the first
message sent. We should send one for each dhcp
server configured.

DHCP.031
Level: P-TRACE

Short Syntax: DHCP.031 DHCP Request Sent on net
network ID cid clientid state state

Long Syntax: DHCP.031 DHCP Request on network
network ID clientid clientid state state

Description:  Sent DHCP Request. We send this in
reponse to a DHCP offer from the DHCP server.
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DHCP.032
Level: P-TRACE

Short Syntax: DHCP.032 DHCP Request Retry on net
network ID cid clientid state state

Long Syntax: DHCP.032 DHCP Request Retry on
network network ID clientid clientid state state

Description:  Sent DHCP Request retry. This occurs
after a specific amount of time if we have not received a
response from our DHCP server.

DHCP.033
Level: P-TRACE

Short Syntax: DHCP.033 Received DHCP Packet:
claddr= &bpkt->btp_claddr.i_Iwrd yraddr=
&bpkt->btp_yraddr.i_Iwrd svaddr= &bpkt-
>btp_svaddr.i_Ilwrd gwaddr= &bpkt->btp_gwaddr.i_lwrd

Long Syntax: DHCP.033 claddr=
&bpkt->btp_claddr.i_Iwrd yraddr= &bpkt-
>ptp_yraddr.i_lwrd svaddr= &bpkt->btp_svaddr.i_Iwrd
gwaddr= &bpkt->btp_gwaddr.i_Iwrd

Description:  Received a DHCP packet.

DHCP.034
Level: C-TRACE

Short Syntax: DHCP.034 Option
DHCP_CLIENT_FQDN = clientid on network network ID
state state

Long Syntax: DHCP.034 Option
DHCP_CLIENT_FQDN = clientid on network network ID
state state

Description:  Processed DHCP option of this type

DHCP.035
Level: P-TRACE

Short Syntax: DHCP.035 DHCP Renewal Request
network ID int minutes/ seconds cid clientid state state

Long Syntax: DHCP.035 DHCP Renewal Request
network ID interface minutes/ seconds clientid clientid
state state

Description:  Sent DHCP Renewal Request




DHCP.036
Level: P-TRACE

Short Syntax: DHCP.036 DHCP Rebind Request
network ID int minutes/ seconds cid clientid state state

Long Syntax: DHCP.036 DHCP Rebind Request
network ID interface minutes/ seconds clientid clientid
state state

Description:  Sent DHCP Rebind Request

DHCP.037
Level: UI-ERROR

Short Syntax: DHCP.037 Received DHCP Packet on
network network ID while DHCP Not Enabled!!

Long Syntax: DHCP.037 Received DHCP Packet on
network network ID while DHCP Not Enabled!!

Description:  Received DHCP Packet while DHCP is

not enabled.

DHCP.038
Level: P-TRACE

Short Syntax: DHCP.038 DHCP Request Denial
Notification Sent from network network ID clientid
clientid state state

Long Syntax: DHCP.038 DHCP Request Denial
Notification Sent from network network ID clientid
clientid state state

Description:  Sent DHCP Request Denial Notification.
This is sent to servers who offered an address, after we
already chose a different server.

DHCP.039
Level: CE-ERROR

Short Syntax: DHCP.039 Unable to contact DHCP
server with successive retries, giving up on network
network ID

Long Syntax: DHCP.039 Unable to contact DHCP
server with successive retries, giving up on network
network ID

Description:  Giving up Proxy DHCP. IPCP probably
timed out before we got here anyway.

DHCP.040
Level: CE-ERROR

Short Syntax: DHCP.040 DHCP server offered
address not equal to current address, closing IPCP on
network ID

Long Syntax: DHCP.040 DHCP server offered
address not equal to current address, closing IPCP on
network ID

Description:  Received a different address after
Rebinding. We cannot handle this, so we close IPCP.

DHCP.041

Level: UI-ERROR

DHCP.041 ERROR: desc
DHCP.041 ERROR: desc

Short Syntax:
Long Syntax:

Description:  General Error - no interface information

available

DHCP.042

Level: UI-ERROR

DHCP.042 WARNING: desc
DHCP.042 WARNING: desc

Short Syntax:
Long Syntax:

Description:  General Warning - no interface
information available
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Chapter 20. Connection Management Library (CML)

This chapter describes Connection Management Library (CML) messages. For
information on message content and how to use the message, refer to the

Introduction.

DIAL.001
Level: C-TRACE

Short Syntax:  DIAL.001 CML X31 DSIO: pkt xmted nt

network ID

Long Syntax: DIAL.001 CML X31 DSIO transmitted a
packet on network network ID

Description:  Trace message for outgoing x.25 packet
on a dial circuit over ISDN D-channel

DIAL.005
Level: U-INFO
Short Syntax:  DIAL.005 Int rsvd for rst nt network ID

Long Syntax:  DIAL.005 Interface reserved for WAN
restoral in configuration net network 1D

Description:  The interface in question has been
reserved for WAN restoral in the configuration and will
not come up until needed by the WAN restoral process.

DIAL.002
Level: C-TRACE

Short Syntax:  DIAL.002 CML X31 RCV: pkt rcved nt

network ID

Long Syntax: DIAL.002 CML X31 RCV received a
packet on network network ID

Description:  Trace message for incoming x.25 packet
on a dial circuit over ISDN D-channel

DIAL.003
Level: UI-ERROR

Short Syntax:  DIAL.003 No cnfg nt network ID

Long Syntax:  DIAL.003 No configuration found for net
network ID
Description:  No SR_VRTBLK record found in

SR_VNET block.
Cause: Incomplete configuration

Action:  Review your configuration for this network.

DIAL.004
Level: UI-ERROR
DIAL.004 bd dI net on nt network ID

Long Syntax:  DIAL.004 Bad dial network specified in
config, net network ID

Short Syntax:

Description:  The base net configured is either not
present, or not an ISDN BRI net.

Cause: Configuration error.

Action:  Configure a valid base net.
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DIAL.006

Level: UI-ERROR

DIAL.006 Alloc of iorb failed

DIAL.006 Allocation of I/O request block

Short Syntax:

Long Syntax:
failed

Description:  Some code in the router was allocating
an /0 request block and buffer. The allocation of the
1/0 request block failed.

Cause: Shortage of heap memory.

Action:  Reduce routing table sizes. Increase size of
data memory.

DIAL.007

Level: UI-ERROR

DIAL.007 Alloc of buffer failed
DIAL.007 Allocation of buffer failed

Short Syntax:
Long Syntax:

Description:  Some code in the router was allocating
an 1/0 request block and buffer. The allocation of the
buffer failed.

Cause: Shortage of buffer memory.

Action:  Upgrade size of buffer memory.

Action: Choose smaller buffer size on those devices
(Token-Ring, Serial Line) where that is configurable.

DIAL.008
Level: UI-ERROR

Short Syntax:  DIAL.008 Swcthd net ( switched
network ID) rjctd rgstrtn for nt network ID

Long Syntax:  DIAL.008 The switched network
(network switched network ID) rejected the registration
request for this dial circuit: net network ID
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Description:  The dial circuit is misconfigured.
Cause: Configuration error.

Action:  Review your configuration for this dial circuit.

DIAL.009

Level: UI-ERROR

Description:  There is a software problem.
Cause: software error.

Action:  Contact support.

DIAL.010
Level: UI-ERROR

Short Syntax:  DIAL.010 X.31 TEIl mismatch: rcv=
rcvTEl cfg/inegot= cfg_ngotTEIl on nt int /

Long Syntax:  DIAL.010 X.31 TEI mismatch: received

tei= rcvTEl ,configured or negotiated tei= cfg_ngotTEl on

net interface /
Description:  The dial circuit is misconfigured.
Cause: Configuration error.

Action:  Review your configuration for this dial circuit.

114 ELS Messages Guide

DIAL.011
Level: C-TRACE

Short Syntax:  DIAL.011 CML state state_string,, event
event_string, nt network ID

Long Syntax:  DIAL.011 CML state state_string,, event
event_string,, net network ID

Description:  FSM trace event.

DIAL.012
Level: UI-ERROR

Short Syntax:  DIAL.012 X.31 bad TEI state: tei=
revTEl on nt int /

Long Syntax: DIAL.012 X.31 TEI state is not multi
frame for tei= rcvTEl, on net interface /

Description:  The dial circuit’s self test is not
successful.

Cause: Network/Configuration error.

Action:  Review your configuration for this dial circuit.



Chapter 21. Data Link Switching (DLSw)

This chapter describes Data Link Switching (DLSw) messages. For information on
message content and how to use the message, refer to the Introduction.

DLS.002
Level: C-INFO

Short Syntax:  DLS.002 opening new trnsprt cnn to
nghbr at ip_address

Long Syntax: DLS.002 opening a new transport
connection to the neighbour at ijp_address

Description:  As a result of DLS requesting an OPEN
to a particular destination specified by the ip address,
TCPIM opens a connection to the destination.

DLS.003
Level: UI-ERROR

Short Syntax:  DLS.003 DLSw, Dynamic Neighbors
DISABLED, ip_address connection rejected

Long Syntax: DLS.003 DLSw, Dynamic Neighbors
DISABLED, entry through read port from IP address
ip_address has been rejected

Description:  Our read TCP connection has been
opened via an unknown Neighbor and Dynamic
Neighbors are DISABLED. As a result, we reject the
connection, and thereby close it.

DLS.005
Level: C-INFO

Short Syntax:  DLS.005 Opening TCP connection to
Neighbor ip_address (ports tcb_sprt -> tcb_dprt)

Long Syntax:  DLS.005 Opening a new TCP
connection to the Neighbor at IP address ip_address
(Local Port tcb_sprt to Remote Port tcb_dprt)

Description:  As a result of DLS requesting an OPEN
to a particular destination specified by the ip address,
TCPIM opens a connection to the destination using the
specified ports.

DLS.006
Level: UI-ERROR

Short Syntax:  DLS.006 cannot close cnn - no
estblshd nghbr at ip_address

Long Syntax: DLS.006 cannot close the transport
connection - no established neighbour at ip address
ip_address

Description:  DLS is requesting a transport connection
to be closed - however, it cannot be closed because
there is no established connection to that neighbor.
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DLS.008
Level: UE-ERROR

Short Syntax:  DLS.008 DLSw disabled no SRB seg

defined config

Long Syntax: DLS.008 DLSw forwarder disabled no
SRB segment defined

Description:  The Data Link Switching forwarder has
been disabled because of improper configuration. This
was no SRB segment number defined, though there
was LLC-2 saps defined.

DLS.013
Level: UE-ERROR

Short Syntax:  DLS.013 can't register with UDP on

DLS group port

Long Syntax:
DLS group port

DLS.013 can't register with UDP on

Description:
failed.

Registration with UDP on DLS group port

DLS.014

Level: UE-ERROR
Short Syntax:  DLS.014 no mem to join group
Long Syntax:  DLS.014 no memory to join group

Description:  There was not enough free memory
allocated to the data structures neccessary to join a

group.

DLS.015

Level: UE-ERROR
Short Syntax:  DLS.015 no iorb to send group packet
Long Syntax:  DLS.015 no iorb to send group packet

Description:  There was no iorb buffer available to
send a group join or join response.

DLS.016
Level: P-TRACE

Short Syntax: DLS.016 Sent group pkt type type
group group role role dest destination

Long Syntax: DLS.016 Sent group packet type type
group group role role dest destination
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Description: A DLSw group packet was sent.

DLS.018
Level: P-TRACE

Short Syntax:  DLS.018 Rcvd group pkt type type
group group role role src source

Long Syntax: DLS.018 Received group packet type
type group group role role source source

Description: A DLSw group packet was received.

DLS.019
Level: UE-ERROR

Short Syntax: DLS.019 Rcvd bad group pkt vers
version type type priority priority domain domain

Long Syntax: DLS.019 Received bad group packet
version version type type priority priority domain domain

Description: A DLSw group packet was received with
either a bad version #, type, priority, or domain id.

DLS.021
Level: C-INFO

Short Syntax:  DLS.021 Rcvd group pkt mismatched
roles group group role role

Long Syntax: DLS.021 Received group packet but
mismatched roles group group role role

Description: A group packet was received but the
roles were mismatched. The only valid role matches are
Client/Server and Peer/Peer.

DLS.022
Level: C-INFO

Short Syntax:  DLS.022 Contacted by Neighbor
address from group group

Long Syntax: DLS.022 Contacted by a Neighbor at IP
Address address from Multicast group group

Description: A group match has been found and we
are opening a connection.

DLS.025
Level: UE-ERROR

Short Syntax:
packet to tasker

DLS.025 No mem to queue group

Long Syntax:
packet to tasker

DLS.025 No memory to queue group

Description:  There was not enough memory to get a
gueue header to add a task to send a group packet.
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DLS.026
Level: UE-ERROR

Short Syntax:  DLS.026 group packet not sent, tasker

queue full

Long Syntax:  DLS.026 group packet not sent, tasker
queue full

Description: A group packet could not be sent

becuase the tasker queue was full.

DLS.027
Level: UE-ERROR

Short Syntax:  DLS.027 max number of sdlc link sta
exceeded sta station on int interface not opened

Long Syntax:  DLS.027 maximum number of sdlc link
stations exceeded sta station on int interface not
opened

Description:  The maximum number of sdlic link
stations has been exceeded since all available source
SAPs have been allocated. The link station was not
opened.

DLS.028
Level: UE-ERROR

Short Syntax:  DLS.028 no mem to init SDLC link nt

network ID

Long Syntax: DLS.028 no memory to initialize SDLC
link net network ID

Description:  There was not enough memory available
to initialize an SDLC link.

DLS.029
Level: UI-ERROR

Short Syntax:  DLS.029 unexp rtn code from sdlc
open station = rtn_code nt network ID

Long Syntax:  DLS.029 unexpected return code from
sdlc open station = rtn_code net network ID

Description:  The sdlc open station function returned
an unexpected return code.

DLS.030
Level: UI-ERROR

Short Syntax:  DLS.030 sdlc Ink ctl blk not fnd during
del Ink nt network ID

Long Syntax:  DLS.030 sdlc link control block not
found during delete link net network ID

Description:  The sdlc link control block was not found
for the SDLC link being deleted.



DLS.031
Level: C-INFO

Short Syntax:  DLS.031 sdlc station closed nt network

ID
Long Syntax: DLS.031 sdlc station closed net network
ID
Description:  The sdlc station for the network interface

has been successfully closed.

DLS.032
Level: UI-ERROR

Short Syntax:  DLS.032 unexp rtn code from sdic cls
station = rtn_code nt network ID

Long Syntax:  DLS.032 unexpected return code from
sdlc close station = rtn_code net network ID

Description:  The sdlc close station function returned
an unexpected return code.

DLS.033
Level: UI-ERROR

Short Syntax:  DLS.033 sdlc Ink ctl blk not fnd during
init Ink sta nt network ID

Long Syntax: DLS.033 sdlc link control block not
found during init link station net network ID

Description:  The sdlc link control block was not found
for the SDLC link station being initialized.

DLS.034
Level: UE-ERROR

Short Syntax:  DLS.034 no mem to init SDLC link sta

nt network ID

Long Syntax: DLS.034 no memory to initialize SDLC
link station net network ID

Description:  There was not enough memory available
to initialize an SDLC link station.

DLS.035
Level: C-INFO

Short Syntax:  DLS.035 sdlc link sta open addr
link_address nt network 1D

Long Syntax: DLS.035 sdlc link station opened
address link_address net network ID

Description:  The sdlc link station for the link address
has been successfully opened on the network interface.

DLS.036
Level: UI-ERROR

Short Syntax:  DLS.036 dupl sdlc link sta addr
link_address nt network ID

Long Syntax:  DLS.036 duplicate sdlc link station
address link_address net network ID

Description:  The specified sdlc link station could not
be opened bceause it is a duplicate of one already
opened.

DLS.037
Level: UI-ERROR

Short Syntax:  DLS.037 unexp rtn code from sdlc
open Ink sta = rtn_code nt network ID

Long Syntax:  DLS.037 unexpected return code from
sdlc open link station = rtn_code net network ID

Description:  The sdlc open link station function
returned an unexpected return code.

DLS.038
Level: C-INFO

Short Syntax:  DLS.038 sdlc link station closed addr
link_address nt network ID

Long Syntax: DLS.038 sdic station closed address
link_address net network ID

Description:  The sdlc link station for the address and
network interface specified has been successfully
closed.

DLS.039
Level: C-INFO

Short Syntax:  DLS.039 processing sdic net up for
addr link_address nt network ID

Long Syntax:  DLS.039 processing sdic net up for
address link_address net network ID

Description: A net up indication has been received for
an sdic link station.

DLS.040
Level: C-INFO

Short Syntax:  DLS.040 processing sdlc net down for
addr link_address nt network 1D

Long Syntax: DLS.040 processing sdlc net down for
address link_address net network ID

Description: A net down indication has been received
for an sdlc link station.
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DLS.041
Level: C-INFO

Short Syntax:  DLS.041 rcvd sdlc net up while not in
down st for addr link_address nt network ID

Long Syntax: DLS.041 received sdlc net up while not
in down state for address link_address net network ID

Description: A net up indication has been received for
an sdlc link station on an interface that is not down.

DLS.042
Level: C-INFO

Short Syntax:  DLS.042 sdlc trans to resolve pend st
for addr link_address nt network ID

Long Syntax: DLS.042 sdlc transition to resolve
pending state for address link_address net network ID

Description:  The sdlc link station specified is
transitioning to resolve pending state.

DLS.043
Level: UI-ERROR

Short Syntax:  DLS.043 unexp sdlc test rsp for addr
link_address nt network ID

Long Syntax: DLS.043 unexpected sdlc test response
for address link_address net network ID

Description:  An unexpected test response was
received from the sdic link station specified.

DLS.044
Level: UE-ERROR

Short Syntax:  DLS.044 unexp sdlc non xidO from pu 2
dev for addr link_address nt network ID

Long Syntax:  DLS.044 unexpected sdlc non xidO from
pu 2 device for address link_address net network 1D

Description:  An unexpected XID type was received
for a PU type 2 device from the sdlc link station
specified.

DLS.045
Level: UE-ERROR

Short Syntax:  DLS.045 invalid sdlc xidO len from addr
link_address nt network ID

Long Syntax:  DLS.045 invalid sdlc xidO length from
address link_address net network ID

Description:  An invalid length XID-0 was received
from the sdlc link station specified.
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DLS.046
Level: UE-ERROR

Short Syntax:  DLS.046 conn ind rcvd from sec sdlc
station from addr link_address nt network ID

Long Syntax:  DLS.046 connection indication received
from secondary sdlc station from address link_address
net network ID

Description:  An indication that a secondary SDLC link
station sent a SNRM was received from the sdlc link
station specified.

DLS.047
Level: C-INFO

Short Syntax:  DLS.047 sdlc trans to contacted st for
addr link_address nt network 1D

Long Syntax: DLS.047 sdlc transition to contacted
state for address link_address net network ID

Description:  The sdlc link station specified is
transitioning to contacted state.

DLS.048
Level: UE-ERROR

Short Syntax:  DLS.048 unexp sdic conn cfm for addr
link_address nt network ID

Long Syntax:  DLS.048 unexpected sdlc connect
confirm for address link_address net network ID

Description:  An unexpected connect confirm was
received from the sdic link station specified.

DLS.049
Level: C-INFO

Short Syntax:  DLS.049 sdlc disc ind rcvd addr
link_address nt network ID

Long Syntax:  DLS.049 sdic disconnect indication
received address link_address net network 1D

Description: A disconnect indication was received
from the SDLC link station specified.

DLS.050
Level: C-INFO

Short Syntax:  DLS.050 sdlc disc compl addr
link_address nt network ID

Long Syntax: DLS.050 sdlc disconnect complete
address link_address net network ID

Description:  The disconnect sequence for the SDLC
link station specified is complete.



DLS.051
Level: UE-ERROR

Short Syntax:  DLS.051 unexp sdlc disc ind in st state
for addr link_address nt network ID

Long Syntax: DLS.051 unexpected sdlc disconnect
indication in state state for address link_address net
network ID

Description:  An unexpected disconnect indication was
received from the sdic link station specified.

DLS.056
Level: UI-ERROR

Short Syntax:  DLS.056 unexp rtn code from sdlc conn
req = rtn_code for addr link_address nt network ID

Long Syntax: DLS.056 unexpected return code from
sdlc connect request = rtn_code for address
link_address net network 1D

Description:  The sdlc connect request function
returned an unexpected return code.

DLS.052
Level: C-INFO

Short Syntax:  DLS.052 sdlc disc conf addr
link_address nt network 1D

Long Syntax: DLS.052 sdlc disconnect confirm
address link_address net network ID

Description: A disconnect confirm was received for
the SDLC link station specified.

DLS.057
Level: UE-ERROR

Short Syntax:  DLS.057 unexp sdlc xid from dls in
state state for addr link_address nt network ID

Long Syntax:  DLS.057 unexpected sdlc xid from dls
in state state for address link_address net network ID

Description:  An unexpected xid event was received
for the sdlc link station specified.

DLS.053
Level: UE-ERROR

Short Syntax:  DLS.053 unexp sdlc disc cfm in state
state for addr link_address nt network ID

Long Syntax: DLS.053 unexpected sdlc disconnect
confirm in state state for address link_address net
network ID

Description:  An unexpected disconnect confirm was
received from the sdic link station specified.

DLS.058
Level: UE-ERROR

Short Syntax:  DLS.058 unexp sdlc xid3 from dls for
pu 2 dev for addr link_address nt network ID

Long Syntax: DLS.058 unexpected sdic xid3 from dls
for pu 2 device for address link_address net network ID

Description:  An unexpected XID-3 was received from
DLS for a PU type 2 device for the sdlc link station
specified.

DLS.054
Level: UE-ERROR

Short Syntax:  DLS.054 unexp sdlc resolve_r in state
state for addr link_address nt network ID

Long Syntax:  DLS.054 unexpected sdic resolve_r in
state state for address link_address net network 1D

Description:  An unexpected resolve_r event was
received for the sdic link station specified.

DLS.055
Level: C-INFO

Short Syntax:  DLS.055 sdlc trans to connected st for
addr link_address nt network 1D

Long Syntax: DLS.055 sdlc transition to connected
state for address link_address net network ID

Description:  The sdlc link station specified is
transitioning to connected state.

DLS.059
Level: UE-ERROR

Short Syntax:  DLS.059 unexp sdlc dlc_contact from
dis in state state for addr link_address nt network ID

Long Syntax: DLS.059 unexpected sdic dlc_contact
from dls in state state for address link_address net
network ID

Description:  An unexpected DLC_CONTACT event
was received from DLS for the sdlc link station
specified.
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DLS.060
Level: UE-ERROR

Short Syntax:  DLS.060 unexp sdlc dlc_info from dls in
state state for addr link_address nt network ID

Long Syntax: DLS.060 unexpected sdlc dlc_info from
dis in state state for address link_address net network
ID

Description:  An unexpected DLC_INFO event was
received from DLS for the sdlc link station specified.

DLS.061
Level: UE-ERROR

Short Syntax:  DLS.061 unexp sdlic dic_dgrm from dls
in state state for addr link_address nt network ID

Long Syntax: DLS.061 unexpected sdic dlc_dgrm
from dls in state state for address link_address net
network ID

Description:  An unexpected DLC_DGRM event was
received from DLS for the sdlc link station specified.

DLS.062
Level: UE-ERROR

Short Syntax:  DLS.062 unexp I-frame from sdlc in
state state for addr link_address nt network ID

Long Syntax: DLS.062 unexpected I-frame from sdlc
in state state for address link_address net network ID

Description:  An unexpected I-frame was received
from SDLC for the sdlc link station specified.

DLS.063
Level: UE-ERROR

Short Syntax:  DLS.063 unexp Ul-frame from sdic in
state state for addr link_address nt network ID

Long Syntax: DLS.063 unexpected Ul-frame from sdlic
in state state for address link_address net network ID

Description:  An unexpected Ul-frame was received
from SDLC for the sdlc link station specified.

DLS.064
Level: C-INFO

Short Syntax:  DLS.064 rcvd halt_dl from dls for sdlc
addr link_address nt network 1D

Long Syntax: DLS.064 received halt_dl for sdic
address link_address net network ID

Description: A HALT_DL event was sent from DLS for
the specified sdlc link station
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DLS.065
Level: C-INFO

Short Syntax:  DLS.065 sdlc trans to disc pend st for
addr link_address nt network ID

Long Syntax:  DLS.065 sdlc transition to disconnect
pending state for address link_address net network 1D

Description:  The sdlc link station specified is
transitioning to disconnect pending state.

DLS.066
Level: UI-ERROR

Short Syntax:  DLS.066 unexp rtn code from sdlc disc
req = rtn_code addr link_address nt network ID

Long Syntax: DLS.066 unexpected return code from
sdlc disconnect request = rtn_code addr link_address
net network ID

Description:  The sdlc disconnect request function
returned an unexpected return code.

DLS.067
Level: C-INFO

Short Syntax:  DLS.067 sdlc trans to disc st for addr
link_address nt network ID

Long Syntax: DLS.067 sdlc transition to disconnect
state for address link_address net network ID

Description:  The sdlc link station specified is
transitioning to disconnect state.

DLS.068
Level: UE-ERROR

Short Syntax:  DLS.068 unexp sdic dic_halt_dl from
dis in state state for addr link_address nt network ID

Long Syntax: DLS.068 unexpected sdic dic_halt_dl
from dls in state state for address link_address net
network ID

Description:  An unexpected DLC_HALT_DL event
was received from DLS for the sdlc link station
specified.

DLS.069
Level: C-INFO

Short Syntax:  DLS.069 cleanup timer expired for addr
link_address nt network ID

Long Syntax: DLS.069 cleanup timer expired for
address link_address net network ID

Description:  The cleanup timer expired for the
specified sdlc link station.



DLS.070
Level: UE-ERROR

Short Syntax:  DLS.070 unexp sdlc cleanup timer exp
in state state for addr link_address nt network ID

Long Syntax:  DLS.070 unexpected sdlc cleanup timer
expiration in state state for address link_address net
network ID

Description:  The sdlc cleanup timer expired, but the
sdlc link station is in an unexpected state.

DLS.077
Level: UE-ERROR

Short Syntax:  DLS.077 no buf for sdlc test for addr
link_address nt network ID

Long Syntax:  DLS.077 no buffer for sdlc test for
address link_address net network ID

Description:  No buffer could be obtained for sending
a test frame to an SDLC link station. The operation will
be retried later.

DLS.071
Level: C-INFO

Short Syntax:  DLS.071 sdlc buf retry timer expired for
addr link_address nt network ID

Long Syntax:  DLS.071 sdlc buffer retry timer expired
for address link_address net network ID

Description:  The buffer retry timer expired for the
specified sdlc link station.

DLS.072
Level: UE-ERROR

Short Syntax:  DLS.072 unexp sdlc buf retry timer exp
in state state for addr link_address nt network ID

Long Syntax: DLS.072 unexpected sdlc buffer retry
timer expiration in state state for address link_address
net network 1D

Description:  The sdlc buffer retry timer expired, but
the sdlc link station is in an unexpected state.

DLS.073
Level: UE-ERROR

Short Syntax:  DLS.073 unknown sdlc fsm input =
event for addr link_address nt network ID

Long Syntax:  DLS.073 unknown sdlc fsm input =
event for address link_address net network ID

Description:  The sdlc interface finite state machine
was passed an unknown event.

DLS.075
Level: UE-ERROR

Short Syntax:  DLS.075 unexp sdic non xid3 from pu
2.1 dev for addr link_address nt network 1D

Long Syntax: DLS.075 unexpected sdlc non xid3 from
pu 2.1 device for address link_address net network ID

Description:  An unexpected XID type was received
for a PU type 2.1 device from the sdlc link station
specified.

DLS.078
Level: UI-ERROR

Short Syntax:  DLS.078 unexp rtn code from sdlc test
req = rtn_code addr link_address nt network ID

Long Syntax:  DLS.078 unexpected return code from
sdlc test request = rtn_code addr link_address net
network ID

Description:  The sdlc test request function returned
an unexpected return code.

DLS.079
Level: UE-ERROR

Short Syntax:  DLS.079 no buf for sdlc xid0O for addr
link_address nt network ID

Long Syntax:  DLS.079 no buffer for sdlc xidO for
address link_address net network ID

Description:  No buffer could be obtained for sending
an xidO frame to an SDLC link station. The operation
will be retried later.

DLS.080
Level: UE-ERROR

Short Syntax:  DLS.080 no buf for sdlc null xid for
addr link_address nt network ID

Long Syntax:  DLS.080 no buffer for sdlc null xid for
address link_address net network ID

Description:  No buffer could be obtained for sending
a null xid frame to an SDLC link station. The operation
will be retried later.
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DLS.081
Level: UI-ERROR

Short Syntax:  DLS.081 unexp rtn code from sdic | frm
req = rtn_code addr link_address nt network ID

Long Syntax: DLS.081 unexpected return code from
sdlc | frame request = rtn_code address link_address
net network ID

Description:  The sdlc | frame request function
returned an unexpected return code.

DLS.082
Level: UI-ERROR

Short Syntax:  DLS.082 unexp rtn code from sdic Ul
frm req = rtn_code addr link_address nt network ID

Long Syntax:  DLS.082 unexpected return code from
sdlc Ul frame request = rtn_code addr link_address net
network ID

Description:  The sdlc Ul frame request function
returned an unexpected return code.

DLS.083
Level: UI-ERROR

Short Syntax:  DLS.083 unexp rtn code from sdlc
force rnr req = rtn_code addr link_address nt network 1D

Long Syntax:  DLS.083 unexpected return code from
sdlc force rnr request = rtn_code addr link_address net
network ID

Description:  The sdlc force rnr request function
returned an unexpected return code.

DLS.086
Level: UE-ERROR

Short Syntax:  DLS.086 sdic disc rcvd rsn reason for
addr link_address nt network ID

Long Syntax:  DLS.086 sdlc disconnect received
reason reason for address link_address net network ID

Description:  The specified SDLC connection was
disconnected due to an error detected by the SDLC
protocol.
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DLS.087
Level: C-INFO

Short Syntax:  DLS.087 sdlc trans to null_xid_pend st
for addr link_address nt network ID

Long Syntax:  DLS.087 sdlc transition to null_xid_pend
state for address link_address net network ID

Description:  The sdlc link station specified is
transitioning to NULL_XID_PENDING state, meaning
that it is awaiting a response to a NULL XID that was
sent.

DLS.088
Level: C-INFO

Short Syntax:  DLS.088 sdlc trans to xid_0_pend st for
addr link_address nt network 1D

Long Syntax: DLS.088 sdlc transition to xid_0_pend
state for address link_address net network ID

Description:  The sdlc link station specified is
transitioning to XID_0_PENDING state, meaning that it
is awaiting a response to an XID-0 that was sent.

DLS.089
Level: UE-ERROR

Short Syntax:  DLS.089 DLS, TCP conn brk to
address, DLS sess closed source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.089 DLS forwarder experience a
session loss due to TCP connection to address break,
origin MAC source_mac_address->Target MAC
dest_mac_address, origin SAP source_sap->Target SAP
dest_sap

Description:  TCP connection to the DLS neighbor
went down. All the DLS sessions active on that TCP
connection are brought down individually.

DLS.096
Level: U-INFO

Short Syntax:  DLS.096 DLS, DL_STARTED event in
cir-est or cir-restart state, ignore

Long Syntax: DLS.096 DLS DLC_DL_STARTED
event from underlying DLCST in circuit established or
circuit restart state

Description:  DLS state machine received
DLC_DL_STARTED event indication from the underlying
LINK (LLC or SDLC) when the circuit has already been
established. This could be the dribbling TEST
responses coming in via bridge multi-path. Ignore them.




DLS.097
Level: UI-ERROR

Short Syntax:  DLS.097 DLS, No memory available to
create DLS session.

Long Syntax: DLS.097 DLS, No memory available to
create DLS session.

Description:  There is no memory available to allocate
the resources that are required to create a DLS session.

DLS.098
Level: C-INFO

Short Syntax:  DLS.098 DLS, DLC_RESOLVE_C
firewalled for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.098 DLS, DLC_RESOLVE_C is
firewalled for the DLS session with data link id
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  The TEST command frame received
from the underlying DATA LINK is being enqueued in
the firewall queue. This is true for the case when there
is already a CANUREACH SSP message dispatched
and is awaiting for the ICANREACH response.

DLS.102
Level: C-INFO

Short Syntax:  DLS.102 DLS, Broadcast
CANUREACH_ex sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap Ifsize
largest _frame_size

Long Syntax: DLS.102 DLS, Broadcast
CANUREACH_ex sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap Ifsize
largest_frame_size

Description:  While processing TEST(c) for a given
destination, DLS sent out broadcast CANUREACH_ex
via multicast UDP.

DLS.104
Level: C-INFO

Short Syntax: DLS.104 DLS, SAPs resolved for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.104 DLS, SAPs resolved for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  DLS connection can get established
without using the specific SAPs, for example, SAP 0 as
DSAP or SSAP. However, when the specific SAPs are
used, the same connection’s SAPs are updated.

DLS.106
Level: UI-ERROR

Short Syntax:  DLS.106 DLS, rcvd CANUREACH not
proc by any DLCs for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.106 DLS, received CANUREACH
could not be processed by any DLC for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description: A CANUREACH SSP message we
received over the TCP from a DLS Peer. However, none
of the underlying data link layer, SDLC or LLC, could
translate this to a TEST(c) frame.

DLS.107
Level: C-INFO

Short Syntax:  DLS.107 CANUREACH-ex rcvd
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap Ifsize largest_frame_size

Long Syntax: DLS.107 CANUREACH-ex received for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap Ifsize largest_frame_size

Description:  DLS has received a CANUREACH-ex for
the specified circuit.

DLS.113
Level: UI-ERROR

Short Syntax:  DLS.113 LLC, Initialization FAILED for

SAP Sap

Long Syntax: DLS.113 LLC, Initialization FAILED for
SAP Sap

Description:  Due to some problems, SAP initialization

with LLC failed.

DLS.114
Level: UI-ERROR

Short Syntax: DLS.114 LLC, parameter validation
FAILED for SAP Sap, rsn = reason

Long Syntax: DLS.114 LLC, parameter validation
FAILED for SAP Sap, rsn = reason

Description:
range.

LLC tunable parameters are out of
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DLS.115
Level: UI-ERROR

Short Syntax:  DLS.115 intfmod, No Memory for SAP
control block for SAP Sap

Long Syntax:  DLS.115 intfmod, No Memory for SAP
control block for SAP Sap

Description:
block.

No memory available for the SAP control

Description:  Opening of station for LLC or APPN data
link services failed because there is no memory
available to create control block to manage the
connection.

DLS.116
Level: UI-ERROR

Short Syntax:  DLS.116 intfmod, Opening of SAP Sap
FAILED, rsn = reason

Long Syntax: DLS.116 intfmod, Opening of SAP Sap
FAILED, rsn = reason

Description:  Opening of SAP failed due to problems
in the LLC or local APPN. Reason code is indicative of
the specific problem.

DLS.117

Level: C-INFO
Short Syntax:  DLS.117 LLC, Closing SAP Sap
DLS.117 LLC, Closing SAP Sap

Closing SAP with the LLC.

Long Syntax:

Description:

DLS.118
Level: UI-ERROR

Short Syntax:  DLS.118 intfmod, FAILED open stn,
invalid sapch, dst= Destination,src= Source,dsap=
Dsap,ssap= Ssap

Long Syntax:  DLS.118 intfmod, FAILED open stn,
invalid sapch, dst= Destination,src= Source,dsap=
Dsap,ssap= Ssap

Description:  Opening of station for LLC or APPN data
link services failed because the SAP under which
station to be opened is invalid.

DLS.119
Level: UI-ERROR

Short Syntax:  DLS.119 intfmod, FAILED open stn, No
memory, dst= Destination,src= Source,dsap=
Dsap,ssap= Ssap

Long Syntax:  DLS.119 intfmod, FAILED open stn, No
memory, dst= Destination,src= Source,dsap=
Dsap,ssap= Ssap
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DLS.120
Level: UI-ERROR

Short Syntax:  DLS.120 LLC, FAILED open stn, rsn=
Reason, dst= Destination,src= Source,dsap=
Dsap,ssap= Ssap

Long Syntax: DLS.120 LLC, FAILED open stn, rsn=
Reason, dst= Destination,src= Source,dsap=
Dsap,ssap= Ssap

Description:  Opening of station for LLC data link
services failed due to some problems within LLC. The
reason code is indicative of the specific problem.

DLS.121
Level: C-INFO

Short Syntax:  DLS.121 intfmod, opened stn, dst=
Destination,src= Source,dsap= Dsap,ssap= Ssap

Long Syntax: DLS.121 intfmod, opened stn, dst=
Destination,src= Source,dsap= Dsap,ssap= Ssap

Description:  Opening of station for LLC data link
services succeeded.

DLS.124
Level: C-INFO

Short Syntax:  DLS.124 LLC, closed stn by force
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.124 LLC, closed stn by force
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  Closed station by force for LLC data link
services.

DLS.125

Level: C-INFO

Short Syntax:  DLS.125 intfmod, closed stn quietly
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax:  DLS.125 intfmod, closed stn quietly
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  Closed station quietly for LLC or local
APPN data link services.




DLS.126
Level: UI-ERROR

Short Syntax:  DLS.126 LLC, action Send failed, rsn=
reason, source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.126 LLC, action Send failed rsn=
reason, source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  LLC was unsuccessful in sending out a
frame. The reason indicative of the specific problem.

DLS.127
Level: U-INFO

Short Syntax:  DLS.127 intfmod, action became busy
after sending, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.127 intfmod, action became busy
after sending, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  LLC or APPN became busy after sending
out a frame. This busyness is an honor system and the
frame submitted to LLC does get accepted for sending.
However, DLS takes note of this condition and refrains
from sending more frames.

DLS.128
Level: U-INFO

Short Syntax:  DLS.128 intfmod BUSY, enq frm to tx
pendQ, source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.128 intfmod BUSY, enqueue frame
to pend queue, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  LLC or APPN is busy, frames received
from TCP are being enqueued to the pending queue for
that LLC or APPN session. When LLC or APPN exits
busy condition, all the frames from the pending queue
will be flushed.

DLS.130
Level: UI-ERROR

Short Syntax:  DLS.130 intfmod, frame refused,
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax:  DLS.130 intfmod, frame not proc,
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  Frame was not processed by the DLS as
the SAP, as well as the station was not opened for LLC
or local APPN data link services.

DLS.131
Level: C-INFO

Short Syntax:  DLS.131 LLC, frame refused, NOT
switching for network network, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.131 LLC, frame refused, NOT
switching for network network, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  Frame was not processed by the DLS as
the DSAP of the frame is not configured to be switched
for the interface on which the frame was received.

DLS.134
Level: UI-ERROR

Short Syntax:  DLS.134 LLC, llcevent event not proc,

handle is bad

Long Syntax: DLS.134 LLC, llcevent event not proc,
handle is bad

Description:  An LLC event was not processed by the

DLS as the handle by the LLC to DLS was bad.

DLS.135
Level: UI-ERROR

Short Syntax:  DLS.135 LLC, llcevent unknown event,
not proc for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.135 LLC, llcevent unknown event,
not proc for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  An unrecognizable LLC event occurred.
This event is not processed.

DLS.136
Level: UI-ERROR

Short Syntax:  DLS.136 intfmod, llcevent req not proc,
inv handle, for source_mac _address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax:  DLS.136 intfmod, llcevent req not proc,
inv handle, for source_mac _address->
dest_mac_address, sap source_sap-> dest_sap

Description:  An LLC or APPN request from DLS was
not processed by the LLC or APPN interface module as
the handle passed from DLS is bad.
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DLS.137
Level: U-INFO

Short Syntax:  DLS.137 LLC, not enabled, start_dl not
honored, for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.137 LLC, not enabled, start_dl not
honored, for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description: A Start DL request from DLS to LLC
interface module was not honored as LLC portion of the
DLS is not enabled. This is not an error. When a
CANUREACH is received, DLS will issue START DL
request to data link service interface modules. If they
are not configured to switch for the SAP or not
configured at all, it is common to discard such request.

DLS.138
Level: UI-ERROR

Short Syntax:  DLS.138 intfmod, START_DL discard
as err open stn, for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax:  DLS.138 intfmod, START_DL discard as
error happened during open station operation, for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description: A Start DL request from DLS to LLC or
APPN interface module was not honored as data link
station could not be opened with LLC or APPN.

DLS.142
Level: UI-ERROR

Short Syntax:  DLS.142 intfmod, event eventname
received in bad state statename,
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.142 intfmod event eventname
received in bad state statename,
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  DLS interface to LLC or APPN received
an event in the bad state.

DLS.144
Level: C-INFO

Short Syntax:  DLS.144 LLC, Secondary TEST_R ign,
for source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.144 LLC Secondary TEST_R is
ignored, for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap
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Description:  In Multipath bridge environment, it is
possible to receive multiple responses to the TEST
command sent earlier. The LLC interface module
discards such TEST responses.

DLS.154
Level: C-INFO

Short Syntax:  DLS.154 intfmod, frame_type frame
drpped, source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap prt nt up

Long Syntax: DLS.154 intfmod, frame_type frame
drpped, source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap prt nt up

Description: A frame received from DLS cloud was
not successfully sent - bridge port not up or the local
APPN was not available.

DLS.156
Level: C-INFO

Short Syntax:  DLS.156 DLS session pool of count
bytes created for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.156 DLS session pool of count
bytes created for origin MAC source_mac_address-
>Target MAC dest_mac_address, origin SAP
source_sap->Target SAP dest_sap

Description: A session pool has been created for a
new DLS connection. This pool is used exclusively by
this session for data transfer.

DLS.157
Level: C-INFO

Short Syntax:
bytes created

DLS.157 Global DLS type pool of count

Long Syntax:
bytes created

DLS.157 Global DLS type pool of count

Description:  The global DLS memory pool has been
created. This is used for SSP control messages and
other non-data transfer related items.

DLS.158
Level: UE-ERROR

Short Syntax:  DLS.158 Cannot create DLS session
pool of count bytes for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.158 Cannot create DLS session
pool of count bytes for origin MAC
source_mac_address->Target MAC dest_mac_address,
origin SAP source_sap->Target SAP dest_sap



Description:  There is currently not enough memory
available to support a new DLS session.

DLS.159
Level: UE-ERROR

Short Syntax:  DLS.159 Cannot alloc global DLS type
pool of count bytes

Long Syntax: DLS.159 Cannot alloc global DLS type
pool of count bytes

Description:  There is not enough memory available to
support DLS. DLS has been disabled.

DLS.160
Level: C-INFO

Short Syntax:  DLS.160 Entering flow_ctrl_type
congestion for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.160 Entering flow_ctrl_type
congestion for origin MAC source_mac_address->Target
MAC dest_mac_address, origin SAP
source_sap->Target SAP dest_sap

Description:  The DLS session is congested due to
either TCP backup, or the receipt of a
DLS_ENTER_BUSY SSP message. If this happens too
frequently, consider increasing the amount of memory
allocated to each DLS session.

DLS.162
Level: C-INFO

Short Syntax:  DLS.162 Exiting flow_ctrl_type
congestion for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.162 Exiting flow_ctrl_type
congestion for origin MAC source_mac_address->Target
MAC dest_mac_address, origin SAP
source_sap->Target SAP dest_sap

Description:  Sufficient memory has been freed up
since the last time DLS was congested to allow the data
links to receive data again.

DLS.163
Level: C-INFO

Short Syntax:  DLS.163 Exiting GLOBAL congestion
on global DLS pool_type pool state= pool_state mem=
memavail

Long Syntax:  DLS.163 Exiting GLOBAL congestion
on global DLS pool_type pool state= pool_state mem=
memavail

Description:  Sufficient memory has been freed up
since the last time DLS was congested to allow the data
links to receive data again.

DLS.161
Level: C-INFO

Short Syntax:  DLS.161 Entering GLOBAL congestion
on global DLS pool_type pool state= pool_state mem=
memavail

Long Syntax: DLS.161 Entering GLOBAL congestion
on global DLS pool_type pool state= pool_state mem=
memavail

Description:  The total amount of memory allocated by
all currently active DLS sessions exceeded the amount
pre-allocated by the user for DLS. As a result, the data
links are temporarily being quiesced until some of the
memory is freed up. If this happens too frequently,
consider increasing the amount of memory allocated to
DLSw.

DLS.164
Level: U-INFO

Short Syntax:  DLS.164 no slow buf for copy while
queueing data to ip_address mode mode

Long Syntax: DLS.164 no slow buffer for copy while
queueing data to neighbor ip_address mode mode

Description:  No buffer could be obtained for copying
a data buffer for queueing while the transport/circuit is
congested. The existing device buffer is queued. Mode:
"0" is Normal, "1" is Busy, "2" is Urgent, and "3" is
Pacing.

DLS.165
Level: C-INFO

Short Syntax:  DLS.165 DLS session pool deleted for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.165 DLS session pool deleted for
origin MAC source_mac_address->Target MAC
dest_mac_address, origin SAP source_sap->Target SAP
dest_sap

Description:  All buffers have been returned to a
DLSw session pool after the DLSw session has been
closed. The pool may now be removed.
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DLS.166
Level: C-INFO

Short Syntax:  DLS.166 DLS, SSP msg CANUREACH
received from ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.166 DLS forwarder received a SSP
CANUREACH message over TCP connection to
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of CANUREACH over TCP.

DLS.170
Level: C-INFO

Short Syntax: DLS.170 DLS, SSP msg DGRMFRAME
received from ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.170 DLS forwarder received a SSP
DGRMFRAME message over TCP connection to
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of DGRMFRAME over TCP.

DLS.167
Level: C-INFO

Short Syntax:  DLS.167 DLS, SSP msg ICANREACH
received from ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.167 DLS forwarder received a SSP
ICANREACH message over TCP connection to
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of ICANREACH over TCP.

DLS.171
Level: C-INFO

Short Syntax:  DLS.171 DLS, SSP msg CONTACT
received from ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.171 DLS forwarder received a SSP
CONTACT message over TCP connection to ijp_address
for source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of CONTACT over TCP.

DLS.168
Level: C-INFO

Short Syntax: DLS.168 DLS, SSP msg REACHACK
received from ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.168 DLS forwarder received a SSP
REACHACK message over TCP connection to
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of REACHACK over TCP.

DLS.172
Level: C-INFO

Short Syntax: DLS.172 DLS, SSP msg CONTACTED
received from ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.172 DLS forwarder received a SSP
CONTACTED message over TCP connection to
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of CONTACTED over TCP.

DLS.169
Level: C-INFO

Short Syntax:  DLS.169 DLS, SSP msg XIDFRAME
received from ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.169 DLS forwarder received a SSP
XIDFRAME message over TCP connection to
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of XIDFRAME over TCP.
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DLS.173
Level: C-INFO

Short Syntax: DLS.173 DLS, SSP msg DATAFRAME
received from ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.173 DLS forwarder received a SSP
DATAFRAME message over TCP connection to
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of DATAFRAME over TCP.




DLS.174
Level: C-INFO

Short Syntax: DLS.174 DLS, SSP msg RESTART_DL
received from ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.174 DLS forwarder received a SSP
RESTART_DL message over TCP connection to
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of RESTART_DL over TCP.

DLS.178
Level: C-INFO

Short Syntax: DLS.178 DLS, SSP msg INFOFRAME
received from ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.178 DLS forwarder received a SSP
INFOFRAME message over TCP connection to
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of INFOFRAME over TCP.

DLS.175
Level: C-INFO

Short Syntax:  DLS.175 DLS, SSP msg RESTARTED
received from ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.175 DLS forwarder received a SSP
RESTARTED message over TCP connection to
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of RESTARTED over TCP.

DLS.176
Level: C-INFO

Short Syntax: DLS.176 DLS, SSP msg HALT_DL
received from ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.176 DLS forwarder received a SSP
HALT_DL message over TCP connection to ip_address
for source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of HALT_DL over TCP.

DLS.179
Level: C-INFO

Short Syntax:  DLS.179 DLS, SSP msg
ENTER_BUSY received from ip_address for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.179 DLS forwarder received a SSP
ENTER_BUSY message over TCP connection to
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of ENTER_BUSY over TCP.

DLS.177
Level: C-INFO

Short Syntax:  DLS.177 DLS, SSP msg DL_HALTED
received from ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.177 DLS forwarder received a SSP
DL_HALTED message over TCP connection to
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of DL_HALTED over TCP.

DLS.180
Level: C-INFO

Short Syntax:  DLS.180 DLS, SSP msg EXIT_BUSY
received from ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.180 DLS forwarder received a SSP
EXIT_BUSY message over TCP connection to
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of EXIT_BUSY over TCP.

DLS.181
Level: C-INFO

Short Syntax:  DLS.181 DLS, SSP msg
HALT_DL_NOACK received from ip_address for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.181 DLS forwarder received a SSP
HALT_DL_NOACK message over TCP connection to
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of HALT_DL_NOACK over
TCP.
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DLS.182
Level: C-INFO

Short Syntax: DLS.182 DLS, SSP msg IAMOKAY
received from ip_address

Long Syntax: DLS.182 DLS forwarder received a SSP
IAMOKAY message over TCP connection to ip_address

Description:  DLS forwarder received a Switch to
Switch Protocol message of IAMOKAY over TCP.

DLS.183
Level: C-INFO

Short Syntax:  DLS.183 DLS, UNRECOGNIZED_SSP
received from ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.183 DLS forwarder received an
UNRECOGNIZED_SSP message over TCP connection
to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received an unrecognized
Switch to Switch Protocol message over TCP.

DLS.184
Level: C-INFO

Short Syntax:  DLS.184 DLS, DLC event
DLC_CONTACTED received for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.184 DLS forwarder received a DLC
event of type DLC_CONTACTED for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  DLS forwarder received a
DLC_CONTACTED event from the underlying data link
which could be LLC or SDLC.

DLS.185
Level: C-INFO

Short Syntax: DLS.185 DLS, DLC event
DLC_ERROR received for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.185 DLS forwarder received a DLC
event of type DLC_ERROR for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a DLC_ERROR
event from the underlying data link which could be LLC
or SDLC.
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DLS.186
Level: C-INFO

Short Syntax: DLS.186 DLS, DLC event DLC_RESET
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.186 DLS forwarder received a DLC
event of type DLC_RESET for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a DLC_RESET
event from the underlying data link which could be LLC
or SDLC.

DLS.187
Level: C-INFO

Short Syntax:  DLS.187 DLS, DLC event
DLC_DL_HALTED received for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.187 DLS forwarder received a DLC
event of type DLC_DL_HALTED for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  DLS forwarder received a
DLC_DL_HALTED event from the underlying data link
which could be LLC or SDLC.

DLS.188
Level: C-INFO

Short Syntax: DLS.188 DLS, DLC event

DLC DL_ENTER_BUSY received for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.188 DLS forwarder received a DLC
event of type DLC_DL_ENTER_BUSY for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  DLS forwarder received a
DLC_DL_ENTER_BUSY event from the underlying data
link which could be LLC or SDLC.

DLS.189
Level: C-INFO

Short Syntax:  DLS.189 DLS, DLC event

DLC _DL_EXIT_BUSY received for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.189 DLS forwarder received a DLC
event of type DLC_DL_EXIT_BUSY for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap



Description:  DLS forwarder received a
DLC_DL_EXIT_BUSY event from the underlying data
link which could be LLC or SDLC.

DLS.190
Level: C-INFO

Short Syntax:  DLS.190 DLS, DLC event
DLC_DL_STARTED received for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.190 DLS forwarder received a DLC
event of type DLC_DL_STARTED for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  DLS forwarder received a
DLC_DL_STARTED event from the underlying data link
which could be LLC or SDLC.

DLS.191
Level: C-INFO

Short Syntax:  DLS.191 DLS, DLC event
DLC_RESOLVE_C received for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.191 DLS forwarder received a DLC
event of type DLC_RESOLVE_C for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  DLS forwarder received a
DLC_RESOLVE_C event from the underlying data link
which could be LLC or SDLC.

DLS.192
Level: C-INFO

Short Syntax:  DLS.192 DLS, DLC event DLC_INFO
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.192 DLS forwarder received a DLC
event of type DLC_INFO for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a DLC_INFO
event from the underlying data link which could be LLC
or SDLC.

DLS.193
Level: C-INFO

Short Syntax:  DLS.193 DLS, DLC event DLC_DGRM
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.193 DLS forwarder received a DLC
event of type DLC_DGRM for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a DLC_DGRM
event from the underlying data link which could be LLC
or SDLC.

DLS.194
Level: C-INFO

Short Syntax:  DLS.194 DLS, DLC event DLC_XID
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.194 DLS forwarder received a DLC
event of type DLC_XID for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a DLC_XID
event from the underlying data link which could be LLC
or SDLC.

DLS.195
Level: C-INFO

Short Syntax:  DLS.195 DLS, DLC event
DLC_DATAFRAME received for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.195 DLS forwarder received a DLC
event of type DLC_DATAFRAME for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  DLS forwarder received a
DLC_DATAFRAME event from the underlying data link
which could be LLC or SDLC.

DLS.196
Level: C-INFO

Short Syntax: DLS.196 DLS, Transition to
DISCONNECTED state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax:  DLS.196 DLS forwarder is transitioning
to DISCONNECTED state for the DLS session with data
link id source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description: ~ While processing an event, either an
SSP message received over TCP or an event presented
from underlying DLC, the associated DLS session is
transitioning to DISCONNECTED state.
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DLS.197
Level: C-INFO

Short Syntax:  DLS.197 DLS, Transition to
CONNECT_PENDING state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.197 DLS forwarder is transitioning
to CONNECT_PENDING state for the DLS session with
data link id source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  While processing an event, either an
SSP message received over TCP or an event presented
from underlying DLC, the associated DLS session is
transitioning to CONNECT_PENDING state.

DLS.198
Level: C-INFO

Short Syntax:  DLS.198 DLS, Transition to
CONNECTED state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.198 DLS forwarder is transitioning
to CONNECTED state for the DLS session with data
link id source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  While processing an event, either an
SSP message received over TCP or an event presented
from underlying DLC, the associated DLS session is
transitioning to CONNECTED state.

DLS.199
Level: C-INFO

Short Syntax:  DLS.199 DLS, Transition to
DISCONNECT_PENDING state for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.199 DLS forwarder is transitioning
to DISCONNECT_PENDING state for the DLS session
with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing an event, either an
SSP message received over TCP or an event presented
from underlying DLC, the associated DLS session is
transitioning to DISCONNECT_PENDING state.
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DLS.200
Level: C-INFO

Short Syntax:  DLS.200 DLS, Transition to
CIRCUIT_ESTABLISHED state for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.200 DLS forwarder is transitioning
to CIRCUIT_ESTABLISHED state for the DLS session
with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing an event, either an
SSP message received over TCP or an event presented
from underlying DLC, the associated DLS session is
transitioning to CIRCUIT_ESTABLISHED state.

DLS.201
Level: C-INFO

Short Syntax:  DLS.201 DLS, Transition to
CIRCUIT_PENDING state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.201 DLS forwarder is transitioning
to CIRCUIT_PENDING state for the DLS session with
data link id source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  While processing an event, either an
SSP message received over TCP or an event presented
from underlying DLC, the associated DLS session is
transitioning to CIRCUIT_PENDING state.

DLS.202
Level: C-INFO

Short Syntax:  DLS.202 DLS, Transition to
CIRCUIT_RESTART state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.202 DLS forwarder is transitioning
to CIRCUIT_RESTART state for the DLS session with
data link id source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  While processing an event, either an
SSP message received over TCP or an event presented
from underlying DLC, the associated DLS session is
transitioning to CIRCUIT_RESTART state.




DLS.203
Level: C-INFO

Short Syntax:  DLS.203 DLS, Transition to
RESOLVE_PENDING state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.203 DLS forwarder is transitioning
to RESOLVE_PENDING state for the DLS session with
data link id source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  While processing an event, either an
SSP message received over TCP or an event presented
from underlying DLC, the associated DLS session is
transitioning to RESOLVE_PENDING state.

DLS.204
Level: C-INFO

Short Syntax:  DLS.204 DLS, Transition to
CONTACT_PENDING state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.204 DLS forwarder is transitioning
to CONTACT_PENDING state for the DLS session with
data link id source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  While processing an event, either an
SSP message received over TCP or an event presented
from underlying DLC, the associated DLS session is
transitioning to CONTACT_PENDING state.

DLS.205
Level: C-INFO

Short Syntax:  DLS.205 DLS, Transition to
RESTART_PENDING state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.205 DLS forwarder is transitioning
to RESTART_PENDING state for the DLS session with
data link id source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  While processing an event, either an
SSP message received over TCP or an event presented
from underlying DLC, the associated DLS session is
transitioning to RESTART_PENDING state.

DLS.206
Level: C-INFO

Short Syntax:  DLS.206 DLS, Transition to
HALT_PENDING state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.206 DLS forwarder is transitioning
to HALT_PENDING state for the DLS session with data
link id source_mac_address-> dest_mac_address, sap

source_sap-> dest_sap

Description:  While processing an event, either an
SSP message received over TCP or an event presented
from underlying DLC, the associated DLS session is
transitioning to HALT_PENDING state.

DLS.207
Level: UE-ERROR

Short Syntax:  DLS.207 DLS, DLC_CONTACTED rcvd
in bad state state for source_mac _address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.207 DLS forwarder received a
DLC_CONTACTED event in bad state state for the DLS
session with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing a DLC_CONTACTED
event, the DLS state machine discovered the event
occurring in an unexpected state.

DLS.208
Level: UE-ERROR

Short Syntax: DLS.208 DLS, DLC_DGRM rcvd in bad
state state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.208 DLS forwarder received a
DLC_DGRM event in bad state state for the DLS
session with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing a DLC_DGRM event,
the DLS state machine discovered the event occurring
in an unexpected state.

DLS.209
Level: UE-ERROR

Short Syntax:  DLS.209 DLS, DLC_ERROR rcvd in
bad state state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax:  DLS.209 DLS forwarder received a
DLC_ERROR event in bad state state for the DLS
session with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing a DLC_ERROR event,
the DLS state machine discovered the event occurring
in an unexpected state.
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DLS.210
Level: UE-ERROR

Short Syntax:  DLS.210 DLS, DLC_INFO rcvd in bad
state state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.210 DLS forwarder received a
DLC_INFO event in bad state state for the DLS session
with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing a DLC_INFO event, the
DLS state machine discovered the event occurring in an
unexpected state.

DLS.211
Level: UE-ERROR

Short Syntax: DLS.211 DLS, DLC_DL_HALTED rcvd
in bad state state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.211 DLS forwarder received a
DLC_DL_HALTED event in bad state state for the DLS
session with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing a DLC_DL_HALTED
event, the DLS state machine discovered the event
occurring in an unexpected state.

DLS.212
Level: UE-ERROR

Short Syntax: DLS.212 DLS, DLC_DL_STARTED
rcvd in bad state state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.212 DLS forwarder received a
DLC _DL_STARTED event in bad state state for the
DLS session with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing a DLC_DL_STARTED
event, the DLS state machine discovered the event
occurring in an unexpected state.

DLS.213
Level: UE-ERROR

Short Syntax:  DLS.213 DLS, DLC_RESET rcvd in
bad state state for source_mac _address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.213 DLS forwarder received a
DLC_RESET event in bad state state for the DLS
session with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap
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Description:  While processing a DLC_RESET event,
the DLS state machine discovered the event occurring
in an unexpected state.

DLS.214
Level: UE-ERROR

Short Syntax: DLS.214 DLS, DLC_RESOLVE_C rcvd
in bad state state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.214 DLS forwarder received a
DLC_RESOLVE_C event in bad state state for the DLS
session with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing a DLC_RESOLVE_C
event, the DLS state machine discovered the event
occurring in an unexpected state.

DLS.215
Level: UE-ERROR

Short Syntax:  DLS.215 DLS, DLC_XID rcvd in bad
state state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.215 DLS forwarder received a
DLC_XID event in bad state state for the DLS session
with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing a DLC_XID event, the
DLS state machine discovered the event occurring in an
unexpected state.

DLS.216
Level: UE-ERROR

Short Syntax:  DLS.216 DLS, CANUREACH rcvd in
bad state state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.216 DLS forwarder received a
CANUREACH event in bad state state for the DLS
session with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description: ~ While processing a CANUREACH event,
the DLS state machine discovered the event occurring
in an unexpected state.




DLS.217
Level: UE-ERROR

Short Syntax:  DLS.217 DLS, DGRMFRAME rcvd in
bad state state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.217 DLS forwarder received a
DGRMFRAME event in bad state state for the DLS
session with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing a DGRMFRAME event,
the DLS state machine discovered the event occurring
in an unexpected state.

DLS.218
Level: UE-ERROR

Short Syntax: DLS.218 DLS, XIDFRAME rcvd in bad
state state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.218 DLS forwarder received a
XIDFRAME event in bad state state for the DLS session
with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing a XIDFRAME event,
the DLS state machine discovered the event occurring
in an unexpected state.

DLS.219
Level: UE-ERROR

Short Syntax:  DLS.219 DLS, DATAFRAME rcvd in
bad state state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.219 DLS forwarder received a
DATAFRAME event in bad state state for the DLS
session with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing a DATAFRAME event,
the DLS state machine discovered the event occurring
in an unexpected state.

DLS.220
Level: UE-ERROR

Short Syntax:  DLS.220 DLS, CONTACT rcvd in bad
state state for source_mac _address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.220 DLS forwarder received a
CONTACT event in bad state state for the DLS session
with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing a CONTACT event, the
DLS state machine discovered the event occurring in an
unexpected state.

DLS.221
Level: UE-ERROR

Short Syntax:  DLS.221 DLS, CONTACTED rcvd in
bad state state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.221 DLS forwarder received a
CONTACTED event in bad state state for the DLS
session with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing a CONTACTED event,
the DLS state machine discovered the event occurring
in an unexpected state.

DLS.222
Level: UE-ERROR

Short Syntax:  DLS.222 DLS, RESTART_DL rcvd in
bad state state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.222 DLS forwarder received a
RESTART_DL event in bad state state for the DLS
session with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing a RESTART_DL event,
the DLS state machine discovered the event occurring
in an unexpected state.

DLS.223
Level: UE-ERROR

Short Syntax:  DLS.223 DLS, DL_RESTARTED rcvd
in bad state state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.223 DLS forwarder received a
DL _RESTARTED event in bad state state for the DLS
session with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description: ~ While processing a DL_RESTARTED
event, the DLS state machine discovered the event
occurring in an unexpected state.
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DLS.224
Level: UE-ERROR

Short Syntax:  DLS.224 DLS, INFOFRAME rcvd in
bad state state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.224 DLS forwarder received a
INFOFRAME event in bad state state for the DLS
session with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing an INFOFRAME event,
the DLS state machine discovered the event occurring
in an unexpected state.

DLS.225
Level: UE-ERROR

Short Syntax:  DLS.225 DLS, HALT_DL rcvd in bad
state state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.225 DLS forwarder received a
HALT_DL event in bad state state for the DLS session
with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing a HALT_DL event, the
DLS state machine discovered the event occurring in an
unexpected state.

DLS.226
Level: UE-ERROR

Short Syntax:  DLS.226 DLS, HALT_DL_NOACK rcvd
in bad state state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.226 DLS forwarder received a
HALT_DL_NOACK event in bad state state for the DLS
session with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing a HALT_DL_NOACK
event, the DLS state machine discovered the event
occurring in an unexpected state.

DLS.227
Level: UE-ERROR

Short Syntax:  DLS.227 DLS, DL_HALTED rcvd in bad
state state for source_mac _address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.227 DLS forwarder received a
DL_HALTED event in bad state state for the DLS
session with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap
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Description:  While processing a DL_HALTED event,
the DLS state machine discovered the event occurring
in an unexpected state.

DLS.228
Level: UE-ERROR

Short Syntax: DLS.228 DLS, ENTER_BUSY rcvd in
bad state state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.228 DLS forwarder received a
ENTER_BUSY event in bad state state for the DLS
session with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing an ENTER_BUSY
event, the DLS state machine discovered the event
occurring in an unexpected state.

DLS.229
Level: UE-ERROR

Short Syntax:  DLS.229 DLS, EXIT_BUSY rcvd in bad
state state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.229 DLS forwarder received a
EXIT_BUSY event in bad state state for the DLS
session with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing an EXIT_BUSY event,
the DLS state machine discovered the event occurring
in an unexpected state.

DLS.230
Level: UE-ERROR

Short Syntax:  DLS.230 DLS, REACHACK rcvd in bad
state state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.230 DLS forwarder received a
REACHACK event in bad state state for the DLS
session with data link id source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  While processing a REACHACK event,
the DLS state machine discovered the event occurring
in an unexpected state.




DLS.231
Level: C-INFO

Short Syntax:  DLS.231 DLS, CANUREACH to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.231 DLS, CANUREACH to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS successfully sent out a
CANUREACH SSP message over TCP to its DLS peer.

DLS.235
Level: C-INFO

Short Syntax:  DLS.235 DLS, CONTACTED to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.235 DLS, CONTACTED to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS successfully sent out a
CONTACTED SSP message over TCP to its DLS peer.

DLS.232
Level: C-INFO

Short Syntax:  DLS.232 DLS, ICANREACH to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.232 DLS, ICANREACH to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS successfully sent out an
ICANREACH SSP message over TCP to its DLS peer.

DLS.236
Level: C-INFO

Short Syntax:  DLS.236 DLS, RESTART_DL to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest _sap

Long Syntax: DLS.236 DLS, RESTART_DL to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS successfully sent out a
RESTART_DL SSP message over TCP to its DLS peer.

DLS.233
Level: C-INFO

Short Syntax:  DLS.233 DLS, REACH_ACK to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.233 DLS, REACH_ACK to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS successfully sent out a
REACH_ACK SSP message over TCP to its DLS peer.

DLS.234
Level: C-INFO

Short Syntax:  DLS.234 DLS, CONTACT to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.234 DLS, CONTACT to ip_address
sent for source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  DLS successfully sent out a CONTACT
SSP message over TCP to its DLS peer.

DLS.237
Level: C-INFO

Short Syntax: DLS.237 DLS, DL_RESTARTED to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.237 DLS, DL_RESTARTED to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS successfully sent out a
DL_RESTARTED SSP message over TCP to its DLS
peer.

DLS.238
Level: C-INFO

Short Syntax: DLS.238 DLS, ENTER_BUSY to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.238 DLS, ENTER_BUSY to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS successfully sent out an
ENTER_BUSY SSP message over TCP to its DLS peer.
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DLS.239
Level: C-INFO

Short Syntax:  DLS.239 DLS, EXIT_BUSY to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.239 DLS, EXIT_BUSY to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS successfully sent out an
EXIT_BUSY SSP message over TCP to its DLS peer.

DLS.240
Level: C-INFO

Short Syntax:  DLS.240 DLS, HALT_DL to ip_address
sent for source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.240 DLS, HALT_DL to ip_address
sent for source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  DLS successfully sent out a HALT_DL
SSP message over TCP to its DLS peer.

DLS.241
Level: C-INFO

Short Syntax:  DLS.241 DLS, DL_HALTED to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.241 DLS, DL_HALTED to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS successfully sent out a DL_HALTED
SSP message over TCP to its DLS peer.

DLS.242
Level: C-INFO

Short Syntax:  DLS.242 DLS, HALT_DL_NOACK to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.242 DLS, HALT_DL_NOACK to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS successfully sent out a
HALT_DL_NOACK SSP message over TCP to its DLS
peer.
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DLS.243
Level: C-INFO

Short Syntax:  DLS.243 DLS, TEST_CIRCUIT_RSP to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.243 DLS, TEST_CIRCUIT_RSP to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS successfully sent out a
TEST_CIRCUIT_RSP SSP message over TCP to its
DLS peer.

DLS.244
Level: UI-ERROR

Short Syntax:  DLS.244 DLS, FAILED to send
CANUREACH to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.244 DLS, FAILED to send
CANUREACH to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description: A CANUREACH SSP control message
was not sent because either there are no buffers or the
DLSw partner does not support the source sap in its
DLSw capabilities exchange SAP list.

DLS.245
Level: UI-ERROR

Short Syntax:  DLS.245 DLS, FAILED to send
ICANREACH to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.245 DLS, FAILED to send
ICANREACH to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  An ICANREACH SSP control message
was not sent because either there are no buffers or the
DLSw partner does not support the source sap in its
DLSw capabilities exchange SAP list.

DLS.246
Level: UI-ERROR

Short Syntax:  DLS.246 DLS, FAILED to send
REACH_ACK to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.246 DLS, FAILED to send
REACH_ACK to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  Due to lack of buffers, a REACH_ACK
SSP control message could not be sent out.




DLS.247
Level: UI-ERROR

Short Syntax:  DLS.247 DLS, FAILED to send
CONTACT to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.247 DLS, FAILED to send
CONTACT to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  Due to lack of buffers, a CONTACT SSP
control message could not be sent out.

DLS.248
Level: UI-ERROR

Short Syntax:  DLS.248 DLS, FAILED to send
CONTACTED to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.248 DLS, FAILED to send
CONTACTED to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  Due to lack of buffers, a CONTACTED
SSP control message could not be sent out.

DLS.251
Level: UI-ERROR

Short Syntax:  DLS.251 DLS, FAILED to send
ENTER_BUSY to ip_address for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.251 DLS, FAILED to send
ENTER_BUSY to ip_address for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  Due to lack of buffers, an ENTER_BUSY
SSP control message could not be sent out.

DLS.249
Level: UI-ERROR

Short Syntax:  DLS.249 DLS, FAILED to send
RESTART_DL to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.249 DLS, FAILED to send
RESTART_DL to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  Due to lack of buffers, a RESTART_DL
SSP control message could not be sent out.

DLS.252
Level: UI-ERROR

Short Syntax: DLS.252 DLS, FAILED to send
EXIT_BUSY to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax:  DLS.252 DLS, FAILED to send
EXIT_BUSY to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  Due to lack of buffers, an EXIT_BUSY
SSP control message could not be sent out.

DLS.250
Level: UI-ERROR

Short Syntax:  DLS.250 DLS, FAILED to send
DL_RESTARTED to ip_address for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.250 DLS, FAILED to send
DL_RESTARTED to ip_address for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  Due to lack of buffers, a
DL_RESTARTED SSP control message could not be
sent out.

DLS.253
Level: UI-ERROR

Short Syntax: DLS.253 DLS, FAILED to send
HALT_DL to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.253 DLS, FAILED to send
HALT_DL to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  Due to lack of buffers, a HALT_DL SSP
control message could not be sent out.

DLS.254
Level: UI-ERROR

Short Syntax:  DLS.254 DLS, FAILED to send
DL_HALTED to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.254 DLS, FAILED to send
DL_HALTED to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  Due to lack of buffers, a DL_HALTED
SSP control message could not be sent out.
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DLS.255
Level: UI-ERROR

Short Syntax:  DLS.255 DLS, FAILED to send
HALT_DL_NOACK to ip_address for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.255 DLS, FAILED to send
HALT_DL_NOACK to ip_address for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  Due to lack of buffers, a
HALT_DL_NOACK SSP control message could not be
sent out.

DLS.260
Level: C-INFO

Short Syntax:  DLS.260 DLS, DATAFRAME to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.260 DLS, DATAFRAME to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS successfully sent out a
DATAFRAME SSP message over TCP or UDP to its
DLSw peer.

DLS.256
Level: UI-ERROR

Short Syntax:  DLS.256 DLS, FAILED to send
TEST_CIRCUIT_RSP to ip_address for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.256 DLS, FAILED to send
TEST_CIRCUIT_RSP to ip_address for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  Due to lack of buffers, a
TEST_CIRCUIT_RSP SSP control message could not
be sent out.

DLS.258
Level: C-INFO

Short Syntax:  DLS.258 DLS, XIDFRAME to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.258 DLS, XIDFRAME to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS successfully sent out a XIDFRAME
SSP message over TCP to its DLS peer.

DLS.259
Level: C-INFO

Short Syntax:  DLS.259 DLS, DGRMFRAME to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.259 DLS, DGRMFRAME to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS successfully sent out a

DGRMFRAME SSP message over TCP to its DLS peer.
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DLS.261
Level: C-INFO

Short Syntax:  DLS.261 DLS, INFOFRAME to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.261 DLS, INFOFRAME to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS successfully sent out an
INFOFRAME SSP message over TCP to its DLS peer.

DLS.262
Level: C-INFO

Short Syntax:  DLS.262 DLS, SSP msg
TEST_CIRCUIT_REQ received from jp_address for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.262 DLS forwarder received a SSP
TEST_CIRCUIT_REQ message over TCP connection to
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of TEST_CIRCUIT_REQ over
TCP.

DLS.263
Level: C-INFO

Short Syntax:  DLS.263 DLS, SSP msg
TEST_CIRCUIT_RSP received from ip_address for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.263 DLS forwarder received a SSP
TEST_CIRCUIT_RSP message over TCP connection to
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of TEST_CIRCUIT_RSP over
TCP.



DLS.264
Level: C-INFO

Short Syntax:  DLS.264 intfmod, Flushed Info frame
sent, source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.264 intfmod, Flushed info frame
sent, source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  An information frame received from DLS
cloud was successfully flushed to a LLC end station or
to the local APPN.

DLS.265
Level: C-INFO

Short Syntax:  DLS.265 intfmod, TEST_C frame sent,
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax:  DLS.265 intfmod, TEST_C frame sent,
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description: A TEST Command frame was
successfully sent to a LLC end station or to the local
APPN as result of receiving a CANUREACH from a
DLSw peer router.

DLS.266
Level: C-INFO

Short Syntax:  DLS.266 intfmod,, TEST_R frame sent,
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.266 intfmod,, TEST_R frame sent,
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description: A TEST Response frame was
successfully sent to a LLC end station or to the local
APPN as result of receiving an ICANREACH from a
DLSw peer router.

DLS.268
Level: C-INFO

Short Syntax: DLS.268 LLC, Ul frame sent,
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.268 LLC, Ul frame sent,
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  An Ul frame was successfully sent to a
LLC end station.

DLS.269
Level: U-INFO

Short Syntax:  DLS.269 intfmod, TEST_C frame
refused by st mch, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.269 intfmod, TEST_C frame
refused by st mch, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description: A TEST command frame was not
processed by the LLC or APPN interface module’s state
machine as it could not be successfully relayed via
DLS. This instance is normal for TEST command frame
as DLS copies the frame and still refuses the frame so
that it can also be sent via the bridge path.

DLS.270
Level: U-INFO

Short Syntax:  DLS.270 intfmod, TEST_R frame
refused by st mch, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.270 intfmod, TEST_R frame
refused by st mch, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description: A TEST response frame was not
processed by the LLC or APPN interface module’s state
machine as it could not be successfully relayed via
DLS.

DLS.271
Level: U-INFO

Short Syntax:  DLS.271 intfmod, XID_C frame refused
by st mch, source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.271 intfmod, XID_C frame refused
by st mch, source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description: A XID command frame was not
processed by the LLC or APPN interface module’s state
machine as it could not be successfully relayed via
DLS.

DLS.272
Level: U-INFO

Short Syntax:  DLS.272 intfmod, XID_R frame refused
by st mch, source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax:  DLS.272 intfmod, XID_R frame refused
by st mch, source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap
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Description: A XID response frame was not
processed by the LLC or APPN interface module’s state
machine as it could not be successfully relayed via
DLS.

DLS.273
Level: U-INFO

Short Syntax:  DLS.273 LLC, Ul frame refused by st
mch, source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.273 LLC, Ul frame refused by st
mch, source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  An Ul frame was not processed by the
DLS-LLC interface module’s state machine as it could
not be successfully relayed via DLS.

DLS.274
Level: U-INFO

Short Syntax:  DLS.274 LLC, INFO frame refused by
st mch, source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.274 LLC, INFO frame refused by
st mch, source_mac_address-> dest_ mac_address, sap
source_sap-> dest_sap

Description:  An INFO frame was not processed by
the DLS-LLC interface module’s state machine as it
could not be successfully relayed via DLS.

DLS.276
Level: C-INFO

Short Syntax:  DLS.276 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.276 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a NETUP event.

DLS.277
Level: C-INFO

Short Syntax:  DLS.277 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.277 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a NETDOWN event.
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DLS.278
Level: C-INFO

Short Syntax:  DLS.278 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.278 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a CONNECT_IND event.

DLS.279
Level: C-INFO

Short Syntax:  DLS.279 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.279 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a CONNECT_CONF event.

DLS.280
Level: C-INFO

Short Syntax:  DLS.280 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.280 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a ENTER_BUSY event.

DLS.281
Level: C-INFO

Short Syntax:  DLS.281 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax:  DLS.281 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a EXIT_BUSY event.




DLS.282
Level: C-INFO

Short Syntax:  DLS.282 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.282 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a DISC_IND event.

DLS.286
Level: C-INFO

Short Syntax:  DLS.286 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.286 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a TEST_R event.

DLS.283
Level: C-INFO

Short Syntax:  DLS.283 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.283 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a DISC_CONF event.

DLS.287
Level: C-INFO

Short Syntax:  DLS.287 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.287 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a XID_C event.

DLS.284
Level: C-INFO

Short Syntax:  DLS.284 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.284 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a RESET_IND event.

DLS.288
Level: C-INFO

Short Syntax:  DLS.288 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.288 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a XID_R event.

DLS.285
Level: C-INFO

Short Syntax:  DLS.285 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax:  DLS.285 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a TEST_C event.

DLS.289
Level: C-INFO

Short Syntax:  DLS.289 LLC, event LLCIM_LLC_UI
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.289 LLC, event LLCIM_LLC_UI
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC interface module for the DLS
received a LLCIM_LLC_UI event from LLC.
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DLS.290
Level: C-INFO

Short Syntax:  DLS.290 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.290 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a DLC_START_DL event from DLS.

DLS.294
Level: C-INFO

Short Syntax:  DLS.294 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.294 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a DLC_XID event from DLS.

DLS.291
Level: C-INFO

Short Syntax:  DLS.291 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.291 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a DLC_RESOLVE_R event from DLS.

DLS.295
Level: C-INFO

Short Syntax:  DLS.295 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.295 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a DLC_HALT_DL event from DLS.

DLS.292
Level: C-INFO

Short Syntax:  DLS.292 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax:  DLS.292 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a DLC_CONTACT event from DLS.

DLS.296
Level: C-INFO

Short Syntax:  DLS.296 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.296 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a DLC_ENTER_BUSY event from DLS.

DLS.293
Level: C-INFO

Short Syntax:  DLS.293 LLC, event
LLCIM_DLC_DGRM received for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.293 LLC, event
LLCIM_DLC_DGRM received for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  LLC interface module for the DLS
received a LLCIM_DLC_DGRM event from DLS.
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DLS.297
Level: C-INFO

Short Syntax:  DLS.297 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax:  DLS.297 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a DLC_EXIT_BUSY event from DLS.




DLS.298
Level: C-INFO

Short Syntax:  DLS.298 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.298 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a INFOFRAME event.

DLS.302
Level: C-INFO

Short Syntax:  DLS.302 intfmod, Transition to
statename state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.302 intfmod, Transition to
statename state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS is transitioning to the CONNECTED state.

DLS.299
Level: C-INFO

Short Syntax:  DLS.299 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.299 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a DLC_INFO event from DLS.

DLS.303
Level: C-INFO

Short Syntax:  DLS.303 intfmod, Transition to
statename state for source_mac_address->
dest_mac_address, sap source_sap-> dest _sap

Long Syntax:  DLS.303 intfmod Transition to
statename state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS is transitioning to the CONNECT_PEND state.

DLS.300
Level: C-INFO

Short Syntax:  DLS.300 intfmod, Transition to
statename state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax:  DLS.300 intfmod, Transition to
statename state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS is transitioning to the CONTACTED state.

DLS.304
Level: C-INFO

Short Syntax:  DLS.304 intfmod, Transition to
statename state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.304 intfmod Transition to
statename state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS is transitioning to the CONTACT_PEND state.

DLS.301
Level: C-INFO

Short Syntax:  DLS.301 intfmod, Transition to
statename state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax:  DLS.301 intfmod Transition to
statename state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS is transitioning to the RESOLVE_PEND state.

DLS.305
Level: C-INFO

Short Syntax:  DLS.305 intfmod, Transition to
statename state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax:  DLS.305 intfmod Transition to
statename state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS is transitioning to the DISCONNECTED state.
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DLS.306
Level: C-INFO

Short Syntax:  DLS.306 intfmod, Transition to
statename state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.306 intfmod Transition to
statename state for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS is transitioning to the DISC_PEND state.

DLS.307
Level: UE-ERROR

Short Syntax:  DLS.307 DLSw disabled ho mem for
buffers

Long Syntax: DLS.307 DLSw forwarder disabled no
memory for buffers

Description:  The Data Link Switching forwarder has
been disabled because there was not enough memory
to create the DLS private buffer pool.

DLS.308
Level: UE-ERROR

Short Syntax:  DLS.308 DLSw disabled no mem for
llcim struct

Long Syntax: DLS.308 DLSw forwarder disabled no
memory for licim structures

Description:  The Data Link Switching forwarder has
been disabled because there was not enough memory
to create necessary licim data structures.

DLS.309
Level: UE-ERROR

Short Syntax:  DLS.309 DLSw disabled no mem for
tcpim struct

Long Syntax: DLS.309 DLSw forwarder disabled no
memory for tcpim structures

Description:  The Data Link Switching forwarder has
been disabled because there was not enough memory
to create necessary tcpim data structures.
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DLS.310
Level: UE-ERROR

Short Syntax:  DLS.310 DLSw disabled no mem for
sdicim struct

Long Syntax: DLS.310 DLSw forwarder disabled no
memory for sdlcim structures

Description:  The Data Link Switching forwarder has
been disabled because there was not enough memory
to create necessary sdicim data structures.

DLS.311
Level: UE-ERROR

Short Syntax:  DLS.311 DLSw disabled no mem for
group struct

Long Syntax:  DLS.311 DLSw forwarder disabled no
memory for group protocol structures

Description:  The Data Link Switching forwarder has
been disabled because there was not enough memory
to create necessary group protocol data structures.

DLS.312
Level: UE-ERROR

Short Syntax: DLS.312 DLSw disabled no mem for dI
corr array

Long Syntax: DLS.312 DLSw forwarder disabled no
memory for dl correlator array

Description:  The Data Link Switching forwarder has
been disabled because there was not enough memory
to create necessary dl correlator array.

Cause: Cannot allocate necessary memory for the dl
correlator array.

Action: Reduce the maximum number of DLSw
sessions.

DLS.313
Level: C-INFO

Short Syntax:  DLS.313 intfmod, INFO frame sent,
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.313 intfmod, INFO frame sent,
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  An INFO frame received from DLS cloud
was successfully sent to a LLC end station or to the
local APPN.




DLS.314
Level: C-INFO

Short Syntax:  DLS.314 TCP, cfg xmit buf too large for
group group, clipped to transmit_buffer_size

Long Syntax: DLS.314 TCP, configured transmit
buffer size too large for group group, clipped to
transmit_buffer_size

Description:  The user configured a TCP transmit
buffer size in the group configuration that cannot be
handled by the router. It has automatically been set to a
lower value than can be allocated by the router.

DLS.315
Level: C-INFO

Short Syntax:  DLS.315 TCP, cfg xmit buf too large for
neighbour_address, clipped to transmit_buffer_size

Long Syntax: DLS.315 TCP, configured transmit
buffer size too large for neighbour_address, clipped to
transmit_buffer_size

Description:  The user configured a TCP transmit
buffer size that cannot be handled by the router. It has
automatically been set to a lower value that can be
allocated by the router.

DLS.316
Level: C-INFO

Short Syntax: DLS.316 DLS, CANUREACH frame
coll, frame ign, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.316 DLS, CANUREACH frame
collision, frame ignored, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description: A CANUREACH frame was received
from the DLS cloud, but could not be processed
because a CANUREACH is already outstanding from
this router for the MAC addresses and SAPs specified
in the CANUREACH, and the origin MAC address for
the existing circuit is greater than the origin MAC
address specified in the CANUREACH.

DLS.318
Level: C-INFO

Short Syntax:  DLS.318 intfmod, XID_R frame sent,
len= xid_data_len, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.318 intfmod, XID_R frame sent,
len= xid_data_len, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  An XID_R frame was successfully sent to
a LLC end station or to local APPN.

DLS.319
Level: C-INFO

Short Syntax:  DLS.319 intfmod, XID_C dropped, len=
Xid_data_len, source_mac_address->
dest_mac_address, sap source_sap-> dest _sap

Long Syntax:  DLS.319 intfmod, XID_C dropped, len=
Xxid_data_len, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description: A received XID_C frame was discarded
because a previously received XID_C is being
processed by DLSw. This XID_C is considered a
duplicate. This will occur frequently since the end
station retries XID_Cs.

DLS.317
Level: C-INFO

Short Syntax:  DLS.317 intfmod, XID_C frame sent,
len= xid_data_len, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.317 intfmod, XID_C frame sent,
len= xid_data len, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  An XID_C frame was successfully sent to
a LLC end station or to local APPN.

DLS.320
Level: C-INFO

Short Syntax:  DLS.320 LLC, XID_R dropped, len=
Xxid_data_len, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.320 LLC, XID_R dropped, len=
Xxid_data_len, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description: A received XID_R frame was discarded
because there is no XID command outstanding. This
occurs normally since DLSw retries XID_Cs and it is
possible for many XID_Rs to come back.

DLS.321
Level: UI-ERROR

Short Syntax: DLS.321 LLC, XIDFRAME dropped-bad
XID state, len= xid_data_len, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.321 LLC, XIDFRAME dropped-bad
XID state, len= xid_data_len, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  An unexpected received XIDFRAME
frame was discarded. The LLC does not normally
expect to receive an XID in this state.
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Action:  None, unless you are having a problem
establishing connections between the end stations
described in the message.

DLS.322
Level: C-INFO

Short Syntax:  DLS.322 intfmod, unexpected null XID,
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.322 intfmod, unexpected null XID,
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description: A null XID has been received after the
SABME/UA exchange. This is not normal in this state
and indicates that the end station is trying to start a new
session. The current DLSw session will be terminated.

DLS.325
Level: UI-ERROR

Short Syntax:  DLS.325 DLS, Session not created -
Maximum Number of DLS Sessions exceeded.

Long Syntax: DLS.325 DLS, Session not created -
Maximum Number of DLS Sessions exceeded.

Description: A DLSw Session is not created since the
configured Maximum Number of DLSw sessions is
exceeded.

DLS.323
Level: C-INFO

Short Syntax:  DLS.323 DLS, activ XIDFRAME
dropped-bad state, len= xid_data_len,
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.323 DLS, activ XIDFRAME
dropped-bad state, len= xid_data_len,
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description: A received activation XIDFRAME is not
allowed in the DLSw DLS_CONNECTED or
DLS_CONNECT_PENDING state. The frame is
discarded.

DLS.326
Level: UI-ERROR

Short Syntax:  DLS.326 close transport cnn to
ip_address, unrecoverable SSP sync error

Long Syntax:  DLS.326 closing transport connection to
ip_address, unrecoverable SSP syncronization error

Description:  Due to an error in a received DLSw SSP
message, the TCP session must be closed in an
attempt to recover. The cause is either due to an invalid
message length in the previous SSP message or from
an unsupported DLSw SSP version in the current
message.

DLS.324
Level: C-INFO

Short Syntax: DLS.324 DLS, activ XID dropped-bad
state, len= xid_data_len, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.324 DLS, activ XID dropped-bad
state, len= xid_data_len, source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description: A received activation XID is not allowed
in the DLSw DLS_CONNECTED or
DLS_CONNECT_PENDING state. The frame is
discarded.
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DLS.327
Level: UE-ERROR

Short Syntax:  DLS.327 DL_HALTED timer expired,
closing session source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.327 DL_HALTED timer expired,
closing session source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  An expected DL_HALTED SSP message
has not been received in response to a previously sent
HALT_DL message. As a result, the connection is now

considered to be in the disconnected state.

DLS.328
Level: C-INFO

Short Syntax:  DLS.328 DLSw, Reconnect TCP
connection to Neighbor ip_address

Long Syntax: DLS.328 TCP, Automatically
reconnecting to neighbor at ijp_address

Description: A previously down TCP connection is
being re-established because the user has it defined as
"Active’. To prevent automatic reconnection, define this
connection as 'Passive’.




DLS.330
Level: C-INFO

Short Syntax:  DLS.330 sdlc link sta reopen addr
link_address nt network 1D

Long Syntax: DLS.330 SDLC link station reopened
address link_address net network ID

Description:  The SDLC link station for the link
address has been successfully re-opened on the
network interface because the SDLC link station was
added again on the SDLC console.

DLS.331
Level: C-INFO

Short Syntax:  DLS.331 TCP, no mem for cnn to nbr

at ip_address

Long Syntax: DLS.331 TCP, cannot create a new
connection to neighbor at ijp_address due to a memory
shortage

Description:  There is insufficient memory in the router
to create a new TCP connection.

DLS.332
Level: UI-ERROR

Short Syntax:  DLS.332 Ptr to SCB is NULL. Event:
event, DLC: dlc_name; CCB State: ccb_state; MAC:
source_mac_address-> dest_mac_address, SAP:
source_sap-> dest_sap

Long Syntax: DLS.332 Ptr to SCB is NULL. Event:
event, DLC: dlc_name; CCB State: ccb_state; MAC:
source_mac_address-> dest_mac_address, SAP:
source_sap-> dest_sap

Description:  While processing a DLC event that
expects and requires a valid DLS SCB, the DLS state
machine discovered that the passed pointer to the SCB
was NULL.

DLS.333
Level: UI-ERROR

Short Syntax:  DLS.333 Ptr to SCB is NULL and ptr to
CCB is also NULL. Event: event

Long Syntax: DLS.333 Ptr to SCB is NULL and ptr to
CCB is also NULL. Event: event

Description:  While processing a DLC event that
expects and requires a valid DLS SCB and a DLC CCB,
the DLS state machine discovered that the passed
pointers to both were NULL.

DLS.334
Level: UI-ERROR

Short Syntax: DLS.334 Ptr to SCB is NULL and CCB
identifier is invalid. Event: event

Long Syntax: DLS.334 Ptr to SCB is NULL and CCB
identifier is invalid. Event: event

Description:  While processing a DLC event that
expects and requires a valid DLS SCB and a DLC CCB,
the DLS state machine discovered that the passed
pointer to the SCB was NULL and the DLC CCB
identifier was invalid.

DLS.335
Level: UI-ERROR

Short Syntax:  DLS.335 SSP msg received. Ptr to
SCB is NULL. Xport state: transport_state; IP:
remote_ip_addr

Long Syntax: DLS.335 SSP msg received. Ptr to SCB
is NULL. Xport state: transport_state; IP:
remote_ip_addr

Description:  While processing an SSP event that
expects and requires a valid DLS SCB, the DLS state
machine discovered that the passed pointer to the SCB
was NULL.

DLS.338
Level: UE-ERROR

Short Syntax:  DLS.338 Could not send ctrl msg,
closing session source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.338 Could not send control
message, closing session source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  The router could not send a response
control message due to a lack of a buffer to send it in.
Terminate the DLSw session by sending a
HALT_DL_NOACK.

DLS.339
Level: C-INFO

Short Syntax:  DLS.339 DLS, Cleanup
HALT_DL_NOACK to ip_address sent for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.339 DLS, Cleanup
HALT_DL_NOACK to ip_address sent for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  DLS successfully sent out a
HALT_DL_NOACK SSP message over TCP to its DLS
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peer as a result of an out of buffer condition when
attempting to send a control message.

DLS.340
Level: C-INFO

Short Syntax:
ip_address.

DLS.340 Sent Capex Request to

Long Syntax: DLS.340 A Capabilities Exchange
Request has been sent to the DLSw neighbor at
ip_address.

Description:  The DLSw TCP Interface module
determined that the TCP Transport is capable of
conducting a Capabilities Exchange. The DLSw TCP
interface module has sent the Capabilities Exchange
Request to the DLSw neighbor.

DLS.341
Level: C-INFO

Short Syntax:
from ip_address.

DLS.341 Received Capex Request

Long Syntax: DLS.341 A Capabilities Exchange
Request has been received from the DLSw neighbor at
ip_address.

Description:  The DLSw TCP Interface module
received a Capabilities Exchange message from a
DLSw neighbor. The parsing module determined that
the message type is a request.

DLS.344
Level: UI-ERROR

Short Syntax:  DLS.344 Sent Capex Neg. Response
to ip_address reason reason_code offset offset_value.

Long Syntax: DLS.344 A Capabilities Exchange
Negative Response has been sent to the DLSw
neighbor at ip_address Reason reason_code Offset
offset_value.

Description:  The DLSw Capabilities Exchange parsing
module processed a Capabilities Exchange Request
from a DLSw neighbor. The Request was determined to
contain an error or invalid Control Vector.

DLS.345
Level: UI-ERROR

Short Syntax:  DLS.345 Received Capex Neg.
Response from jp_address reason reason_code offset
offset_value.

Long Syntax: DLS.345 A Capabilities Exchange
Negative Response has been received from the DLSw
neighbor at jp_address. The Negative Response
contained a Reason of reason_code at Offset
offset_value.

Description:  The DLSw TCP Interface module
received a Capabilities Exchange message from a
DLSw neighbor. The parsing module determined that
the message type is a Negative Response.

DLS.342
Level: C-INFO

Short Syntax:
ip_address.

DLS.342 Sent Capex Pos. Response to

Long Syntax: DLS.342 A Capabilities Exchange
Positive Response has been sent to the DLSw neighbor
at ip_address.

Description:  The DLSw Capabilities Exchange parsing
module successfully processed a Capabilities Exchange
Request from a DLSw neighbor.

DLS.343
Level: C-INFO

Short Syntax:  DLS.343 Received Capex Pos.
Response from ip_address.

Long Syntax: DLS.343 A Capabilities Exchange
Positive Response has been received from the DLSw
neighbor at ip_address.

Description:  The DLSw TCP Interface module
received a Capabilities Exchange message from a
DLSw neighbor. The parsing module determined that
the message type is a Positive Response.
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DLS.346
Level: UI-ERROR

Short Syntax:  DLS.346 Capex Aborted!, ip_address is
assumed to be DLSw RFC 1434+ compliant.

Long Syntax: DLS.346 Capabilities Exchange has
been aborted with the neighbor at jp_address. DLSw
processing will continue by assuming that his neighbor
is DLSw RFC 1434+ compliant.

Description:  The DLSw Capabilities Exchange
manager determined that the neighbor is not capable of
supporting DLSw AIW_V1. Assume that the neighbor is
capable of supporting DLSw RFC 1434+.

DLS.347
Level: UI-ERROR

Short Syntax:  DLS.347 Received unknown Capex
message from ip_address.

Long Syntax: DLS.347 Received Unknown
Capabilities Exchange Message from the neighbor at
ip_address.



Description:  The DLSw neighbor sent an Unknown
Capabilities Exchange message. Capabilities Exchange
may fail if this was meant to be a Request or Response.

DLS.348
Level: UI-ERROR

Short Syntax:  DLS.348 No memory available to
create DLS Capex message for ip_address.

Long Syntax: DLS.348 An attempt to allocate the
memory required to build a Capabilities Exchange
message has failed. The message can not be sent to
the neighbor at ijp_address.

Description:  There is no memory available to allocate
the resources that the router needs to build a
Capabilities Exchange message. Capabilities Exchange
will fail with this neighbor.

DLS.349
Level: UI-ERROR

Short Syntax:  DLS.349 Capex Failed! ip_address is
not DLSw AIW_V1 compliant.

Long Syntax: DLS.349 Capabilities Exchange has
failed with the neighbor at ip_address. DLSw processing
can not continue. This neighbor is non compliant to
DLSw AIW_V1.

Description:  The DLSw Capabilities Exchange
manager determined that the neighbor is not capable of
supporting DLSw AIW_V1. The TCP Transport
connection will be terminated with the neighbor.

DLS.350
Level: C-INFO

Short Syntax:  DLS.350 Capex Successful! ijp_address
is DLSw AIW compliant.

Long Syntax: DLS.350 Capabilities Exchange has
completed successfully with the neighbor at ip_address.
DLSw processing can now continue in a DLSw AIW
compliant mode.

Description:  The DLSw Capabilities Exchange
manager determined that the neighbor is capable of
supporting DLSw AIW.

DLS.351
Level: C-INFO

Short Syntax:  DLS.351 DLS, SSP msg IFCM indmsg
ackmsg received from ip_address for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.351 DLS, DLS forwarder received
a SSP IFCM indmsg ackmsg message over TCP
connection to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol (SSP) message of an Isolated Flow
Control Message (IFCM).

DLS.352
Level: UI-ERROR

Short Syntax: DLS.352 DLS, SSP msg received
carrying flow control data. Ptr to SCB is NULL. Xport
state: transport_state; |P: remote_ip_addr

Long Syntax: DLS.352 DLS, SSP msg received
carrying flow control data. Ptr to SCB is NULL. Xport
state: transport_state; |P: remote_ip_addr

Description:  The DLS state machine discovered that
the passed pointer to the SCB was NULL while
processing an SSP event containing flow control data
that expects and requires a valid DLS SCB.

DLS.353
Level: UI-ERROR

Short Syntax: DLS.353 DLS, Sender granted units for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap is less than zero

Long Syntax: DLS.353 DLS, Sender granted units for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap is less than zero

Description:  The sender granted Service Access Point
(SAP) units for this circuit and the SAP was
decremented to a value less than zero. This is a
protocol violation and the router took the circuit down.

DLS.354
Level: UI-ERROR

Short Syntax:  DLS.354 DLS, Received increment
window for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap when window equal
maximum size

Long Syntax: DLS.354 DLS, Received increment
window for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap when window equal
maximum size
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Description:  DLSw received an increment window
operator while the window size is equal to the maximum
size.

Description:  The router received an IFCM or
piggybacked flow control acknowledgement in an invalid
state.

DLS.355
Level: UI-ERROR

Short Syntax: DLS.355 DLS, Received decrement
window for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap when window size equal 1

Long Syntax: DLS.355 DLS, Received decrement
window for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap when window size equal 1

Description:  DLSw received a decrement window
operator while the window size is equal to 1.

DLS.356
Level: UI-ERROR

Short Syntax:  DLS.356 DLS, Received unrecognized
flow control operator for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.356 DLS, Received unrecognized
flow control operator for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:
operator.

Received an unrecognized flow control

DLS.357
Level: C-INFO

Short Syntax:  DLS.357 DLS, FCIND operator recv'd
for source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap tx_grant= txgrant tx_window=
txwindow

Long Syntax: DLS.357 DLS, FCIND operator recv'd
for source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap tx_grant= txgrant tx_window=
txwindow

Description:  The router received an Isolated Flow
Control Message (IFCM) or piggybacked flow control
indication Switch to Switch Protocol (SSP) message.

DLS.358
Level: UI-ERROR

Short Syntax:  DLS.358 DLS, Unexpected flow control
acknowledgement recv'd for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.358 DLS, Unexpected flow control
acknowledgement recv'd for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

152 ELS Messages Guide

DLS.359
Level: C-INFO

Short Syntax:  DLS.359 DLS, SSP msg IFCM operator
sent over TCP connection to ip_address for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.359 DLS, DLS forwarder sent an
IFCM SSP message operator over TCP connection to
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  The DLS forwarder sent a Switch to
Switch Protocol (SSP) message of IFCM.

DLS.360
Level: UI-ERROR

Short Syntax:  DLS.360 DLS, Receiver detected
granted units exceeded for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.360 DLS, Receiver detected
granted units exceeded for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  The router received an
SSP_INFOFRAME or SSP_DGRMFRAME that caused
the granted units to be exceeded.

DLS.361
Level: UI-ERROR

Short Syntax: DLS.361 DLS, FCACK expected before
end of current window for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.361 DLS, Receiver expected flow
control ack before end of current window for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  The receiver did not get flow control ack
before the end of the current window.

DLS.362
Level: UI-ERROR

Short Syntax:  DLS.362 DLS, Receiver attempted to
increment window greater than maximum window size
for source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.362 DLS, Receiver attempted to
increment window greater than maximum window size
for source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap



Description:  The receiver attempted to increment the
window beyond the maximum window size.

DLS.363
Level: C-INFO

Short Syntax:  DLS.363 DLS, Receiver attempted to
decrement window less than minimum window size for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.363 DLS, Receiver attempted to
decrement window less than minimum window size for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  The receiver attempted to decrement the
window beyond the minimum window size.

DLS.364
Level: C-INFO

Short Syntax:  DLS.364 DLS, MAC cache hit,
selecting ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.364 DLS, MAC cache hit, selecting
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLSw found an entry in the MAC cache
for the target MAC address of this circuit. The router
selected the partner with the indicated IP address for
this circuit.

DLS.365
Level: C-INFO

Short Syntax:  DLS.365 DLS, MAC expl already
outstd, queue exp req for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.365 DLS, MAC explorer already
outstanding, queueing the explorer request for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  DLSw found an entry in the MAC cache
for the target MAC address of this circuit with an
explorer already outstanding. The router queued this
MAC explorer request and will process it when the
outstanding explorer completes.

DLS.366
Level: UI-ERROR

Short Syntax: DLS.366 DLS, No mem to create exp
CB for source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.366 DLS, No memory to create
explorer control block for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  Due to a memory shortage condition,
DLSw could not create an explorer control block for the
specified circuit. The exploration fails and the router
does not start a circuit.

DLS.367
Level: C-INFO

Short Syntax: DLS.367 DLS, Creating new MAC
cache entry for target_mac_address

Long Syntax: DLS.367 DLS, Creating new MAC
cache entry for target_mac_address

Description:  The router creates a new cache entry for
the specified target MAC address.

DLS.368
Level: C-INFO

Short Syntax:  DLS.368 DLS, Explorer priority wait
timer expired for target_mac_address

Long Syntax: DLS.368 DLS, Explorer priority wait
timer expired for target_mac_address

Description: ~ The priority wait timer expired for the
specified target MAC address. The router is now
attempting to satisfy the explorer request with the
known DLSw partners that can reach this MAC address.

DLS.369
Level: C-INFO

Short Syntax:  DLS.369 DLS, MAC explorer satisfied
for source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.369 DLS, MAC explorer satisfied
for source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  DLS found a partner DLSw router that
satisfies the explorer for this circuit.
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DLS.370
Level: C-INFO

Short Syntax:  DLS.370 DLS, ICANREACH-ex timer
expired for target_mac_address

Long Syntax: DLS.370 DLS, ICANREACH-ex timer
expired for target_mac_address

Description:  The ICANREACH-ex timer expired for
the specified target MAC address. The router is now
attempting to satisfy the explorer request with the
known DLSw partners that can reach this MAC address.

DLS.371
Level: C-INFO

Short Syntax:  DLS.371 DLS, MAC explorer failed for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.371 DLS, MAC explorer failed for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  DLS failed to find a partner DLSw router
that satisfies the MAC explorer for this circuit.

DLS.372
Level: C-INFO

Short Syntax:  DLS.372 DLS, Reslvd tmr exp, tgt MAC
expl failed for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.372 DLS, Resolved timer expired,
target MAC explorer failed for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  The target MAC explorer resolved timer
expired without receiving a DLC_RESOLVED from any
of the DLCs for the specified circuit. The target MAC
address explorer failed.

DLS.373
Level: C-INFO

Short Syntax:  DLS.373 DLS, CANUREACH-ex rcvd
while exploring for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.373 DLS, CANUREACH-ex
received while exploring for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  The router received a CANUREACH-ex
while it was already processing a previous
CANUREACH-ex. The router ignored this new
CANUREACH-ex request.
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DLS.374
Level: UI-ERROR

Short Syntax:  DLS.374 DLS, No mem to create tgt
exp CB for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.374 DLS, No memory to create
target explorer control block for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS could not create a target explorer

control block for the specified circuit due to a memory

shortage condition. The exploration fails and the router
does not start a circuit.

DLS.375
Level: C-INFO

Short Syntax: DLS.375 DLS, DLC_RESOLVED not
processed, CB not found source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.375 DLS, DLC_RESOLVED not
processed, CB not found source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description: A DLC sent DLC_RESOLVED. The
router could not process the DLC_RESOLVED because
the router could not find the corresponding control
block. This may occur if the resolved timer already
expired, or a DLC_RESOLVED from a different DLC
already satisfied the target MAC address explorer.

DLS.376
Level: C-INFO

Short Syntax: DLS.376 DLS, ICANREACH-ex to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap Ifsize
largest_frame_size

Long Syntax: DLS.376 DLS, ICANREACH-ex to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap lfsize
largest_frame_size

Description:  DLSw successfully sent out an
ICANREACH_ex SSP message over TCP or UDP to its
DLSw peer.

DLS.377
Level: C-INFO

Short Syntax: DLS.377 DLS, Deleting MAC cache
entry for target_mac_address

Long Syntax: DLS.377 DLS, Deleting MAC cache
entry for target_mac_address

Description:  The router deleted the MAC cache entry
for the specified address.



DLS.378
Level: C-INFO

Short Syntax:  DLS.378 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.378 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a DLC_RESOLVE event from DLS.

DLS.382
Level: C-INFO

Short Syntax:  DLS.382 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.382 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a DLC_CS_CONFIRM event from DLS.

DLS.379
Level: UI-ERROR

Short Syntax:  DLS.379 LLC, FAILED pas opn stn,
invld sapcb, dst= Destination,src= Source,dsap=
Dsap,ssap= Ssap

Long Syntax: DLS.379 LLC, FAILED passive open
station, invalid sapcb, dst= Destination,src=
Source,dsap= Dsap,ssap= Ssap

Description:  Passive open of station for LLC data link
services failed because the SAP to open the station is
invalid.

DLS.383
Level: C-INFO

Short Syntax:  DLS.383 intfmod, event eventname
rcvd drng exp for source_mac_address->
dest_mac_address, sap source_sap-> dest _sap

Long Syntax:  DLS.383 intfmod, event eventname
received during exploration for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a DLC_HALT_NOACK event from DLS
during exploration.

DLS.380
Level: UI-ERROR

Short Syntax:  DLS.380 LLC, FAILED pass open stn,
No memory, dst= Destination,src= Source,dsap=
Dsap,ssap= Ssap

Long Syntax: DLS.380 LLC, FAILED passive open
stn, No memory, dst= Destination,src= Source,dsap=
Dsap,ssap= Ssap

Description:  Passive open of station for LLC data link
services failed because there is no memory available to
create a control block to manage the connection.

DLS.381
Level: UI-ERROR

Short Syntax:  DLS.381 LLC, FAILED pass open stn,
rsn= Reason, dst= Destination,src= Source,dsap=
Dsap,ssap= Ssap

Long Syntax: DLS.381 LLC, FAILED passive open
stn, rsn= Reason, dst= Destination,src= Source,dsap=
Dsap,ssap= Ssap

Description:  Passive open of station for LLC data link
services failed due to some problems within LLC. The
reason code is indicative of the specific problem.

DLS.384
Level: C-INFO

Short Syntax:  DLS.384 intfmod, event eventname
rcvd drg tgt exp for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax:  DLS.384 intfmod, event eventname
received during target exploration for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a DLC_HALT_NOACK event from DLS
during target side exploration.

DLS.385
Level: C-INFO

Short Syntax:  DLS.385 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax:  DLS.385 intfmod, event eventname
received for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  LLC or APPN interface module for the
DLS received a DLC_HALT_NOACK event from DLS.
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DLS.386
Level: UI-ERROR

Short Syntax:  DLS.386 intfmod, No mem to create
LLC/APPN exp CB for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.386 intfmod, No memory to create
LLC/APPN explorer control block for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  Due to a memory shortage condition,
LLCIM or APPNIM could not create an explorer control
block for the specified circuit. The exploration fails and
the router does not start a circuit.

Description:  Due to a memory shortage condition,
LLCIM or APPNIM could not create a target explorer
control block for the specified circuit. The exploration
fails and the router does not start a circuit.

DLS.390
Level: C-INFO

Short Syntax:  DLS.390 LLC, opened stn passive,
dst= Destination,src= Source,dsap= Dsap,ssap= Ssap

Long Syntax: DLS.390 LLC, opened stn passive, dst=
Destination,src= Source,dsap= Dsap,ssap= Ssap

Description:  Passive open of station for LLC data link
services succeeded.

DLS.387
Level: C-INFO

Short Syntax:  DLS.387 LLC, Receivd passive open
SABME for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Long Syntax: DLS.387 LLC, Receivd passive open
SABME for source_mac_address-> dest_mac_address,
sap source_sap-> dest_sap

Description:  The LLC Interface module for the DLS
received a SABME for a station that the router had not
opened. This causes a passive open for the LLC
station.

DLS.388
Level: UI-ERROR

Short Syntax:  DLS.388 intfmod, No mem to allocate
LLC/APPN exp buffer for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax:  DLS.388 intfmod, No memory to
allocate LLC/APPN explorer buffer for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  Due to a memory shortage condition, the
LLC or APPN interface module could not allocate an
explorer buffer for the specified circuit. The exploration
fails and the router does not start a circuit.

DLS.389
Level: UI-ERROR

Short Syntax:  DLS.389 intfmod, No mem to create
LLC/APPN tgt exp CB for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax:  DLS.389 intfmod, No memory to create
LLC/APPN target explorer control block for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap
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DLS.391
Level: C-INFO

Short Syntax:  DLS.391 LLC, chgd tx wdw frm
old_tx_window to new_tx_window for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.391 LLC, Changed transmit
window from old_tx_window to new_tx_window for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  LLCIM has changed the transmit window
to match the receive window requested in an XID-3
received from a PU 2.1 LLC end station.

DLS.392
Level: UI-ERROR

Short Syntax:  DLS.392 LLC, cld nt chg tx wdw frm
old_tx_window to new_tx_window ret= return_code for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.392 LLC, Could not change
transmit window from old_tx_window to new_tx_window,
return = return_code for source_mac _address->
dest_mac_address, sap source_sap-> dest_sap

Description:  LLCIM could not change the transmit
window to match the window requested in an XID-3
received from a PU 2.1 LLC end station. The
dl_open_station function call failed with the specified
return_code.




DLS.393
Level: C-INFO

Short Syntax:
to ip_address.

DLS.393 Sent runtime Capex Request

Long Syntax:  DLS.393 A Runtime Capabilities
Exchange Request has been sent to the DLSw
neighbor at ip_address.

Description:  The router sent a runtime Capabilities
Exchange Request message to the DLSw neighbor.

This is the result of a change to the information that

was initially exchanged.

DLS.397
Level: UI-ERROR

Short Syntax:  DLS.397 Invalid source SAP sap in
SDLC record for intfc interface, addr link_address

Long Syntax:  DLS.397 Invalid source SAP sap in
SDLC record for intfc interface, addr link_address

Description:  DLSw detected an invalid configuration
parameter at start-up time. The source SAP for an
SDLC link station is outside the allowable range. DLSw
has not added this SDLC link station. You should
change the configuration and restart the router.

DLS.394
Level: UI-ERROR

Short Syntax:  DLS.394 Invalid interface number
interface in Intf/[SAP record with SAP sap

Long Syntax: DLS.394 Invalid interface number
interface in Intf/SAP record with SAP sap

Description:  DLSw detected an invalid configuration
parameter at start-up time. The interface on which
DLSw is to open an LLC SAP does not exist on the
router. You should change the configuration and restart
the router.

DLS.395
Level: UI-ERROR

Short Syntax:  DLS.395 Invalid intf number interface
for SDLC station record with link addr link_address

Long Syntax:  DLS.395 Invalid intf number interface
for SDLC station record with link addr link_address

Description:  DLSw detected an invalid configuration
parameter at start-up time. The interface specified for a
DLSw SDLC link station either does not exist or is not
of type SDLC. You should change the configuration and
restart the router.

DLS.398
Level: UI-ERROR

Short Syntax:  DLS.398 Invalid TCP receive buffer
size buf_size for a neighbor or group

Long Syntax: DLS.398 Invalid TCP receive buffer size
buf_size for a neighbor or group

Description:  DLSw detected an invalid configuration
parameter at start-up time. The neighbor or group
receive buffer size was outside the allowable range, but
DLSw adjusted it to the nearest range limit and
processed the configuration record anyway. Fix the
configuration at some point by comparing with console
information to isolate the problem and restart the router.

DLS.396
Level: UI-ERROR

Short Syntax:  DLS.396 Invalid SAP number sap in
Intf/SAP record for interface interface

Long Syntax: DLS.396 Invalid SAP number sap in
Intf/SAP record for interface interface

Description:  DLSw detected an invalid configuration
parameter at start-up time. The SAP value that DLSw is
to open on the specified interface is odd or outside the
allowable range. Change the configuration and restart
the router.

DLS.399
Level: UI-ERROR

Short Syntax:  DLS.399 Invalid neighbor priority
priority_value for neighbor or group record

Long Syntax:  DLS.399 Invalid neighbor priority
priority _value for neighbor or group record

Description:  DLSw detected an invalid configuration
parameter at start-up time. The neighbor priority value
was outside the allowable range, but DLSw adjusted it
to the nearest range limit and processed the
configuration record anyway. Fix the configuration by
comparing with console information to isolate the
problem and restart the router.

DLS.400
Level: UI-ERROR

Short Syntax:  DLS.400 Invalid priority wait timer
timer_value (in tenth seconds)

Long Syntax:  DLS.400 Invalid priority wait timer
timer_value (in tenth seconds)

Description:  DLSw detected an invalid configuration
parameter at start-up time. The priority wait timer value
was outside the allowable range, but DLSw adjusted it
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to the nearest range limit and will use the adjusted
value. Fix the configuration and restart the router.

DLS.401
Level: UI-ERROR

Short Syntax:  DLS.401 Invalid DLSw session priority
priority_value for protocol DLSw sessions

Long Syntax: DLS.401 Invalid DLSw session priority
priority_value for protocol DLSw sessions

Description:  DLSw detected an invalid configuration
parameter at start-up time. The session priority for
either SNA or NetBIOS is out of range, but DLSw
adjusted it to the nearest range limit and will use the
adjusted value. Fix the configuration and restart the
router.

DLS.404
Level: UI-ERROR

Short Syntax:  DLS.404 SNA SAP configured on
interface interface, but not SAP 00

Long Syntax:  DLS.404 SNA SAP configured on
interface interface, but not SAP 00

Description:  DLSw detected an invalid configuration
condition at start-up time. One of the standard SNA
SAPs (04, 08, or OC) is open on an interface, but SAP
00 is not open on the same interface. Without SAP 00
open, SNA data link switching will not work. The router
cannot establish circuits. If you did not intend to
temporarily disable an interface for DLSw, fix the
configuration by opening SAP 00, where needed, and
restart the router.

DLS.402
Level: UI-ERROR

Short Syntax:  DLS.402 Invalid session priority frame
allocation value frame_alloc _value

Long Syntax: DLS.402 Invalid session priority frame
allocation value frame_alloc_value

Description:  DLSw detected an invalid configuration
parameter at start-up time. The value for the number of
frames to be sent at one of the four session priorities is
out of range, but DLSw adjusted it to the nearest range
limit and will use the adjusted value. Fix the
configuration by comparing with console information to
isolate the problem and restart the router.

DLS.405
Level: UI-ERROR

Short Syntax:  DLS.405 Duplicate SDLC source MAC
address interface detected

Long Syntax:  DLS.405 Duplicate SDLC source MAC
address interface detected

Description:  DLSw detected an invalid configuration
condition at start-up time. A DLSw SDLC source MAC
address has been duplicated within the router, either on
the same SDLC interface or on a different one. The
router permits only one occurrence of a given source
MAC address, and DLSw uses only the first one
encountered. Fix the configuration and restart the router.

DLS.403
Level: UI-ERROR

Short Syntax:  DLS.403 Invalid NetBIOS MTU size
mtu_size

Long Syntax: DLS.403 Invalid NetBIOS maximum
transmission unit size mtu_size

Description:  DLSw detected an invalid configuration
parameter at start-up time. The NetBIOS MTU size is
out of range, but DLSw adjusted it to the nearest range
limit and will use the adjusted value. Fix the
configuration and restart the router.
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DLS.407
Level: UI-ERROR

Short Syntax:  DLS.407 DLS, Receiver attempted to
halve window below the minimum window size for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax:  DLS.407 DLS, Receiver attempted to
halve window below the minimum window size for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  The receiver attempted to halve the
window below the minimum window size.




DLS.408
Level: C-INFO

Short Syntax:  DLS.408 DLS, FCACK recv'd for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap rx_grant= rxgrant rx_window=
rxwindow

Long Syntax: DLS.408 DLS, FCACK recv'd for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap rx_grant= rxgrant rx_window=
rxwindow

Description:  The router received an IFCM ACK or
piggybacked flow control acknowledgement SSP
message.

DLS.412
Level: UI-ERROR

Short Syntax: DLS.412 DLS, Received invalid window
operator operator for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap after
receiving RESET operator

Long Syntax: DLS.412 DLS, Received invalid window
operator operator for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap after
receiving RESET operator

Description:  The router received an invalid window
operator after receiving a RESET operator.

DLS.409
Level: C-INFO

Short Syntax:  DLS.409 DLS, (PacingQ)
DGRMFRAME to ip_address sent for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.409 DLS, (PacingQ)
DGRMFRAME to ip_address sent for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  DLS successfully sent out a
DGRMFRAME SSP message from the PacingQ over
TCP to its DLS peer.

DLS.413
Level: C-INFO

Short Syntax: DLS.413 DLS, Pacing task called to
process operator for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.413 DLS, Pacing task called to
process operator for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  The router called the pacing operator
scheduler to process a scheduled pacing action.

DLS.410
Level: C-INFO

Short Syntax:  DLS.410 DLS, (PacingQ) INFOFRAME
to ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.410 DLS, (PacingQ) INFOFRAME
to ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS successfully sent out an
INFOFRAME SSP message from the PacingQ over
TCP to its DLS peer.

DLS.411
Level: C-INFO

Short Syntax:
is pstatus

DLS.411 DLS, Pool status for pool pool

Long Syntax:
is pstatus

DLS.411 DLS, Pool status for pool pool

Description:
buffer pool.

The router reported the status of a DLSw

DLS.414
Level: C-INFO

Short Syntax: DLS.414 DLS, Receiver
source_mac_address FCIND for dest_mac_address->
source_sap, sap dest_sap->

Long Syntax: DLS.414 DLS, Receiver
source_mac_address FCIND for dest_mac_address->
source_sap, sap dest_sap->

Description:  The receiver side of the pacing circuit
processed a request to withhold or permit a flow control
indication.

DLS.415
Level: C-INFO

Short Syntax:  DLS.415 DLS, SSP msg NETBIOS_NQ
received from ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.415 DLS forwarder received a SSP
NETBIOS_NQ message over TCP connection to
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of NETBIOS_NQ over TCP.
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DLS.416
Level: C-INFO

Short Syntax:  DLS.416 DLS, SSP msg NETBIOS_NR
received from ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.416 DLS forwarder received a SSP
NETBIOS_NR message over TCP connection to
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of NETBIOS_NR over TCP.

DLS.417
Level: C-INFO

Short Syntax:  DLS.417 DLS, SSP msg
NETBIOS_ANQ received from ip_address for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.417 DLS forwarder received a SSP
NETBIOS_ANQ message over TCP connection to
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of NETBIOS_ANQ over TCP.

DLS.420
Level: C-INFO

Short Syntax:  DLS.420 DLS, NETBIOS_NR to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap Ifsize
largest_frame_size

Long Syntax: DLS.420 DLS, NETBIOS_NR to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap lfsize
largest_frame_size

Description:  DLS successfully sent out a
NETBIOS_NR SSP message over TCP to its DLS peer.

DLS.421
Level: C-INFO

Short Syntax:  DLS.421 DLS, NETBIOS_ANQ to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.421 DLS, NETBIOS_ANQ to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS successfully sent out a
NETBIOS_ANQ SSP message over TCP to its DLS
peer.

DLS.418
Level: C-INFO

Short Syntax: DLS.418 DLS, SSP msg
NETBIOS_ANR received from ip_address for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.418 DLS forwarder received a SSP
NETBIOS_ANR message over TCP connection to
ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS forwarder received a Switch to
Switch Protocol message of NETBIOS_ANR over TCP.

DLS.419
Level: C-INFO

Short Syntax: DLS.419 DLS, NETBIOS_NQ to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap Ifsize
largest_frame_size

Long Syntax: DLS.419 DLS, NETBIOS_NQ to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap Ifsize
largest_frame_size

Description:  DLS successfully sent out a
NETBIOS_NQ SSP message over TCP to its DLS peer.
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DLS.422
Level: C-INFO

Short Syntax: DLS.422 DLS, NETBIOS_ANR to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.422 DLS, NETBIOS_ANR to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  DLS successfully sent out a
NETBIOS_ANR SSP message over TCP to its DLS
peer.

DLS.423
Level: UE-ERROR

Short Syntax:  DLS.423 no mem to init NetBIOS

DLSw function

Long Syntax:  DLS.423 no memory to initialize
NetBIOS DLSw function

Description:  There was not enough memory available
to initialize the NetBIOS DLSw function. The router
needs memory for a session control block and a Ul
traffic buffer pool.




DLS.424
Level: C-INFO

Short Syntax:  DLS.424 NetBIOS NR frame rejected
for NBName due to lower Ifs

Long Syntax: DLS.424 NetBIOS Name_Recognized
frame for dest name NBName rejected because it
lowered the largest frame size

Description:  The router received an SSP
NETBIOS_NQ message earlier with the largest frame
field. The message indicated that DLSw could not lower
the largest frame size. The router discarded this
corresponding Name_Recognized frame because it
would have lowered the largest frame size.

DLS.425
Level: UI-ERROR

Short Syntax:  DLS.425 NetBIOS SSP message
received without reqd DLC header

Long Syntax: DLS.425 NetBIOS SSP message
received without the required DLC header

Description:  All NetBIOS SSP messages must have a
DLC header. This SSP message did not have one, but
the router will continue to process the frame. This
indicates an RFC1795 compatibility problem.

DLS.426
Level: C-INFO

Short Syntax:  DLS.426 DLS, Learning new
NBName-IP assoc from /Paddr for NBName

Long Syntax: DLS.426 DLS, Learning new
NBName-IP association from /Paddr for NBName

Description:  DLS is learning a new NetBIOS name
and IP association from an SSP message received from
the peer DLS. This typically occurs during
NETBIOS_NR message receipt time.

DLS.427
Level: UI-ERROR

Short Syntax:  DLS.427 LLC, FAILED open NB stn,
dst= Destination,src= Source,dsap= Dsap,ssap= Ssap

Long Syntax: DLS.427 LLC, FAILED open NetBIOS
stn, dst= Destination,src= Source,dsap= Dsap,ssap=
Ssap

Description:  The opening of a NetBIOS station for
LLC data link services failed due to some problems
within LLC.

DLS.428
Level: U-INFO

Short Syntax:  DLS.428 LLC, NetBIOS Ul frame disc
(pool cong) for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.428 LLC, NetBIOS Ul frame
discarded (pool congested) for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  The LCC interface module is discarding
the NetBIOS Ul frames it received from the LLC. The
NetBIOS Ul frame buffer pool is congested.

DLS.429
Level: C-INFO

Short Syntax:  DLS.429 DLS, NetBIOS function is

enabled

Long Syntax: DLS.429 DLS, NetBIOS function is

enabled

Description:  DLSw NetBIOS function is now enabled.
This occurs whenever the NetBIOS SAP (0xf0) is
enabled on at least one port.

DLS.430
Level: C-INFO

Short Syntax:  DLS.430 DLS, NetBIOS function is

disabled

Long Syntax: DLS.430 DLS, NetBIOS function is
disabled

Description:  DLSw NetBIOS function is now disabled.

This occurs whenever the NetBIOS SAP (0xf0) is
disabled on all ports.

DLS.431
Level: C-INFO

Short Syntax:  DLS.431 DLS, Broadcast
CANUREACH-ex unsuccessful for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.431 DLS, Broadcast
CANUREACH-ex unsuccessful for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  The router could not send
CANUREACH-ex to any DLSw partners. Either there
are no DLSw partners with transport connections in the
proper state, no DLSw partners that support circuits for
the requested SAPs, or the router could not allocate
buffers for sending the CANUREACH-ex.

Chapter 21. Data Link Switching (DLSw) 161



DLS.432
Level: C-INFO

Short Syntax:  DLS.432 intfmod, Src SAP not open,
DLC_START_DL not proc for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.432 intfmod, Source SAP not
open, DLS_START_DL not processed for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  The router could not process a
DLC_START_DL request because the source SAP
specified has not been opened on any network
interfaces.

DLS.433
Level: C-INFO

Short Syntax:  DLS.433 DLS, CANUREACH_ex to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap Ifsize
largest_frame_size

Long Syntax: DLS.433 DLS, CANUREACH_ex to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap Ifsize
largest_frame_size

Description:  DLSw successfully sent out a
CANUREACH_ex SSP message over TCP or UDP to
its DLSw peer.

DLS.434
Level: C-INFO

Short Syntax:  DLS.434 TCP, Istn cplt from
ip_address, closing existing cnn

Long Syntax: DLS.434 TCP, new connect request
from neighbor ip_address, closing existing connection

Description: A remote DLSw neighbor is attempting to
connect. A TCP connection already exists with this
neighbor. The old TCP connection will be torn down.
This happens when a remote DLSw either restarts or a
remote communications problem caused the remote
DLSw to close the connection, but the local DLSw TCP
connection has not yet detected it.

DLS.435
Level: UE-ERROR
Short Syntax:  DLS.435 TCP, no mem for TCP listen

Long Syntax: DLS.435 TCP, no memory to post a
new TCP listen - will retry later

Description:  There is insufficient memory to post a
new TCP listen. The router will attempt to post another
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TCP listen in 10 seconds. During this time, the router
will not accept any new TCP connections until sufficient
memory becomes available.

DLS.436
Level: C-INFO

Short Syntax: DLS.436 DLS, CANUREACH_cs to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap Ifsize
largest_frame_size

Long Syntax: DLS.436 DLS, CANUREACH_cs to
ip_address sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap Ifsize
largest _frame_size

Description:  DLSw successfully sent out a
CANUREACH_cs SSP message over TCP to its DLSw
peer.

DLS.437
Level: UE-ERROR

Short Syntax:  DLS.437 DLS, ICANREACH-cs rcvd
with Ifsize frame_size, less than req for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.437 DLS, ICANREACH-cs
received with Ifsize frame_size, less than requested for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  An ICANREACH-cs SSP message
received from a DLSw neighbor contained an Ifsize
value less than what the router sent in the
CANUREACHS-cs. This is a DLSw protocol violation by
the neighbor DLSw because the Ifsize control flag was
set in the CANUREACH-cs indicating that the neighbor
should fail the circuit setup if it cannot establish a circuit
with the Ifsize the router requested in the
CANUREACH-cs.

DLS.438
Level: C-INFO

Short Syntax:  DLS.438 sdlc trans to sec/nego idle st
for addr link_address nt network ID

Long Syntax: DLS.438 sdlc transition to secondary or
negotiable idle state for address link_address net
network ID

Description:  The sdlc link station specified is
transitioning to secondary or negotiable idle state.




DLS.439
Level: UE-ERROR

Short Syntax:  DLS.439 unexp sdlc test cmd for addr
link_address nt network 1D

Long Syntax:  DLS.439 unexpected sdlc test cmd for
address link_address net network ID

Description:  An unexpected test cmd frame was
received from the sdic link station specified.

DLS.440
Level: C-INFO

Short Syntax:  DLS.440 nego sdlc pu 2 sta; Icl role set
prim for addr link_address nt network ID

Long Syntax:  DLS.440 negotiable pu 2 link being set
primary for address link_address net network ID

Description: A PU 2 configured negotiable link is
being overridden to a primary role.

DLS.441
Level: UE-ERROR

Short Syntax:  DLS.441 unexp sdlc non-nxid recv for
pu 2 sec dev addr link_address nt network ID

Long Syntax: DLS.441 unexpected sdlc non-null xid
recv from primary for addr link_address net network ID

Description:  An unexpected XID type was received
for a secondary PU type 2 device from the primary sdic
link station specified.

DLS.442
Level: C-INFO

Short Syntax:  DLS.442 conn ind rcvd from prim sdlc
station addr link_address nt network ID

Long Syntax: DLS.442 connection indication received
from primary sdic station address link_address net
network ID

Description:  An indication that a primary SDLC link
station sent a SNRM was received from the sdlc link
station specified.

DLS.443
Level: UE-ERROR

Short Syntax:  DLS.443 conn ind rcvd in invld state
from sdlc sta to addr /ink_address nt network ID

Long Syntax: DLS.443 connection indication received
in invalid state from sdlc station to address link_address
net network ID

Description:  An indication that an SDLC link station
sent a SNRM in an invalid state was received from the
sdlc link station specified.

DLS.444
Level: UE-ERROR

Short Syntax:  DLS.444 unexp sdlc cs_confirm in state
state for addr link_address nt network ID

Long Syntax:  DLS.444 unexpected sdlc cs_confirm in
state state for address link_address net network ID

Description:  An unexpected cs_confirm event was
received for the sdlc link station specified.

DLS.445
Level: UE-ERROR

Short Syntax:  DLS.445 unexp xid recv from DLS for
sdlc pu 2 sec addr link_address nt network ID

Long Syntax:  DLS.445 unexpected sdic xid recv from
DLS for sdic addr link_address net network ID

Description:  An unexpected XID type was received
for a secondary PU type 2 device from the DLS layer.

DLS.446
Level: C-INFO

Short Syntax:  DLS.446 sdlc trans to sec
null_xid_pend st for addr link_address nt network ID

Long Syntax: DLS.446 sdlc transition to secondary
null_xid_pend state for address link_address net
network ID

Description:  The secondary sdlc link station specified
is transitioning to SEC_NULL_XID_PENDING state,
meaning that it is awaiting a response to a NULL XID
that was sent.

DLS.447
Level: C-INFO

Short Syntax:  DLS.447 sdlc trans to sec contact pnd
st for addr link_address nt network 1D

Long Syntax:  DLS.447 sdic transition to secondary
contact pending state for address link_address net
network ID

Description:  The secondary sdic link station specified
is transitioning to secondary contact pending state.
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DLS.448
Level: UI-ERROR

Short Syntax:  DLS.448 unexp rtn code from sdlc dI
conn rsp = rtn_code for addr link_address nt network ID

Long Syntax:  DLS.448 unexpected return code from
sdlc dI connect response = rtn_code for address
link_address net network ID

Description:  An attempt to send an sdlc connect
response returned an unexpected return code from the
DL.

DLS.449
Level: UI-ERROR

Short Syntax:  DLS.449 unexp sdlc contacted_rcv in
state state for addr link_address nt network ID

Long Syntax:  DLS.449 unexpected sdic
contacted_rcv in state state for address link_address
net network ID

Description:  An unexpected contacted_rcv event was
received for the sdlc link station specified.

DLS.450
Level: U-INFO

Short Syntax:  DLS.450 SDLC, link role secondary,
start_dl not honored, for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.450 SDLC, link role secondary,
start_dl not honored, for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description: A Start DL request from DLS to the
SDLC interface module was not honored because the
link role for the SDLC station was Secondary. This is
not an error. This is due to the fact that SDLC is an
unbalanced protocol that requires a secondary station to
be polled by a primary before it can respond or initiate
some action.

DLS.451
Level: C-INFO

Short Syntax:  DLS.451 sdlc recv NXID from DLS for
addr link_address nt network ID; dropped

Long Syntax: DLS.451 sdlc secondary recv a NXID
from DLS in sec_nxid_pend state for address
link_address net network ID

Description:  The secondary SDLC circuit initiation
logic has received and ignored a Null XID from the
neighbor router when it was expecting an XIDO (internal
state sec_nxid_pend). The Null XID is ignored, and the
XIDO is expected to follow.
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DLS.452
Level: C-INFO

Short Syntax:  DLS.452 nego sdlc pu 5 sta; Icl role set
prim for addr link_address nt network ID

Long Syntax:  DLS.452 negotiable pu 5 link being set
secondary for address link_address net network ID

Description: A PU 5 configured negotiable link is
being overridden to a secondary role.

DLS.454
Level: UE-ERROR

Short Syntax:  DLS.454 DLSw disabled no mem for

appnim struct

Long Syntax: DLS.454 DLSw forwarder disabled no
memory for appnim structures

Description:  The Data Link Switching forwarder has
been disabled because there was not enough memory
to create necessary appnim data structures.

DLS.455
Level: C-INFO

Short Syntax:  DLS.455 DLSw, Created a new
transport record for neighbor ip_address

Long Syntax:  DLS.455 DLSw, A new Transport record
was created successfully for a previously unknown
Neighbor at IP address ip_address

Description:  DLSw allocated a new control block for a
neighbor that was previously unknown. This neighbor
was learned either from group exploration or from
console definition.

DLS.456
Level: C-INFO

Short Syntax:  DLS.456 DLSw, Looping back
LOCAL-CONVERSION CONNECTION data!

Long Syntax: DLS.456 DLSw data being sent via
TCP is to be looped back to this same router

Description:  DLSw, A local connection transport has
attempted to send data over a TCP connection which
has a destination IP address of the same router. The
data will bypass TCP and be looped back to DLSw. This
is a normal message for local in-box SDLC
configurations.




DLS.457
Level: C-INFO

Short Syntax:  DLS.457 DLSw, Deleted transport
record for Neighbor ip_address

Long Syntax:  DLS.457 DLSw, A Transport record was
deleted successfully for a Neighbor at IP address
ip_address

Description:  DLSw deleted a tran_man entry for a
Neighbor which was previously known. It will have
deleted due to a lost TCP connection for a Dynamic
Neighbor or specific deletion at the console.

establishing a TCP connection. Passive Neighbors and
Passive Group members will send this message.

DLS.458
Level: C-INFO

Short Syntax:  DLS.458 TCP connection to Neighbor
ip_address has closed!

Long Syntax: DLS.458 The TCP connection to the
Neighbor at IP address ip_address has closed

Description:  DLSw has had a TCP connection to a
Neighbor close. This will either be due to the foreign
host dropping the connection or a lost connection. It
may also be due to the expiration of the Inactivity
Neighbor Termination Timer when a TCP connection
has become Idle.

DLS.459
Level: C-INFO

Short Syntax:  DLS.459 DLSw, Adding a Dynamic
transport record for Neighbor ip_address

Long Syntax: DLS.459 DLSw, A new Dynamic
Transport record was added successfully for a
previously unknown Neighbor at IP address ip_address

Description:  DLSw allocated a new Dynamic
Transport entry for a Neighbor which was previously
unknown. It will have been learned from a TCP
connection initiation when Dynamic Neighbors is
Enabled. It will be configured with the Dynamic
Neighbor TCP parameters.

DLS.461
Level: C-INFO

Short Syntax:  DLS.461 Received Unicast Capex
Request from ip_address

Long Syntax: DLS.461 A Unicast Capabilities
Exchange Request has been received from the DLSw
neighbor at ip_address

Description:  The DLSw UDP Interface module
received a Unicast Capabilities Exchange message from
a DLSw neighbor. The parsing module determined that
the message type is a Request.

DLS.462
Level: C-INFO

Short Syntax:  DLS.462 Sent Unicast Capex
Response to ip_address

Long Syntax:  DLS.462 A Unicast Capabilities
Exchange Response has been sent to the DLSw
neighbor at ip_address

Description:  The DLSw UDP Interface module has
sent a Unicast Capabilities Exchange Response
message to a DLSw neighbor. This is in response to a
Unicast Capabilities Exchange Request.

DLS.463
Level: C-INFO

Short Syntax:  DLS.463 Received Unicast Capex
Response from ip_address

Long Syntax: DLS.463 A Unicast Capabilities
Exchange Response has been received from the DLSw
neighbor at ip_address

Description:  The DLSw UDP Interface module
received a Unicast Capabilities Exchange message from
a DLSw neighbor. The parsing module determined that
the message type is a Response.

DLS.460
Level: C-INFO

Short Syntax:
to ip_address

DLS.460 Sent Unicast Capex Request

Long Syntax: DLS.460 A Unicast Capabilities
Exchange Request has been sent to the DLSw
neighbor at ip_address

Description:  The DLSw UDP Interface module has
sent a Unicast Capabilities Exchange Request message
to the DLSw neighbor. This is the result of a desire to
exchange information with the neighbor without

DLS.464
Level: C-INFO

Short Syntax:  DLS.464 ICANREACH-ex rcvd
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap Ifsize largest_frame_size

Long Syntax: DLS.464 ICANREACH-ex received for
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap Ifsize largest_frame_size

Description:  DLS has received a ICANREACH-ex for
the specified circuit.
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DLS.465
Level: UE-ERROR

Short Syntax:  DLS.465 DLSw disabled no mem for

group struct

Long Syntax: DLS.465 DLSw forwarder disabled no
memory for group protocol structures

Description:  The Data Link Switching forwarder has
been disabled because there was not enough memory
to create necessary group protocol data structures.

DLS.466
Level: C-INFO

Short Syntax: DLS.466 DLS, udpim did not create
transport control block for ip_address

Long Syntax: DLS.466 DLS, udpim did not create
transport control block for ip_address

Description:  DLS udpim module did not create a
transport control block for the incoming ip address. This
could be due to a lack of memory or dynamic neighbors
being disabled.

DLS.467
Level: C-INFO

Short Syntax:  DLS.467 DLS, udpim received an
invalid unicast/multicast packet from ip_address

Long Syntax: DLS.467 DLS, udpim received an
invalid unicast/multicast packet from ip_address

Description:  DLS udpim module receive an invalid
unicast or multicast packet from the incoming ip
address. The packet was discarded.

DLS.469
Level: UI-ERROR

Short Syntax:  DLS.469 QLLC config error: error_msg

Long Syntax: DLS.469 QLLC configuration error:

error_msg

Description:  There is an error in DLSw QLLC
configuration information, as indicated. DLSw has
skipped any invalid information and continued. A user
may correct the configuration and restart the router to
clear this problem.

DLS.470

Level: UI-ERROR

DLS.470 QLLC init error: error_msg
DLS.470 QLLC initialization error:

Short Syntax:

Long Syntax:
error_msg

Description:  There is an error initializing DLSw QLLC
support, as indicated. These are serious errors that
usually require software service to correct.

DLS.471
Level: C-INFO

Short Syntax: DLS.471 QLLC, event _id for intf
interface result_msg

Long Syntax: DLS.471 QLLC, event_id for interface
interface result_msg

Description:  An interface-level event occurred for the
specified interface. In general, these are normal events
that link and unlink DLSw to the underlying QLLC and
X.25 protocol layers.

DLS.468
Level: C-INFO

Short Syntax:  DLS.468 DLS, udpim attempted to
send an invalid unicast/multicast packet

Long Syntax: DLS.468 DLS, udpim attempted to send
an invalid unicast/multicast packet

Description:  DLS udpim module attempted to send an
invalid unicast or multicast packet. The packet was
discarded.
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DLS.472
Level: C-INFO

Short Syntax: DLS.472 QLLC, event_id for station_id
in state state more_info

Long Syntax: DLS.472 QLLC, event _id for station_id
in state state more_info

Description:  DLS passed the specified request to its

QLLC interface module. It usually does this in response
to a received SSP message from a DLSw partner, or in
response to a DLS timer event.




DLS.473
Level: C-INFO

Short Syntax: DLS.473 QLLC, event_id for station_id
in state state more_info

Long Syntax: DLS.473 QLLC, event id for station_id
in state state more_info

Description:  QLLC passed the specified Indicate or
Confirm to DLSw. Indicates are notifications of
asynchronous events (usually the arrival of a packet to
QLLC), and Confirms report the delayed success or
failure of Requests that DLSw previously issued to
QLLC.

DLS.477
Level: C-INFO

Short Syntax:  DLS.477 QLLC, Call from net interface
dte dte_address refused: reason

Long Syntax:  DLS.477 QLLC, Call from net interface
dte dte_address refused: reason

Description:  QLLC is refusing an incoming call for the
reason indicated. If DLSw is the intended recipient of
the call, this may indicate a user configuration error. If
some other QLLC user (e.g., APPN) is the intended
recipient of the call, it is normal for DLSw to refuse the
call.

DLS.474
Level: C-INFO

Short Syntax: DLS.474 QLLC, event id for station_id
in state state more_info

Long Syntax: DLS.474 QLLC, event _id for station_id
in state state more_info

Description:  DLSw passed the specified Request or
Response to QLLC. Requests are commands asking for
a service from QLLC, and Responses are DLSw’s
answer to an Indicate that QLLC previously gave to
DLSw. Note that Requests are normally logged following
the return of control to DLSw after issuing the
command, so that the return code from QLLC can be
included in the ELS message.

DLS.475
Level: UE-ERROR

Short Syntax:  DLS.475 QLLC, event_id for station _id
in unexp state state more_info

Long Syntax: DLS.475 QLLC, event id for station_id
in unexpected state state more_info

Description:  The DLSw QLLC interface module has
received an event notification from DLS or from QLLC in
an unexpected state. This does not always interfere with
successful operation, but if it does, contact service.

DLS.478
Level: C-INFO

Short Syntax: DLS.478 QLLC, Call accept pend for
net interface dte dte_address, call_type

Long Syntax: DLS.478 QLLC, Call accept pending for
net interface dte dte_address, call_type

Description:  QLLC is taking ownership of an incoming
call, and is beginning to contact remote DLSw partners
to search for the associated destination resource. If this
search is successful, DLSw will later accept the call
completely. The call_type parameter indicates whether
this call is from a QLLC device configured to DLSw, or
is dynamic.

DLS.479
Level: UE-ERROR

Short Syntax:  DLS.479 QLLC, role conflict for
station_id: reason

Long Syntax: DLS.479 QLLC, role conflict for
station_id: reason

Description:  An event has occurred indicating a QLLC
link station role (primary or secondary) that is
inconsistent with configured or previous discovered
information. The exact conflict is described in the
"reason” part of this message.

DLS.476
Level: C-INFO

Short Syntax:  DLS.476 QLLC, Call Ind from net
interface dte addr dte_address

Long Syntax: DLS.476 QLLC, Call Indicate from net
interface dte address dte_address

Description:  QLLC has received a Call Request
packet from the network and is giving DLSw an
opportunity to accept the call. This message should be
followed by others indicating how DLSw responded.

DLS.480
Level: C-INFO

Short Syntax:  DLS.480 QLLC, event_id for station_id
in state state more_info

Long Syntax: DLS.480 QLLC, event _id for station_id
in state state more_info

Description:  An internal event has occurred that is not
covered by the description of other station-level
messages. This is a normal event, and is described by
the "event_id" part of this message.
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DLS.481
Level: UI-ERROR

Short Syntax:  DLS.481 QLLC, event id for station_id
in state state more_info

Long Syntax: DLS.481 QLLC, event id for station_id
in state state more_info

Description:  An error event has occurred that is not
covered by the description of other station-level
messages. These are unusual events that may result in
circuit establishment failure and need to be reported to
service.

DLS.482
Level: UE-ERROR

Short Syntax:  DLS.482 QLLC, no dest MAC/SAP
defined for station_id, search aborted

Long Syntax: DLS.482 QLLC, no destination
MAC/SAP defined for station_id, search aborted

Description:  An event has occurred that normally
would have caused DLSw to explore for and initiate a
connection to the destination MAC/SAP defined for the
QLLC station. Because the user has not configured a
destination MAC/SAP pair, it is not possible to explore
for that destination. The event is ignored.

DLS.483
Level: C-INFO

Short Syntax:  DLS.483 QLLC, event _id rcvd for
source_mac_addr-> dest_mac_addr, sap source_sap->
dest sap

Long Syntax: DLS.483 QLLC, event_id received for
source_mac_addr-> dest_mac_addr, sap source_sap->
dest_sap

Description:  DLS passed the specified event to its
QLLC interface module.

DLS.484
Level: C-INFO

Short Syntax:  DLS.484 DLC, station_id mtu reduced
old_mtu to new_mtu per rcvd XID_ xid_format

Long Syntax: DLS.484 DLC, station station_id mtu
reduced from old_mtu to new_mtu per received XID_
xid_format

Description:  DLSw has received a SNA XID from the
specified station indicating that it cannot handle
receiving frames of the configured MTU size. DLSw has

therefore reduced the effective MTU size for this station.

This message is common to the DLCs that DLSw
supports; the station id indicates the DLC type involved.
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DLS.485
Level: UI-ERROR

Short Syntax:  DLS.485 QLLC, station_id automatically
disabled by Register Req failure

Long Syntax:  DLS.485 QLLC, station_id automatically
disabled by Register Req failure

Description:  DLSw has attempted to register a
configured PVC with the X.25 stack, and X.25 has
rejected this request. DLSw automatically disables its
PVC definition so that this failure will not repeat forever.
The probable causes of this problem are that the PVC
is not configured in X.25, or it is configured but for a
protocol other than DLS. The user should fix X.25
configuration and restart the router. The disabling of the
PVC in DLSw will not survive the restart.

DLS.486
Level: C-INFO

Short Syntax:  DLS.486 QLLC, XID FSM for
station_id: event_id in xid state old_state, role role;
action= action, new state= new_state

Long Syntax: DLS.486 QLLC, XID FSM for station_id:
event_id in xid state old_state, role role; action= action,
new state= new_state

Description:  The DLSw QLLC interface maintains an
XID state machine to control XIDs flowing to and from
DLS and the QLLC device. This message indicates that
the FSM was called, and shows its inputs and outputs.

DLS.487
Level: C-INFO

Short Syntax: DLS.487 LLC, frame_type frame sent,
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.487 LLC, frame_type frame sent,
source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description: A TEST or XID frame was successfully
sent to the Channel.

DLS.488
Level: UI-ERROR

Short Syntax:  DLS.488 No mem to create LLC
address map for Channel mac address
dest_mac_address

Long Syntax: DLS.488 No mem to create LLC
address map for Channel mac address
dest_mac_address

Description:  Due to a memory shortage condition,
LLCIM could not create an address map entry for the



specifed mac address. DLSw cannot forward traffic to
the Channel assigned this mac address.

DLS.489
Level: C-INFO

Short Syntax:  DLS.489 LLC, frame_type frame send
failed, source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.489 LLC, frame_type frame send
failed, source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  LLC was unsuccessful sending a TEST
or XID frame to the Channel. This condition could be a
result of incorrect DLSw and/or Channel configuration.

DLS.490
Level: UI-ERROR

Short Syntax:  DLS.490 DLS Dropping an unsupported
SSP version packet received from ip_addn

Long Syntax:  DLS.490 DLS Dropping an unsupported
SSP version packet received from ip_addr!

Description:  An unsupported SSP version packet was
received from a DLSw neighbor and dropped.

DLS.491
Level: UE-ERROR

Short Syntax: DLS.491 DLSw disabled no mem for

MAC list struct

Long Syntax: DLS.491 DLSw forwarder disabled no
memory for MAC list structures

Description:  The Data Link Switching forwarder has
been disabled because there was not enough memory
to create necessary MAC list data structures.

DLS.492
Level: UI-ERROR

Short Syntax: DLS.492 DLS, FAILED to send
DATAFRAME to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.492 DLS, FAILED to send
DATAFRAME to ip_address for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description: A DATAFRAME SSP control message
was not sent because either there are no buffers or the
DLSw partner does not support the source sap in its
DLSw capabilities exchange SAP list.

DLS.493
Level: C-INFO

Short Syntax:  DLS.493 DLS, Broadcast DATAFRAME
sent for source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Long Syntax: DLS.493 DLS, Broadcast DATAFRAME
sent for source_mac_address-> dest_mac_address, sap
source_sap-> dest_sap

Description:  While processing Ul-frame for a given
destination, DLS sent out broadcast DATAFRAME via
multicast UDP.

DLS.494
Level: C-INFO

Short Syntax:  DLS.494 DLS, Broadcast DATAFRAME
unsuccessful for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.494 DLS, Broadcast DATAFRAME
unsuccessful for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Description:  The router could not send DATAFRAME
to any DLSw partners. Either there are no DLSw
partners with transport connections in the proper state,
no DLSw partners that support circuits for the requested
SAPs, or the router could not allocate buffers for
sending the DATAFRAME.

DLS.495
Level: C-INFO

Short Syntax:  DLS.495 DLS, Broadcast
NETBIOS_NQ_ex sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap Ifsize
largest_frame_size

Long Syntax: DLS.495 DLS, Broadcast
NETBIOS_NQ_ex sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap Ifsize
largest_frame_size

Description:  While processing Ul-frame for a given
destination, DLS sent out broadcast NETBIOS_NQ_ex
via multicast UDP.

DLS.496
Level: C-INFO

Short Syntax:  DLS.496 DLS, Broadcast
NETBIOS_ANQ sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap

Long Syntax: DLS.496 DLS, Broadcast
NETBIOS_ANQ sent for source_mac_address->
dest_mac_address, sap source_sap-> dest_sap
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Description:  While processing Ul-frame for a given
destination, DLS sent out broadcast NETBIOS_ANQ via
multicast UDP.

DLS.497
Level: UE-ERROR

Short Syntax:  DLS.497 DLSw disabled no mem for
circuit priority overrides

Long Syntax:  DLS.497 DLSw forwarder disabled no
memory for circuit priority overrides

Description:  The Data Link Switching forwarder has
been disabled because there was not enough memory
to create necessary circuit priority override structures.

DLS.498
Level: UI-ERROR

Short Syntax: DLS.498 DLS, SSP msg rcvd from
ip_address, msg_length too large, frame dropped

Long Syntax: DLS.498 DLS, SSP message received
from jp_address has a msg_length greater than the
largest packet size which can be processed. It has been
dropped.

Description:  DLS forwarder received a Switch to
Switch Protocol message over TCP that had a message
length greater than the largest packet size which can be
processed. The frame has been dropped. The
system-wide setting of PACKET-SIZE on the specified
Neighbor should be reviewed.

DLS.499
Level: UI-ERROR

Short Syntax:  DLS.499 DLSw SDLC link
non-switched, SDLC link nt network ID switched
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Long Syntax: DLS.499 DLSw SDLC link is configured
at non-switched, but SDLC link net network ID is
configured as switched

Description:  DLSw detected an invalid configuration
condition. A DLSw SDLC link station has been
configured as non-switched. For the same interface,
SDLC was configued as switched. Fix the configuration
and restart the router.

DLS.500
Level: UI-ERROR

Short Syntax:  DLS.500 DLSw SDLC link switched,
SDLC link nt network ID non-switched

Long Syntax: DLS.500 DLSw SDLC link is configured
at switched, but SDLC link net network ID is configured
as non-switched

Description:  DLSw detected an invalid configuration
condition. A DLSw SDLC link station has been
configured as switched. For the same interface, SDLC
was configued as non-switched. Fix the configuration
and restart the router.

DLS.501
Level: UI-ERROR

Short Syntax:  DLS.501 Invalid interface number
interface in Interface/SAP List record

Long Syntax:  DLS.501 Invalid interface number
interface in Interface/SAP List record

Description:  DLSw detected an invalid configuration
parameter at start-up time. The interface on which
DLSw is to open a list of LLC SAPs does not exist on
the router. You should change the configuration and
restart the router.



Chapter 22. Digital Network Architecture Phase IV (DN)

This chapter describes Digital Network Architecture Phase IV (DN) messages. For
information on message content and how to use the message, refer to the

Introduction.

DN.001
Level: UE-ERROR

Short Syntax:  DN.001 event 4.0: Aged pkt loss;
source_area. source_node -> destination_area.
destination_node

Long Syntax: DN.001 event 4.0: Aged packet loss;
packet from source_area. source_node to
destination_area. destination_node

Description: A packet has had too many visits through
routers going between the specified nodes. If return to
sender was requested, the packet will be returned to the
originator. Otherwise, it will be dropped.

Cause: The router's EXECUTOR MAXIMUM VISITS is
too small.

Action:  Increase EXECUTOR MAXIMUM VISITS to be
larger the number of hops between the two most distant
nodes in the network.

Cause: There is a temporary routing loop due to an
unreachable node.

Action:  Unless the problem is persistent, there should
be no need for corrective action. Routing loops usually
go away within a minute when a node goes down.

DN.002
Level: CE-ERROR

Short Syntax:  DN.002 event 4.1: Node unreach pkt
loss; source _area. source_node -> destination_area.
destination_node, cir number net network_name

Long Syntax: DN.002 event 4.1: Node unreachable
packet loss; packet from source_area. source_node to
destination_area. destination_node, circuit number
network network_name

Description:  Packet was received on the specified
network for unreachable destination. If return to sender
was requested, the packet will be returned to the
originator. Otherwise, it will be dropped.

Cause: The originator is attempting to contact a
non-existent node.

Action: If the originator supplied a host address, it
should be corrected. If the originator supplied a host
name, the node name to the address translation may be
out of date. Use the DEFINE NODE "name” ADDRESS
command on the originating node to correct the
permanent database.
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Cause: There is no route to the destination node in
the routing database.

Action: Do a SHOW ACTIVE NODES to see if the
destination node is reachable. Check the circuit(s) that
could be used to reach this node.

Cause: There is no route to the destination area in the
routing database.

Action: Do a SHOW ACTIVE AREA to see if the area
of the destination node is reachable. Check the circuit(s)
that could be used to reach this area.

DN.003
Level: UI-ERROR

Short Syntax:  DN.003 event 4.2: Node out-of-range
pkt loss; source_area. source_node -> destination_area.
destination_node, cir number net network_name

Long Syntax: DN.003 event 4.2: Node out-of-range
packet loss; packet from source_area. source_node to
destination_area. destination_node, circuit number
network network_name

Description:  Packet was received on the specified
network for node address beyond EXECUTOR
MAXIMUM ADDRESS. If return to sender was
requested, the packet will be returned to the originator.
Otherwise, it will be dropped.

Cause: EXECUTOR MAXIMUM ADDRESS set too
low.

Action: Increase EXECUTOR MAXIMUM ADDRESS.

Cause: Destination node’'s EXECUTOR NODE
ADDRESS set too high.

Action: Decrease destination node’s EXECUTOR
NODE ADDRESS.

Cause: The originator is attempting to contact a
non-existent node, which also has too high an address.

Action: If the originator supplied a host address, it
should be corrected. If the originator supplied a host
name, the node name to address translation may be out
of date. Use the DEFINE NODE "name” ADDRESS
command on the originating node to correct the
permanent database.

DN.004
Level: UE-ERROR
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Short Syntax:  DN.004 event 4.3: Ovsize pkt loss;
source_area. source_node -> destination_area.
destination_node, cir number net network _name

Long Syntax: DN.004 event 4.3: Oversized packet
loss; packet from source_area. source_node to
destination_area. destination_node, circuit number
network network_name

Description:  Packet was received that is larger than
the blocksize of the output circuit chosen to the
destination. The packet will be dropped.

Cause: Originating host has a larger EXECUTOR
BUFFER SIZE than the receiving host can accept.

Action: Correct EXECUTOR BUFFER SIZE on
originating host.

Cause: Intervening circuit has too small a packet size.

Action:  Ensure that originating host's EXECUTOR
BUFFER SIZE is smaller than the circuit with the lowest
packet size. (Since Ethernet has the smallest blocksize,
this is not likely.)

DN.005
Level: UE-ERROR

Short Syntax:  DN.005 event 4.4: Pkt format err; data
packet source_area. source_node -> destination_area.
destination_node, cir number net network_name

Long Syntax:  DN.005 event 4.4: Packet format error;
long data packet from source_area. source _node to
destination_area. destination_node, circuit number
network network_name

Description: A Long Data Packet was received with
invalid header data, on the specified circuit. The packet
will be dropped.

Cause: First 4 bytes of source or destination ID are
not HIORD.

Action:  Correct programming error in sending node, or
find source of data corruption.

Cause: The reserved D-AREA or S-AREA fields of the
long data packet are not zero.

Action:  Correct programming error in sending node, or
find source of data corruption.

DN.006
Level: UE-ERROR

Short Syntax:  DN.006 event 4.4: Pkt format err;
endnode hello from source_area. source_node, cir
number net network_name

Long Syntax: DN.006 event 4.4: Packet format error;
endnode hello message from source_area.
source_node, circuit number network network_name
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Description:  An Endnode Hello Message was
received with invalid header data on the specified
circuit. The packet will be dropped.

Cause: The node type in the IINFO field is not
endnode, or the first 4 bytes of the ID field are not
HIORD.

Action:  Correct programming error in sending node, or
find source of data corruption.

DN.007
Level: UE-ERROR

Short Syntax:  DN.007 event 4.4: Pkt format err; Ivl
router_level route from source area. source _node, cir
number net network_name

Long Syntax: DN.007 event 4.4: Packet format error;
level router_level routing message from source_area.
source_node circuit number network network _name

Description: A Level 1 or 2 Routing Message was
received with a formatting error within the routing data.
The packet will be dropped. In the case of an error in
the routing data, the data up to the error will be
processed.

Cause: The packet ends with a SEGMENT that does
not contain as many RTGINFO entries as the COUNT
claims.

Action:  Correct programming error in sending node, or
find source of data corruption.

DN.008
Level: UE-ERROR

Short Syntax:  DN.008 event 4.4: Pkt format err; short
pkt from source_area. source_node, cir number net
network_name

Long Syntax: DN.008 event 4.4: Packet format error;
packet too short from source_area. source_node, circuit
number network network_name

Description: A packet too short to contain its header
was received. The packet will be dropped.

Cause: Long Data Packet less than 21 bytes long
(excluding padding).

Cause: Endnode Hello Message less than 31 bytes
long.

Cause: Endnode Hello Message not long enough to
contain the test data indicated by the byte count in the
test data.

Cause: Router Hello Message less than 27 bytes long.
Cause: Routing Message less than 6 bytes long.

Action:  Correct programming error in sending node, or
find source of data corruption.



DN.009
Level: UE-ERROR

Short Syntax:  DN.009 event 4.4: Pkt format err; router
hello from source_area. source_node cir number net
network_name

Long Syntax: DN.009 event 4.4: Packet format error;
router hello message from source_area. source_node
circuit number network network_name

Description: A Router Hello Message was received
with invalid header data. The packet will be dropped.

Cause: The node type in the INFO field is not level 1
or 2 router, or the first 4 bytes of the ID field are not
HIORD.

Action:  Correct programming error in sending node, or
find source of data corruption.

DN.010
Level: UE-ERROR

Short Syntax:  DN.010 event 4.4: Pkt format err; unkn
typ, cir number net network_name, hdr first 21 bytes

Long Syntax: DN.010 event 4.4: Packet format error;
unknown type, circuit number network network_name,
header first 21 bytes

Description: A packet with an invalid or unsupported
flags field was received. The first 21 bytes of the header
are dumped.

Cause: The first byte of the message is not one of
Long Data Packet, Endnode Hello, Router Hello, Level
1 Routing, or Level 2 Routing.

Action:  Correct programming error in sending node, or
find source of data corruption.

DN.012
Level: UE-ERROR

Short Syntax:  DN.012 event 4.4: Pkt format err; vers
skew, flags FLAGS, cir number net network_name

Long Syntax: DN.012 event 4.4: Packet format error;
version skew in long data packet, flags FLAGS, circuit
number network network _name

Description: A Long Format Data Packet was
received with the version bit set in the flags field. The
packet will be dropped.

Cause: Programming error in sending node, or data
corruption.

DN.013
Level: CI-ERROR

Short Syntax:  DN.013 event 4.5: Part rting upd loss;
area area_number from source_area. source_node, cir
number net network _name

Long Syntax: DN.013 event 4.5: Partial routing
update loss; area area_number in level 2 routing
message from source_area. source_node, circuit
number network network _name

Description: A Level 2 Routing Message contained
reachable routes to area(s) higher than this router’s
EXECUTOR MAXIMUM AREA. Only the highest
reachable area will be logged. Routes to unreachable
(infinite cost) areas are not complained about.

Cause: This routers EXECUTOR MAXIMUM AREA is
lower than the highest reachable area in the network.

Action:  Correct EXECUTOR MAXIMUM AREA, or
change area number of offending area.

DN.014
Level: CI-ERROR

Short Syntax:  DN.014 event 4.5: Part rting upd loss;
node node_number from source_area. source_node, cir
number net network_name

Long Syntax: DN.014 event 4.5: Partial routing
update loss; node node_number in level 1 routing
message from source_area. source_node, circuit
number network network_name

Description: A Level 1 Routing Message contained
reachable routes to node(s) higher than this router’s
EXECUTOR MAXIMUM ADDRESS. Only the highest
reachable node will be logged. Routes to unreachable
(infinite cost) nodes are not complained about.

Cause: This routers EXECUTOR MAXIMUM
ADDRESS is lower than the highest reachable node in
the network.

Action: Correct EXECUTOR MAXIMUM ADDRESS, or
change node number of offending node.

DN.015
Level: UE-ERROR

Short Syntax:  DN.015 event 4.11: Init fail; inval data
from source _area. source _node cir number net
network_name

Long Syntax: DN.015 event 4.11: Initialization failure,
line fault; adjacent node listener received invalid data
from node source area. source node circuit number
network network_name
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Description:  The (optional) test data in an Endnode
Hello Message was not valid, differing from the
expected test pattern of 252 octal. The adjacency will
not be accepted.

Cause: Data corruption on network.

DN.016
Level: UE-ERROR

Short Syntax:  DN.016 event 4.13: Init fail; endnode
source_area. source_node out of range, cir number net
network_name

Long Syntax: DN.016 event 4.13: Initialization failure,
operator initiated; adjacent endnode source_area.
source_node out of range, circuit number network
network_name

Description:  An Endnode Hello Message was
received from the specified node, but its node address
exceeds the EXECUTOR MAXIMUM ADDRESS. No
adjacency will be created.

Cause: Endnode node address too high.
Action: Correct endnode node address.

Cause: Router's EXECUTOR MAXIMUM ADDRESS
too low.

Action: Increase router's EXECUTOR MAXIMUM
ADDRESS.

DN.O17
Level: UE-ERROR

Short Syntax:
node out of range, cir number net network_name

Long Syntax: DN.017 event 4.13: Initialization failure,
operator initiated; adjacent router area. node out of
range, circuit number network network_name

Description: A Router Hello Message was received
from the specified node, but there is a problem with it's
node address. The node address exceeds the
EXECUTOR MAXIMUM ADDRESS or the area address
exceeds the EXECUTOR MAXIMUM AREA or the node
or area number is zero. No adjacency will be created.

Cause: Source router's node address too high.
Action:  Correct source router’s node address.

Cause: This router's EXECUTOR MAXIMUM
ADDRESS too low.

Action: Increase this router's EXECUTOR MAXIMUM
ADDRESS.

Cause: Source router’s area address too high.
Action: Correct source router’s area address.

Cause: This router's EXECUTOR MAXIMUM AREA
too low.
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DN.017 event 4.13: Init fail; router area.

Action: Increase this router's EXECUTOR MAXIMUM
AREA.

Cause: Remote router using node or area O.

Action:  Correct programming error on remote node.

DN.018
Level: UE-ERROR

Short Syntax:  DN.018 event 4.13: Init fail; bick sz size
too sm frm area. node, cir number net network _name

Long Syntax: DN.018 event 4.13: Initialization failure,
operator initiated; adjacent node block size size too
small from router area. node, circuit number network
network_name

Description: A router hello is offering a blocksize that
is too small to support area routing. The blocksize must
be large enough to receive a Level 2 Routing Message
with all 63 areas in it. The adjacency will be rejected.

Cause: Adjacent router has a block size less than 80.
Action:  Correct block size on adjacent router.

Cause: Software error in adjacent router.

Action:  Correct software error.

Cause: Line error causing data corruption.

Action: Examine network error counters.

DN.019
Level: UE-ERROR

Short Syntax:  DN.019 event 4.13: Init fail; vers skew (
Version_number. ECO_number. user_ECO_number)
node area. node, cir number net network_name

Long Syntax: DN.019 event 4.13: Initialization failure;
version skew ( Version_number. ECO_number.
user_ECO_number) node area. node, cir number net
network _name

Description: A Router Hello Message was received

with a Routing Layer version number lower than 2.0.0.
No adjacency will be created. (Messages with version
numbers exceeding 2.0.0 are dropped silently, per the
DECnet specifications.)

Cause: Attempt to have adjacency with Phase Il
router.

Action:  Adjacencies with Phase Il routers are not
supported, reconfigure network.




DN.020
Level: U-INFO

Short Syntax:  DN.020 event 4.14: Node reach
change; node area. node reachable

Long Syntax: DN.020 event 4.14: Node reachability
change; node area. node reachable

Description:  The specified node is now reachable,
either due to an endnode adjacency with the node, or
by being included in a Level 1 Routing Message.

DN.021
Level: U-INFO

Short Syntax:  DN.021 event 4.14: Node reach
change; node area. node unreachable

Long Syntax: DN.021 event 4.14: Node reachability
change; node area. node unreachable

Description:  The specified node is now unreachable.
Cause: Circuit to the node down.

Action:  See if earlier message was circuit down
(Event 5.0).

Cause: Endnode adjacency down.

Action:  See if earlier message was adjacency down
(Event 4.18). Could be due to node down, or due to
failure of network connection on that machine.

Cause: Intervening node down.

Action:  See if the necessary routers are reachable.
Cause: Node down.

Action:  Verify whether node is up.

Cause: Cost to node exceeds EXECUTOR MAXIMUM
COST.

Action:  Verify that EXECUTOR MAXIMUM COST is
large enough to span the network.

Cause: Cost to node exceeds EXECUTOR MAXIMUM
HOPS.

Action:  Verify that EXECUTOR MAXIMUM HOPS is
large enough to span the network.

DN.022
Level: C-INFO

Short Syntax:  DN.022 event 4.15: Adj up; new
endnode area. node cir number net network_name

Long Syntax: DN.022 event 4.15: Adjacency up; new
endnode area. node circuit number network
network_name

Description:  There is now an adjacency with the
specified endnode on the specified network.

Cause: Received valid endnode hello message.

DN.023
Level: C-INFO

Short Syntax:  DN.023 event 4.15: Adj up; new router
area. node cir number net network_name

Long Syntax: DN.023 event 4.15: Adjacency up; new
router area. node circuit number network network_name

Description:  There is now an adjacency with the
specified router on one of the directly connected
networks. Level 1 (and 2) Routing Messages will now
be accepted from this node.

Cause: Received valid router hello message
containing this router’s node-id in the R/S-LIST.

DN.024
Level: UI-ERROR

Short Syntax:  DN.024 event 4.16: Adj rej; table full for
endnode area. node, cir number net network_name

Long Syntax: DN.024 event 4.16: Adjacency rejected;
table too full for endnode area. node, circuit number
network network_name

Description:  An Endnode Hello Message has been
received from a new endnode, but there are too many
endnode adjacencies, and the table is full. No
adjacency will be created until another endnode
adjacency times out.

Cause: There are more than EXECUTOR MAXIMUM
BROADCAST NONROUTERS endnodes with
adjacencies to this router.

Action: Increase EXECUTOR MAXIMUM
BROADCAST NONROUTERS.

DN.025
Level: UI-ERROR

Short Syntax:  DN.025 event 4.16: Adj rej; table full for
rtr source, cir number net network_name

Long Syntax: DN.025 event 4.16: Adjacency rejected;
table too full for router source, circuit number network
network_name

Description: A Router Hello Message has been
received from a new router, but there are too many
router adjacencies, and the table is full. No adjacency
will be created until another router adjacency times out.
No routes will be accepted from this router, since there
is no adjacency.

Cause: There are more than EXECUTOR MAXIMUM
BROADCAST ROUTERS endnodes with adjacencies to
this router.
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Action: Increase EXECUTOR MAXIMUM
BROADCAST ROUTERS.

DN.026
Level: UI-ERROR

Short Syntax:  DN.026 event 4.16: Adj rej; too many
rtrs for node source, cir number net network_name

Long Syntax: DN.026 event 4.16: Adjacency rejected;
too many routers for node source, circuit number
network network _name

Description: A Router Hello Message has been
received from a new router on the specified circuit, but
there are too many router adjacencies on this circuit,
and the table is full. No adjacency will be created until
another router adjacency on this circuit times out. No
routes will be accepted from this router, since there is
no adjacency.

Cause: There are more than CIRCUIT MAXIMUM
ROUTERS endnodes with adjacencies to this router.

Action: Increase CIRCUIT MAXIMUM ROUTERS.

DN.027
Level: U-INFO

Short Syntax: DN.027 event 4.17: Area reach change;
area area reachable

Long Syntax: DN.027 event 4.17: Area reachability
change; area area reachable

Description:  The specified area is now reachable due
to being included in a Level 2 Routing Message.

DN.028
Level: U-INFO

Short Syntax:  DN.028 event 4.17: Area reach change;
area area unreachable

Long Syntax: DN.028 event 4.17: Area reachability
change; area area unreachable

Description:  The specified area is now unreachable,
due to a circuit going down, a router adjacency timing
out, an endnode adjacency timing out, or by the cost to
that node exceeding EXECUTOR MAXIMUM COST. A
preceding message should indicate the cause.

Cause: Circuit to the area down.

Action:  See if earlier message was circuit down
(Event 5.0).

Cause: Adjacent router down.

Action:  See if earlier message was adjacency down
(Event 4.18) for the router to the area.

Cause: Intervening router down.

Action:  See if the necessary routers are reachable.
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Cause: Cost to area exceeds EXECUTOR AREA
MAXIMUM COST.

Action:  Verify that EXECUTOR AREA MAXIMUM
COST is large enough to span the network.

Cause: Hops to area exceeds EXECUTOR AREA
MAXIMUM HOPS.

Action:  Verify that EXECUTOR AREA MAXIMUM
HOPS is large enough to span the network.

DN.029
Level: UE-ERROR

Short Syntax:  DN.029 event 4.18: Adj dwn; invalid
data from area. node cir number net network_name

Long Syntax:  DN.029 event 4.18: Adjacency down,
line fault; adjacent node listener received invalid data
from node area. node circuit number network
network_name

Description:  The (optional) test data in an Endnode
Hello Message was not valid, differing from the
expected test pattern of 252 octal. The adjacency will
be taken down.

Cause: Data corruption on network, or software error
in remote node.

DN.030
Level: UE-ERROR

Short Syntax:  DN.030 event 4.18: Adj dwn: node
area. node chng to endnode, cir number net
network_name

Long Syntax:  DN.030 event 4.18: Adjacency down:
node area. node changed to endnode, circuit number
network network_name

Description:  An Endnode Hello Message has been
received from a node that had previously been a router
adjacency. The existing router adjacency will be taken
down, and an endnode adjacency created.

Cause: This would occur if the type of the of the
adjacent node was changed quickly.

Action: Do not change node types without taking them
down first.

Cause: Two nodes of different type at the same
address.

Action:  Ensure that node ID’s are unique.




DN.031
Level: UE-ERROR

Short Syntax:  DN.031 event 4.18: Adj dwn: router
area. node chng type, cir number net network_name

Long Syntax: DN.031 event 4.18: Adjacency down:
router area. node changed type, cir number net
network_name

Description: A Router Hello Message has been
received from a node whose existing adjacency was for
the other type of router (level 1 versus level 2). The
existing router adjacency will be taken down, and a new
router adjacency created.

Cause: The type of the adjacent node was chnaged
quickly.

Action: Do not change node types without taking them
down first.

Cause: Two nodes of different type at the same
address.

Action:  Ensure that node ID’s are unique.

DN.032
Level: C-INFO

Short Syntax: DN.032 event 4.18: Adj dwn; cir
number net network_name down to node area. node

Long Syntax: DN.032 event 4.18: Adjacency down;
circuit number network network_name down to node
area. node

Description:  The specified adjacency has gone down.
All routes through this adjacency will be deleted.

Cause: The associated circuit has gone down.

Action:  See if earlier message was circuit down
(Event 5.0).

Cause: A Router Hello Message was received from a
higher priority router.

Action:  See if earlier message was adjacency reject
(Event 4.16).

DN.033
Level: C-INFO

Short Syntax:  DN.033 event 4.18: Adj dwn; node
area. node, cir number net network_name timed out

Long Syntax: DN.033 event 4.18: Adjacency down;
node area. node, circuit number network network _name
timed out

Description:  The specified adjacency has gone down
because a Router Hello Message has not been heard
from the adjacency for three times the hello time
presented in the adjacency’s Router Hello Message (the

adjacency’s CIRCUIT HELLO TIMER). All routes
through this adjacency will be deleted.
Cause: Node down.
Action:  Check status of node.
Cause: Node disconnected from network.

Action:  Check circuit and line status on node.

DN.034
Level: UE-ERROR

Short Syntax:  DN.034 event 4.18: Adj dwn; Ivl 1 route
from area. node, cir number net network_name, cksum
received_checksum, expct correct_checksum

Long Syntax: DN.034 event 4.18: Adjacency down; Ivl
1 route from area. node, circuit number network
network_name, checksum received_checksum,
expected correct_checksum

Description: A Level 1 Routing Message was received
with an invalid checksum. The packet will be dropped,
and the adjacency with the router will be taken down.
Cause: Data corruption error.

Action:  Check network error counters.
Cause: Programming error at remote node.

Action:  See if error is consistent from a particular
node.

DN.035
Level: UE-ERROR

Short Syntax:  DN.035 event 4.18: Adj dwn; Ivl 2 route
from area. node, cir number net network _name, cksum
received_checksum, expct correct_checksum

Long Syntax: DN.035 event 4.18: Adjacency down; Ivl
2 route from area. node, circuit number network
network _name, checksum received checksum,
expected correct_checksum

Description: A Level 2 Routing Message was received
with an invalid checksum. The packet will be dropped,
and the adjacency with the router will be taken down.
Cause: Data corruption error.

Action:  Check network error counters.
Cause: Programming error at remote node.

Action:  See if error is consistent from a particular
node.
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DN.036
Level: C-INFO

Short Syntax:  DN.036 event 4.19: Adj dwn: dropped
by rtr area. node, cir number net network_name

Long Syntax: DN.036 event 4.19: Adjacency down,
operator initiated: dropped by router area. node, circuit
number network network_name

Description: A Router Hello Message has been
received from a router that we have an adjacency with,
but does not include our address in the router state list.
The adjacency will be taken down, and will not come
back up until our address is in the router state list.

Cause: Adjacent router restarted.

Cause: One-way communication. While this router can
receive packets from the adjacent router, the adjacent
router cannot receive packets from this router.

Action:  Ensure that there is two-way communication
on the circuit.

DN.037
Level: U-INFO

Short Syntax:  DN.037 event 5.0: Circ dwn; cir number
net network_name

Long Syntax: DN.037 event 5.0: Circuit down; cir
number net network_name

Description: A circuit has gone down. All adjacencies
via this circuit will be taken down.

Cause: Self-test failure.

Action:  Look for self-test error messages, check
status of interface.

Cause: Disabling circuit via CGWCON, by the SET
CIRCUIT STATE OFF command, or by the SET
EXECUTOR STATE OFF command.

DN.038
Level: U-INFO

Short Syntax:  DN.038 event 5.0: Circ up; cir number
net network_name

Long Syntax: DN.038 event 5.0: Circuit up; cir
number net network_name

Description: A circuit has gone up, due either to
enabling the circuit via CGWCON, due to a self-test
success, by the NCP SET CIRCUIT STATE ON
command, or by the NCP SET EXECUTOR STATE ON
command. The router will start sending router hellos on
the circuit.

178 ELS Messages Guide

DN.039
Level: UI-ERROR

Short Syntax:  DN.039 event 5.14: Send fail; rsn
reason_code, source -> destination cir number net
network_name

Long Syntax: DN.039 event 5.14: Send failure on line;
reason reason_code, packet from source to destination
cir number net network_name

Description:  The sending of a packet being forwarded
failed. The reason_code is the internal error code for
the failure.

Cause: Miscellaneous handler error. (Reason code 1.)

Action:  Check for error messages from handler for
network_name.

Cause: Output queue overflow, or other flow control.
(Reason code 2.)

Action:  Alleviate congestion.

Cause: Network down. (Reason code 3.)
Action:  See why handler thinks network is down.

Cause: Dropped by handler to avoid looping, or bad
broadcast. (Reason code 4.)

Action:  Check configuration.
Cause: Host down. (Reason code 5.)

Action:  See why handler thinks host is down.

DN.040
Level: P-TRACE
Short Syntax:  DN.040 source -> destination

Long Syntax:
to destination

DN.040 Forwarding packet from source

Description:
another.

Forwarding a packet from one node to

DN.041
Level: P-TRACE

Short Syntax: DN.041 MOP Req ID pkt rcvd frm
MAC_address cir number net network_name

Long Syntax: DN.041 MOP Request ID packet
received from node MAC_address circuit number
network network_name

Description: A DECnet Maintenance Operations
Protocol MOP Request System ID packet was received
from the specified node. A MOP System ID packet will
be sent to the requester’s address.




DN.042
Level: P-TRACE

Short Syntax:  DN.042 MOP Sys ID pkt rcvd frm
MAC_address cir number net network_name

Long Syntax: DN.042 MOP System ID packet
received from node MAC_address circuit number
network network _name

Description: A DECnet MOP System ID packet was
received from the specified node.

DN.043
Level: UE-ERROR

Short Syntax:  DN.043 MOP pkt rcvd unk opc opcode
frm MAC_address cir number net network_name

Long Syntax: DN.043 MOP packet received unknown
opcode opcode from node MAC_address cir number net
network_name

Description:  DECnet MOP (Maintenance Operations
Protocol) packet received with unsupported opcode from
specified node. The packet will be ignored.

Cause: Programming error on remote note.

Cause: Data corruption.

DN.045
Level: UI-ERROR

Short Syntax:  DN.045 acc cnt bad rec, cir number net
network_name, purge

Long Syntax: DN.045 Access control bad SRAM
record, circuit number network network_name, purge

Description:  There is a faulty access control record in
the permanent database for this circuit.

Action: Do a PURGE MODULE ACCESS CONTROL

CIRCUIT.

DN.046
Level: C-INFO

Short Syntax:  DN.046 acc cont fail source ->
destination cir number net network_name

Long Syntax: DN.046 Access control failed, packet
from source to destination circuit number network
network_name

Description: A packet was not forwarded between the
two hosts due to access control restrictions. If Request
Return to Sender was set in the header, the packet will
be returned to the sender, otherwise it will be dropped.

Cause: User attempting to contact host is restricted by
access control.

DN.047
Level: C-INFO

Short Syntax:  DN.047 desig router chng frm
old_router to new_router, cir number net network_name

Long Syntax: DN.047 Designated router changed
from old_router to new_router, circuit number network
network_name

Description:
changed.

Designated router for this circuit has

Cause: New router adjacency with higher router
priority on circuit, or same router priority and higher
node address.

DN.048
Level: C-INFO

Short Syntax:  DN.048 desig router address select, cir
number net network_name

Long Syntax: DN.048 Designated router address
selected, circuit number network network name

Description:  There is now a designated router for this
circuit, where there had not been one before.

DN.049
Level: P-TRACE

Short Syntax:  DN.049 endnode hello len
packet_length from node, cir number net network_name

Long Syntax: DN.049 endnode hello length
packet_length from node, circuit number network
network _name

Description:  Received endnode hello message from
specified endnode.

DN.050
Level: ALWAYS

Short Syntax:  DN.050 executor node address area.
node exceeds MAX ADDRESS max_address

Long Syntax:  DN.050 executor node address area.
node exceeds EXECUTOR MAX ADDRESS
max_address

Description: The EXECUTOR ADDRESS stored in
the permanent database exceeds the EXECUTOR
MAXIMUM ADDRESS stored in the permanent
database. DECnet will be left off, but the database will
be allocated.

Action:  Either correct EXECUTOR ADDRESS or
EXECUTOR MAX ADDRESS.
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DN.051
Level: ALWAYS

Short Syntax:  DN.051 executor node address area.
node exceeds MAX AREA max_node

Long Syntax: DN.051 executor node address area.
node exceeds EXECUTOR MAX AREA max_node

Description:  The area of the EXECUTOR ADDRESS
stored in the permanent database exceeds the
EXECUTOR MAXIMUM AREA stored in the permanent
database. DECnet will be left off, but the database will
be allocated.

Action:  Either correct EXECUTOR ADDRESS or
EXECUTOR MAX AREA.

DN.053
Level: CI-ERROR

Short Syntax:  DN.053 inp que ovflow data source ->
destination cir number net network_name

Long Syntax:  DN.053 Input queue overflow data
packet from source to destination circuit number
network network_name

Description:  The DECnet input queue overflowed for
incoming Long Format Data packet. The packet will be
dropped.

Cause: Too much traffic for forwarder to forward.

Action:  Adjust circuit costs to balance traffic between
paths. Reconfigure network. Increase speed of router.

Cause: Inadquate buffer resources.

Action:  Examine memory statistics in GWCON. More
buffers can be made available by ensuring that DECnet
configuration does not have excess adjacency memory
allocated.

Action:  Increase memory.

DN.054
Level: CI-ERROR

Short Syntax:  DN.054 inp que ovflow multicast from
source cir number net network_name

Long Syntax: DN.054 Input queue overflow multicast
from source circuit number network network_name

Description:  The DECnet input queue overflowed for
incoming routing or hello multicast packet. The packet
will be dropped.

Cause: Too much traffic for forwarder to forward.

Action:  Adjust circuit costs to balance traffic between
paths. Reconfigure network. Increase speed of router.

Cause: Inadequate buffer resources.

180 ELS Messages Guide

Action:  Examine memory statistics in GWCON. More
buffers can be made available by ensuring that DECnet
configuration does not have excess adjacency memory
allocated.

Action:  Increase memory.

DN.055
Level: U-TRACE

Short Syntax:  DN.055 Ivl 1 rte pkt from source ign, cir
number net network_name, no adjacency

Long Syntax: DN.055 Level 1 routing message from
source ignored, circuit number network network _name,
no adjacency with router

Description: A Level 1 Routing Message was received
from a router that does not have an active adjacency
with this router. The routing packet will not be
processed.

Cause: This will happen occasionally when the other
router develops an adjacency with this router before this
one does.

Action:  No action needed unless message is
persistent.

DN.056
Level: P-TRACE

Short Syntax:  DN.056 Ivl 1 rte pkt len received_length
from source, cir number net network_name

Long Syntax: DN.056 Level 1 routing packet length
received_length from source, circuit number network
network _name

Description: A Level 1 Routing Message was received
from the specified router.

DN.057
Level: U-TRACE

Short Syntax:  DN.057 Ivl 2 rte pkt from source ign, cir
number net network_name, no adjacency

Long Syntax: DN.057 Level 2 routing message from
source ignored, circuit number network network_name,
no adjacency with router

Description: A Level 2 Routing Message was received
from a router that does not have an active adjacency
with this router. The routing packet will not be
processed.

Cause: This will happen occassionally when the other
router develops an adjacency with this router before this
one does.

Action: No action needed unless message is
persistent.

Cause: Level 2 routing message sent by level 1 router.



Action:  Correct software error at sending router.

DN.058
Level: P-TRACE

Short Syntax:  DN.058 Ivl 2 rte pkt len received_length
from source, cir number net network _name

Long Syntax: DN.058 Level 2 routing packet length
received_length from source, circuit number network
network_name

Description: A Level 2 Routing Message was received
from the specified router.

DN.059
Level: UI-ERROR

Short Syntax:  DN.059 no buffer for hello on cir
number net network_name

Long Syntax: DN.059 No buffer to build hello packet
to send on circuit number network network_name

Description:  No packet buffer was available to
construct and send a Router Hello Message.

Cause: Severe packet buffer shortage.

Action:  Check memory statistics in GWCON to verify
packet buffer level. If possible, make routing tables
smaller. In DECnet, this is done by minimizing the
number of adjacencies allowed. (Configure EXECUTOR
MAXIMUM BROADCAST ROUTERS and EXECUTOR
MAXIMUM BROADCAST NONROUTERS to minimum
appropriate values.) If routing tables cannot be made
smaller, increase memory size.

Cause: Traffic peak using all available buffers.

Action:  This is the problem if this message occurs
very infrequently.

DN.060
Level: UI-ERROR

Short Syntax:  DN.060 no buffer for Ivl 1 rte on cir
number net network_name

Long Syntax: DN.060 No buffer to build level 1
routing message to send on circuit number network
network_name

Description:  No packet buffer was available to
construct and send a Level 1 Routing Message.

Cause: Severe packet buffer shortage.

Action:  Check memory statistics in GWCON to verify
packet buffer level. If possible, make routing tables
smaller. In DECnet, this is done by minimizing the
number of adjacencies allowed. (Configure EXECUTOR
MAXIMUM BROADCAST ROUTERS and EXECUTOR
MAXIMUM BROADCAST NONROUTERS to minimum

appropriate values.) If routing tables cannot be made
smaller, increase memory size.

Cause: Traffic peak using all available buffers.

Action:  This is the problem if this message occurs
very infrequently.

DN.061
Level: UI-ERROR

Short Syntax:  DN.061 no buffer for Ivl 2 rte on cir
number net network_name

Long Syntax: DN.061 No buffer to build level 2
routing message to send on circuit number network
network_name

Description:  No packet buffer was available to
construct and send a Level 2 Routing Message.

Cause: Severe packet buffer shortage.

Action: Check memory statistics in GWCON to verify
packet buffer level. If possible, make routing tables
smaller. In DECnet, this is done by minimizing the
number of adjacencies allowed. (Configure EXECUTOR
MAXIMUM BROADCAST ROUTERS and EXECUTOR
MAXIMUM BROADCAST NONROUTERS to minimum
appropriate values.) If routing tables cannot be made
smaller, increase memory size.

Cause: Traffic peak using all available buffers.

Action:  This is the problem if this message occurs
very infrequently.

DN.062
Level: ALWAYS

Short Syntax:
name table

DN.062 no memory for NCP circuit

Long Syntax: DN.062 No memory for building NCP
circuit name table

Description:  No memory was available to build the
circuit name table for NCP at start time.

Cause: There is some configuration error causing a
grave memory shortage.

Action:  Reduce memory demand by making routing
tables smaller, or getting more memory.
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DN.063
Level: ALWAYS

Short Syntax:  DN.063 no memory for routing tables (
number bytes req), DECnet disabled

Long Syntax: DN.063 No Memory for building routing
tables ( number bytes required), DECnet disabled

Description:  The routing tables required more
memory than was available. DECnet is disabled.

Cause: Parameters that determine size of routing
database are too large for actual network configuration.

Action:  The following parameters should be reduced
as appropriate using the DEFINE commands, and the
gateway restarted: EXECUTOR MAXIMUM
BROADCAST ROUTERS, EXECUTOR MAXIMUM
BROADCAST NONROUTERS, CIRCUIT MAXIMUM
ROUTERS, EXECUTOR MAXIMUM ADDRESS,
EXECUTOR MAXIMUM AREA,

Cause: Inadequate memory size.

Action:  Upgrade for more memory.

DN.064
Level: CI-ERROR

Short Syntax: DN.064 packet received on down cir
number net network_name, dropped

Long Syntax: DN.064 Packet received on down circuit
number network network_name, packet dropped

Description:  Received a data packet on a circuit or
rotuer that does not have DECnet enabled. The packet
will be dropped.

DN.066
Level: U-TRACE

Short Syntax:  DN.066 returning packet to sender
sender <- original_destination

Long Syntax: DN.066 returning packet to sender
sender from original_destination

Description: A data packet could not reach the
destination, and had the Request Return to Sender bit
set in the header. It is being returned to the sender.

Cause: Should be explained by a previous message,
such as Events 4.1, 4.2, and 4.3.

Action:  See action in causative message.
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DN.067
Level: P-TRACE

Short Syntax:  DN.067 router hello len received_length
from source, cir number net network_name

Long Syntax: DN.067 Router hello length
received_length received from source, circuit number
network network_name

Description: A Router Hello Message was received
from the specified router.

DN.068
Level: P-TRACE

Short Syntax:  DN.068 sending desig rtr hello on cir
number net network_name

Long Syntax: DN.068 Sending designated router hello
on circuit number network network _name

Description: A Router Hello Message is being sent to
the ALLENDNODES address, as this router is the
designated router on the specified circuit.

DN.069
Level: P-TRACE

Short Syntax:  DN.069 sending hello on cir number
net network_name

Long Syntax: DN.069 Sending router hello on circuit
number network network _name

Description: A Router Hello Message is being sent to
the ALLROUTERS address on the specified circuit.

DN.070
Level: P-TRACE

Short Syntax:  DN.070 sending Ivl 1 rte on cir number
net network_name

Long Syntax: DN.070 Sending level 1 routing
message on circuit number network network_name

Description: A Level 1 Routing Message is being sent
to the ALLROUTERS address on the specified circuit.

DN.071
Level: P-TRACE

Short Syntax:  DN.071 sending Ivl 2 rte on cir number
net network_name

Long Syntax: DN.071 Sending level 2 routing
message on circuit number network network_name

Description: A Level 2 Routing Message is being sent
to the ALLROUTERS address on the specified circuit.



DN.072
Level: ALWAYS

Short Syntax:  DN.072 too many router adjacencies
total_adjacencies, NBRA = maximum_adjacencies

Long Syntax: DN.072 Too many router adjacencies
configured, sum = total_adjacencies, NBRA =
maximum_adjacencies

Description:  The permanent database has been
configured such that the sum of CIRCUIT MAXIMUM
ROUTERS for all circuits exceeds EXECUTOR
MAXIMUM BROADCAST ROUTERS. This error is
non-fatal, but new values should be DEFINED, and the
gateway restarted.

Cause: CIRCUIT MAXIMUM ROUTERS too large.

Action:  This is the usual problem, especially on Serial
Line interfaces, where there can only be one router
adjacency.

Cause: EXECUTOR MAXIMUM BROADCAST
ROUTERS too small.

Action:  This is not normally the problem, as the
default is 32, which is quite generous.

DN.073
Level: C-INFO

Short Syntax:  DN.073 new 1-way adj sender cir
number net network _name

Long Syntax: DN.073 new 1-way adjacency with node
sender on circuit number network network_name

Description:  We have just received a router hello
message from the specified router, but our address is
not in the router/state list of the hello message. We
have a one-way adjacency with this router, it will not be
two-way until our address is in the router/state list.

Cause: New node came up.

Action:  None required unless adjacency never
reaches two way. This should happen shortly. If it does
not, it may indicate that our address is beyond the other
routers EXECUTOR MAXIMUM ADDRESS.

DN.074
Level: C-INFO

Short Syntax:  DN.074 1-way adj sender timed out cir
number net network _name

Long Syntax: DN.074 1-way adjacency with node
sender timed out on circuit number network
network_name

Description:  We have stopped receiving router hellos
without our node address in the router/state list from the
specified router. The timeout is three times the hello

timer that was specified in the last router hello from this
router. The partial adjacency with this router will be
eliminated.

Cause: New node never came up all the way.

DN.075
Level: P-TRACE

Short Syntax:  DN.075 Pkt for me frm sender

Long Syntax:  DN.075 Packet for me from node

sender

Description:  We have received a packet addressed to
us. It will be checked to see what transport protocol it is
for.

DN.076
Level: U-TRACE

Short Syntax:
frm sender

DN.076 NSP unsupp msg type msgflg

Long Syntax: DN.076 NSP unsupported message
type msgflg from node sender

Description:  We have received an NSP packet of a
message type that we do not process. Only Connect
Initiate Messages are processed.

DN.077
Level: CE-ERROR

Short Syntax:
sender

DN.077 Unk trans type msgfig from

Long Syntax:  DN.077 Unknown transport protocol
type msgflgirom ndoe sender

Description:  We have received a data packet that is
not for the NSP transport protocol.

DN.078
Level: C-INFO

Short Syntax:  DN.078 NSP conn init from sender,

reject

Long Syntax:  DN.078 NSP Connect Initiate Message
received from node sender, rejecting

Description:  An NSP Connect Initiate or
Retransmitted Connect Initiate Message was received
from the specified node. A Disconnect Initiate message
will be sent in return, with a Session Reject error code
of 4 (destination end user does not exist).

Cause: User on remote machine attempted to initiate
an NSP connection, but there are no Session clients
supported in the router.
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DN.079
Level: UE-ERROR

Short Syntax:  DN.079 endnode hello from sender cir
number net network_name dup addr w/self, ign

Long Syntax: DN.079 endnode hello from node
sender circuit number network network _name, duplicate
address with self, ignoring

Description:  An Endnode Hello Message was
received from a node with the same DECnet address as
this router. Since duplicate node addresses are not
allowed, and the router is more important, the hello
message will be ignored.

Cause: User configuration error.

Action: Change DECnet node address.

DN.083
Level: P-TRACE

Short Syntax:  DN.083 MOP Sys ID pkt snt to MOP cir
number net network_name

Long Syntax: DN.083 MOP System ID packet sent to
MOP circuit number network network_name

Description: A DECnet Maintenance Operations
Protocol System ID packet is being sent to the MOP
multicast address AB-00-00-02-00-00.

DN.080
Level: P-TRACE

Short Syntax:  DN.080 MOP Req Cnt pkt rcvd frm
MAC _address cir number net network _name

Long Syntax: DN.080 MOP Request Counters packet
received from node MAC_address circuit number
network network name

Description: A DECnet Maintenance Operations
Protocol (MOP) Request Counters packet was received
from the specified node. A MOP Counters packet will be
sent to the requester’s address.

DN.081
Level: P-TRACE

Short Syntax: DN.081 MOP Cnt pkt snt to
MAC_address cir number net network_name

Long Syntax: DN.081 MOP Counters packet sent to
node MAC _address circuit number network
network_name

Description: A DECnet Maintenance Operations
Protocol (MOP) Counters packet is being sent to the
specified address.

DN.082
Level: P-TRACE

Short Syntax:  DN.082 MOP Sys ID pkt snt to
MAC_address cir number net network_name

Long Syntax: DN.082 MOP System ID packet sent to
node MAC_address circuit number network
network_name

Description: A DECnet Maintenance Operations
System ID packet is being sent to the specified address.
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DN.084
Level: UI-ERROR

Short Syntax: DN.084 MOP Cnt Req frm
MAC_address not supp on cir number net
network_name

Long Syntax: DN.084 MOP Cnt Req from node
MAC_address not supported on circuit number network
network_name

Description: A DECnet Maintenance Operations
Protocol (MOP) Request Counters was received from
the specified host, but there is no support for the MOP
Counters message on this circuit.

DN.085
Level: UI-ERROR

Short Syntax:  DN.085 Ph IV rtr hlo wo bilingual rtr frm
node_number on cir number net network_name

Long Syntax:  DN.085 Ph IV router hello without
bilingual router from node_number on circuit number
network network _name

Description: A DECnet Phase IV broadcast router
hello was received on a circuit that was configured for
Phase 1V’ only.

Cause: Router is receiving Phase IV broadcast router
hello packets on a network that should only have Phase
IV’ packets

Action:  Router must be configured for both Phase IV
and Phase IV’ to receive the broadcast router hello
packets from a Phase IV router.

DN.086
Level: UI-ERROR

Short Syntax:  DN.086 Ph IV ennd hlo wo bilingual rtr
frm node_number on cir circut_number net node_name

Long Syntax: DN.086 Ph IV endnode hello without
bilingual router from node_number on circuit
circut_number network node_name



Description: A DECnet Phase IV broadcast endnode
hello was received on a circuit that was configured for
Phase IV’ only.

Cause: The router is receiving Phase IV broadcast
endnode hello packets on a network that should only
have Phase IV’ packets.

Action:  The router must be configured for both Phase
IV and Phase IV’ to receive the broadcast endnode
hello packets from a Phase IV endnode.

DN.087
Level: UI-ERROR

Short Syntax:  DN.087 Ph IV’ rtr hlo wo bilingual or
ama rtr frm node_number on cir circut_number net
node_name

Long Syntax:  DN.087 Ph IV’ router hello without
bilingual or ama router from node_number on circuit
circut_number network node_name

Description: A DECnet Phase IV’ broadcast router
hello was received on a circuit that was configured for
Phase IV only.

Cause: The router is receiving Phase IV’ broadcast
router hello packets on a network that should only have
Phase IV packets.

Action:  The router must be configured for Phase IV’ to
receive the broadcast endnode hello packets from a
Phase 1V’ endnode.

DN.088
Level: UI-ERROR

Short Syntax:  DN.088 Ph IV’ ennd hlo wo bilingual or
ama rtr frm node_number on cir circut_number net
node_name

Long Syntax: DN.088 Ph IV’ endnode hello without
bilingual or ama router from node_number on circuit
circut_number network node_name

Description: A DECnet Phase IV’ broadcast endnode
hello was received on a circuit that was configured for
Phase IV only.

Cause: The router is receiving Phase IV’ broadcast
endnode hello packets on a network that should only
have Phase IV packets.

Action:  The router must be configured for Phase IV’ to
receive the broadcast endnode hello packets from a
Phase IV’ endnode.

DN.089
Level: UI-ERROR

Short Syntax:  DN.089 Unkn ennd hlo format frm
node_number on cir circut_number net node_name

Long Syntax:  DN.089 Unknown endnode hello
message format from node_number on circuit
circut_number network node_name

Description:  The router received an Endnode Hello
Message with unknown format.

Cause: Some station is sending a message with this
format.

Action:  Determine the errant node from this message
and inform the manufacturer that this node is sending
hello messages of unknown format.

DN.090
Level: UI-ERROR

Short Syntax:  DN.090 Cannot bld Ivl 1 rte on cir
number net network _name, blk sz too small - block size

Long Syntax: DN.090 Cannot build level 1 routing
message on circuit number, network network_name,
block size too small - block size

Description: A Level 1 Routing Message cannot be
built because the circuit's minimum block size is too
small.

DN.091
Level: UI-ERROR

Short Syntax:  DN.091 Send fail for hello, rsn
reason_code, cir number net network_name

Long Syntax: DN.091 Send failed for router hello
packet, reason reason_code, on circuit number network
network_name

Description:  The transmission of a router hello packet
failed on the specified circuit for the reason number
given in reason_code. Occasional occurrences of this
will not disrupt the protocol, but continuing occurrences
will disrupt the protocol.

Cause: Miscellaneous handler error. (Reason code 1.)

Action:  Check for error messages from handler for
network_name.

Cause: Output queue overflow, or other flow control.
(Reason code 2.)

Action:  Alleviate congestion.

Cause: Network down. (Reason code 3.)

Action:  See why handler thinks network is down.
Cause: Dropped by handler to avoid looping, or bad

broadcast. (Reason code 4.)
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Action:  Check configuration.
Cause: Host down. (Reason code 5.)

Action:  See why handler thinks host is down.

DN.092
Level: UI-ERROR

Short Syntax:  DN.092 Send fail for Ivl 1 rte, rsn
reason_code, cir number net network_name

Long Syntax: DN.092 Send failed for level 1 routing
message, reason reason_code, on circuit number
network network_name

Description:  The transmission of a Level 1 Routing
Message failed on the specified circuit for the reason
number given in reason_code. Occasional occurrences
of this will not disrupt the protocol, but continuing
occurrences will disrupt the protocol.

Cause: Miscellaneous handler error. (Reason code 1.)

Action:  Check for error messages from handler for
network _name.

Cause: Output queue overflow, or other flow control.
(Reason code 2.)

Action:  Alleviate congestion.
Cause: Network down. (Reason code 3.)
Action:  See why handler thinks network is down.

Cause: Dropped by handler to avoid looping, or bad
broadcast. (Reason code 4.)

Action:  Check configuration.
Cause: Host down. (Reason code 5.)

Action:  See why handler thinks host is down.

DN.093
Level: UI-ERROR

Short Syntax: DN.093 Send fail for Ivl 2 rte, rsn
reason_code, cir number net network_name

Long Syntax: DN.093 Send failed for level 2 routing
message, reason reason_code, on circuit number
network network_name

Description:  The transmission of a Level 2 Routing
Message failed on the specified circuit for the reason
number given in reason_code. Occasional occurrences
of this will not disrupt the protocol, but continuing
occurrences will disrupt the protocol.

Cause: Miscellaneous handler error. (Reason code 1.)

Action:  Check for error messages from handler for
network_name.

Cause: Output queue overflow, or other flow control.
(Reason code 2.)
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Action:  Alleviate congestion.
Cause: Network down. (Reason code 3.)
Action:  See why handler thinks network is down.

Cause: Dropped by handler to avoid looping, or bad
broadcast. (Reason code 4.)

Action:  Check configuration.
Cause: Host down. (Reason code 5.)

Action:  See why handler thinks host is down.

DN.094
Level: UI-ERROR

Short Syntax:  DN.094 Send fail for MOP
message_type, rsn reason_code, cir number net
network_name

Long Syntax: DN.094 Send failed for MOP
message_type message, reason reason_code, on
circuit number network network_name

Description:  The transmission of a MOP message
failed on the specified circuit for the reason number
given in reason_code. The message_type is one of
"System ID” or "Counters.” Occasional occurrences of
this will not disrupt the protocol, but continuing
occurrences will disrupt the protocol.

Cause: Miscellaneous handler error. (Reason code 1.)

Action:  Check for error messages from handler for
network _name.

Cause: Output queue overflow, or other flow control.
(Reason code 2.)

Action:  Alleviate congestion.
Cause: Network down. (Reason code 3.)
Action:  See why handler thinks network is down.

Cause: Dropped by handler to avoid looping, or bad
broadcast. (Reason code 4.)

Action:  Check configuration.
Cause: Host down. (Reason code 5.)

Action:  See why handler thinks host is down.

Check dnrouttype

Short Syntax:  Unknown circuit router type.

Description:  The circuit router type is unknown.

Cause: Data corruption, probably from coding error.




Check dnrfgtl

Short Syntax: DN routes() called with first > last

Description:  The dnroute routine was called with an
invalid node address range.

Cause: Internal consistency error.

Action:  Report to customer service, preferably with a
core dump.

Fatal dnacnmr

Short Syntax: DN no mem to read acc cntl

Description:  There is no memory available to read the
access control lists from the permanent database.

Cause: Severe memory shortage.

Action:  Reduce sizes of routing tables to use less
memory, or add additional memory.

Check dnrbeaf

Short Syntax: DN routes() BEA optimization failed

Description:  The dnroute routine has computed a
route via a broadcast circuit, rather than via a router or
endnode.

Cause: Internal consistency error.

Action:  Report to customer service, preferably with a
core dump.

Check dnarfgtl

Short Syntax: DN Aroutes() called with first > last

Description:  The dnAroute routine was called with an
invalid area range.

Cause: Internal consistency error.

Action:  Report to customer service, preferably with a
core dump.

Check dnmembug

Short Syntax: DN no memory for table

Description:  An allocation of memory for the routing
tables failed, but a check of free memory had indicated
that there should be enough memory.

Cause: Internal consistency check.

Action:  Report to customer service, preferably with a
core dump.

Fatal dnadbadarg

Short Syntax: DN bad arg to dnadjdown()

Description:  The dnadjdown routine was asked to
remove an adjacency that was not a router or an
endnode.

Cause: Internal consistency error.

Action:  Report to customer service, preferably with a
core dump.

Fatal dnacnmsac

Short Syntax: DN no mem to store acc cntl

Description:  There is no memory available to store
the access control lists for use.

Cause: Severe memory shortage.

Action: Reduce sizes of routing tables to use less
memory, or add addtional memory.

Fatal dnacnmcac

Short Syntax: DN no mem for acc cntl

Description:  There is no memory available to build
the access control list.

Cause: Severe memory shortage.

Action:  Reduce sizes of routing tables to use less
memory, or add additional memory.

Fatal dncnmrfi

Short Syntax: DN no mem for dnrfin

Description:  There is no memory available to build
the circuit input routing filter table.

Cause: Severe memory shortage.

Action:  Reduce sizes of routing tables to use less
memory, or add additional memory.

Fatal dncnmrfo

Short Syntax: DN no mem for dnrfout

Description:  There is no memory available to build
the circuit output routing filter table.

Cause: Severe memory shortage.

Action: Reduce sizes of routing tables to use less
memory, or add additional memory.
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Fatal dncnmci

Short Syntax: DN no mem for dnccti init

Description:  There is no memory available to build
the circuit volatile database.

Cause: Severe memory shortage.

Action:  Reduce sizes of routing tables to use less
memory, or add additional memory.

Panic dnrtcrtos

Short Syntax: DN routing table corrupt: routes to self

Description:  The routing database consistency
checker has detected an inconsistency in the routing
database. The router will be restarted.

Cause: Memory corruption.

Action:  Configure for core dump, and report to
customer service.

Cause: Internal software error.

Action:  Configure for core dump, and report to
customer service.

Panic dnrtcarts

Short Syntax:
self

DN routing table corrupt: area routes to

Description:  The routing database consistency
checker has detected an inconsistency in the routing
database. The router will be restarted.

Cause: Memory corruption.

Action:  Configure for core dump, and report to
customer service.

Cause: Internal software error.

Action:  Configure for core dump, and report to
customer service.

Panic dnrtcrths

Short Syntax:
self

DN routing table corrupt: routes through

Description:  The routing database consistency
checker has detected an inconsistency in the routing
database. The router will be restarted.

Cause: Memory corruption.

Action:  Configure for core dump, and report to
customer service.

Cause: Internal software error.
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Action:  Configure for core dump, and report to
customer service.

Panic dnrtcrtas

Short Syntax:
self

DN routing table corrupt: route to area

Description:  The routing database consistency
checker has detected an inconsistency in the routing
database. The router will be restarted.

Cause: Memory corruption.

Action:  Configure for core dump, and report to
customer service.

Cause: Internal software error.

Action:  Configure for core dump, and report to
customer service.

Panic dnrtcartas

Short Syntax:
area self

DN routing table corrupt: area route to

Description:  The routing database consistency
checker has detected an inconsistency in the routing
database. The router will be restarted.

Cause: Memory corruption.

Action:  Configure for core dump, and report to
customer service.

Cause: Internal software error.

Action:  Configure for core dump, and report to
customer service.

DN.095
Level: CI-ERROR

Short Syntax:  DN.095 inp que ovflow data source ->
destination cir number net network_name

Long Syntax:  DN.095 Input queue overflow data
packet from source to destination circuit number
network network_name

Description:  The DECnet input queue overflowed for
incoming Short Format Data packet. The forwarder
drops the packet.

Cause: There is too much traffic for the forwarder.

Action:  Adjust circuit costs to balance traffic between
paths. Reconfigure network. Increase speed of router.

Cause: Inadquate buffer resources.

Action: Examine memory statistics in GWCON. To
make more buffers available, ensure that the DECnet
configuration does not have excess adjacency memory
allocated.



Action:  Increase memory.

DN.096
Level: CI-ERROR

Short Syntax:  DN.096 inp que ovflow Init Msg source
cir number net network _name

Long Syntax:  DN.096 Input queue overflow
Initialization Message from source circuit number
network network name

Description:  The DECnet input queue overflowed for
incoming Initialization Message. The forwarder drops
the packet.

Cause: There is too much traffic for the forwarder.

Action:  Adjust circuit costs to balance traffic between
paths. Reconfigure network. Increase speed of router.

Cause: Inadquate buffer resources.

Action: Examine memory statistics in GWCON. To
make more buffers available, ensure that the DECnet
configuration does not have excess adjacency memory
allocated.

Action:  Increase memory.

DN.097
Level: CI-ERROR

Short Syntax:  DN.097 inp que ovflow Verif Msg
source cir number net network _name

Long Syntax: DN.097 Input queue overflow
Verification Message from source circuit number
network network _name

Description:  The DECnet input queue overflowed for
incoming Verification Message. The forwarder drops the
packet.

Cause: There is too much traffic for the forwarder.

Action:  Adjust circuit costs to balance traffic between
paths. Reconfigure network. Increase speed of router.

Cause: Inadquate buffer resources.

Action: Examine memory statistics in GWCON. To
make more buffers available, ensure that the DECnet
configuration does not have excess adjacency memory
allocated.

Action:  Increase memory.

DN.098
Level: CI-ERROR

Short Syntax:  DN.098 inp que ovflow Hlo/Tst Msg
source cir number net network_name

Long Syntax:  DN.098 Input queue overflow Hello/Test
Message from source circuit number network
network_name

Description:  The DECnet input queue overflowed for
incoming Hello/Test Message. The forwarder drops the
packet.

Cause: Too much traffic for forwarder to forward.

Action:  Adjust circuit costs to balance traffic between
paths. Reconfigure network. Increase speed of router.

Cause: Inadquate buffer resources.

Action: Examine memory statistics in GWCON. To
make more buffers available, ensure that the DECnet
configuration does not have excess adjacency memory
allocated.

Action:  Increase memory.

DN.099
Level: ALWAYS

Short Syntax:  DN.099 max rclls rchd cir number net

network_name

Long Syntax:  DN.099 Maximum recalls attempts
reached on circuit number network network _name

Description:  An outgoing circuit reached it maximum
allowed retries to set up an X.25 virtual circuit to the
remote node. This circuit places no more calls until you
take the required action.

Action:  Check connectivity to the X.25 switch. Then
disable and enable the circuit to try calling again.

DN.100
Level: UE-ERROR

Short Syntax:
network_name

DN.100 Init Msg err; cir number net

Long Syntax:  DN.100 Initialization Message format
error; circuit number network network_name

Description:  The router received an Initialization
Message with invalid header information. The forwarder
drops the packet.
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DN.101
Level: UE-ERROR

Short Syntax:  DN.101 Init Msg err - wrg ver;
source_node, cir number net network_name

Long Syntax: DN.101 Received Initialization Message
specifying unsupported version; from source_node,
circuit number network network_name

Description:  The router received an Initialization
Message that specified an unsupported version number.
The forwarder drops the packet.

DN.105
Level: UE-ERROR

Short Syntax:  DN.105 Hlo/tst fail; source _node, cir
number net network_name

Long Syntax:  DN.105 Error detected in processing
Hello/Test Message; from source _node, circuit number
network network_name

Description:  The router detected an error in
processing the Hello/Test Message. The forwarder
drops the packet.

DN.102
Level: ALWAYS

Short Syntax:  DN.102 Init Msg rcvd; source_node, cir
number net network_name

Long Syntax: DN.102 Received Initialization
Message; from source_node, circuit number network
network_name

DN.106
Level: ALWAYS

Short Syntax:  DN.106 Hlo/Tst Msg rcvd; source_node,
cir number net network _name

Long Syntax: DN.106 Received Hello/Test Message;
from source_node, circuit number network
network_name

Description:  The router received an Initialization Description:  The router received a Hello/Test
Message. Message from a neighbor.
DN.103 DN.107

Level: ALWAYS

Short Syntax:  DN.103 Verif Msg rcvd; source_node,
cir number net network_name

Long Syntax: DN.103 Received Verification Message;
from source_node, circuit number network
network_name

Description:  The router received a Verification

Message.

DN.104
Level: UE-ERROR

Short Syntax:  DN.104 Verif fail; source_node, cir
number net network_name

Long Syntax:  DN.104 Verification failure; from
source_node, circuit number network network_name

Description:  Verification failure. The router detected
an error in the Verification Message.

190 ELS Messages Guide

Level: UI-ERROR

Short Syntax:  DN.107 no buffer for Init Msg on cir
number net network _name

Long Syntax: DN.107 No buffer to build Initialization
Message to send on circuit number network
network_name

Description:  No packet buffer was available to
construct and send an Initialization Message.

Cause: Severe packet buffer shortage.

Action:  Check memory statistics in GWCON to verify
packet buffer level. If possible, make routing tables
smaller. To do this in DECnet, minimize the number of
adjacencies allowed. (Configure EXECUTOR MAXIMUM
BROADCAST ROUTERS and EXECUTOR MAXIMUM
BROADCAST NONROUTERS to minimum appropriate
values.) If the router cannot make the routing tables
smaller, increase memory size.

Cause: Traffic peak using all available buffers.

Action:
problem.

If this message occurs infrequently, this is the




DN.108
Level: UI-ERROR

Short Syntax:  DN.108 Snd fail for Init Msg; cir number
net network_name

Long Syntax: DN.108 Send failed for Initialization
Message on circuit number network network_name

Description:  The transmission of a router Initialization
Message failed on the specified circuit. Occasional
occurrences of this will not disrupt the protocol, but
continuing occurrences will disrupt the protocol.

DN.109
Level: ALWAYS

Short Syntax:
network_name

DN.109 snd Init Msg; cir number net

Long Syntax: DN.109 Sending Initialization Message
on circuit number network network_name

Description:  The router is sending an Initialization
Message on the indicated circuit.

DN.110
Level: UI-ERROR

Short Syntax:  DN.110 Snd fail for Verif Msg; cir
number net network_name

Long Syntax: DN.110 Send failed for Verification
Message on circuit number network network _name

Description:  The transmission of a router Verification
Message failed on the specified circuit.

DN.111
Level: ALWAYS

Short Syntax:
network_name

DN.111 snd Verif Msg; cir number net

Long Syntax: DN.111 Sending Verification Message
on circuit number network network _name

Description:  The router is sending a Verification
Message on the indicated circuit.

DN.112
Level: UI-ERROR

Short Syntax:  DN.112 Snd fail for Hlo/TstMsg; cir
number net network_name

Long Syntax: DN.112 Send failed for Hello/Test
Message on circuit number network network_name

Description:  The transmission of a router Hello/Test
Message failed on the specified circuit.

DN.113
Level: ALWAYS

Short Syntax:  DN.113 snd Hlo/Tst Msg; cir number
net network_name

Long Syntax: DN.113 Sending Hello/Test Message on
circuit number network network _name

Description:  The router is sending a Hello/Test
Message on the indicated circuit.

DN.114
Level: UI-ERROR
Short Syntax:  DN.114 x25 reg fail

Long Syntax:
failed

DN.114 Registration with X25 service

Description:  The forwarder could not register with
X.25 services on the interface.

DN.115
Level: UI-ERROR

Short Syntax:  DN.115 call req to x25 fail; intf number
net network_name

Long Syntax:  DN.115 Call request to X25 service
failed on interface number network network _name

Description:  The forwarder’s call request to X.25
services failed on the indicated network.
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Chapter 23. Digital Network Architecture Phase V (DNAV)

This chapter describes Digital Network Architecture Phase V (DNAV) messages. For
information on message content and how to use the message, refer to the

Introduction.

DNAV.001
Level: P-TRACE

Short Syntax:  DNAV.001 DNA pkt forwarded via OSI
at level rtg_Ivl

Long Syntax: DNAV.001 DNA packet forwarded via
OSl at level rtg_Ivl

Description: A DNA packet was received and then
passed to OSI for forwarding.

DNAV.002
Level: P-TRACE

Short Syntax:  DNAV.002 DNA pkt translated to OSI
pkt source_NSAP -> destination NSAP

Long Syntax: DNAV.002 DNA pkt translated to OSI
pkt: source_NSAP -> destination_NSAP

Description: A DNA data packet was successfully
translated to an OSI data packet.

DNAV.003
Level: P-TRACE

Short Syntax:  DNAV.003 Translation of DNA pkt to
OSI pkt failed

Long Syntax: DNAV.003 Translation of DNA pkt to
OSI pkt failed

Description:  An attempt to translate a DNA data
packet to an OSI data packet failed.

DNAV.004
Level: P-TRACE

Short Syntax:  DNAV.004 OSI pkt translated to DNA
pkt src -> dst

Long Syntax: DNAV.004 OSI pkt translated to DNA
pkt: src -> dst

Description:  An OSI data packet was successfully
translated to a DNA data packet.

DNAV.005
Level: P-TRACE

Short Syntax:  DNAV.005 Translation of OSI pkt to
DNA pkt failed

© Copyright IBM Corp. 1994, 1998

Long Syntax: DNAV.005 Translation of OSI pkt to
DNA pkt failed

Description:  An attempt to translate an OSI data
packet to a DNA data packet failed.

DNAV.006
Level: P-TRACE

Short Syntax: DNAV.006 OSI pkt forwarded via DNA
at level rtg_Ivi

Long Syntax: DNAV.006 OSI packet forwarded via
DNA at level rtg_Ivl

Description:  An OSI packet was received and then
passed to DNA for forwarding.

DNAV.007
Level: UE-ERROR

Short Syntax:  DNAV.007 timed out route to DNA IV
ES reactivated src_area. src_node

Long Syntax: DNAV.007 timed out route to DNA IV
ES reactivated src_area. src_node

Description: A DNA endnode hello packet was
received with a route that had been previously timed out
in the OSI database.

DNAV.008
Level: P-TRACE

Short Syntax:  DNAV.008 ISIS hello from distance
vector router funnelled to DNA

Long Syntax: DNAV.008 ISIS hello from distance
vector router funnelled to DNA

Description:  An ISIS hello was received from a router
running distance vector - the hello was passed to DNA
IV to establish a router adjacency.

DNAV.009
Level: C-INFO

Short Syntax:  DNAV.009 new 1-way adj w/ phase V
dist vect router sender cir number net network_name

Long Syntax: DNAV.009 new 1-way adjacency with
phase V distance vector router sender on circuit number
network network _name
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Description:  We have just received an ISIS Hello
Message from the specified router, but our address is
not in the IS neighbor list of the hello message. We
have a one-way adjacency with this router, it will not be
two-way until our address is in the IS neighbor list.

DNAV.010
Level: C-INFO

Short Syntax:  DNAV.010 Adj up; new phase V dist
vect rtr area. node cir number net network_name

Long Syntax: DNAV.010 Adjacency up; new phase V
distance vector router area. node circuit number
network network name

Description:  There is now an adjacency with the
specified router on one of the directly connected
networks. Level 1 (and 2) Routing Messages will now
be accepted from this node.

DNAV.011
Level: C-INFO

Short Syntax:  DNAV.011 Adj dwn: dropped by phase
V dist vect rtr area. node, cir number net network_name

Long Syntax: DNAV.011 Adjacency down, operator
initiated: dropped by phase V distance vector router
area. node, circuit number network network_name

Description:  An ISIS Hello Message has been
received from a router that we have an adjacency with,
but does not include our address in the IS neighbor list.
The adjacency will be taken down, and will not come
back up until our address is in the IS neighbor list.

Cause: Adjacent router restarted.

Cause: One-way communication. While this router can
receive packets from the adjacent router, the adjacent
router cannot receive packets from this router.

Action:  Ensure that there is two-way communication
on the circuit.

DNAV.012
Level: UE-ERROR

Short Syntax:  DNAV.012 pkt trans V to IV err -
segmentation needed but not permitted

Long Syntax: DNAV.012 packet translation V to IV
error - segmentation needed but not permitted

Description:  An OSI data packet could not be
translated to a DNA IV data packet because it needs to
be segmented - segmentation of it is not permitted.
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DNAV.013
Level: UE-ERROR

Short Syntax:  DNAV.013 pkt trans V to IV err - src or
dst addr not translatable

Long Syntax: DNAV.013 packet translation V to IV
error - source or destination address not translatable

Description:  An OSI data packet could not be
translated to a DNA IV data packet because either the
source or destination address is not Phase IV
translatable.

DNAV.014
Level: UE-ERROR

Short Syntax:  DNAV.014 Validation of phase IV info in
ISIS hello PDU failed

Long Syntax: DNAV.014 Validation of phase IV info in
ISIS hello PDU failed

Description:  An ISIS hello PDU was received with an
invalid Phase IV information option.

DNAV.015
Level: UE-ERROR

Short Syntax: DNAV.015 Phase IV hello from Phase
V system dropped

Long Syntax: DNAV.015 Phase IV hello from Phase V

system dropped

Description: A Phase IV hello PDU is dropped
because it was sent by a Phase V system - adjacencies
with Phase V systems are established using Phase V
hellos.

DNAV.016
Level: UE-ERROR

Short Syntax:  DNAV.016 L1 LSP from DNA system
dropped - running dist vect at level 1

Long Syntax: DNAV.016 L1 LSP from DNA system
dropped - running dist vect at level 1

Description: A level 1 link state packet received from
a DNA system is dropped because this router is running
distance vector at level 1.




DNAV.017
Level: UE-ERROR

Short Syntax:  DNAV.017 L2 LSP from DNA system
dropped - running dist vect at level 2

Long Syntax: DNAV.017 L2 LSP from DNA system
dropped - running dist vect at level 2

Description: A level 2 link state packet received from
a DNA system is dropped because this router is running
distance vector at level 2.

DNAV.021
Level: UE-ERROR

Short Syntax:
routing-circuit)

DNAV.021 verify fail on cir (

Long Syntax:
routing-circuit)

DNAV.021 verification failure on circuit (

Description:  There was a verification failure during
link initialization on the circuit.

DNAV.018
Level: UE-ERROR

Short Syntax: DNAV.018 ISIS hello dropped -
nonmatching Phase IV areas

Long Syntax: DNAV.018 ISIS hello dropped -
nonmatching Phase IV areas

Description:  An ISIS hello PDU is dropped because
the Phase IV area address in the area address option
does not match this router’s Phase IV area address.

DNAV.019
Level: C-INFO

Short Syntax:  DNAV.019 Adj up; new DNA V endnode
area. node cir number net network_name

Long Syntax: DNAV.019 Adjacency up; new DNA V
endnode area. node circuit number network
network_name

Description:  There is now an adjacency with the
specified DNA Phase V endnode on the specified
network.

Cause: Received valid ISO ESIS hello message.

DNAV.020
Level: UE-ERROR

Short Syntax:  DNAV.020 Trans DNIV pkt not
forwarded - mapping of out adj ID area. node to SNPA
add failed

Long Syntax: DNAV.020 Translated DECnet IV packet
not forwarded - mapping of output adjacency’s Phase IV
ID area. node to an OS| SNPA address failed.

Description:  The translation of a DECnet IV packet to
a DECnet V packet failed because a mapping couldn’t
be found between the output adjacency’s DECnet IV ID
and an OS| SNPA address.

Cause: An end system adjacency doesn'’t exist in the
OSI database for the next hop system.

DNAV.022
Level: UE-ERROR

Short Syntax:
routing-circuit)

DNAV.022 link init timeout on cir (

Long Syntax:  DNAV.022 link initialization timeout on
circuit ( routing-circuit)

Description:  The link-initialization timer expired before
the router successfully initialized the link.

DNAV.023
Level: UE-ERROR

Short Syntax:
routing-circuit)

DNAV.023 init min timeout on cir(

Long Syntax:  DNAV.023 Initial Minimum Timer expired
on circuit ( routing-circuit)

Description:  The Initial Minimum Timer expired before
the router successfully initialized the link.

DNAV.024
Level: UE-ERROR

Short Syntax:
routing-circuit)

DNAV.024 link init fail on cir (

Long Syntax: DNAV.024 link initialization failure on
circuit ( routing-circuit)

Description:  The link initialization failed on the circuit.
DNAV.025
Level: C-INFO

Short Syntax:  DNAV.025 Adj up; new DNA IV
VAXcluster alias area. node cir number net
network_name

Long Syntax: DNAV.025 Adjacency up; new DNA IV
VAXcluster alias area. node circuit number network
network_name

Description:  There is now a DNA Phase IV end node
adjacency representing a VAXcluster alias address on
the specified network.
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Cause: The router received a valid DNA IV Level 1
Routing message, which advertises a VAXcluster alias
address.

DNAV.026
Level: C-INFO

Short Syntax:  DNAV.026 Adj dwn; DNA IV VAXcluster
alias area. node cir number net network_name

Long Syntax: DNAV.026 Adjacency down; DNA IV
VAXcluster alias area. node circuit number network
network_name
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Description: A DNA Phase IV end node adjacency
representing a VAXcluster alias address went down.

Cause: The adjacency to the DNA IV router that was
advertising the alias address timed out.

Cause: The router received a valid DNA IV Level 1
Routing message from the router that was advertising
the alias address. The adjacency now advertises a
different alias address or no alias address.



Chapter 24. DVMRP

This chapter describes DVMRP messages. For information on message content
and how to use the message, refer to the Introduction.

DVM.001
Level: UE-ERROR

Short Syntax: DVM.001 Unknown DVMRP code from

IP_source

Long Syntax: DVM.001 Received unknown DVMRP
code from IP_source

Description: A DVMRP message was received from
the specified source, however it has an unrecognized
IGMP code value. The packet is discarded.

DVM.002
Level: UE-ERROR

Short Syntax:  DVM.002 No matching VIF for pkt from

IP_source

Long Syntax: DVM.002 No matching DVMRP
interface for packet from IP_source

Description: A DVMRP message was received from
the specified source, however, no matching DVMRP
interface could be found. This probably indicates a
configuration error (either in the source, or in the
logging router). The packet is discarded.

DVM.003
Level: P-TRACE

Short Syntax: DVM.003 Rcvd DVMRP Report from

IP_source

Long Syntax:
from IP_source

DVM.003 Received DVMRP Report

Description: A DVMRP report (routing update) has
been received from the specified source. This is a
normal, periodic event, and can cause additions to the
DVMRP routing table.

DVM.004
Level: U-TRACE

Short Syntax:  DVM.004 Rcvd DVMRP probe from

IP_source

Long Syntax: DVM.004 Received DVMRP probe from

IP_source

Description: A DVMRP probe has been received from
the specified source. This is somewhat unusual, and
should only happen when the DVMRP conversation on
the interface is just beginning.
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DVM.005
Level: UE-ERROR

Short Syntax: DVM.005 Rcvd bad DVMRP update

from IP_source

Long Syntax:
from IP_source

DVM.005 Received bad DVMRP update

Description: A DVMRP update has been received
from the specified source. The update was improperly
formatted, and at least part of its contents were
discarded.

DVM.006
Level: U-TRACE

Short Syntax: DVM.006 Add phyint
IP_interface_address cost cost thresh threshold

Long Syntax: DVM.006 Add physical interface
IP_interface _address cost cost thresh threshold

Description: DVMRP has been enabled on the
specified physical interface, with the given cost and
threshold parameters.

DVM.007
Level: U-TRACE

Short Syntax: DVM.007 Add tunnel tunnel_source->
tunel_destination cost cost thresh threshold

Long Syntax: DVM.007 Add tunnel tunnel_source->
tunel_destination cost cost thresh threshold

Description: A DVMRP tunnel has been configured
between the given source and destination, with the
specified cost and threshold parameters.

DVM.008
Level: U-TRACE

Short Syntax: DVM.008 Add MOSPF cost cost thresh

threshold

Long Syntax: DVM.008 Add MOSPF cost cost thresh
threshold

Description:  Tunneling of DVMRP through the

MOSPF cloud has been enabled, with the given cost
and threshold paramters.
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DVM.009
Level: U-TRACE

Short Syntax:  DVM.009 Add/update route to
source_network via neighbor_IP_address

Long Syntax: DVM.009 Add route to source
source_network via neighbor neighbor_IP_address

Description:  Processing a DVMRP update, or the fact
that an interface came up, has caused us to either
create or revise a routing table entry for the particular
source.

DVM.010
Level: U-TRACE

Short Syntax:  DVM.010 Delete route to

source_network

Long Syntax: DVM.010 Delete route to source

source_network

Description: A neighbor has informed us that the
source is no longer reachable.

DVM.011
Level: U-TRACE

Short Syntax: DVM.011 Add neighbor
neighbor_IP_address

Long Syntax: DVM.011 Add neighbor
neighbor_IP_address

Description: A new DVMRP neighbor has been
discovered, through the receipt of a probe or update
message.

DVM.012
Level: U-TRACE

Short Syntax: DVM.012 Delete neighbor
neighbor_IP_address

Long Syntax: DVM.012 Delete neighbor
neighbor_IP_address

Description:  Neighbor is no longer reachable. It has
either timed out or its associated interface has gone
down.
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DVM.013
Level: C-TRACE

Short Syntax: DVM.013 Sending DVMRP probe to
neighbor_IP_address, VIF: VIF_index

Long Syntax: DVM.013 Sending probe to
neighbor_IP_address, VIF VIF _index

Description:  Sent a DVMRP neighbor probe to the
specified address.

DVM.014
Level: C-TRACE

Short Syntax: DVM.014 Sending DVMRP update to
neighbor_IP_address, VIF: VIF_index

Long Syntax: DVM.014 Sending probe to
neighbor_IP_address, VIF: VIF_index

Description:  Sent a DVMRP routing update to the
specified address.

DVM.015
Level: U-TRACE

Short Syntax:
timed out

DVM.015 Route to source_network

Long Syntax: DVM.015 Route to source
source_network timed out

Description:
out.

Route to a particular source has timed

DVM.016
Level: U-TRACE

Short Syntax:  DVM.016 Neighbor
neighbor_IP_address timed out

Long Syntax: DVM.016 Neighbor
neighbor_IP_address has timed out

Description: A neighbor has timed out. We did not get
any updates from it lately.

DVM.017
Level: UI-ERROR

Short Syntax: DVM.017 No mem for source

source_network

Long Syntax: DVM.017 No memory for source
network source _network

Description:  Either a) we don’t have enough heap
memory to allocate a DVMRP routing table entry or b)
the IP routing table has overflowed. In any case, we
cannot recognize the new source. If this source is a
directly connected subnet, we won't be able to run
IGMP on the subnet either.



DVM.018
Level: U-TRACE

Short Syntax:  DVM.018 Added MOSPF route
source_network

Long Syntax: DVM.018 Added MOSPF route
source_network

Description:  Started advertising a MOSPF route via
DVMRP.

Short Syntax:  DVM.020 No room for neighbor
neighbor_IP_address

Long Syntax: DVM.020 No room for neighbor
neighbor_IP_address

Description:  There was no room to allocate the data
structure for a new neighbor. DVMRP routes form the
neighbor will be ignored.

DVM.019
Level: U-TRACE

Short Syntax: DVM.019 Deleted MOSPF route
source_network

Long Syntax: DVM.019 Deleted MOSPF route
source_network

Description:  Stopped advertising a MOSPF route via
DVMRP.

DVM.020
Level: UI-ERROR

DVM.021
Level: P-TRACE

Short Syntax: DVM.021 Packet rcvd from
mis/unconfigured tunnel source IP_address

Long Syntax: DVM.021 Packet received from
mis/unconfigured tunnel source_IP_address

Description: A packet has been received via protocol
4 (IP encapsulation). The packet should be source by
the other end of a tunnel. Either the tunnel has not
been configured, or it has been configured to be
source-routed instead of encapsulated.
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Chapter 25. Data Encryption (ENCR)

This chapter describes Data Encryption (ENCR) messages. For information on
message content and how to use the message, refer to the Introduction.

ENCR.001
Level: P-TRACE

Short Syntax: ENCR.001 ENCR alg, , pkt len pktlen,
-> send len cmplen,, net network ID

Long Syntax: ENCR.001 ENCR alg alg, encrypt:
original pkt len pktlen,, encrypt pkt len cmplen,, on
network network ID

Description:  Per-packet trace encryption results.

ENCR.002
Level: UE-ERROR

Short Syntax:
doing doing,, nt network 1D

Long Syntax: ENCR.002 ENCR alg,/encryption error
rc, doing doing, on network network ID

Description:  Encrypter returned an error code. The
"doing” parameter indicates what the encrypter was
working on.

© Copyright IBM Corp. 1994, 1998

ENCR.002 ENCR alg,/encryption err rc,

ENCR.003
Level: UE-ERROR

Short Syntax: ENCR.003 ENCR alg,/decrypt err rc,
doing doing,, nt network 1D

Long Syntax: ENCR.003 ENCR alg,/decrypt error rc,
doing doing, on network network ID

Description:  Decrypter returned an error code. The
"doing” parameter indicates what the decrypter was
working on.

ENCR.004
Level: UE-ERROR

Short Syntax: ENCR.004 ENCR alg, err nobuf net

network ID

Long Syntax: ENCR.004 ENCR alg, error, can’t get
buffer on network network ID

Description:
buffer.

Encrypter routine couldn’t obtain work
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Chapter 26. Environment Functions (ENV)

This chapter describes Environment Functions (ENV) messages. For information on
message content and how to use the message, refer to the Introduction.

ENV.001
Level: C-TRACE

Short Syntax:  ENV.001 current temp
temperature_celsiusC ( temperature_fahrenheitF)

Long Syntax: ENV.001 Current ambient temperature:
temperature_celsiusC ( temperature_fahrenheitr)

Description:  The router generates this message each
time it recalculates the current ambient temperature.

ENV.002
Level: U-TRACE

Short Syntax:  ENV.002 hi temp thresh active:
threshold_temperature_celsiusC (
threshold_temperature_fahrenheitr)

Long Syntax: ENV.002 High temperature threshold is
active. Threshold: threshold_temperature_celsiusC (
threshold_temperature_fahrenheitr)

Description:  Trace message indicating that the router
passed the high temperature threshold and the high
temperature threshold is active. The router generates
this message each time it recalculates the current
ambient temperature and the current ambient
temperature surpasses the high temperature threshold.

ENV.003
Level: U-TRACE

Short Syntax:  ENV.003 low temp thresh active:
threshold_temperature_celsiusC (
threshold_temperature_fahrenheitF)

Long Syntax:  ENV.003 Low temperature threshold is
active. Threshold: threshold_temperature_celsiusC (
threshold_temperature_fahrenheitF)

Description:  Trace message indicating that the router
passed the low temperature threshold and the low
temperature threshold is active. The router generates
this message each time it recalculates the current
ambient temperature and the current ambient
temperature is below the low temperature threshold.

ENV.004
Level: UE-ERROR

Short Syntax:  ENV.004 hi temp thresh exceeded:
threshold_temperature_celsiusC (
threshold_temperature_fahrenheitF)

© Copyright IBM Corp. 1994, 1998

Long Syntax:  ENV.004 High temperature threshold
has been exceeded. Threshold:
threshold_temperature_celsiusC (
threshold_temperature_fahrenheitr)

Description:  Trace message indicating that the router
passed the high temperature threshold and the high
temperature threshold is active. The router generates
this message when it first detects that the high
temperature condition is active. If the ambient
temperature of the router exceeds its stated operational
maximum (set at the factory, independent of the
configured high temperature threshold), it automatically
shuts down until the ambient temperature returns to
within its stated operational range. This prevents
damage to the router and the data flow.

Cause: The value of the high temperature threshold is
configured too low for the site’s average operational
ambient temperature.

Action:  Verify that the high temperature threshold is
set to the correct desired temperature, in consideration
of the particular site’s normal ambient temperature
range.

Cause: Possible failure of the router’s internal fan.

Action:  Verify the operation of the router’s internal fan.
If the internal fan is not operational, contact customer
service.

Cause: Possible failure of the environmental control
system of the site where the router resides.

Action:  Verify the operation of the site’s environmental
control system.

ENV.005
Level: UE-ERROR

Short Syntax:  ENV.005 low temp thresh exceeded:
threshold_temperature_celsiusC (
threshold_temperature_fahrenheitr)

Long Syntax: ENV.005 Low temperature threshold
has been exceeded. Threshold:
threshold_temperature_celsiusC (
threshold_temperature_fahrenheitr)

Description:  Trace message indicating that the router
passed the low temperature threshold and the low
temperature threshold is active. The router generates
this message when it first detects that the low
temperature condition is active.
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Cause: The value of the low temperature threshold is Cause: Possible failure of the environmental control
configured too high for the site’s average operational system of the site where the router resides.

ambient temperature. . . . . .
P Action:  Verify the operation of the site’s environmental

Action:  Verify that the low temperature threshold has control system.
been set to the correct desired temperature, with

consideration of the site’s normal ambient temperature

range.
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Chapter 27. ESCON Network Interface (ESC)

This chapter describes ESCON Network Interface (ESC) messages. For information
on message content and how to use the message, refer to the Introduction.

ESC.001
Level: ALWAYS

Short Syntax: ESC.001 bd frm LANtype /lan_type
LANnum /an_num on nt network

Long Syntax: ESC.001 frame received for unknown
LAN type lan_type, LAN number lan_num on network
network

Description: A frame was received from the channel
destined for an unknown LAN type or LAN number.

ESC.002
Level: ALWAYS
Short Syntax:  ESC.002 bd not not_id on nt network

Long Syntax: ESC.002 unknown notification not_id
received from device driver on network network

Description: A notification was received from the
device driver that was unknown.

ESC.003
Level: UE-ERROR

Short Syntax: ESC.003 bd 8232 cmd c¢md on nt

network

Long Syntax: ESC.003 unknown 8232 command cmd
received on network network

Description:  An 8232 command was received that

was unknown.

ESC.004
Level: ALWAYS
Short Syntax: ESC.004 bd cmd cmd on nt network

Long Syntax: ESC.004 unknown IORB command cmd
received on network network

Description:  An IORB was received that contained an
unknown command.

ESC.005
Level: ALWAYS
Short Syntax: ESC.005 no subch on nt network

Long Syntax: ESC.005 no subchannels are defined
on network network, cannot pass self-test
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Description:  There are no subchannels defined for an
ESCON base net so the network cannot be activated
(pass self-test).

Cause: The virtual net handler(s) for this base net
handler has (have) not been defined correctly.

Action:  Define subchannels for the virtual net
handler(s) on this ESCON adapter.

ESC.006
Level: UI-ERROR

Short Syntax: ESC.006 STOP: no IORB on nt

network

Long Syntax: ESC.006 network network was unable
to send a STOP command to the device driver because
an IORB was not available

Description:  The network was unable to complete
deactivation because there was no IORB available with
which to send the STOP command to the device driver.

ESC.007
Level: P-TRACE

Short Syntax: ESC.007 frm sent to It /antype In
lannumber on nt network

Long Syntax: ESC.007 A frame was sent to LAN type
lantype, LAN number lannumber on network network

Description: A frame was received on the channel
and sent to a virtual net handler.

ESC.008
Level: P-TRACE
Short Syntax: ESC.008 data frm rcvd from nt network

Long Syntax: ESC.008 A data frame was received
from network network

Description: A data frame was received from a virtual
net handler to send to the channel.

ESC.009
Level: P-TRACE

Short Syntax: ESC.009 cmd c¢cmd_code in frm rcvd

from nt network

Long Syntax: ESC.009 command cmd_code in frame
received from network network
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Description: A command frame was received from a
virtual net handler to send to the channel.

ESC.010
Level: P-TRACE

Short Syntax:
network

ESC.010 notif notif_code rcvd on nt

Long Syntax: ESC.010 notification notif_code
received from device driver on network network

ESC.014
Level: P-TRACE

Short Syntax: ESC.014 Cmd c¢md_code sent to DD
on nt network (sub locaddr locaddr devaddr devaddr
logpath logpath )

Long Syntax: ESC.014 Commands cmd_code was
sent to the device driver on network network
(subchannel local address locaddr, device address
devaddr, logical path logpath)

Description: A notification was received from the Description: A command was sent to the device
device driver. driver.
ESC.011 ESC.015

Level: P-TRACE

Short Syntax:  ESC.011 8232 cmd ¢md_code rcvd on

nt network

Long Syntax: ESC.011 8232 command cmd_code
received on network network

Description:  An 8232 command was received by the
base net handler.

ESC.012
Level: C-TRACE

Short Syntax:
nt network

ESC.012 nt virtual_net_number reg on

Long Syntax: ESC.012 Network number
virtual_net_number registering on base network network

Description: A virtual net handler is registering with an
ESCON base net handler.

ESC.013
Level: P-TRACE

Short Syntax: ESC.013 Cmd cmd_code fall stat
cmd_status on nt network

Long Syntax: ESC.013 Command cmd_code to
device driver failed with status cmd_status on network
network

Description: A command that the base net handler
sent to the device driver has failed.
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Level: P-TRACE

Short Syntax: ESC.015 Snd 8232 resp cmd_code (rc
retcode) on nt network (sub locaddr /ocaddr devaddr
devaddr logpath logpath )

Long Syntax: ESC.015 Sending 8232 response for
command cmd_code with return code retcode on
network network (subchannel local address locaddr,
device address devaddr, logical path logpath)

Description:  An 8232 response was sent to the host.

ESC.016
Level: P-TRACE

Short Syntax: ESC.016 Snd not notification_id to net
virt_net_number on nt network

Long Syntax: ESC.016 Sending notification
notification_id to net virt_net_number on network
network

Description: A notification was sent to a virtual net
handler from the base net handler.

ESC.017
Level: U-TRACE

Short Syntax:
network

ESC.017 circdn for nt net_num on nt

Long Syntax: ESC.017 circdown for net net_num
called on network network

Description:  The circuit down routine for a network
has been called.




ESC.018
Level: U-TRACE

Short Syntax:  ESC.018 circup for nt net_num on nt
network

Long Syntax: ESC.018 circup for net net_num called
on network network

Description:  The circuit up routine for a network has
been called.

ESC.035
Level: C-INFO

Short Syntax: ESC.035 ESCON adapter in slot slot is
operational.

Long Syntax: ESC.035 ESCON adapter in slot slot is
operational.

Description:  The ESCON adapter is operational. The
adapter has not yet made a connection to the host.

ESC.019
Level: U-TRACE

Short Syntax:  ESC.019 net up for nt net_num on nt
network

Long Syntax: ESC.019 net up for net net_num called
on network network

Description:  The net up routine for a virtual network
has been called.

ESC.020
Level: U-TRACE

Short Syntax:  ESC.020 net dn for nt net_num on nt
network

Long Syntax: ESC.020 net down for net net_num
called on network network

Description:  The net down routine for a virtual
network has been called.

ESC.034
Level: ALWAYS

Short Syntax: ESC.034 ESCON in slot slot. AIB
FLASH mismatch: code at Ox codelev, adapter at 0x
adaplev

Long Syntax: ESC.034 ESCON adapter in slot slot.
AIB FLASH mismatch: code at Ox codelev, adapter at
Ox adaplev

Description: The ESCON adapter has FLASH code
that is different from the level available with the current
load image.

Action:  Contact Software Support to determine if the
FLASH code on the adapter should be updated.

ESC.036
Level: UI-ERROR

Short Syntax: ESC.036 ESCON adapter error, slot=
slot, subchan= subchan, correl=0x correl, origcmd=0x
origemd, sev= sev, rc=0x rc.

Long Syntax: ESC.036 ESCON DD received an Error
notif from slot s/lot ESCON adapter; subchan= subchan,
correl=0x correl origcmd=0x origcmd, severity= sev,
rc=0x rc.

Description:  The ESCON adapter is reporting an error
to the ESCON device driver.

Action:  Typically, no action is required. If the problem
persists, contact Software Support. Refer to the
documentation for further information.

ESC.037
Level: UI-ERROR

Short Syntax: ESC.037 ESCON adapter in slot= slot
is offline to the host.

Long Syntax: ESC.037 ESCON adapter in slot= slot
is offline to the host.

Description:  The ESCON adapter is reporting that it is
offline to the host. The adapter will be automatically
restarted. Diagnostics will be invoked if the adapter fails
to restart.

Action:  If the adapter passes diagnostics but fails to
start, contact Software Support.

ESC.038
Level: UI-ERROR

Short Syntax: ESC.038 ESCON DD received i960
Processor Fault notif from slot= slot ESCON adapter,
Fault Type=0x ft.

Long Syntax: ESC.038 ESCON DD received an i960
Processor Fault notif from slot slot ESCON adapter with
Fault Type=0x ft.

Description:  The ESCON adapter is reporting that it
had an 1960 processor fault. The adapter will be
automatically restarted. Diagnostics will be invoked if
the adapter fails to start.
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Action:  Contact Software Support.

ESC.039
Level: UI-ERROR

Short Syntax: ESC.039 ESCON DD received SLC2
NMI Detected notif from slot= slot ESCON adapter.

Long Syntax: ESC.039 ESCON DD received an SLC2
NMI Detected notif from slot slot ESCON adapter.

Description:  The ESCON adapter is reporting that it
detected an SLC2 NMI error. The adapter will be
automatically restarted. Diagnostics will be invoked if
the adapter fails to restart.

Cause: This may be the result of disconnecting the
ESCON fiber from the ESCON adapter and then
reconnecting it.

ESC.042
Level: UI-ERROR

Short Syntax: ESC.042 Slot slot ESCON adapter
microcode aborted with rc=0x rc.

Long Syntax: ESC.042 ESCON DD received a
Microcode Aborted notification from slot slot ESCON
adapter, rc=0x rc.

Description:  The ESCON adapter is reporting that the
microcode aborted. The adapter will be automatically
restarted. Diagnostics will be invoked if the adapter fails
to restart.

Cause: This may be the result of disconnecting the
ESCON fiber from the ESCON adapter and then
reconnecting it.

Action:  If the adapter fails to restart, contact Software
Action:  Contact Software Support. Support.
ESC.040 ESC.043

Level: U-INFO

Short Syntax: ESC.040 ESCON adapter in slot slot
had an unexpected interrupt.

Long Syntax: ESC.040 ESCON DD received an
Unexpected Interrupt notification from slot slot ESCON
adapter.

Description:  ESCON adapter had an unexpected
interrupt. If the problem persists, contact Software
Support.

ESC.041
Level: UI-ERROR

Short Syntax: ESC.041 ESCON adapter in slot slot
had a serial engine failure, dump is log_stat.

Long Syntax: ESC.041 ESCON DD received a Serial
Engine Failure notification from slot slot ESCON
adapter, dump is log_stat.

Description:  The ESCON adapter is reporting that it
had a serial engine failure. The adapter will be
automatically restarted. Diagnostics will be invoked if
the adapter fails to restart.

Cause: This may be the result of disconnecting the
ESCON fiber from the ESCON adapter and then
reconnecting it.

Action:
Support.

If the adapter fails to restart, contact Software
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Level: C-INFO

Short Syntax: ESC.043 ESCON DD rcvd Logical Path
Estbl notif from slot slot,link addr=0x /ink, LPAR=0x
Ipar,cu-num=0x cu_num.

Long Syntax: ESC.043 ESCON DD received a
Logical Path Established notification from slot slot
ESCON adapter, link addr=0x link, LPAR=0x Ipar,
cu-num=0x cu_num.

Description:  The ESCON adapter has made a
connection to the host via one of the configured
subchannel paths.

ESC.044
Level: UI-ERROR

Short Syntax: ESC.044 ESCON adapter in slot slot
had a POST error, error = 0x error.

Long Syntax: ESC.044 ESCON adapter in slot slot
has a POST error, error = Ox error.

Description:  The ESCON adapter had a POST error.
The adapter will be automatically restarted. Diagnostics
will be invoked if the adapter fails to restart.

Action:
Support.

If adapter fails to restart, contact Software




ESC.045
Level: UI-ERROR

Short Syntax: ESC.045 ESCON adapter in slot slot
had a POST error, CBSP value=0x error.

Long Syntax: ESC.045 ESCON adapter in slot slot
had a POST error, CBSP value=0x error.

Description:  The ESCON adapter had a POST error.
The adapter will be automatically restarted. Diagnostics
will be invoked if the adapter fails to restart.

Action:  If adapter fails to restart, contact Software
Support.

ESC.046
Level: UI-ERROR

Short Syntax: ESC.046 ESCON adapter in slot slot
did not complete POST.

Long Syntax: ESC.046 ESCON adapter in slot slot
did not complete POST.

Description:  The ESCON adapter did not complete
POST. The adapter will be automatically restarted.

Diagnostics will be invoked if the adapter fails to restart.

Action:  If the adapter passes diagnostics but fails to
restart, contact Software Support.

ESC.047
Level: UI-ERROR

Short Syntax: ESC.047 ESCON adapter in slot slot
had a PrePOST error = Ox error.

Long Syntax: ESC.047 ESCON adapter in slot slot
had a PrePOST error = Ox error.

Description:  The ESCON adapter had a PrePOST
error. The adapter will be automatically restarted.

Diagnostics will be invoked if the adapter fails to restart.

Action:  If the adapter does not restart, contact
Software Support.

ESC.049
Level: UI-ERROR

Short Syntax: ESC.049 Slot slot ESCON Adapter
timed-out during initialization, cmd=0x cmd.

Long Syntax: ESC.049 Slot slot ESCON Adapter
timed-out during initialization, cmd=0x cmd.

Description:  The adapter will be automatically
restarted.

Action:  If the adapter does not restart, contact
Software Support.

ESC.050
Level: UI-ERROR

Short Syntax:  ESC.050 Slot slot ESCON Control Unit
table did not load correctly, rc=0x rc, tbl=0x tbl_num.

Long Syntax: ESC.050 Slot slot ESCON Control Unit
table did not load correctly, rc=0x rc, thlI=0x tb/_num.

Description:  The ESCON adapter cannot start
properly without these tables. The adapter will be
automatically restarted.

Action:  If the adapter does not restart, contact
Software Support.

ESC.051
Level: UI-ERROR

Short Syntax: ESC.051 ESCON DD could not obtain
a Control Buffer from slot slot adapter.

Long Syntax: ESC.051 ESCON DD could not obtain a
Control Buffer from adapter in slot slot.

Description:  The device driver requires a buffer from
the adapter. If the adapter cannot provide the buffer
then the adapter is not functioning properly. The adapter
will be restarted automatically.

Action: If the problem persists, contact Software
Support.

ESC.048
Level: UI-ERROR

Short Syntax: ESC.048 Slot slot does not contain an
ESCON card, identifier = id.

Long Syntax: ESC.048 Slot slot does not contain an
ESCON card, identifier = id.

Description:  The slot does not contain an ESCON
card and the software has been configured for an
ESCON adapter in that slot.

Action:  Correct the configuration. If the problem
occurs after reconfiguration, contact Software Support.

ESC.052
Level: U-INFO

Short Syntax: ESC.052 ESCON DD encountered an
internal error for slot slot. Identifier = id.

Long Syntax: ESC.052 ESCON DD encountered an
internal error for slot slot. Identifier = id.

Description:  The ESCON device driver has
encountered a condition that it cannot handle properly.

Action: If the problem persists, contact Software
Support.
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ESC.053
Level: UI-ERROR

Short Syntax: ESC.053 ESCON DD detected a CRC
error in CU Table tbl_num for slot slot.

Long Syntax: ESC.053 ESCON DD detected a CRC
error in CU Table tbl_num for slot slot.

Description:
automatically.

The adapter will be restarted

Action:
Support.

If the problem persists, contact Software

ESC.054
Level: UI-ERROR

Short Syntax: ESC.054 ESCON DD could not obtain
system memory; slot=0x slot, identifier= id.

Long Syntax: ESC.054 ESCON DD could not obtain
system memory; slot=0x slot, identifier= id.

Description:  If this error occurred during initialization,
the adapter will be restarted.

Action:
Support.

If the problem persists, contact Software

ESC.055
Level: UI-ERROR

Short Syntax: ESC.055 ESCON DD could not open
dump files on harddrive. Dumps not available for slot
slot adapter.

Long Syntax: ESC.055 ESCON DD could not open
the dump files on the harddrive. The dumps are not
available for slot slot adapter

Description:  The device driver attempted to open a
file on the harddrive but was unsuccessful. The dump of
the ESCON adapter is not available.

Action:  If problems with the adapter persist, contact
Software Support.

ESC.056
Level: UI-ERROR

Short Syntax: ESC.056 ESCON DD could not dump
all slot slot ESCON adapter data_type data to the dump
file.

Long Syntax: ESC.056 ESCON DD could not dump
all of the slot slot ESCON adapter data type data to the
dump file on the harddrive.

Description:  The device driver attempted to dump the
ESCON adapter data to a file on the harddrive. The
IRAM dump may be partially available in
Cc:\ESCONIx.DMP, where x is the slot number. The
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DRAM dump may be partially available in
c:\ESCONDx.DMP, where x is the slot number.

Action:  Contact Software Support.

ESC.057
Level: C-INFO

Short Syntax: ESC.057 ESCON DD received a reset
subchannel notif for subchannel 0Ox sc, slot= slot.

Long Syntax: ESC.057 ESCON DD received a reset
subchannel notification for subchannel 0x sc, slot= slot.

Description:  The device driver received a reset
subchannel notification.

ESC.058
Level: C-INFO

Short Syntax:  ESC.058 Incorrect subchannel
configuration detected for slot s/lot ESCON adapter.

Long Syntax: ESC.058 Incorrect subchannel
configuration detected for slot s/lot ESCON adapter.

Description:  The device driver has detected that a
subchannel configuration is incorrect. Correctly
configured subchannels should not be affected by this
problem.

Action:  Correct the configuration.

ESC.059
Level: UI-ERROR

Short Syntax: ESC.059 ESCON DD could not obtain
a Command FIFO entry from slot slot adapter.

Long Syntax: ESC.059 ESCON DD could not obtain a
Command FIFO entry from adapter in slot slot.

Description:  The device driver requires a Command
FIFO entry in order to communicate with the adapter. If
the adapter cannot obtain an entry during initialization,
the adapter will be restarted. If the adapter cannot
obtain an entry at any other time, the internal software
will attempt to recover.

Action:
Support.

If the problem persists, contact Software

ESC.060
Level: P-TRACE

Short Syntax: ESC.060 ESCON DD sending frame
from slot= slot,, subchan= subchan,, LT= lantype,, LN=
lannum, to base net.

Long Syntax: ESC.060 ESCON DD rcvd frame from
slot slot, ESCON, subchan= subchan,, LanType=
lantype,, and LanNum= lannum; sending it to base net.



Description: A frame was received by the channel
and was sent to the ESCON base net handler.

ESC.061
Level: P-TRACE

Short Syntax: ESC.061 ESCON DD rcvd frame from
net handler for slot= slot,, subchan= subchan,, LT=
lantype,, LN= lannum, PDU-hdr= pdu_len

Long Syntax: ESC.061 ESCON DD received a frame
from a net handler destined for slot slot, ESCON
adapter, subchan= subchan,, LanType= lantype,, and
LanNum= lannum,, PDU-header len= pdu_len.

Description:  An ESCON:-related nethandler sent the
ESCON DD a frame to transmit.

ESC.062
Level: P-TRACE

Short Syntax: ESC.062 ESCON DD rcvd cmd, cmd
from net handler for slot slot ESCON.

Long Syntax: ESC.062 ESCON DD received cmd,

command from net handler for slot slot ESCON adapter.

Description:  An ESCON-related net handler sent the
ESCON DD a command.

ESC.063
Level: P-TRACE

Short Syntax: ESC.063 ESCON DD rcvd cmd, cmd
from nethandler for slot slot, ESCON, subchan=
subchan.

Long Syntax: ESC.063 ESCON DD received cmd,
command from a nethandler for slot s/ot, ESCON
adapter, subchan= subchan.

Description:  An ESCON:-related net handler sent the
ESCON DD a command.

ESC.064
Level: P-TRACE

Short Syntax: ESC.064 ESCON DD sent notif, notif
for slot slot, ESCON, subchan= subchan,, LT= lantype,,
LN= /annum, to nethandler.

Long Syntax: ESC.064 ESCON DD sent notif, notif
for slot slot, ESCON adapter, subchan= subchan,, LT=
lantype,, LN= lannum, to nethandler.

Description:  The ESCON device driver sent a
notification to an ESCON-related net handler

ESC.065
Level: U-INFO

Short Syntax: ESC.065 ESCON adapter ran out of
rcv buffers, LCS frame discarded, slot= slot, local sc=
subchan

Long Syntax: ESC.065 ESCON adapter ran out of
receive buffers and discarded an LCS frame; slot= slot
local subchan= subchan.

Description:  The ESCON adapter is reporting that it
discarded an LCS frame because it could not obtain a
receive buffer.

Action:  Typically, no action is required. If the problem
persists, increase the number of receive buffers for this
ESCON adapter.

ESC.066
Level: UI-ERROR

Short Syntax: ESC.066 ESCON adapter ran out of
rcv buffers, LSA frame discarded, slot= slot, local sc=
subchan

Long Syntax: ESC.066 ESCON adapter ran out of
receive buffers and discarded an LSA frame; slot= slot
local subchan= subchan.

Description:  The ESCON adapter is reporting that it
discarded an LSA frame because it could not obtain a
receive buffer.

Action: Increase the number of receive buffers for this
ESCON adapter.

ESC.067
Level: U-INFO

Short Syntax: ESC.067 ESCON adapter ran out of
rcv buffers, MPC+ frame discarded, slot= slot, local sc=
subchan

Long Syntax: ESC.067 ESCON adapter ran out of
receive buffers and discarded an MPC+ frame; slot=
slot local subchan= subchan.

Description:  The ESCON adapter is reporting that it
discarded an MPC+ frame because it could not obtain a
receive buffer.

Action:  Typically, no action is required. If the problem
persists, increase the number of receive buffers for this
ESCON adapter.
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Panic escnomem

Short Syntax: escnomem: ESCON handler no
memory

Description:  An ESCON handler cannot allocate
memory for control block(s).

Action: Contact customer service.

Panic escnsram

Short Syntax:  escnsram: ESCON SRAM not found

Description:  The SRAM record for an ESCON handler

could not be found.

Action: Contact customer service.

Panic escbreq

Short Syntax:  eschreq: bad xmit rgst

Description:  An unsupported protocol packet was
given to the ESCON handler for transmission.

Action: Contact customer service.

Panic escnosub

Short Syntax:  escnosub: subch not found

Description:  The requested logical path and device
address was not found in the ESCON base handler
subchannel table.

Action:  Contact customer service.

Panic escbprt

Short Syntax:  escbprt: bad prot init

Description:  An unsupported Network Layer protocol
tried to initialize an ESCON handler.

Action: Contact customer service.

Panic escdreg

Short Syntax:  escdreg: virt net already reg

Description:  An ESCON virtual net handler has
already registered with the base.

Action: Contact customer service.
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Panic escbcall

Short Syntax:  eschcall: bad call to routine.
Description:  An invalid call was made to a routine.

Action: Contact customer service.

Panic escbprd

Short Syntax:  escbprt: bad prot down

Description:  An unsupported Network Layer protocol
tried to uninitialize an ESCON handler.

Action:  Contact customer service.



Chapter 28. End System Intermediate-System Protocol (ESIS)

This chapter describes End System Intermediate-System Protocol (ESIS)
messages. For information on message content and how to use the message, refer

to the Introduction.

ESIS.001

Level: UE-ERROR

Short Syntax:  ESIS.001 ESIS input que ovflw
Long Syntax:  ESIS.001 ESIS input queue overflow

Description:  The ESIS task input queue has
overflowed, packet is dropped.

ESIS.002

Level: UE-ERROR

Short Syntax:  ESIS.002 rcvd incmplt pkt

Long Syntax: ESIS.002 received incomplete packet

Description: A packet fragment recognized as an
ESIS packet was received.

ESIS.006
Level: UE-ERROR
Short Syntax:  ESIS.006 no iob avail to snd hello

Long Syntax: ESIS.006 no i/o buffer available to send
hello

Description:  An attempt to send an ESIS hello failed
because of a lack of system i/o buffers.

ESIS.003
Level: UE-ERROR

Short Syntax:  ESIS.003 rcvd pkt bad chksm=
pkt_chksum

Long Syntax:  ESIS.003 received packet with a bad
checksum = pkt_chksum

Description:  An ESIS packet was received but had a
bad checksum.

ESIS.004
Level: UE-ERROR

Short Syntax:  ESIS.004 rcvd pkt bad vers # =
version_number

Long Syntax: ESIS.004 received packet with a bad
version number (vers = version_number)

Description:  An ESIS packet was received but had a
bad or unsupported version number.

ESIS.005
Level: UE-ERROR

Short Syntax:  ESIS.005 rcvd pkt bad typ # =
type_field

Long Syntax: ESIS.005 received packet with a bad
type field (vers = type_field)

Description:  An ESIS packet was received but had a
bad or unsupported type field.
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ESIS.007
Level: UE-ERROR
Short Syntax:  ESIS.007 cnnt snt hello pkt hndlir err

Long Syntax:  ESIS.007 cannot send a hello packet,
handler error

Description:  An ESIS hello packet coundn’t be sent
because of a handler error.

ESIS.008
Level: P-TRACE

Short Syntax:  ESIS.008 sent hello source_NSAP on
int interface_#

Long Syntax: ESIS.008 sent hello packet with source
nsap source_NSAP on int interface_#

Description:  An ESIS hello packet was sent out on an
interface.

ESIS.009
Level: UE-ERROR

Short Syntax:  ESIS.009 rcvd hello packet with a bad
header

Long Syntax:  ESIS.009 rcvd hello packet with a bad
header

Description:  Received hello packet with a holding
time or reserved field.

ESIS.010
Level: UE-ERROR

Short Syntax:  ESIS.010 rcvd hello bad nsap
source_NSAP

Long Syntax:  ESIS.010 received hello with bad nsap
source_NSAP
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Description:  An ESIS hello packet was received with
a bad nsap or one that overran the packet.

ESIS.011
Level: UE-ERROR
Short Syntax:  ESIS.011 rcvd hello pkt bad opt

Long Syntax: ESIS.011 received packet with a bad
optional parameter

Description:  An ESIS CLNP data packet was received
with bad option parameter(s).

ESIS.012
Level: P-TRACE

Short Syntax:  ESIS.012 rcvd hello from source_NSAP
int interface net network_name

Long Syntax:  ESIS.012 rcvd hello packet with source
nsap source_NSAP on int interface, net network_name

Description:  An ESIS hello packet was received on
the specified interface.

ESIS.013
Level: UE-ERROR

Short Syntax:
source_NSAP

ESIS.013 rcvd hello unsp dom src

Long Syntax: ESIS.013 rcvd hello packet unsupported
domain source_ NSAP

Description:  An ESIS hello packet was received with
an unrecognized IDI.

ESIS.014

Level: UE-ERROR
Short Syntax:  ESIS.014 no rsrc to instl rt
Long Syntax: ESIS.014 no resources to install route

Description:  An ESIS hello packet was received but
there were no resources available to install the route.

ESIS.015
Level: UE-ERROR

Short Syntax:
source_NSAP

ESIS.015 rcvd hello ng cnfltng rt

Long Syntax: ESIS.015 received hello no good
conflicting route source_NSAP

Description:  An ESIS hello packet was received but
could not be entered into the database since there was
a static or dynamic route already defined that conflicted
with the route in the hello.
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ESIS.016
Level: UE-ERROR

Short Syntax:  ESIS.016 tmd out rte reac

source_NSAP

Long Syntax:  ESIS.016 timed out route reactivated

source_NSAP

Description:  An ESIS hello packet was received with
a route that had been previously timed out.

ESIS.017

Level: UE-ERROR
Short Syntax:  ESIS.017 no rsrc to snd rdrct
Long Syntax: ESIS.017 no resources to send redirect

Description:  An ESIS redirect packet could not be
sent due to a lack of resources.

ESIS.018
Level: UE-ERROR
Short Syntax:  ESIS.018 rdrct nt snt hndlr err

Long Syntax:  ESIS.018 redirect not sent, handler

error

Description:  An ESIS redirect packet could not be
sent due to a handler error.

ESIS.019
Level: P-TRACE
Short Syntax:  ESIS.019 sent rdrct to: dest NSAP

Long Syntax:
dest NSAP

ESIS.019 sent redirect packet to:

Description:
an interface.

An ESIS redirect packet was sent out on

ESIS.020

Level: UE-ERROR
Short Syntax:  ESIS.020 tmd out rte source_NSAP
Long Syntax: ESIS.020 timed out route source_NSAP

Description:  An ESIS hello route has been timed out.




ESIS.021
Level: Ul_ERROR

Short Syntax:  ESIS.021 Unable to allocate resources
for a new ES adjacency

Long Syntax:  ESIS.021 Unable to allocate resources
for a new ES adjacency

Description:  We were unable to get an adjacency
structure for a new end system adjacency.

ESIS.022
Level: UE_ERROR

Short Syntax:  ESIS.022 hello PDU dropped, rcvd over
p-to-p cir cct_num

Long Syntax: ESIS.022 hello PDU dropped, received
over point-to-point circ cct_num

Description:  An ESIS hello PDU was received over a
point-to-point circuit - the packet was dropped because
ESIS does not run over point-to-point circuits.

ESIS.023
Level: UE_ERROR

Short Syntax:  ESIS.023 hello PDU dropped, no
matching area address

Long Syntax:  ESIS.023 ESIS hello PDU dropped, no
matching area address

Description:  An ESIS hello PDU was dropped
because the area address portion of its source NSAP
didn’t match one of the router's manual area addresses.

ESIS.024
Level: P-TRACE

Short Syntax:  ESIS.024 dropped hello from
source_NSAP int interface net network_name manual
ES adjacency exists

Long Syntax: ESIS.024 dropped hello packet with
source nsap source_NSAP on int interface, net
network_name - manual ES adjacency exists

Description:  An ESIS hello packet was dropped on
the specified interface because a manual adjacency
exists for the ES.
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Chapter 29. Ethernet Network Interface (ETH)

This chapter describes Ethernet Network Interface (ETH) messages. For information
on message content and how to use the message, refer to the Introduction.

ETH.001
Level: P-TRACE

Short Syntax:  ETH.001 brd rcv unkwn typ
packet _type source Ethernet_address ->
destination_Ethernet_address nt network

Long Syntax: ETH.001 broadcast packet received
with unknown Ethernet type packet_type from host
source_Ethernet_address to
destination_Ethernet_address network network

Description: A broadcast packet was received with an
unknown or unsupported Ethernet type field.

ETH.002
Level: UE-ERROR

Short Syntax:  ETH.002 rcv unkwn typ packet_type
source_Ethernet_address ->
destination_Ethernet_address nt network

Long Syntax: ETH.002 packet received with unknown
Ethernet type field packet_type from
source_Ethernet_address to
destination_Ethernet_address network network

Description: A non-broadcast packet was received
with an unknown or unsupported Ethernet type field.

ETH.003
Level: P-TRACE

Short Syntax:  ETH.003 brd 802.3 bd In actual _length
claimed_length source Ethernet _address ->
destination_Ethernet_address nt network

Long Syntax: ETH.003 broadcast packet received
with a bad 802.3 length field actual actual length
claimed claimed_length from source_Ethernet_address
to destination_Ethernet_address network network

Description: A broadcast packet was received with a
type field that indicated 802.3 but was shorter than data
length claimed in the 802.3 header.

ETH.004
Level: UE-ERROR

Short Syntax:  ETH.004 802.3 bd In actual_length
claimed_length source_Ethernet_address ->
destination_Ethernet_address nt network

Long Syntax: ETH.004 packet received with a bad
802.3 length field actual actual length claimed
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claimed_length from source_Ethernet_address to
destination_Ethernet_address network network

Description: A non-broadcast packet was received
with a type field that indicated 802.3 but was shorter
than data length claimed in the 802.3 header.

ETH.005
Level: UE-ERROR

Short Syntax:  ETH.005 DN bd In actual_length
claimed_length source_Ethernet_address ->
destination _Ethernet_address nt network

Long Syntax: ETH.005 DECnet packet received with
a bad length actual actual_length claimed
claimed_length from source_Ethernet_address to
destination _Ethernet_address network network

Description: A DECnet packet was received with a
length field that was larger than the actual length of the
packet.

ETH.010
Level: C-INFO

Short Syntax:  ETH.010 LLC unk SAP DSAP
source_Ethernet_address ->
destination_Ethernet_address nt network

Long Syntax: ETH.010 802.2 LLC packet received
with unknown DSAP DSAP from host
source_Ethernet_address to

destination _Ethernet_address network network

Description:  An 802.2 LLC packet was received from
the network with an inactive (unrecognized) DSAP.

ETH.011
Level: C-INFO

Short Syntax: ETH.011 LLC nttyp 1
LLC_control_type nt network

Long Syntax: ETH.011 802.2 LLC packet received,
not Type 1 LLC control_type network network

Description: A packet was received from the network
that had an LLC but was not a Type 1 LLC.

ETH.012
Level: C-INFO

Short Syntax:
network

ETH.012 LLC RSP LLC_SSAP nt

217



Long Syntax: ETH.012 LLC RESPONSE packet
received LLC_SSAP network network

Description:  An LLC response was received from the
network.

ETH.013
Level: C-INFO

Short Syntax: ETH.013 LLC XID LLC_SSAP nt
network

Long Syntax: ETH.013 LLC XID packet received
LLC_SSAP network network

Description:  An LLC XID packet was received from
the network.

ETH.014
Level: C-INFO

Short Syntax: ETH.014 LLC TEST LLC_SSAP nt
network

Long Syntax: ETH.014 LLC TEST packet received
LLC SSAP network network

Description:  An LLC TEST packet was received from
the network.

ETH.015
Level: U-INFO

Short Syntax:  ETH.015 unrec ctl LLC_control_field nt
network

Long Syntax: ETH.015 packet received with
unrecognized control field LLC_control_field network
network

Description: A packet was received from the network
that had an illegal control field or UL.

ETH.017
Level: P-TRACE

Short Syntax: ETH.017 LOOP rcv
source_Ethernet_address ->
destination_Ethernet_address, nt network

Long Syntax: ETH.017 Loopback Protocol frame
received from source_ Ethernet_address to
destination_Ethernet_address, network network

Description:  An Ethernet Loopback Protocol
(Configuration Testing Protocol) packet was received.
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ETH.018
Level: UE-ERROR

Short Syntax:  ETH.018 LOOP odd skp count,
source_Ethernet_address ->
destination _Ethernet_address, nt network

Long Syntax: ETH.018 Loopback Protocol, odd
skipCount count from source_Ethernet_address to
destination_Ethernet_address, network network

Description:  An Ethernet Loopback Protocol
(Configuration Testing Protocol) packet had an odd
skipCount in the packet. It will be discarded.

Cause: Programming error on remote node.

ETH.019
Level: UE-ERROR

Short Syntax: ETH.019 LOOP func function not forw,
source_Ethernet_address ->
destination_Ethernet_address, nt network

Long Syntax:  ETH.019 Loopback Protocol, function
function not Forward Data from
source_Ethernet_address to
destination_Ethernet_address, network network

Description:  An Ethernet Loopback Protocol
(Configuration Testing Protocol) packet did not have a
function code of forward (2). It will be discarded.

Cause: Function code was reply (1), because we were
the ultimate destination of this packet.

Action: None.

Cause: Undefined function code, due to programming
error in remote node.

ETH.020
Level: UE-ERROR

Short Syntax:  ETH.020 LOOP mc fwd dst
forward_Ethernet_address, source_Ethernet_address ->
destination _Ethernet_address, nt network

Long Syntax: ETH.020 Loopback Protocol, multicast
forward address forward_Ethernet_address from
source _Ethernet_address to
destination_Ethernet_address, network network

Description:  An Ethernet Loopback Protocol
(Configuration Testing Protocol) packet has a forward
address that is a multicast. It will be discarded.

Cause: Programming error in remote node.




ETH.021
Level: P-TRACE

Short Syntax: ETH.021 LOOP fwd
source_Ethernet_address -> forward_Ethernet_address,
nt network

Long Syntax: ETH.021 Loopback Protocol, forwarding
from source_Ethernet_address to
forward_Ethernet_address, network network

Description:  An Ethernet Loopback Protocol
(Configuration Testing Protocol) packet is being
forwarded to the specified next hop.

ETH.022
Level: UI-ERROR

Short Syntax: ETH.022 LOOP fwd to
forward _Ethernet_address dsc, rsn code, nt network

Long Syntax: ETH.022 Loopback protocol, forward to
forward_Ethernet_address discarded, for reason code,
network network

Description: A Ethernet Loopback Protocol
(Configuration Testing Protocol) packet could not be
forwarded to the specified address, for the reason
specified by code.

ETH.023
Level: UI-ERROR

Short Syntax: ETH.023 LLC RSP to
destination_Ethernet_address dsc, rsn code, nt network

Long Syntax: ETH.023 LLC response to
destination_Ethernet_address discarded, for reason
code, network network

Description:  An LLC response (XID or TEST) could
not be transmitted to the specified address, for the
reason specified by code.

ETH.024
Level: UE-ERROR

Short Syntax:  ETH.024 MOP bd In actual_length
claimed_length source_Ethernet_address ->
destination_Ethernet_address nt network

Long Syntax: ETH.024 DECnet MOP packet received
with a bad length actual actual_length claimed
claimed_length from source_Ethernet_address to
destination_Ethernet_address network network

Description: A DECnet MOP packet was received
with a length field that was larger than the actual length
of the packet.

ETH.025
Level: UE-ERROR

Short Syntax:  ETH.025 LOOP bd skp count,
source_Ethernet_address ->
destination _Ethernet_address, nt network

Long Syntax: ETH.025 Loopback Protocol, bad
skipCount count from source_Ethernet_address to
destination_Ethernet_address, network network

Description:  An Ethernet Loopback Protocol
(Configuration Testing Protocol) packet had a skipCount
in the packet that points to beyond the end of the
packet. It will be discarded.

Cause: Programming error on remote node.

ETH.042
Level: UI-ERROR

Short Syntax:
packet.

ETH.042 Unable to get buf for ethernet

Long Syntax:
ethernet packet.

ETH.042 Unable to get buffer for

Description: A buffer to set an Ethernet address, or to
copy an Ethernet packet couldn’t be gotten because of
a buffer shortage.

ETH.043
Level: ALWAYS

Short Syntax:  ETH.043 CMD596 Command Timeout.
Interface network being restarted.

Long Syntax: ETH.043 CMD596 Command Timeout.
Interface network being restarted.

Description:  The 82596 chip on the interface card has
failed to clear the command field for this interface. The
interface will be re-initialized.

ETH.044
Level: ALWAYS

Short Syntax: ETH.044 I5I0CTL Bad Command
network being restarted.

Long Syntax: ETH.044 I510CTL Bad Command
network being restarted.

Description:  An Incorrect command field has been
sent to the driver. The interface will be re-initialized.
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ETH.045
Level: UI-ERROR

Short Syntax:  ETH.045 Eth self-test selftest_phase fld
error_condition nt network

Long Syntax: ETH.045 Ethernet self-test phase
selftest_phase failed: error_condition, network network

Description:  The selftest for the Ethernet card has
reported an error during selftest. The phases are "Reset
board”, "Reset delay”, "Check reset done”, "Check
reset delay”, "Init SCB”, "Init SCB delay”, "Init SCB
completion”, "Read hardware address”, "Set bus throttle
timers”, "Internal loopback”, "Set hardware address”,
"Enable receive”, "Internal loopback (output)”, "Check
internal loopback data”, "External loopback”, "External
loopback delay”, "External loopback (output)”, "Check
external loopback data”, "Network loopback”, "Network
loopback delay”, "Network loopback (output)”, "Check
network loopback data”, "Clear loopback”, and
"Operational test”.

Cause: In the "Reset board” phase, the error
"Packetsize of < 1500 bytes” indicates that the interface
has been provided with buffers that are too small.

Action:  Correct configuration of system that is
artificially reducing packet size below Ethernet
requirement of 1500 bytes.

Cause: In all phases, the error "No buffers” indicates
that there is a severe packet buffer shortage in the
router.

Action:  Increase buffer memory size, decrease buffer
size on configurable networks.

Cause: In phase "Init SCB completion”, the error
"ISCP busy not 0" indicates that the BUSY byte of the
82596 Intermediate System Configuration Pointer
(ISCP) did not clear after the CA signal was sent.

Action:  This indicates a probable hardware problem
with the interface or router. Run diagnostics.

Cause: The error "Unexpected receive pkt” indicates
that the interface recieved a packet in a self-test state
where it did not expect to receive a packet.

Action:  This indicates a possible hardware problem
with the interface. Run diagnostics.

Cause: The error "Loop back count error”, indicates
that the recieved loopback packet was not of the same
length as the transmitted one.

Action:  This indicates a possible hardware problem
with the interface. Run diagnostics.

Cause: The error "Loop back stat error” indicates that
the receive of the loopback packet had an unsuccessful
error status.

Action:  This indicates a possible hardware problem
with the interface. Run diagnostics.
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Cause: The error "Loop back data error” indicates that
there was a data mismatch in the loopback packet.

Action:  This indicates a possible hardware problem
with the interface. Run diagnostics.

Cause: In the "Operational test” phase, the error
"maintenance failure” indicates that the interface could
not perform a sucessful maintenance test. (The
maintenance test sends one packet and checks for
carrier sense.)

Action:  Check the transceiver cabling and hardware.

Cause: In all phases, the error "timeout” indicates that
the entire self-test did not complete within one-eighth of
a second.

ETH.046
Level: UE-ERROR

Short Syntax: ETH.046 IPX pkt in
received_encapsulation encap ign, using
configured_encapsulation encaps, nt network

Long Syntax:  ETH.046 IPX pkt in encapsulation
received_encapsulation ignored, using encapsulation
configured_encapsulation on network network

Description:  This message is generated when an IPX
packet is received in a data-link encapsulation (frame)
other than the one configured for IPX on this interface.
The packet will be ignored. The received_encapsulation
and configured_encapsulation are one of
"ETHERNET_802.3", "ETHERNET_II",
"ETHERNET_802.2", or "ETHERNET_SNAP".
ETHERNET_802.3 is also known as "Novell”, and
ETHERNET Il is also known as "Ethernet”.

Cause: If only one encapsulation is being used on this
network, this node’s encapsulation is not the same as
all other IPX nodes on the network.

Action:  Configure all nodes on network to use same
encapsulation.

Cause: If multiple encapsulations are being used on
this network, a packet has been received from a node
using an encapsulation different from this node.

ETH.047
Level: UI-ERROR

Short Syntax: ETH.047 Eth self-test selftest_phase fld
error_condition nt network

Long Syntax: ETH.047 Ethernet port self-test phase
selftest_phase failed: error_condition, network network

Description:  The self-test for the SCC Ethernet port
has reported an error during self-test. The phases are
"Reset port”, "Set media selection”, "Set hardware
address”, "Network loopback”, "Enable receive”,



"Network loopback (output)”, "Check network loopback
data”, "Clear loopback”, "Set multicast addresses”, and
"Operational test”.

Cause: In the "Reset port” phase, the error
"Packetsize of < 1500 bytes” indicates that the interface
has been provided with buffers that are too small.

Action:  Correct the configuration of the system that is
artificially reducing packet size below the Ethernet
requirement of 1500 bytes.

Cause: In all phases, the error "No buffers” indicates
that there is a severe packet buffer shortage in the
router.

Action:  Increase memory size, decrease size of
routing tables, decrease buffer allocations to networks,
decrease buffer size on configurable networks.

Cause: The error "Loop back data error” indicates that
there was a data mismatch in the loopback packet.

Action:  This indicates a possible hardware problem
with the interface. Run diagnostics.

Cause: The error "Loop back count error” indicates
that the received loopback packet was not of the same
length as the transmitted one.

Action:  This indicates a possible hardware problem
with the interface. Run diagnostics.

Cause: The error "Loop back status error” indicates
that the receive of the loopback packet had an
unsuccessful error status.

Action:  This indicates a possible hardware problem
with the interface. Run diagnostics.

Cause: In all phases, the error "Timeout” indicates
that the entire self-test did not complete within
one-eighth of a second.

Action:  This indicates a possible hardware problem
with the interface. Run diagnostics.

Cause: In the "Operational test” phase, the error
"maintenance failure” indicates that the interface could
not perform a sucessful maintenance test. (The
maintenance test sends one packet and checks for
carrier sense.)

Action:  Check the transceiver cabling and hardware.
The router is probably not connected to the Ethernet
correctly, or there is a hardware failure.

ETH.048
Level: UI-ERROR

Short Syntax:  ETH.048 Eth Error adapterror_condition
adapdiag_code nt network

Long Syntax: ETH.048 Ethernet adapter error:
adapterror_condition, diag adapdiag_code network
network

Description:  An error was encountered on the Fast
Ethernet port. The causes are "Error status from TB”,
"Invalid counter from TB”, "Timeout waiting for valid link
status”, "Timeout waiting for auto negotiation”, "Link
partner does not support auto negotiation”, "Address
parity error detected on bus”, "Unable to set multicast
address. State = ", "Burnt-in UAA is used due to
illegitimate LAA", and "Lost connection to link partner.
phy reg01 = ".

Cause: "Error status from TB” indicates that the
transparent bridging logic on the interface signalled an
error condition during initialization.

Action:  Issue the test command for the interface. If
the message re-appears, then power the system off and
on. If the message re-appears, run diagnostics on the
interface. If the diagnostics indicate a similar problem,
the interface card may need to be replaced.

Cause: "Invalid counter from TB” indicates the 'frames
filtered’ counter test failed during initialization of the
transparent bridge logic.

Action:  Issue the test command for the interface. If
the message re-appears, then power the system off and
on. If the message re-appears, run diagnostics on the
interface. If the diagnostics indicate a similar problem,
the interface card may need to be replaced.

Cause: "Timeout waiting for valid link status” indicates
that the interface is not receiving a valid link signal from
its link partner. Interface will no longer wait for the link
signal. Instead it will reset the interface and resume
listening for a valid link signal. This condition can occur
due to the following causes: 1) Bad or incorrect length
of cable from interface to its link partner. 2) Disabled or
malfunctioning port on the link partner. 3) The
connector(s) on the cable is bad or not properly inserted
into the port(s). 4) Speed or duplex mode configured for
interface is not supported by the link partner.

Action:  For 1), verify that there is no discontinuity in
the cable. For 2), try a different port on the link partner.
Ensure that it has not been disabled. For 3), Ensure
both ends of the cable are inserted all the way into the
port at both ends. Also ensure that it is not a
cross-wired cable. For 4), Check the capabilities of the
link partner and configure the interface accordingly.

Cause: "Timeout waiting for auto negotiation”
indicates that the interface is getting a valid link signal
from the link partner, however the auto-negotiaion
function is failing.
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Action:  Check the capabilities of the link partner and
configure the interface accordingly. If auto-negotiation is
still unsucessful, ensure that the cable length is not
between 35-40 meters in length.

Cause: "Link partner does not support auto
negotiation” indicates the interface has detected that the
link partner is not capable of performing
auto-negotiation.

Action:  Check the capabilities of the link partner and
configure the interface accordingly.

Cause: "Address parity error detected on bus”
indicates that the interface has detected a parity error.

Action: If this message occurs more than once, issue
the test command for the interface. If the message
re-appears, then power the system off and on. If the
message re-appears, run diagnostics on the interface. If
the diagnostics indicate a similar problem, the interface
card may need to be replaced.

Cause: "Unable to set multicast address” indicates
that the interface was unable to set the filter which will
permit receipt of frames destined to a certain multicast
address. This can happen when the interface is unable
to suspend the hardware to perform the operation.

Action: Issue the "Test” command for this interface, or
disable and re-enable the interface. This will cause the
hardware for this interface to be reset and allow storage
of the multicast filter masks.

Cause: "Burnt-in UAA is used due to illegitimate LAA”
indicates that the user specified locally administered
MAC address is invalid. The universal address assigned
to the interface will be used instead.

Action: If the locally adminstered address must be
used on this interface, change the configuration
providing a legal locally adminstered MAC address and
restart the system.

Cause: "Lost connection to link partner” indicates that
the interface has detected loss of a valid link signal from
its link partner. This can occur under the following
conditions: 1) The cable connector is removed or not
properly inserted at either ends 2) The cable has been
damaged. 3) The link partner is not sending valid link
signals. (Note this can be a temporary condition from a
link partner ).

Action:  For 1) Ensure that both the connectors are
properly inserted. 2) Ensure that the cable has not been
harmed. 3) Ensure that the link partner is functioning
normally.
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ETH.049
Level: C-INFO

Short Syntax:  ETH.049 Eth Info. adaptinfo_condition
adapinfo_data nt network

Long Syntax:  ETH.049 Ethernet adapter info:
adaptinfo_condition, Data: adapinfo_data network
network

Description:  Information notification for the Fast
Ethernet interface. The reasons are "Performing Unicast
frame filtering in software. State = ", "TB has been
enabled. State = ", "Auto Negotiation is complete. RC =
", "Interface operating at speed (Mbps) =", "Interface
operating at half duplex. RC =", "Interface operating at
full duplex. RC =", "Configured speed does not match
neg speed. RC =", "Configured duplex does not match
neg duplex. RC =", "Resetting the interface. State =",
"Issued -purge all entries- command to TB. State = ”,
"Issued -age- command to TB. Current Age =",
"Interface close command received. State = ", "Add
multicast address command received. State =", "Set
LAA MAC address command received. State =",
"Setting new age for TB. New age =", and "CAM is full.
State = ".

Cause: "Performing Unicast frame filtering in software”
indicates that in addition to the adapter performing
transparent bridging, the device driver will also discard
any unicast frames received, which do not have a
destination MAC matching the local MAC address.
Filtering is being performed by the device driver,
because the system bridging function has placed this
interface in blocking mode.

Action: None.

Cause: "TB has been enabled” indicates that
transparent bridging support has been enabled on the
interface. The interface will now filter incoming packets.

Action:  None.

Cause: "Auto Negotiation is complete” indicates the
nterface has sucessfully completed auto-negotiating
with its link partner.

Action: None.

Cause: "Interface operating at speed (Mbps) ”
indicates the speed at which the interface is operating
with its link partner.

Action:  None.

Cause: "Interface operating at half duplex” indicates
that the interface is operating in half-duplex mode with
its link partner.

Action: None.

Cause: "Interface operating at full duplex” indicates
that the interface is operating in full-duplex mode with
its link partner.

Action: None.



Cause: "Configured speed does not match hub speed”
indicates that the interface is operating at a speed
different from the one configured in the system.

Action:  If the operating speed is not desired, then
change the value specified for speed in the
configuration.

Cause: "Configured duplex does not match hub
duplex” indicates that the interface is operating in a
mode different from the one configured in the system.

Action:  If the operating mode is not desired, then
change the value specified for mode in the
configuration.

Cause: "Resetting the interface” indicates that the
interface is undergoing a reset operation. This is always
done whenever the interface is enabled or is
automatically trying to enable itself. The interface will
automatically attempt to enable itself when it detects
loss of connectivity on the link or when the system has
asked it to perform a self test due to 10 failure.

Action: None.

Cause: "Issued -purge all entries- command to TB”
indicates that all learnt addresses in the interface’s
tables will be deleted. The interface will begin
re-learning MAC address as it receives frames. This is a
normal operation as the bridge learns its topology and
updates its age value.

Action: None.

Cause: "Issued -age- command to TB. Current Age =
" indicates that the inteface will delete all MAC
addresses from its tables from which it has has not
heard since the previous age event. The age value
corresponds to the value configured to the bridging
protocol.

Action: None.

Cause: "Interface close command received” indicates
the interface has been requested to cease all
operations. Transmit and receive functions will be
suspended until the interface is reactivated.

Action: None.

Cause: "Add multicast address command received”
indicates that the interface has been given a multicast
address to be used in filtering frames. Any frames with
destination address equal to the specified multicast
address will be filtered and discarded.

Action: None.

Cause: "Set LAA MAC address command received”
indicates that the interface will overide the use of the
assigned Universal MAC address with the locally

adminstered address obtained from the configuration.

Action: None.

Cause: "Setting new age for TB. New age ="
indicates that the interface has been provided with a

new value for aging out old MAC addresses from its
tables. The new age indicated is a hexadecimal value.

Action:  None.

Cause: "CAM is full” indicates that the address table
on the interface is full, and there is no room to learn any
new source addresses. The interface driver will
automatically age out old entries when this condition
occurs to make room for more new addresses.

Action:  None.

Cause: "Burnt-in UAA is used due to illegitimate LAA”
indicates that the user specified locally administered
MAC address is invalid. The universal address assigned
to the interface will be used instead.

Action: If the locally adminstered address must be
used on this interface, change the configuration
providing a legal locally adminstered MAC address and
restart the system.

ETH.050
Level: UI-ERROR

Short Syntax: ETH.050 Eth Diag. related_msg_index
diagl_desc diagl_val diag2_desc diag2_val diag3_desc
diag3_val nt network

Long Syntax: ETH.050 Ethernet adapter dagnostics:
related_msg_index diagl_desc diagl_val diag2_desc
diag2 _val diag3_desc diag3_val network network

Description:  Diagnostics information for a previous
Ethernet port message.

Action: None.

Panic ethbdtbl

Short Syntax:  ethbdtbl: eth_lIc thl out of date

Description:  The Ethernet LLC table is out of date.

Action: Contact customer service.

Panic ethintm

Short Syntax:  ethintm: net intf mismtch

Description:  The Ethernet data structure "net” is not
Ethernet related.

Action:  Contact customer service.
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Panic ethbprt

Short Syntax:  ethbprt: bad prot init

Description:  An unsupported Network Layer protocol
tried to initialize Ethernet handler.

Action: Contact customer service.

Panic ethbipx

Short Syntax:  ethbipx: bad IPX rgst shd be 8137

Description:  An unsupported IPX packet was given to
the Ethernet handler for transmission.

Action: Contact customer service.

Panic ethbreq

Short Syntax:  ethbreq: bad xmit rgst

Description:  An unsupported protocol packet was
given to the Ethernet handler for transmission.

Action: Contact customer service.

Panic ethtbig

Short Syntax:  ethtbig: bad xmit rgst pkt too Ig

Description: A packet was given to the Ethernet
handler for transmission that was too large.

Action: Contact customer service.

Panic ethnbuf

Short Syntax:  ethnbuf: no buf to set addr

Description: A buffer to set an Ethernet address could
not be allocated.

Action: Contact customer service.
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Panic ethsrtmcr

Short Syntax:
reserved

ethsrtmcr: multicast address previously

Description:  One of the multicast addresses enabled
on this interface is one of the multicast addresses in the
range 01-80-C2-00-00-00 through 01-80-C2-00-00-0F.

Cause: Possibly one of these addresses that is being
used by a protocol where the user can select the
multicast address, such as the ES-IS and IS-IS
protocols in ISO.

Action: Don't use the reserved addresses.

Panic ethsrtnm

Short Syntax:
MAC addr

ethsrtnm: no memory to register own

Description:  The learning database is so small that
there are not enough free entries to learn the address of
this interface.

Action: Increase the size of the learning database.

Panic ethsrtnmm

Short Syntax:  ethsrthmm: no memory to register
mutlicast address

Description:  The learning database is so small that
there are not enough free entries to one of the multicast
addresses of this interface.

Action: Increase the size of the learning database.

Fatal ethsrtun

Short Syntax:  ethsrtun: unsupported command

Description:  An unsupported command was given by
the SRT protocol



Chapter 30. EventLog (EVL)

This chapter describes EventLog (EVL) messages. For information on message
content and how to use the message, refer to the Introduction.

Long Syntax:  EVL.001 EventLog() software error:
type= event type, action= action needed, id= event id,
Level: ALWAYS sev= severity, rc= return code, filename= file name,
lineno= line number, msg= message

EVL.001

Short Syntax:  EVL.001 EventLog() software error:

type= event type, action= action needed, id= event id, Description:  Software has logged an error via
sev= severity, rc= return code, filename= file name, EventLog()

lineno= line number, msg= message
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Chapter 31. Easy Start Functions (EZ)

This chapter describes Easy Start Functions (EZ) messages. For information on
message content and how to use the message, refer to the Introduction.

EZ.001
Level: ALWAYS

Short Syntax:  EZ.001 Starting.

Long Syntax: EZ.001 Starting.
Description:  EasyStart process has begun.
EZ.002

Level: ALWAYS

Short Syntax:
params.

EZ.002 Changed one or more cfg

Long Syntax: EZ.002 Changed one or more
configuration parameters.

Description:  EasyStart changed a data link (e.g., PPP
to FR), or changed a data link parameter in permanent
configuration. EasyStart restarts for the changes to take
effect.

EZ.003

Level: ALWAYS

EZ.003 Bootp failed.

EZ.003 Called bootp client and it failed

Description:  EasyStart called BOOTP and it failed
either because there is no BOOTP server on the
attached (working) segment or because you did not
configure the BOOTP server correctly.

Short Syntax:
Long Syntax:

EZ.004
Level: ALWAYS

Short Syntax:  EZ.004 Rcvd boot info: ipAddr ipAddr,
ipMask ipMask on intf interfaceNumber

Long Syntax: EZ.004 Received boot info: IPaddr:
ipAddr, mask: ipMask on interface: interfaceNumber

Description:  EasyStart called BOOTP and received
necessary information to perform a TFTP download of
needed configuration parameters. EasyStart will update
the IP configuration with an IP address and a mask.
Then, EasyStart will reboot the system for the changes
to take effect.

EZ.005
Level: ALWAYS
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Short Syntax:  EZ.005 TFTP failed. Backing up to
device configuration step.

Long Syntax: EZ.005 TFTP failed. Backing up to
device configuration step.

Description:  EasyStart TFTP transfer failed. EasyStart
will go back to the device configuration step and try
again.

EZ.006
Level: ALWAYS

Short Syntax:  EZ.006 All dlinks/parameters tried but
failed; resetting to def values.

Long Syntax: EZ.006 All datalinks and parameters
tried but failed; resetting; restarting.

Description:  The router tried all data links and
parameters but failed. EasyStart will reset the
configuration and start from the beginning.

EZ.007
Level: ALWAYS

Short Syntax:  EZ.007 Waiting up to seconds seconds
for devices to pass self-test.

Long Syntax: EZ.007 Waiting up to seconds seconds
for devices to pass self-test.

Description:  EasyStart is waiting for devices to pass
self-test. The result is to have the device in the up or
down state. Since some devices may come up quickly,
there is a variable timer to avoid waiting.

EZ.008
Level: ALWAYS

Short Syntax: EZ.008 TFTP transfer completed
successfully. *** EasyStart Completed Successfully ***

Long Syntax:
successfully.

EZ.008 TFTP transfer completed

Description:  EasyStart succeeded. The router is
restarting to the operational configuration which was
downloaded.

EZ.009
Level: ALWAYS
Short Syntax:  EZ.009 *** Restarting Router ***

Long Syntax: EZ.009 Restarting router
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Description:  Parameters have changed. EasyStart is
restarting to have the changes take effect.
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Chapter 32. Fiber Distributed Data Interface (FDDI)

This chapter describes Fiber Distributed Data Interface (FDDI) messages. For
information on message content and how to use the message, refer to the

Introduction.

FDDI.001
Level: UI-ERROR

Short Syntax:
network

FDDI.001 setup_phase fld - bff unav nt

Long Syntax: FDDI.001 setup_phase failed, no buffer
available net network

Description:  There were no iorbs available for an
ioctl-type function such as starting the self-test or
updating statistics. The net may be marked down.

FDDI.005
Level: C-INFO
Short Syntax:  FDDI.005 setup_phase, nt network

Long Syntax:
network

FDDI.005 setup_phase, network

Description:  FDDI adapter initialization in progress.
Prior to executing phase.

FDDI.002
Level: UI-ERROR
Short Syntax:  FDDIL.002 PLL error nt network

Long Syntax:
net network

FDDI.002 Elasticity buffer error detected

Description:  There was an elasticity buffer overrun or
underrun detected and the recovery sequence was
started.

FDDI.003
Level: CI-ERROR

Short Syntax:  FDDI.003 tx fld nt network

Long Syntax: FDDI.003 Transmit failed on network
network
Description:  This message is generated when a FDDI

packet is added to the transmit queue and the
transmission fails.

Cause: Normal when there is no network connection.

Action: Check the network connection.

FDDI.004
Level: CI-ERROR
Short Syntax:  FDDI.004 rx fld nt network

Long Syntax: FDDI.004 Receive failed on network

network

Description:  This message is generated when a FDDI
packet is received and it can can not be added to the
receive queue.
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FDDI.006
Level: C-INFO
Short Syntax:  FDDI.006 maint pkt on nt network

Long Syntax: FDDI.006 Maintenance packet
transmitted on net network

Description:  The handler transmitted a maintenance
packet.

FDDI.007

Level: C-INFO

Short Syntax:  FDDI.007 maint pkt on nt network

Long Syntax: FDDI.007 Maintenance packet received

on net network

Description:  The handler received a maintenance

packet.

FDDI.008

Level: P-TRACE

FDDI.008 Trace FDDI frame
FDDI.008 Trace FDDI frame

Short Syntax:
Long Syntax:

Description:  FDDI packet tracing.

FDDI.009
Level: P-TRACE

Short Syntax:  FDDI.009 Rcvd pkt source_ MAC ->
destination_MAC nt network wi RIF In RIF_length

Long Syntax: FDDI.009 Received packet from
source_MAC to destination MAC network network with
RIF length RIF_length

Description:  This message is generated when a FDDI
packet with source routing information is received.
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FDDI.010
Level: P-TRACE

Short Syntax:  FDDI.010 Txd pkt source_ MAC ->
destination_MAC nt network In

Long Syntax: FDDI.010 Transmitted packet from
source_MAC to destination_MAC network network
length

Description:  This message is generated when a FDDI
packet is transmitted.

FDDI.011
Level: P-TRACE

Short Syntax: FDDI.011 Rxd pkt source_ MAC ->
destination_MAC nt network In

Long Syntax: FDDI.011 Received packet from
source_MAC to destination_MAC network network
length

Description:  This message is generated when a FDDI
packet is received.

FDDI.012
Level: U-TRACE

Short Syntax:  FDDI.012 unkn SNAP type type code
source_MAC -> destination_MAC nt network

Long Syntax: FDDI.012 Unknown SNAP type
type_code from source_MAC to destination_MAC net
network

Description:  This message is generated when a
frame with an unknown SNAP type (within organization
code 000000) is received.

Cause: Host sending packets for unknown Ethernet
type using SNAP.

FDDI.013
Level: U-TRACE

Short Syntax:  FDDI.013 unkn SNAP mfr cd number
source_MAC -> destination_MAC nt network

Long Syntax:  FDDI.013 Unknown SNAP manufacturer
code number from source_MAC to destination MAC net
network

Description:  This message is generated when a
frame with an unknown organization code in the SNAP
header is received.

Cause: Host sending packets for unknown proprietary
protocol using SNAP.
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FDDI.014
Level: U-TRACE

Short Syntax:  FDDI.014 unexp type frm LLC_control
ssap source_SAP dsap dest_SAP source_MAC ->
destination MAC nt network

Long Syntax: FDDI.014 Unexpected type frame
LLC control, ssap source_SAP, dsap dest_SAP, from
source_MAC to destination_MAC net network

Description: ~ This message is generated when an
unexpected 802.2 LLC frame type is received. Type
may be | (information transfer) or S (supervisory).

Cause: Host attempting to make 802.2 type 2
connection to router.

FDDI.015
Level: U-TRACE

Short Syntax:  FDDI.015 unexp U frm LLC_control
ssap source_SAP dsap dest_SAP source_MAC ->
destination MAC nt network

Long Syntax: FDDI.015 Unexpected U frame
LLC control, ssap source_SAP, dsap dest_SAP, from
source_MAC to destination MAC net network

Description:  This message is generated when an
unexpected 802.2 LLC U (unnumbered) frame type is
received. (Only Ul, XID, and TEST are supported.)

FDDI.016
Level: U-TRACE

Short Syntax:  FDDI.016 unkn SAP sap_number
source_MAC -> destination_MAC nt network

Long Syntax: FDDI.016 Unknown SAP sap_number
from source MAC to destination_MAC net network

Description:  This message is generated when a
frame with an unknown destination SAP is received.

Cause: Host sending packets for unknown protocol
identifier (SAP).

FDDI.017
Level: U-TRACE

Short Syntax: FDDI.017 xid pkt source_MAC src sap
source_sap nt network

Long Syntax: FDDI.017 XID packet received from
source_MAC source sap source_sap net network

Description:  The handler received an xid message.




FDDI.018
Level: Ul_ERROR

Short Syntax:  FDDI.018 FC typ frame_control unex
source_MAC -> destination_MAC nt network

Long Syntax: FDDI.018 Frame Control type
frame_control unexpected from source_ MAC to
destination_MAC network network

Description:  This message is generated when an
unexpected FDDI FC (frame control) is received. (Only
LLC is supported by the net handler).

FDDI.019
Level: U-TRACE

Short Syntax:  FDDI.019 odd RIF len source_MAC ->
destination_MAC; pkt drpd nt network

Long Syntax: FDDI.019 odd RIF length from
source_MAC to destination_MAC,; packet dropped on
net network

Description: A DECnet packet was received with a
length field that was larger than the actual length of the
packet.

FDDI.022
Level: C-TRACE

Short Syntax:  FDDI.022 test pkt source_MAC src sap
source_sap nt network

Long Syntax: FDDI.022 Test packet from
source_MAC source sap source_sap net network

Description:  The handler received a test message.

FDDI.023
Level: C-TRACE

Short Syntax:  FDDI.023 Rsp pkt source_MAC src sap
source_sap nt network

Long Syntax: FDDI.023 RESPONSE packet received
from source_MAC source sap source_sap net network

Description:  The length byte in the RIF header was Description:  The handler received a response
odd, which is illegal. The packet was dropped. message.
FDDI.020 Panic fddialp

Level: U-TRACE

Short Syntax:  FDDI.020 drop IPX pkt w/ encap_seen
encaps - using encap_used encaps on int intnum

Long Syntax: FDDI.020 dropped IPX pkt with encaps
encap_seen using encap_used on interface intnum

Description:  This message is generated when an IPX
packet is recieved with an encapsulation other than that
which has been selected for this interface.

Cause: Normal for networks using multiple
encapsulations on a single wire.

Action: None needed.

FDDI.021
Level: U-TRACE

Short Syntax:  FDDI.021 DN bd In actual_length
claimed_length source_MAC -> destination_MAC nt
network

Long Syntax: FDDI.021 DECnet packet received with
a bad length actual actual _length claimed
claimed_length from source_MAC to destination_MAC
network network

Short Syntax:
structure

fddialp: Can't allocate fddi pernet

Description:
FDDI structure.

Cannot allocate the network specific

Panic fddibprt

Short Syntax:  fddibprt: bad prot init

Description:  An unsupported Network Layer protocol
tried to initialize the FDDI handler.

Action: Contact customer service.

Panic fddibreq

Short Syntax:  fddibreq: bad xmit rgst

Description:  An unsupported protocol packet was
given to the FDDI handler for transmission.

Action:  Contact customer service.
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Chapter 33. Generic Packet Filter (FLT)

This chapter describes Generic Packet Filter (FLT) messages. For information on
message content and how to use the message, refer to the Introduction.

FLT.001
Level: UI-ERROR

Short Syntax:  FLT.001 no free mem to create

structure_type

Long Syntax:
structure_type

FLT.001 No free memory to create a

Description:  This message is generated when the
filtering subsystem cannot allocate the memory to hold
a data structure to hold filtering information. This results
in a filter not being built.

FLT.002
Level: U-TRACE

Short Syntax:  FLT.002 cant apply fltr (offset
filter_offset), pkt too shrt (In packet_offset)

Long Syntax:  FLT.002 Cannot apply filter (offset
filter_offset), to packet of length packet offset

Description:  This message is generated when the
maximum offset in a filter is larger than the length of a
packet. The filter is not applied to the packet.

FLT.003
Level: U-TRACE

Short Syntax:  FLT.003 no mem to cache pkt (max
cache_entries_allocated)

Long Syntax:  FLT.003 No memory to cache packet
(maximum cache_entries_allocated)

Description:  This message is generated if a filter is
attempting to create a cache entry but cannot do so
because there is no available memory on the heap.
Instead, an existing entry is reused from the filter.

FLT.004
Level: C-INFO

Short Syntax:  FLT.004 crtng flt, sys system_name
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Long Syntax:
system_name

FLT.004 Creating filter for system

Description: A filter is being created for the router
system identified by system_name

FLT.005
Level: C-INFO
Short Syntax:  FLT.005 flt che hit, sys system_name

Long Syntax:
system_name

FLT.005 Filter cache hit, system

Description: A filter produced a cache hit.
System_name is the system name of a filter that was
previously created.

FLT.006
Level: C-INFO
Short Syntax:  FLT.006 flt match, sys system_name

Long Syntax:
system_name

FLT.006 Filter match, system

Description: A filter produced a match, but with no
cache hit. System_name is the system name of a filter
that was previously created.

FLT.007
Level: C-INFO
Short Syntax:  FLT.007 flt miss, sys system_name

Long Syntax:
system_name

FLT.007 Filter miss, system

Description: A filter was applied to a block a data, but
not match was found. System_name is the system
name of a filter that was previously created.
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Chapter 34. Frame Relay Network Interface (FRL)

This chapter describes Frame Relay Network Interface (FRL) messages. For
information on message content and how to use the message, refer to the

Introduction.

FR.001
Level: C-INFO

Short Syntax:  FR.001 Frame received, PVC = circuit
protocol = protocol nt network ID

Long Syntax: FR.001 Frame received, PVC = circuit
protocol type = protocol, on network network ID

Description: A LAPD frame had been received on the

FR interface.

FR.002
Level: C-INFO

Short Syntax:  FR.002 Frame transmitted PVC =
circuit protocol = protocol nt network 1D

Long Syntax: FR.002 Frame transmitted PVC = circuit
protocol type = protocol, on network network ID

Description: A LAPD frame had been transmitted on
the FR interface.

FR.003
Level: C-INFO

Short Syntax:  FR.003 Transmit frame discarded PVC
= circuit protocol = protocol nt network ID

Long Syntax:  FR.003 Transmit frame discarded PVC
= circuit protocol type = protocol, on network network ID

Description: A protocol frame had been discarded due
to the PVC congested condition.

Cause: Protocol frames are backing up on a
congested PVC.

FR.004
Level: C-INFO

Short Syntax:  FR.004 Circuit outbound congestion
PVC = circuit nt network 1D

Long Syntax: FR.004 Circuit outbound congestion
PVC = circuit, on network network 1D

Description:  The circuit is now experiencing
congestion in the outbound direction.

FR.005
Level: C-INFO
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Short Syntax:  FR.005 Circuit outbound uncongested
PVC = circuit nt network ID

Long Syntax:  FR.005 Circuit outbound uncongested
PVC = circuit, on network network ID

Description:  The circuit is now not experiencing
congestion in the outbound direction.

FR.006
Level: C-INFO

Short Syntax:  FR.006 Circuit active PVC = circuit nt

network ID

Long Syntax: FR.006 Circuit enters active state PVC
= circuit, on network network ID

Description:  The circuit enters the active state.

FR.007
Level: C-INFO

Short Syntax:  FR.007 Orphan circuit joins net PVC =
circuit nt network ID

Long Syntax:  FR.007 An orphan circuit not statically
configured has joined the network PVC = circuit, on
network network ID

Description:  The LMI signalled present and active a
circuit which had not been statically configured.

FR.008
Level: C-INFO

Short Syntax:  FR.008 Circuit inactive PVC = circuit nt

network ID

Long Syntax:  FR.008 Circuit enters inactive state

PVC = circuit, on network network ID
Description:  The circuit enters the inactive state.

Cause: The remote end-point on the circuit either is
down or is disabled.

FR.009
Level: C-INFO

Short Syntax:  FR.009 Circuit unavailable PVC =
circuit nt network ID

Long Syntax:  FR.009 Circuit is unavailable PVC =
circuit, on network network ID
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Description:  The circuit is no longer available on the
network.

Cause: In a LMI message, the Frame Relay switch
indicated that the circuit is no longer configured on the
network.

FR.010
Level: C-INFO

Short Syntax:  FR.010 Circuit available PVC = circuit
nt network ID

Long Syntax:  FR.010 Circuit is available PVC =
circuit, on network network 1D

Description:  The circuit is now available on the
network.

FR.011
Level: C-INFO

Short Syntax:  FR.011 LMI seq exchange requested
rcv seq = rcvseq xmt seq = xmtseq nt network 1D

Long Syntax: FR.011 LMI sequence number
exchange requested, last received sequence = rcvseq
current transmit sequence = xmtseq, on network
network ID

Description: A LMI sequence number exchange has
been requested.

FR.012
Level: C-INFO

Short Syntax:  FR.012 LMI Status Enquiry requested
rcv seq = rcvseq xmt seq = xmtseq nt network ID

Long Syntax: FR.012 LMI Status Enquiry requested,
last received sequence = rcvseq current transmit
sequence = xmtseq, on network network ID

Description: A LMI full Status Enquiry has been
requested.

FR.013
Level: C-INFO

Short Syntax:  FR.013 LMI solicited Status Enquiry
response received nt network ID

Long Syntax: FR.013 LMI solicited Status Enquiry
response had been received on network network ID

Description: A solicited LMI Status Enquiry response
has been received.
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FR.014
Level: C-INFO

Short Syntax:  FR.014 LMI Full Status Enquiry
response received nt network ID

Long Syntax:  FR.014 LMI Full Status Enquiry
response had been received on network network ID

Description: A LMI full Status Enquiry response has
been received.

FR.015
Level: C-INFO

Short Syntax:  FR.015 Modem status change, DCD =
ded CTS = cts nt network ID

Long Syntax: FR.015 Modem status changed DCD =
decd CTS = cts on network network ID

Description: A modem status change has occurred.
The present state is described.

FR.016
Level: C-INFO

Short Syntax:  FR.016 Multicast frame transmitted
PVC = circuit protocol = protocol nt network ID

Long Syntax: FR.016 Multicast frame transmitted
PVC = circuit protocol type = protocol, on network
network ID

Description: A LAPD frame had been transmitted on
the FR interface.

FR.017
Level: C-INFO

Short Syntax:  FR.017 Circuit remains outbound
congested PVC = circuit nt network 1D

Long Syntax: FR.017 Circuit remains congested in
the outbound direction PVC = circuit, on network
network ID

Description:  The circuit is remaining in the outbound
congested state toward the network.

FR.018
Level: C-INFO

Short Syntax: FR.018 CIR exceeded, transmit
discarded PVC = circuit protocol = protocol nt network
ID

Long Syntax: FR.018 CIR exceeded, transmit frame
discarded PVC = circuit protocol type = protocol, on
network network ID

Description: A protocol frame had been discarded due
to the PVC exceeding the CIR on the circuit.



Cause: CIR monitor is enabled.

FR.019
Level: C-INFO

Short Syntax:  FR.019 Orphan circuit ignored PVC =
circuit nt network 1D

Long Syntax: FR.019 An disallowed orphan circuit not
statically configured has been ignored the network PVC
= circuit, on network network ID

Description:  The LMI signalled present and active a
circuit which had not been statically configured or
allowed.

FR.020
Level: C-INFO

Short Syntax:  FR.020 Circuits exceeded, orphan
circuit discarded PVC = circuit nt network 1D

Long Syntax:  FR.020 The total circuits allowed has
been exceeded, an orphan circuit has been ignored
PVC = circuit, on network network ID

Description:  The LMI signalled present and active a
circuit which cannot join the interface, maximum circuits
have been exceeded.

FR.021
Level: C-INFO

Short Syntax:  FR.021 No memory for orphan, circuit
discarded PVC = circuit nt network ID

Long Syntax: FR.021 No available memory for orphan
circuit, the circuit has been ignored PVC = circuit, on
network network ID

Description:  In a LMI message, the Frame Relay
switch signalled that the circuit is present and available.
However, the circuit cannot join the the interface
because there is not enough memory to support it.

FR.022
Level: UE-ERROR

Short Syntax:  FR.022 Unsupported LMI IE, type = 0x
type on nt network ID

Long Syntax: FR.022 Unsupported LMI information
element, type = Ox type on network network ID

Description:  An unsupported management information
element has been encountered.

Cause: Software out of date, contact customer
service.

FR.023
Level: UE-ERROR

Short Syntax:  FR.023 Unsupported LMI msg_type
type = Ox type_val nt network ID

Long Syntax:  FR.023 Unsupported LMI msg_type
type encountered = 0Ox type_val, on network network ID

Description:  An unsupported management LMI
message type or report type has been encountered.

Cause: Software out of date, contact customer
service.

FR.024
Level: C-INFO

Short Syntax:  FR.024 Multicast circuit joins net PVC
= circuit, group = group nt network 1D

Long Syntax: FR.024 An multicast circuit has joined
the network PVC = circuit, in mulitcast group = group on
network network ID

Description:  The LMI signalled present and active a
multicast circuit.

FR.025
Level: C-INFO

Short Syntax:  FR.025 Multicast circuit leaves net PVC
= circuit, group = group nt network 1D

Long Syntax: FR.025 An multicast circuit has left the
network PVC = circuit, from mulitcast group = group on
network network 1D

Description:  The LMI signalled present and active a
multicast circuit.

FR.026
Level: UE-ERROR

Short Syntax:  FR.026 Unsupported NLPID, type = 0x
type, PVC = circuit on nt network 1D

Long Syntax: FR.026 Unsupported Network Layer
Protocol ID, type = 0x type from PVC = circuit on
network network ID

Description:  An unsupported network layer protocol
NLPID has been encountered.

Cause: Software out of date or incompatible, contact
customer service.
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FR.027
Level: UE-ERROR

Short Syntax:  FR.027 Unsupported ethertype = 0x
etype for NLPID = O0x nlpid, PVC = circuit on nt network
ID

Long Syntax: FR.027 Unsupported ethernet type = 0x
etype for NLPID = 0x nlpid from PVC = circuit on
network network ID

Description:
encountered.

An unsupported ethernet type has been

Cause: Software out of date or incompatible, contact
customer service.

FR.028
Level: UE-ERROR

Short Syntax:  FR.028 Unsupported OUI = 0x oui with
NLPID = 0x80, PVC = circuit on nt network ID

Long Syntax: FR.028 Unsupported organization
unique identifier (OUI) = 0x oui with NLPID = 0x80 from
PVC = circuit on network network ID

Description:  An unsupported organization unique
identifier (OUI) has been encountered in a frame
encapsulated using the SNAP NLPID (i.e. 0x80).

Cause: Software out of date or incompatible, contact
customer service.

FR.029
Level: UE-ERROR

Short Syntax:  FR.029 Received data on invalid circuit,
PVC = circuit on nt network ID

Long Syntax: FR.029 Data received on invalid or
nonconfigured circuit, PVC = circuit on network network
ID

Description:  Data has been received on a circuit not
configured or learned dynamically but not yet active on
network.

Cause: Network mis-configuration or mis-timing.

FR.030
Level: C-INFO

Short Syntax:  FR.030 LMI seq exchange received rcv
seq = rcvseq xmt seq = xmtseq nt network ID

Long Syntax: FR.030 LMI sequence number
exchange received, last received sequence =
recvseqeurrent transmit sequence = xmtseq, on network
network ID

Description:
been received.

A LMI sequence number exchange has
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FR.031
Level: C-INFO

Short Syntax:  FR.031 LMI unsolicited PVC Status
Update received nt network ID

Long Syntax:  FR.031 LMI unsolicited single Status
Update had been received on network network ID

Description:  An LMI unsolicited single status update
message has been received.

FR.032
Level: UE-ERROR

Short Syntax:
nt network ID

FR.032 Circuit address length too short

Long Syntax: FR.032 Circuit address length less than
the 2 octet minimum received on network network ID

Description:  The router encountered a frame on a
Frame Relay interface containing an address filed
shorter than 2 octets. The router only supports a 2 octet
address field on a Frame Relay interface.

FR.033
Level: UE-ERROR

Short Syntax:
nt network 1D

FR.033 Circuit address length too large

Long Syntax:  FR.033 Circuit address length greater
than the 2 octet maximum received on network network
ID

Description:  The router encountered a frame on a
Frame Relay interface containing an address field
longer than 2 octets. The router only supports a 2 octet
address field on a Frame Relay interface.

FR.034
Level: UE-ERROR

Short Syntax:  FR.034 Circuit status message using
reserved address, PVC = circuit nt network 1D

Long Syntax:  FR.034 Circuit status update message
contained a reserved management channel address,
PVC = circuit, on network network ID

Description:  The LMI status message contained a
reserved management channel address.




FR.035
Level: UE-ERROR

Short Syntax:  FR.035 Unsupported control frame,
type = Ox type, PVC = circuit on nt network 1D

Long Syntax:  FR.035 Unsupported Link Layer control
frame encountered, type = 0x type from PVC = circuit
on network network ID

Description:
encountered.

An unsupported link layer control frame

Cause: Software out of date or incompatible, contact
customer service.

FR.036
Level: UE-ERROR

Short Syntax:  FR.036 Unsupported management
protocol descriptor, type = 0x type on nt network ID

Long Syntax: FR.036 Unsupported layer management
protocol descriptor encountered, type = 0x type on
network network ID

Description:  An unsupported network layer protocol
descriptor has been encountered.

Cause: Software out of date or incompatible, contact
customer service.

FR.037
Level: UE-ERROR

Short Syntax:  FR.037 Unsupported management call
reference encountered on nt network ID

Long Syntax: FR.037 Unsupported layer management
call reference encountered on network network ID

Description:  An unsupported network layer call
reference field has been encountered.

Cause: Software out of date or incompatible, contact
customer service.

FR.038
Level: UE-ERROR

Short Syntax:  FR.038 No lock shift encountered in
ANSI LMI message on nt network ID

Long Syntax: FR.038 No lock shift encountered in
received ANSI LMI message on network network ID

Description:  The received ANSI management frame
did not include required locking shift information
element.

Cause: Error in network switch management frame,
contact site administrator.

FR.039
Level: UE-ERROR

Short Syntax:  FR.039 Incorrect formatted information
element encountered on nt network ID

Long Syntax:  FR.039 Incorrectly formatted information
element encountered on network network ID

Description:  The received management frame
information element was incorrectly formatted.

Cause: Error in network switch management frame,
contact site administrator.

FR.040
Level: UE-ERROR

Short Syntax:  FR.040 LMI rcv seq number in error
seq = rcvseq expected seq = xmtseq nt network 1D

Long Syntax:  FR.040 LMI receive sequence number
in error, receive sequence = rcvseq expected sequence
= xmtseq, on network network ID

Description:  An incorrect LMI receive sequence
number has been received.

FR.041
Level: C-INFO

Short Syntax:  FR.041 Circuit leaves net PVC = circuit

nt network ID

Long Syntax: FR.041 A circuit has been removed
from the network PVC = circuit, on network network ID

Description:  The Frame Relay switch did not include
the circuit in the last LMI full status message. The circuit
is assumed to be removed from the network.

FR.042
Level: C-INFO

Short Syntax:  FR.042 Circuit inbound congestion PVC
= circuit nt network ID

Long Syntax:  FR.042 Circuit inbound congestion PVC
= circuit, on network network ID

Description:  The circuit is now experiencing
congestion in the inbound direction.
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FR.043
Level: UE-ERROR

Short Syntax:  FR.043 Incorrect formatted addr hdr for
LMI packet encountered on nt network ID

Long Syntax:  FR.043 Incorrect formatted address
header for LMI packet encountered on network network
ID

Description:  The address header on received
management frame had BECN, FECN, DE or CR bits
set.

Cause: Error in network switch management frame,
contact site administrator.

FR.044
Level: UE-ERROR

Short Syntax:  FR.044 Unsolicited LMI LIV received
rcv seq = xseq xmt seq = rseq nt network ID

Long Syntax:  FR.044 Unsolicited LMI Link Integrity
Verification received receive seq number = xseq
transmit seq number = rseq on network network ID

Description:  LMI Link Integrity Verification message
was received from the network without the router polling
for it.

Cause: Duplicate packet may have been sent. Monitor
LMI link and contact site administrator.

FR.045
Level: UE-ERROR

Short Syntax:  FR.045 Unsolicited LMI FULL STATUS
received rcv seq = xseq xmt seq = rseq nt network ID

Long Syntax:  FR.045 Unsolicited LMI FULL STATUS
response received receive seq humber = xseq transmit
seq number = rseq on network network ID

Description:  LMI Full Status message was received
from the network without the router polling for it.

Cause: Duplicate packet may have been sent. Monitor
LMI link and contact site administrator.

FR.046
Level: UE-ERROR

Short Syntax:  FR.046 DROP: Bridging not enabled on
PVC= circuit, nt network ID

Long Syntax: FR.046 DROP: Bridging not enabled on
PVC= circuit, network network ID

Description: A frame was received of a bridge type
defined in RFC 1490. However, since bridging has not
been enabled on this circuit, frame is being discarded.
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Cause: In a point-to-point WAN connection, this
indicates that bridging is enabled on one end point
router, and disabled on another. This is an illegal
configuration.

Action:  Either enable proper bridging behavior on both
ends of the circuit or disable bridging on the bridge
ports connected to this PVC. In other words, you must
enable or disable bridging at both ends of the circuit.

FR.047
Level: C-INFO

Short Syntax:  FR.047 DROP: Bridge port not fwding
on PVC= circuit, nt network ID

Long Syntax: FR.047 DROP: Bridge port not
forwarding on PVC= circuit, network network ID

Description: A bridge frame is being discarded as a
bridge port is not in forwarding state.

Cause: It could be that port has just come up and is
progressing from blocking to listening to learning to
forwarding state, or that Spanning Tree Protocol has
determined that this port should stay in blocked state as
a backup port.

FR.048
Level: UE-ERROR

Short Syntax:  FR.048 DROP: source_mac to
dest_mac, Frame to bdg port behav mismatch on PVC=
circuit, nt network ID

Long Syntax: FR.048 DROP: source_mac to
dest_mac, Frame to bridge port behavior mismatch on
PVC= circuit, network network ID

Description: A bridged frame has been received and
is being discarded due to mismatch in the frame type
versus the bridge port behavior.

Cause: Either a source routed frame was received on
a bridge port where source routing is disabled, or a
transparent frame was received on a bridge port where
transparent bridging is disabled.

Action:  Enable proper bridging behavior on both ends
of the circuit, or disable bridging on the bridge ports
connected to this PVC.

FR.049
Level: UE-ERROR

Short Syntax:  FR.049 Unsupported bdg frame type =
Ox type, PVC = circuit on nt network ID

Long Syntax:  FR.049 Unsupported bridge frame type
= Ox type from PVC = circuit on network network ID

Description:  An unsupported bridge frame type has
been encountered and the frame has been discarded.



Cause: Either a 802.4 bridge frame, a 802.6 bridge
frame, or a bridge frame with a bridge protocol ID that is
not supported by RFC 1490 has been received.

Action:  Ensure compatible bridging behavior is
configured on both ends of the circuit and contact
customer service if the problem still occurs.

FR.050
Level: UI-ERROR

Short Syntax:  FR.050 Unrecgnz outgoing bdg frame
type = type on PVC= circuit on nt network ID

Long Syntax:  FR.050 Unrecognized outgoing bridge
frame type = type on PVC = circuit on network network
ID

Description:  An unrecognized outgoing bridge frame
type. Bridge has asked the frame relay interface to send
out a frame whose type cannot be translated into the
encapsulation defined in RFC 1490.

Cause: Software problem

Action: Contact customer service

FR.051
Level: C-INFO

Short Syntax:  FR.051 Xmit frame rej: rsn = reason,
PVC = circuit, prot = protocol, nt network ID

Long Syntax: FR.051 Transmit frame rejected with
reason = reason for PVC = circuit protocol type =
protocol on network network ID

Description: A protocol frame has been rejected
because it could not be queued for transmission.

Cause: There is a buffer shortage, the Bandwidth
Reservation queue has reached its maximum length, or
the interface has gone down.

FR.052
Level: UE-ERROR

Short Syntax:  FR.052 LMI rcv seq = 0, prev rcv =
prevrev_seq, xmt seq = xmt_seq nt network 1D

Long Syntax: FR.052 LMI receive sequence number
= 0, previous receive sequence number = prevrcv_seq,
current transmit sequence number = xmt_seq on
network network ID

Description:
been received.

An LMI send sequence number of 0 has

FR.053
Level: UE-ERROR

Short Syntax:  FR.053 DN bd In actual_length
claimed_length, PVC = circuit nt network id

Long Syntax: FR.053 DECnet packet received with a
bad length actual actual_length claimed claimed_length
on PVC = circuit, network network id

Description: A DECnet packet was received with a
length field that was larger than the actual length of the
packet.

FR.054
Level: UE-ERROR

Short Syntax:  FR.054 Rqd PVC required_pvc unavail
nt network id; continue testing

Long Syntax: FR.054 Required PVC required_pvc
unavailable on network network id;, continue testing
interface

Description: A successful exchange of LMI messages
has occurred between the router and the Frame Relay
switch. However, the switch has not notified the router
that a required PVC is active so the router will continue
to test the interface until all required PVCs are active.

Cause: At least one required PVC is not active.

FR.055
Level: UE-ERROR

Short Syntax:  FR.055 Rqd PVC required_pvc
removed nt network id; start testing

Long Syntax: FR.055 Required PVC required_pvc
removed from network network id, start testing interface

Description:  The router received a LMI message from
the Frame Relay switch indicating that a required PVC
is no longer active. The router has taken the interface
down until that PVC becomes active again.

Cause: A required PVC has become inactive.

FR.056
Level: UE-ERROR

Short Syntax:
id; testing

FR.056 No DLCIs present nt network

Long Syntax: FR.056 No DLCIs present on network
network id, testing interface

Description:  The router has successfully exchanged
LMI messages with the FR switch but the LMI
messages indicate no circuits are active. Since the
NO-PVC configuration option is enabled on the
interface, the router will test the interface until one or
more circuits become active.
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Cause: No circuits on the interface are active.

FR.057
Level: UE-ERROR

Short Syntax:
network ID

FR.057 No rpt type in LMI msg nt

Long Syntax: FR.057 No report type encountered in
received LMI message on network network ID

Description:  The received LMI did not include the
required report type information element.

Cause: Error in FR network switch management
frame, contact site administrator.

FR.058
Level: CE-ERROR

Short Syntax:  FR.058 Ln spd mst not be 0 nt network

id

Long Syntax: FR.058 Line speed must not be 0
network network id

Description:  The configured line speed for the Frame
Relay interface must be a non-zero value and should
equal the actual speed of the physical connection.

FR.059
Level: UE-ERROR

Short Syntax:  FR.059 Frame dropped: APPN or
DLSw not enabled on PVC= circuit, nt network ID

Long Syntax: FR.059 Frame dropped: APPN or DLSw
not enabled on PVC= circuit, network network ID

Description: A frame was received which used the
APPN or SNA encapsulation defined in RFC 1490.
However, since neither APPN nor DLSw has been
enabled on this circuit, the frame is being discarded.

Cause: This indicates that APPN and SNA traffic is
enabled on one end of the circuit and disabled on the
other end. This is an invalid configuration.

Action:  Either enable or disable APPN or SNA traffic
on both ends of the circuit.

FR.060
Level: UE-ERROR

Short Syntax:  FR.060 Unsupported L2/L3 PIDs = Ox
12pid/0x I3pid, PVC = circuit on nt network 1D

Long Syntax: FR.060 Unsupported L2 and/or L3
protocol ids = 0x /2pid/Ox /3pid when NLPID = 0x08,
PVC = circuit on network network 1D

Description: A frame was received with a NLPID
value of 0x08 but the layer 2 and/or layer 3 protocol ids
are not supported for APPN and SNA traffic.
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Cause: Software out of date or incompatible, contact
customer service.

FR.061
Level: C-TRACE

Short Syntax:  FR.061 Info rate changed from cur_vir
to new_vir, PVC = circuit on nt network 1D

Long Syntax: FR.061 Information rate changed from
cur_virto new_vir for PVC circuit on network network ID

Description:  The information rate is being changed
because either congestion is occurring (a frame was
received with BECN set) or congestion is ending (a
frame was received without BECN set or no frames
have been received for awhile)

FR.062
Level: UE-ERROR

Short Syntax:  FR.062 Frame len of length too short
for PVC = circuit on nt network ID

Long Syntax: FR.062 Frame length of length is too
short for frame received on PVC circuit on network
network ID

Description: A frame whose length is shorter than the
length of the address field, control field, plus the RFC
1490 encapsulation header was received.

Cause: Software out of date or incompatible, contact
customer service.

FR.063
Level: UE-ERROR

Short Syntax:  FR.063 PVC circuit on nt network ID is
in a req group, but no group name rec

Long Syntax: FR.063 PVC circuit on network network
ID belongs to a required PVC group, but no group name
record is defined in SRAM

Description: A required PVC has been defined as
belonging to a required PVC group. Its group
information record, however, cannot be located in
SRAM.

Cause: Software (record not written) or hardware,
contact customer service.




FR.064
Level: UE-ERROR

Short Syntax:  FR.064 Config info missing for required
group groupname on nt network ID

Long Syntax:  FR.064 Configuration information
missing for required PVC group groupname on network
network ID

Description: A required PVC has been defined as
belonging to a required PVC group. The SRAM group
information record cannot be located.

Cause: Software (record not written) or hardware,
contact customer service.

FR.065
Level: UE-ERROR

Short Syntax:  FR.065 All PVCs in rqd group
groupname unavail nt network id; continue testing

Long Syntax:  FR.065 All PVCs in required PVC group
groupname unavailable on network network id; continue
testing interface

Description: A successful exchange of LMI messages
has occurred between the router and the Frame Relay
switch. However, the switch has not notified the router
that any PVCs in the required PVC group are active, so
the router will continue to test the interface until at least
one PVC in the group is active.

Cause: All of the circuits in a required PVC group are
inactive.

FR.066
Level: UE-ERROR

Short Syntax:  FR.066 All PVCs in rqd group
groupname removed nt network id, start testing

Long Syntax: FR.066 All PVCs in required PVC group
groupname removed from network network id; start
testing interface

Description:  The router received an LMI message
from the Frame Relay switch indicating that the last
active PVC in a required PVC group is no longer active.
The router has taken down the interface until at least
one PVC in the group becomes active again.

Cause: All of the circuits in a required PVC group
have become inactive.

FR.067
Level: UE-ERROR

Short Syntax: FR.067 Net down due to n2evnc of N2
LMI errors nt network id; start testing

Long Syntax: FR.067 Frame relay LMI detected
n2evnc errors out of N2 consecutive events on network
network id, start testing interface

Description:  The interface has been marked down
due to excessive frame relay LMI errors.

Cause: Excessive frame relay LMI errors.

FR.068
Level: UE-ERROR

Short Syntax:  FR.068 Asynchronous status message
with LIV IE received on nt network 1D

Long Syntax: FR.068 Asynchronous status message
with LIV IE received on network network ID

Description:  Asynchronous status message with LIV
IE received from the network

Action:  Contact customer service.
FR.069
Level: C-INFO

Short Syntax:  FR.069 CLLM cause cv rcvd for PVCs
elsstring on nt network ID

Long Syntax: FR.069 A CLLM message was received
with cause value cv for PVCs elsstring on network
network ID

Description:
processed.

A valid CLLM message was received and

FR.070
Level: UE-ERROR

Short Syntax:  FR.070 Compression frame discarded
(bad header) PVC = circuit on nt network 1D

Long Syntax: FR.070 PVC circuit discarded a
compression frame (bad header) on network network ID

Description:  FR compression frame discarded by
receive side because of bad header
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FR.071
Level: UE-ERROR

Short Syntax:  FR.071 Compression frame discarded
(not oper) PVC = circuit on nt network ID

Long Syntax: FR.071 PVC circuit discarded a
compression frame (not oper) - network network ID

Description:  FR compression frame discarded by
receive side - not operational

FR.072
Level: UE-ERROR

Short Syntax:  FR.072 Frame discarded (decompress
err) PVC = circuit rc= returncode on nt network ID

Long Syntax: FR.072 PVC circuit had a
decompression error (rc = returncode) on network
network ID

Description:  FR compression frame discarded
because of a decompression error

Cause: Decompression error.

FR.076
Level: UE-ERROR

Short Syntax:  FR.076 Compression not done (no
resources) for PVC circuit on nt network 1D

Long Syntax: FR.076 Compression not done (no
resources) for PVC circuit on network network ID

Description:
not available

Compression not performed - resources

Cause: Buffers are not available for the compression
function to use.

FR.077
Level: UE-ERROR

Short Syntax:  FR.077 Compression frame discarded
by non-comp PVC circuit on nt network 1D

Long Syntax: FR.077 Compression frame discarded
by non-comp PVC circuit on network network 1D

Description:  Compression frame discarded by
non-compression PVC

FR.073
Level: C-INFO

Short Syntax:  FR.073 DCP retry limit exhausted for
PVC circuit on nt network ID

Long Syntax: FR.073 DCP retries exhausted for PVC
circuit on network network ID

Description:
exhausted

FR compression negotiation retry limit

FR.074
Level: UE-ERROR

Short Syntax:  FR.074 PVC circuit received DCP
control PDU out of sequence on nt network ID

Long Syntax: FR.074 PVC circuit received DCP ctl
PDU out of sequence on network network ID

Description:  FR compression control frame received
out of sequencee

FR.075
Level: C-INFO

Short Syntax:  FR.075 DCP R-R mode started for
PVC circuit on nt network ID

Long Syntax: FR.075 DCP R-R mode started for PVC
circuit on network network ID

Description:
mode started

FR compression reset request (R-R)
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FR.078
Level: UE-ERROR

Short Syntax:  FR.078 Compression failed for PVC
circuit (rc = returncode) on nt network ID

Long Syntax: FR.078 Compression failed for PVC

circuit with rc = returncode on network network 1D
Description:  Compression failed

Cause: The data compression algorithm returned a
negative return code.

FR.079
Level: UE-ERROR

Short Syntax:  FR.079 Compression frame discarded
(R-R mode) PVC = circuit on nt network ID

Long Syntax:  FR.079 PVC circuit discarded a
compression frame (in R-R mode) on network network
ID

Description:  FR compression frame discarded by
receive side (in R-R mode)

Cause: Data frame received during compression
resynchronization (R-R) mode.




FR.080
Level: UE-ERROR

Short Syntax:  FR.080 Compression frame discarded
(seq err) by PVC circuit on nt network ID

Long Syntax: FR.080 Compression frame discarded
(seq num err) by PVC circuit on network network ID

Description:  Compression frame discarded because
of a sequence number error

Cause: Compression data frame received with bad
sequence number.

FR.081
Level: C-INFO

Short Syntax:  FR.081 Compression frame discarded
(LCB err) by PVC circuit on nt network 1D

Long Syntax: FR.081 Compression frame discarded
(LCB err) by PVC circuit on network network ID

Description:  Compression frame discarded because
of an LCB error

FR.082
Level: C-INFO

Short Syntax: FR.082 DCP R-R mode ended for PVC
circuit on nt network ID

Long Syntax: FR.082 DCP R-R mode ended for PVC
circuit on network network ID

Description:  FR compression reset request (R-R)
mode ended

FR.083

Level: C-INFO

Short Syntax:  FR.083 Data compression operational
for PVC circuit on nt network ID

Long Syntax: FR.083 Data compression operational
for PVC circuit on network network ID

Description:  FR data compression operational

FR.084
Level: UE-ERROR

Short Syntax:  FR.084 Data compression stopped for
PVC circuit on nt network ID

Long Syntax: FR.084 Data compression stopped for

PVC circuit on network network ID
Description:  FR data compression stopped

Cause: The network is down or compression
negotiation has been suspended.

FR.085
Level: CE-ERROR

Short Syntax:  FR.085 PVC circuit on nt network ID is
waiting for a compression context

Long Syntax:  FR.085 PVC circuit on network network
ID is waiting for a compression context

Description:  The PVC is waiting for a data
compression context

Cause: Compression context not available.

FR.086
Level: CE-ERROR

Short Syntax:  FR.086 PVC circuit on nt network ID
waiting for PVC compress limit to reduce

Long Syntax:  FR.086 PVC circuit on network network
ID waiting for PVC compression limit to reduce

Description:  The PVC is waiting for the PVC
compression limit to reduce

Cause: The interface compression PVC limit has been
reached.

FR.087
Level: C-INFO

Short Syntax:  FR.087 Compression negotiation
suspended for PVC circuit on nt network ID

Long Syntax: FR.087 Compression negotiation
suspended for PVC circuit on network network ID

Description:  Data compression negotiation suspended

FR.088
Level: CE-ERROR

Short Syntax:  FR.088 Compression internally disabled
for dynamic actv’'ed nt network ID

Long Syntax: FR.088 Compression internally disabled
for dynamically activated network network ID

Description:  Data compression internally disabled for
dynamically activated interface

Cause: Buffer header or trailer size not big enough for
compression.
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FR.089
Level: UE-ERROR

Short Syntax:  FR.089 CLLM msg elsstring fmt error
offset = erroffset on nt network ID

Long Syntax: FR.089 A format error in the header of
CLLM message elsstring was detected at offset erroffset
(starting from 1) on network network ID

Description:
and discarded.

An invalid CLLM message was received

Cause: Software out of date or incompatible, contact
customer service.

FR.090
Level: UE-ERROR

Short Syntax:  FR.090 Xmit frame rej: prot protocol rsn
reason data data nt network ID

Long Syntax:  FR.090 Transmit frame rejected for
protocol protocol, reason code = reason, associated
data = data network network ID

Description:  Frame could not be transmitted due to
internal or routing error

Cause: Invalid control block or DLCI pointer.

FR.091
Level: UE-ERROR

Short Syntax:  FR.091 Xmit frame rej: inactive or
removed PVC pvc prot protocol nt network ID

Long Syntax: FR.091 Transmit frame rejected for
inactive or removed PVC pvc for protocol protocol
network network 1D

Description:  Frame could not be transmitted since the
associated circuit was either inactive or removed. If this
was a multicast packet, the circuit number will be zero.

Cause: Transmission attempted on an inactive or
removed circuit.

FR.093
Level: C-INFO

Short Syntax:  FR.093 DCP frame sent for PVC circuit
(len = length, seq = seqnum, Icb = Ich) - nt network ID

Long Syntax: FR.093 DCP frame sent for PVC circuit
(len = length, seq = seqnum, Icb = Icb) - network
network ID

Description:
transmitted

DCP frame with compressed data
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FR.094
Level: C-INFO

Short Syntax:  FR.094 DCP frame w/uncomp data
sent for PVC circuit (len = length, seq = seqnum) - nt
network ID

Long Syntax: FR.094 DCP frame w/uncomp data sent
for PVC circuit (len = length, seq = seqnum) - network
network ID

Description:
transmitted

DCP frame with uncompressed data

FR.095
Level: C-INFO

Short Syntax:  FR.095 DCP frame rcv'd for PVC circuit
(len = length, seq = seqnum, Icb = Icb) - nt network ID

Long Syntax: FR.095 DCP frame rcv'd for PVC circuit
(len = length, seq = seqgnum, Icb = Icb) - network
network ID

Description:  DCP frame with compressed data
received

FR.096

Level: C-INFO

Short Syntax:  FR.096 DCP frame w/uncomp data
rcv'd for PVC circuit (len = length, seq = segnum) - nt
network ID

Long Syntax: FR.096 DCP frame w/uncomp data
rcv'd for PVC circuit (len = length, seq = seqnum) -
network network ID

Description:
received

DCP frame with uncompressed data

FR.097
Level: CE-ERROR

Short Syntax:  FR.097 MTU = mtu too small for P1 =
pl, MTU = b req on nt network ID

Long Syntax: FR.097 The MTU defined for the
interface of mtu is too small to hold a LMI full status
message containing P1 p1 PVCs - MTU of b bytes
required - network network ID

Description:  LMI errors will occur if P1 PVCs are
included in LMI frames since they can'’t be received

Cause: MTU size is too small to hold an LMI full
status message with P1 PVCs.

Action: Increase MTU or decrease the P1 parameter




FR.098
Level: UE-ERROR

Short Syntax:  FR.098 Encryption frame discarded by
PVC circuit on nt network ID - discard_reason

Long Syntax:  FR.098 Encryption frame discarded by
PVC circuit on network network ID - discard_reason

Description:  Encryption frame discarded

FR.099
Level: C-INFO

Short Syntax:  FR.099 DEP retry limit exhausted for
PVC circuit on nt network ID

Long Syntax: FR.099 DEP retries exhausted for PVC
circuit on network network ID

Description:
exhausted

FR encryption negotiation retry limit

FR.103
Level: UE-ERROR

Short Syntax:  FR.103 PVC circuit received DEP
control PDU out of sequence on nt network ID

Long Syntax: FR.103 PVC circuit received DEP ctl
PDU out of sequence on network network ID

Description:
of sequencee

FR encryption control frame received out

FR.100
Level: UE-ERROR

Short Syntax:  FR.100 Data encryption stopped for
PVC circuit on nt network ID

Long Syntax: FR.100 Data encryption stopped for

PVC circuit on network network 1D
Description:  FR data encryption stopped

Cause: The network is down or data encryption
negotiation has been suspended.

FR.104
Level: C-INFO

Short Syntax: FR.104 DEP R-R mode ended for PVC
circuit on nt network 1D

Long Syntax: FR.104 DEP R-R mode ended for PVC
circuit on network network ID

Description:
ended

FR encryption reset request (R-R) mode

FR.105
Level: C-INFO

Short Syntax:  FR.105 DEP frame rcv’'d for PVC circuit
(len = length, seq = seqnum, Icb = Icb) - nt network ID

Long Syntax: FR.105 DEP frame rcv'd for PVC circuit
(len = length, seq = seqgnum, Icb = Icb) - network
network ID

Description:  DEP frame received

FR.101
Level: C-INFO

Short Syntax:  FR.101 Encryption negotiation
suspended for PVC circuit on nt network 1D

Long Syntax: FR.101 Encryption negotiation
suspended for PVC circuit on network network ID

Description:  Data encryption negotiation suspended
FR.102
Level: C-INFO

Short Syntax:  FR.102 Data encryption operational for
PVC circuit on nt network ID

Long Syntax: FR.102 Data encryption operational for
PVC circuit on network network 1D

Description:  FR data encryption operational

FR.106
Level: C-INFO

Short Syntax: FR.106 DEP R-R mode started for PVC
circuit on nt network ID

Long Syntax: FR.106 DEP R-R mode started for PVC
circuit on network network ID

Description:
started

FR encryption reset request (R-R) mode

FR.107
Level: UE-ERROR

Short Syntax:  FR.107 Encryption not done (no
resources) for PVC circuit on nt network ID

Long Syntax:  FR.107 Encryption not done (no
resources) for PVC circuit on network network 1D

Description:
available

Encryption not performed - resources not

Cause: Buffers are not available for the data
encryption function to use.
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FR.108
Level: C-INFO

Short Syntax:  FR.108 DEP frame sent for PVC circuit
(len = length, seq = seqnum, Icb = Icb) - nt network 1D

Long Syntax: FR.108 DEP frame sent for PVC circuit
(len = length, seq = seqnum, Icb = Icb) - network
network ID

Description:  DEP frame transmitted

FR.109
Level: UE-ERROR

Short Syntax:  FR.109 Xmit frame rej: encryption not
operational yet - circ circuit prot protocol nt network 1D

Long Syntax:  FR.109 Protocol xmit request rejected:
secure connection not operational yet - circuit circuit
prot protocol network network ID

Description:  Protocol transmission request rejected -
secure connection not operational yet

Cause: Transmssion attempted on a secure circuit
before encryption operational.

FR.110
Level: UE-ERROR

Short Syntax:  FR.110 No memory for circuit,
discarded PVC = circuit nt network 1D

Long Syntax: FR.110 No available memory for a
circuit, the circuit has been ignored PVC = circuit, on

network network ID
Description:  Control block memory allocation failed

Cause: Control block core allocation failed

FR.111
Level: UE-ERROR

Short Syntax:  FR.111 Buffer not available on nt
network ID for transmission_reason

Long Syntax: FR.111 Buffer not available on network
network ID for transmission_reason

Description:  Transmission failed or delayed because
buffer not available.
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Panic frimem

Short Syntax:  Frame Relay interface initialization
failed - no memory

Description:  The Frame Relay interface failed to
allocate sufficient memory to complete initialization.

Action:  Contact customer service.

Panic friprt
Short Syntax:  FR: unsupported protocol during
initialization
Description:  The Frame Relay network handler

detected an unsupported protocol during initialization.

Action:  Contact customer service.

Panic frfprt

Short Syntax:
forward

FR: unsupported protocol during frame

Description:  The Frame Relay network handler
detected an unsupported protocol during the protocol
frame forward phase.

Action: Contact customer service.

Panic frcompmem

Short Syntax:  Frame Relay interface compression
initialization failed, no memory.

Description:  The Frame Relay interface failed to
allocate sufficient memory to complete compression
initialization.

Action:  Contact customer service.

Panic frencmem

Short Syntax:  Frame Relay interface encryption
initialization failed, no memory.

Description:  The Frame Relay interface failed to
allocate sufficient memory to complete encryption
initialization.

Action:  Contact customer service.



Chapter 35. Gateway (GW)

This chapter describes Gateway (GW) messages. For information on message
content and how to use the message, refer to the Introduction.

GW.001
Level: ALWAYS

Short Syntax:  GW.001 Copyright 1984 Massachusetts
Institute of Technology, Copyright 1989 The Regents of
the University of California

Long Syntax: GW.001 Copyright 1984 Massachusetts
Institute of Technology, Copyright 1989 The Regents of
the University of California

Description:  Portions of the original code on which
this system was based bear the following copyright
notice: Permission to use, copy, modify, and distribute
this program for any purpose and without fee is hereby
granted, provided that this copyright and permission
notice appear on all copies and supporting
documentation, the name of M.I.T. not be used in
advertising or publicity pertaining to distribution of the
program without specific prior permission, and notice be
given in supporting documentation that copying and
distribution is by permission of M.I.T. M.I.T. makes no
representations about the suitability of this software for
any purpose. It is provided "as is” without express or
implied warranty. Copyright (c) 1989 The Regents of the
University of California. All rights reserved.
Redistribution and use in source and binary forms, with
or without modification, are permitted provided that the
following conditions are met: 1. Redistributions of
source code must retain the above copyright notice, this
list of conditions and the following disclaimer. 2.
Redistributions in binary form must reproduce the above
copyright notice, this list of conditions and the following
disclaimer in the documentation and/or other materials
provided with the distribution. 3. All advertising materials
mentioning features or use of this software must display
the following acknowledgement: This product includes
software developed by the University of California,
Berkeley and its contributors. 4. Neither the name of the
University nor the names of its contributors may be
used to endorse or promote products derived from this
software without specific prior written permission. THIS
SOFTWARE IS PROVIDED BY THE REGENTS AND
CONTRIBUTORS "AS IS” AND ANY EXPRESS OR
IMPLIED WARRANTIES, INCLUDING, BUT NOT
LIMITED TO, THE IMPLIED WARRANTIES OF
MERCHANTABILITY AND FITNESS FOR A
PARTICULAR PURPOSE ARE DISCLAIMED. IN NO
EVENT SHALL THE REGENTS OR CONTRIBUTORS
BE LIABLE FOR ANY DIRECT, INDIRECT,
INCIDENTAL, SPECIAL, EXEMPLARY, OR
CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT
LIMITED TO, PROCUREMENT OF SUBSTITUTE
GOODS OR SERVICES; LOSS OF USE, DATA, OR
PROFITS; OR BUSINESS INTERRUPTION)

© Copyright IBM Corp. 1994, 1998

HOWEVER CAUSED AND ON ANY THEORY OF
LIABILITY, WHETHER IN CONTRACT, STRICT
LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR
OTHERWISE) ARISING IN ANY WAY OUT OF THE
USE OF THIS SOFTWARE, EVEN IF ADVISED OF
THE POSSIBILITY OF SUCH DAMAGE.

GW.002
Level: ALWAYS

Short Syntax:  GW.002 Portable CGW router name
Rel release level strtd

Long Syntax: GW.002 Portable C Gateway router
name Release release level started

Description:  Prints the name of the router (as
indicated in the router), and the release level of the
software load which has just started in the router.

GW.003
Level: ALWAYS

Short Syntax:
network ID

GW.003 Unus pkt len unused_length nt

Long Syntax: GW.003 Unused packet length
unused_length net network ID

Description:  The router will not be able to send or
receive the last [unused length] bytes of maximum size
packets.

Cause: The configuration for the router has dictated a
maximum packet size that the software will handle,
which is smaller than the Maximum Transmission Unit
(MTU) of the network.

Action:  If the the buffer size setting on the router has
been manually set, modify or remove the buffer size
setting in the router. If the message persists, contact
customer service.

GW.004
Level: ALWAYS

Short Syntax:  GW.004 Sys queue type q adv alloc
advisable queue length excd actual queue length

Long Syntax: GW.004 System queue type queue
advisory allocation of advisable queue length exceeded
actual queue length

Description:  The system has detected that there are
probably an insufficent number of buffers for optimal
operation. On startup, the maximum number of buffers
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allocated to either the permanent device input queue or
the transient device output queue had exceeded an
advisable allocation of the entire buffer pool.

Cause: The router has been configured with overly
large routing tables for some protocol.

Action:  Ensure that the routing tables for each
protocol are of a reasonable size for the network
configuration. Memory allocated to routing tables cannot
be used for packet buffers.

Cause: The router in question has too many network
interfaces for the amount of buffer memory available.

Action:  Reduce the number of network interfaces on
the router. If there are only a reasonable number of
interfaces on the router, or if a (buffer) memory upgrade
is available, consider expanding the amount of memory
on the router. If the message persists, contact customer
service.

Cause: The number of buffers has been manually set
to a low number.

Action:  Modify or remove the number of buffers
setting in the router. If the message persists, contact
customer service.

GW.005
Level: ALWAYS

Short Syntax:  GW.005 Bffrs: total created avail initially
free idle fair fair share amount low high water mark

Long Syntax: GW.005 Buffers: total created available
initially free idle fair share fair share amount low water
high water mark

Description:  The message gives information about the
number of buffers created by the initialization procedure,
as well as some information on parameters used by the
buffer allocation system. As long as the number of
buffers currently free in the router is above the low
water mark, any user can allocate buffers. Below that
point, any user can allocate buffers, as long as the
number is less than the 'fair share’.

GW.006
Level: C-INFO

Short Syntax:  GW.006 Pkt frm nt network ID for uninit

prt, disc

Long Syntax: GW.006 Packet from net network ID for
uninitialized protocol discarded

Description:  An incoming packet was in a protocol
which, although recognized, did not have a handler
loaded and enabled.
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GW.007
Level: C-INFO
Short Syntax:  GW.007 Ip err error_code nt network ID

Long Syntax:
network ID

GW.007 Input error error_code net

Description: A device input operation returned an
error, along with a device specific error code. The input
error counter for that network was incrememented, and
any packet associated with that error was probably
discarded.

Action:  Refer to the Router Hardware Manual under
the appropriate interface to see what the specific error
codes for this type of interface mean.

GW.009

Level: UI-ERROR
Level: METER
Short Syntax:  GW.009 Nt dwn ip rstrt nt network ID

Long Syntax:
network ID

GW.009 Net down for input restart net

Description:  When the router attempted to queue
additional input operations for the network, the network
had been disabled for input.

Cause: This is caused by timing windows in the
internal operation of the router; an input restart
operation was requested, but when the time came to do
it, input on the interface had been internally disabled.
The condition is detected, and is harmless.

Action:
service.

If the message persists, contact customer

GW.010
Level: UI-ERROR
Level: METER

Short Syntax:  GW.010 Ip g len queue_length no ip
buf nt network ID

Long Syntax: GW.010 Input queue length
queue_length no input buffer net network ID

Description:  When the router attempted to queue
additional input operations for the network, not enough
free buffers were available to refill the input queue to
the level desired; the actual level attained is listed.

Cause: If the message occurs on an occasional basis,
a traffic peak is causing the router to run short of
buffers.

Action:  No action is necessary.

Cause: The router is short of buffers for some reason.
This may be because there is not enough memory on
the router to provide enough buffers.



Action: If there is a shortage of memory for buffers,
either add memory to the router or reduce the number
of network interfaces on the router. If the message
persists, contact customer service.

Cause: The number of buffers may have been
manually set low.

Action:  Modify or remove the number of buffers
setting in the router. If the message persists, contact
customer service.

GW.014
Level: UI-ERROR
Level: METER

Short Syntax:  GW.014 Nt dwn op rstrt nt network 1D

Long Syntax: GW.014 Net down for output restart net
network ID

Description:  When the router attempted to queue
additional output operations for the network, the network
had been disabled for output.

Cause: This is caused by timing windows in the
internal operation of the router. An output restart
operation was requested, but when the time came to do
it, output on the interface had been internally disabled.
The condition is detected and is harmless.

Action:
service.

If the message persists, contact customer

GWw.017
Level: UE-ERROR
Short Syntax:  GW.017 Intfc hdw mssng nt network 1D

Long Syntax:
network ID

GW.017 Interface hardware missing net

Description:  When the router software went to
initialize the network interface for the first time, it
discovered that the interface’s adapter is not plugged in.

Cause: The adapter is not plugged in.

Action:
adapter.

Follow the procedures to insert the appropriate

Cause: The interface’s adapter is broken.

Action: Contact customer service.

GWwW.018
Level: U-TRACE

Short Syntax:  GW.018 Strt nt slf tst nt network ID

Long Syntax: GW.018 Start network self test network

network ID

Description: A network self-test (see Software
Operator’s Manual for more information on self-test) has
been requested.

GW.019

Level: C-INFO
Short Syntax:  GW.019 SIf tst nt network 1D
Long Syntax: GW.019 Self test network network ID

Description: A network self-test (see Software
Operator’'s Manual for more information on self-test) has
been started.

GW.020
Level: U-TRACE
Short Syntax:  GW.020 Nt pss slif tst nt network ID

Long Syntax:  GW.020 Network passed self test
network network 1D

Description: A network undergoing self-test (see
Software Operator's Manual for more information on
self-test) has passed the self-test.

GW.021

Level: UE-ERROR
Short Syntax:  GW.021 Nt up nt network ID
Long Syntax: GW.021 Network up network network ID

Description:  After passing self-test (see Software
Operator’'s Manual for more information on self-test), a
network that was previously down has come up.

GW.022
Level: U-TRACE

Short Syntax:  GW.022 Nt fld sif tst nt network ID

Long Syntax: GW.022 Network failed self test network

network ID

Description: A network undergoing self-test (see
Software Operator's Manual for more information on
self-test) has failed the self-test.

Cause: The exact cause is network dependant. Use
any trap messages printed by the network handler,
along with network specific information as revealed by
the CGWCON ’Interface’ command, to isolate the
problem.
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GW.023
Level: UE-ERROR

Short Syntax:  GW.023 Nt dwn nt network ID

Long Syntax: GW.023 Network down network network

ID

Description:  After failing self-test (see Software
Operator’s Manual for more information on self-test), a
network that was previously up has gone down.

GW.024
Level: U-TRACE

Short Syntax:
nt network ID

GW.024 Processing pending disable for

Long Syntax: GW.024 Processing pending disable for
network network ID

Description:  The user requested that a network be
disabled (e.g. with the GWCON disable command) but
the network was in the middle of self-test. Since the
self-test has just completed, the pending disable will
now be performed.

GW.025
Level: UE-ERROR

Short Syntax:  GW.025 Nt fld mnt nt network ID

Long Syntax: GW.025 Network failed maintainence
network network 1D

Description:  The number of maintainence checks (see
Software Operator's Manual for more information on
maintainence) failed in a given interval has exceeded
the allowed limit (see the appropriate Router Hardware
Manual for more detail on what the exact numbers are
for each interface). A self test (see Software Operator’s
Manual for more information on maintainence) will be
started on the interface; if it fails, the interface will be
marked down.

Cause: The exact cause is network dependant. Use
any trap messages printed by the network handler,
along with network specific information as revealed by
the CGWCON 'Interface’ command, to isolate the
problem. A self-test of the network may reveal additional
information.
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GW.026
Level: C-TRACE

Short Syntax:  GW.026 Mnt nt network ID

Long Syntax: GW.026 Maintainence network network

ID

Description: A maintainence check (see Software
Operator’s Manual for more information on
maintainence) has been started for the indicated
interface.

GW.027
Level: CI-ERROR
Short Syntax:  GW.027 No pkt fr mnt nt network ID

Long Syntax: GW.027 No packet for maintainence
network network ID

Description: A buffer could not be allocated when
needed by network maintaince.

Cause: This may be caused by temporary traffic loads.
Many other causes are possible.

Action:  If the message persists, contact customer
service.

GW.028

Level: U-INFO

Short Syntax:
next_hop_host

GW.028 Snk dsc pkt prt protocol to

Long Syntax: GW.028 Sink network discarding packet
protocol protocol to host next_hop_host

Description: A buffer was sent to the sink network,
which discarded it with no indication of error to the
forwarder.

GW.029
Level: U-INFO
GW.029 Int dis nt network ID

Long Syntax: GW.029 Interface disabled in
configuration net network ID

Short Syntax:

Description:  The inteface in question was disabled in
the configuration and will not come up; it can be started
at any time by testing it.




GW.030
Level: U-INFO

Short Syntax:
subsystem

GW.030 heap_bytes bytes reserved by

Long Syntax: GW.030 heap_bytes bytes of heap
reserved by subsystem subsystem

Description: At start-up time, one of the router’s
subsystems has reserved so many bytes of heap
memory. This will be subtracted from the router’s free
memory before the remainder is carved into packet
buffers.

GW.031
Level: ALWAYS

Short Syntax:  GW.031 IP q alloc fl nt network ID avl
number of buffers

Long Syntax: GW.031 Input queue allocation failed
net network ID available number of buffers

Description:  The system has detected that there are
probably an insufficent number of buffers for optimal
operation. On startup, each of the fast devices are
allocated a fixed number of buffers. If these buffers are
not available, the particular interface may not perform
well.

GW.033
Level: U-INFO

Short Syntax:
network ID

GW.033 Sif tst req rejected for nt

Long Syntax: GW.033 Self-test request rejected for
net network ID

Description: A self-test has been started for the
interface but the interface is in an unusable state so the
self-test cannot be performed. Use the GWCON
configuration command to determine the interface state
that is preventing the self-test from occurring.

Cause: If the interface’s state is "Not Present” the
adapter is not plugged in.

Action:
adapter.

Follow the procedures to insert the appropriate

Cause: If the interface’s state is "HW Mismatch” then
there is a hardware mismatch. A hardware mismatch
occurs when the configured adapter type does not
match the adapter type that is actually present in the
slot.

Action:  Follow the procedures to insert the appropriate
adapter or to re-configure the interface.

Cause: If the interface’s state is "HW Failure” then the
interface’s adapter is broken.

Action: Contact customer service.

Cause: If the interface’s state is "Diagnostics” then the
interface’s adapter is undergoing diagnostics.

Action:  Wait until the diagnostics are complete and
then start another self-test.

GW.034
Level: U-TRACE
Short Syntax:  GW.034 Nt disabled: nt network ID

Long Syntax: GW.034 Network disabled: net network

ID

Description:  The network is being disabled.

GW.035
Level: UI-ERROR
Level: METER

Short Syntax:
nt network ID

GW.035 Nt dwn to hst next_hop_host

Long Syntax: GW.035 Net down transmitting to host
next_hop_host net network ID

Description:  When the router went to send a packet
to a given host, the network interface it had been told to
send the packet over to was not up. The output discard
counter for that network was incremented, and the
packet was returned to the protocol forwarder for
attention. Usually, next_hop_host will be the MAC layer
address of the next hop router or host that this packet is
being sent to. The format of this MAC address depends
on the network type. If next_hop_host starts with an @
(at-sign), then that network does not provide a formatted
display of MAC addresses, and the following number is
the hex address in router memory that the next hop
host address is stored at.

Cause: This is caused by timing windows in the
internal operation of the router; a packet was queued for
output, but when the time came to send it, the interface
was down. The condition is detected, and is harmless.

Action:
service.

If the message persists, contact customer

GW.036
Level: U-INFO

Short Syntax:
nt network ID

GW.036 Op ovfl to hst next_hop_host

Long Syntax: GW.036 Output overflow when
transmitting to host next_hop_host net network 1D

Description:  When the router went to send a packet
to a given host, the network output queue was too full,
and the packet had to be discarded. The output
overflow counter for that network was incremented, and
the packet was returned to the protocol forwarder for
attention. Usually, next_hop_host will be the MAC layer
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address of the next hop router or host that this packet is
being sent to. The format of this MAC address depends
on the network type. If next_hop_host starts with an @
(at-sign), then that network does not provide a formatted
display of MAC addresses, and the following number is
the hex address in router memory that the next hop
host address is stored at.

Cause: This is caused by the offered load in the
network being higher than the bandwidth available in
the output network. Since the router itself is keeping up
with the traffic, there is little it can do; the hosts
generating the traffic are simply sending more data than
the output network can accommodate.

Action:  Increase the speed of the network in question
(particularly if it is a slow speed leased line), or take
measures to restrict the offered load.

GW.037
Level: C-INFO

Short Syntax:  GW.037 Nt dwn, disc pkt to hst
next_hop_host nt network ID

Long Syntax: GW.037 Network down, discarding
packet to host next_hop_host network network ID

Description:  Packets waiting for transmission on the
network in question were discarded when the network
went down. The discard counter for the network in
question is incremented. Usually, next_hop_host will be
the MAC layer address of the next hop router or host
that this packet is being sent to. The format of this MAC
address depends on the network type. If next_hop_host
starts with an @ (at-sign), then that network does not
provide a formatted display of MAC addresses, and the
following number is the hex address in router memory
that the next hop host address is stored at.

GW.038
Level: C-INFO

Short Syntax:
on

GW.038 User default name has logged

Long Syntax:
on

GW.038 User default name has logged

Description: A new user has logged on to the system.

GW.039
Level: CE-ERROR

Short Syntax:
name

GW.039 Failed logon: ID = default

Long Syntax: GW.039 A logon attempt has failed:
user ID = default name

Description:  Someone attempted to log onto the
system but did not supply a correct user-name and
password.
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GW.040

Level: C-INFO

GW.040 ot cl dnd nt network ID
GW.040 Outbound calls denied network

Short Syntax:

Long Syntax:
network ID

Description:  Router would like to place outbound call,
but configuration prevents it.

GW.042
Level: C-INFO

Short Syntax:  GW.042 in cl unk addr dial_address,/
subdial_address, rj nt network ID

Long Syntax: GW.042 Inbound call from unknown
address dial_address,/ subdial_address, rejected,
network network ID

Description:  An inbound call was not accepted
because the caller's address didn't match our
configured remote address.

GW.043
Level: C-TRACE

Short Syntax: GW.043 CML state state_string,, event
event_string, nt network ID

Long Syntax: GW.043 CML state state_string,, event
event_string,, net network ID

Description:  FSM trace event.

GW.044
Level: UI-ERROR
Short Syntax:  GW.044 No cnfg nt network ID

Long Syntax:
network ID

GW.044 No configuration found for net

Description:  No SR_VRTBLK record found in
SR_VNET block.

Cause: Incomplete configuration

Action:  Review your configuration for this network.

GW.045
Level: UI-ERROR
GW.045 bd dl net on nt network ID

Long Syntax: GW.045 Bad dial network specified in
config, net network ID

Short Syntax:

Description:  The dialer net configured is either not
present, or not a dial net.

Cause: Configuration error.



Action:  Configure a valid dial net.

GW.046
Level: UI-ERROR
Short Syntax:  GW.046 bd dl dst on nt network ID

Long Syntax: GW.046 Bad dialer destination name
specified in config, net network ID

Description:  The specified destination name was not
added with the "add address” command.

Cause: Configuration error.

Action:  Configure a destination name using the "add
address” command.

GW.047
Level: C-INFO
Short Syntax:  GW.047 idle exp nt network ID

Long Syntax: GW.047 idle timer expired and call
cleared, net network ID

Description:  The idle timer of a demand-based net
expired, and the call was cleared.

GW.048
Level: U-INFO
Short Syntax:  GW.048 Int rsvd for rst nt network ID

Long Syntax: GW.048 Interface reserved for WAN
restoral in configuration net network ID

Description:  The interface in question has been
reserved for WAN restoral in the configuration and will
not come up until needed by the WAN restoral process.

GW.049
Level: U-INFO

Short Syntax:
new_value

GW.049 Patched variable_name to

Long Syntax: GW.049 Variable variable_name has
been patched to value new_value

Description:  The user has patched the value of one of
the router's data items accordingly.

GW.050
Level: U-INFO
Short Syntax:  GW.050 Patch to variable_name failed

Long Syntax: GW.050 Attempt to patch variable
variable_name has failed

Description:  The user has attempted to patch the
value of one of the router’s data items. The patch failed.

GW.051
Level: UI_ERROR

Short Syntax:  GW.051 Wrt SRAM failed blk
block_num, typ rec_type_num

Long Syntax: GW.051 Attempt to write block
block_num,, record type rec_type_num to SRAM has
failed

Description:  Some code which cannot put out a
console message (typically during startup) tried to write
SRAM and failed.

GW.052
Level: UI_ERROR
Short Syntax:  GW.052 No UDP port avail to sync time

Long Syntax: GW.052 No UDP port available to send
time sync request

Description:
configured.

udp_notify returned 0. Probably, IP is not

GW.053
Level: Ul _ERROR

Short Syntax:
req

GW.053 No UDP port avail to srvc time

Long Syntax: GW.053 No UDP port available to
receive time sync requests

Description:  udp_notify returned 0. Probably, IP is not
configured, or else software error.

GW.054
Level: U-INFO

Short Syntax:
pkts disc

GW.054 Ip ovil nt network ID, count

Long Syntax:  GW.054 Input overflow net network ID,
count packets discarded

Description:  Packets are arriving on the stated
interface too quickly for the router’s forwarders to
process them; they are discarded before being
examined by the router software because of the
overload. The count of packets is the number of packets
this has happened to since the last time it was
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attempted to log this message. The input overflow
counter for this network ID is incremented.

Cause: This may sometimes be caused by "broadcast
storms”, which are network events caused by
combinations of buggy and/or out-of-date software
running on network hosts which spread in a chain
reaction, typically causing the network to be consumed
with back to back packets (often broadcast) for a period
of seconds, or occasionally, a minute or two.

Action:  If a broadcast storm is happening, fix or
disable the responsible hosts.

Cause: It may be simply caused by very heavy load.

Action:  If heavy load is the cause, and this message
happens frequently, you may be using one of the slower
routers in the product line. If there is a faster CPU
option available for the router you are using, consider
upgrading.

GW.055
Level: UI-ERROR
Short Syntax:  GW.055 Nt dwn trans on nt network ID

Long Syntax:
network ID

GW.055 Net down transmitting on net

Description:  When the router went to send a packet,
the network interface it had been told to send the
packet over to was not up. The output discard counter
for that network was incremented, and the packet was
returned to the protocol forwarder for attention.

Cause: This is caused by timing windows in the
internal operation of the router; a packet was queued for
output, but when the time came to send it, the interface
was down. The condition is detected, and is harmless.

Action:
service.

If the message persists, contact customer

GW.056
Level: UI-ERROR

Short Syntax:  GW.056 Nt out dis trans on nt network

ID

Long Syntax: GW.056 Net output disabled,
transmitting on net network ID

Description:  When the router went to send a packet,
the network interface it had been told to send the
packet over had packet transmission disabled. The
output discard counter for that network was
incremented.

Cause: This is caused by timing windows in the
internal operation of the router; a packet was queued for
output, but when the time came to send it, output on the
interface was disabled. The condition is detected, and is
harmless.
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Action:  If the message persists, contact customer
service.

GW.057

Level: U-INFO

Short Syntax:  GW.057 Op ovfl nt network 1D

Long Syntax: GW.057 Output overflow when
transmitting on net network ID

Description:  When the router went to send a packet,
the network output queue was too full, and the packet
had to be discarded. The output overflow counter for
that network was incremented, and the packet was
returned to the protocol forwarder for attention.

Cause: This is caused by the offered load in the
network being higher than the bandwidth available in
the output network. Since the router itself is keeping up
with the traffic, there is little it can do; the hosts
generating the traffic are simply sending more data than
the output network can accommodate.

Action: Increase the speed of the network in question
(particularly if it is a slow speed leased line), or take
measures to restrict the offered load.

GW.058
Level: U-INFO

Short Syntax:
network ID

GW.058 Op err hst next_hop_host nt

Long Syntax: GW.058 Output error transmitting to
host next_hop_host net network ID

Description: A packet has not been sucessfully
retransmitted. The output error counter for that network
is incremented, and the packet is discarded. Usually,
next_hop_host will be the MAC layer address of the
next hop router or host that this packet is being sent to.
The format of this MAC address depends on the
network type. If next_hop_host starts with an @
(at-sign), then that network does not provide formatted
display of MAC addresses, and the following number is
the hex address in router memory that the next hop
host address is stored at.

Cause: If this message occurs more than very rarely, it
probably indicates hardware transmission problems on
the network in question.

Action:  Utilize appropriate level 2 network
management tools such as Tokenview (for rings) or a
Time Domain Reflectometer (for Ethernet) to isolate and
fix the problem.




GW.059
Level: C-INFO

Short Syntax:  GW.059 Alloc buff with min
global_buffers global, private buffers per net

Long Syntax:  GW.059 Allocating buffers with mininum
of global_buffers global buffers, and private_buffers
buffers per fast input network

Description:  The router is going to do the buffer
allocation with the specified constraints.

Cause: This is normal on router startup.

GW.060
Level: C-INFO

Short Syntax:  GW.060 Buffs alloc with reduction

reduction

Long Syntax: GW.060 Buffers allocated with reduction
by reduction of private buffers

Description:  The router has completed the buffer
allocations. If the input networks could not get all the
buffers that were requested, the reduction will be
non-zero.

Cause: This message always happens on startup of
the router. However, a non-zero reduction indicates that
the router is close to being short on buffer memory. The
higher the reduction, the more severe the buffer
memory shortage. However, the shortage is not so
severe that the router will not operate, but performance
may be impaired.

Action:  Upgrade size of buffer memory. Choose
smaller buffer size on those devices (Token-Ring, Serial
Line) where that is configurable.

GW.061
Level: UI-ERROR

Short Syntax:  GW.061 Priv buff alloc failed, nt

network ID

Long Syntax: GW.061 Private buffer allocation failed,
network network ID

Description:  The buffer allocation for a private buffer
for the specified network failed. This network will have
one less buffer than was intended. This message is
severe only of it happens many times.

Cause: Shortage of buffer memory. (Particularly if

preceeded by ELS message GW.064.)
Action:  Upgrade size of buffer memory.

Action: Choose smaller buffer size on those devices
(Token-Ring, Serial Line) where that is configurable.

Cause: Shortage of heap memory. (Particularly if
preceeded by ELS message GW.063.)

Action:  Reduce routing table sizes. Increase size of
data memory.

Cause: Buffer allocation routine did not accurately
predict how many buffers could be allocated.

Action:  On some configurations, some portions of the
buffer memory are unuseable. The pre-allocator does
not take this into account, so a few buffer allocations
may fail.

GW.062
Level: UI-ERROR

Short Syntax: GW.062 Global buff alloc failed after

count

Long Syntax: GW.062 Global buffer allocation failed
after count allocated

Description:  The buffer allocation for a global buffer
failed. The router will have one less global buffer than
was intended. This message is severe only of it
happens many times, starting at low values of count.

Cause: Shortage of buffer memory. (Particularly if
preceeded by ELS message GW.064.)

Action:  Upgrade size of buffer memory.

Action: Choose smaller buffer size on those devices
(Token-Ring, Serial Line) where that is configurable.

Cause: Shortage of heap memory. (Particularly if
preceeded by ELS message GW.063.)

Action: Reduce routing table sizes. Increase size of
data memory.

Cause: Buffer allocation routine did not accurately
predict how many buffers could be allocated.

Action:  On some configurations, some portions of the
buffer memory are unuseable. The pre-allocator does
not take this into account, so a few buffer allocations
may fail.

GW.063

Level: UI-ERROR

GW.063 Alloc of iorb failed

GW.063 Allocation of 1/0O request block

Short Syntax:

Long Syntax:
failed

Description:  Some code in the router was allocating
an 1/0O request block and buffer. The allocation of the
1/0 request block failed.

Cause: Shortage of heap memory.

Action:  Reduce routing table sizes. Increase size of
data memory.
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GW.064

Level: UI-ERROR

Short Syntax:  GW.064 Alloc of buffer failed
Long Syntax: GW.064 Allocation of buffer failed

Description:  Some code in the router was allocating
an 1/0 request block and buffer. The allocation of the
buffer failed.

Cause: Shortage of buffer memory.
Action:  Upgrade size of buffer memory.

Action: Choose smaller buffer size on those devices
(Token-Ring, Serial Line) where that is configurable.

GW.065
Level: U-INFO

Short Syntax: GW.065 heap_bytes bytes buff
reserved by subsystem

Long Syntax: GW.065 heap_bytes bytes of buffer
memory reserved by subsystem subsystem

Description: At start-up time, one of the router’s
subsystems has reserved so many bytes of buffer
memory. This will be subtracted from the router’s free
buffer memory before the remainder is carved into
packet buffers.

GW.066
Level: UI_ERROR

Short Syntax:  GW.066 LID no bf, message_type, not
snt nt network ID

Long Syntax: GW.066 LID no buffer, message_type,
msg not sent on net network ID

Description:  Line ID code couldn't allocate a buffer to
send a message.

GW.067
Level: UE_ERROR
Short Syntax:  GW.067 LID NAK rcv nt network ID

Long Syntax: GW.067 LID NAK received net network

ID

Description:  The other end of the switched circuit
didn't like the LINE ID we sent, and returned a NAK.

Action:  Check configuration on both sides. Remote
side does not think we should be calling it.
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GW.068
Level: C-INFO
Short Syntax:  GW.068 LID ACK rcv nt network ID

Long Syntax: GW.068 LID ACK received net network
ID

Description:  The other end of the switched circuit
liked our line ID.

GW.069
Level: UE_ERROR

Short Syntax:  GW.069 LID tmo on mdm sgs nt
network ID

Long Syntax: GW.069 LID timeout waiting for modem
signals to come up on net network ID

Description:  Either an inbound or outbound call, the
V.25his modem signals did not come up after the call
was connected.

Action:  Check line and modems. Line quality may be
insufficient.

GW.070
Level: UE_ERROR
Short Syntax:  GW.070 LID tmo on id nt network ID

Long Syntax: GW.070 LID timeout waiting for line ID
from other side, net network ID

Description:
side.

Timed out waiting for line ID from remote

Action:  Check configuration of whoever is calling into
this router. They are not sending line ID message. Might
be an incompatible router.

GW.071
Level: UE_ERROR

Short Syntax:  GW.071 LID unkn id [
bad_lineid_string,]; nk snt, nt network ID

Long Syntax: GW.071 LID unknown line ID [
bad_lineid_string,] received; NAK sent, net network ID

Description:  An ID message was received
corresponding to a phone number from which you do
not want any calls, that is, a phone number that does
not exist, or the number exists but is configured for no
inbound calls.

Action:  Check configuration of both routers.




GW.072
Level: UE_ERROR

Short Syntax:
network ID

GW.072 LID no dflt circt; data ign nt

Long Syntax: GW.072 LID no default circuit; received
data was ignored, net network ID

Description:  Received data from other side rather
than line ID, but had no default circuit to assign the data
to.

Action:  Check configuration of whoever is calling into
this router. They are not sending line ID message. Might
be an incompatible router.

GW.073
Level: Ul _ERROR

Short Syntax:  GW.073 Rcv buffs increased to
configured_buffers, exceeds max of maximum_buffers,
nt network ID

Long Syntax: GW.073 Receive buffers increased to
configured_buffers, exceeds maximum of
maximum_buffers, net network ID

Description:  The user-configured number of receive
buffers exceeds the maximum allowed for this interface
type. The number of buffers will be reduced to the
maximum.

Cause: Excessive number of buffers in Config>SET
RECEIVE-BUFFERS command.

Action:  Configure for acceptable number of buffers.

GW.074
Level: C_INFO

Short Syntax: GW.074 Rcv buffs increased from
configured_buffers to default_buffers, nt network 1D

Long Syntax: GW.074 Receive buffers increased from
configured_buffers to default_buffers, net network ID

Description:  The user configuration is increasing the
number of receive buffers on this interface from the
default to the configured value.

GW.075
Level: U_INFO

Short Syntax:  GW.075 Rcv buffs decreased from
default_buffers to configured_buffers, nt network ID

Long Syntax: GW.075 Receive buffers decreased
from default_buffers to configured_buffers, net network
ID

Description:  The user configuration is decreasing the
number of receive buffers on this interface from the

default to the configured value. This may reduce
performance on this interface.

GW.076
Level: UI-ERROR

Short Syntax: GW.076 Swcthd net ( switched network
ID) rjctd rgstrtn for nt network ID

Long Syntax: GW.076 The switched network (network
switched network ID) rejected the registration request
for this dial circuit: net network ID

Description:  The dial circuit is misconfigured.
Cause: Configuration error.

Action:  Review your configuration for this dial circuit.

GW.077
Level: C-INFO

Short Syntax:  GW.077 No dl crct inc call on nt
switched network 1D

Long Syntax:  GW.077 No dial circuit configured for
inbound calls on switched network switched network ID

Description:  An inbound call was received over the
switched network, and there isn’t a dial circuit
configured to take it.

Cause: Misconfiguration.

Action: A dial circuit needs to be configured to accept
inbound calls.

Cause: Wrong number.

Action:  If this persists, you may want to pursue what
avenues you can to identify a possible security break-in.

GW.078
Level: U_INFO

Short Syntax: GW.078 Rcv low water changed from
default_low_water to configured_low_water, nt network
ID

Long Syntax: GW.078 Receive low water level
changed from default_low_water to
configured_low_water, net network ID

Description:  The user configuration is changing the
receive low water level on this interface from the default
to the configured value. This will change the behavior of
flow control for packets received on this interface.
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GW.079
Level: Ul _ERROR

Short Syntax:  GW.079 Int hw err nt network ID

Long Syntax: GW.079 Hardware failure detected for

net network ID

Description:  The router detected a hardware failure
for the interface in question. The interface will not come

up.

Action: Contact customer service.

GW.080
Level: C_INFO

Short Syntax:
external device

GW.080 Ext Slt: String supplied by

Long Syntax: GW.080 External Slot device is: String
supplied by external device

Description:
external slot.

This serves to identfy the status of the

GW.081
Level: C-TRACE

Short Syntax:  GW.081 nt dial network ID st cml_state;
cnt acpt call on nt switched network ID

Long Syntax: GW.081 net dial network ID is in state
cml_state; can't acpt call on network switched network
ID

Description: A dial circuit was found that would take
the incoming call, but it is not in a state where it can do
So.

GW.082
Level: C-TRACE

Short Syntax:  GW.082 Inbnd dsbl nt dial network ID;
cnt acpt call on nt switched network ID

Long Syntax: GW.082 Inbound calls disabled on net
dial network ID; can’t acpt call on network switched
network ID

Description:  The network would accept a call from a
specified caller, but it is configured not to accept
inbound calls.
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GW.083
Level: C-TRACE

Short Syntax:
nt network ID

GW.083 LID st old_state,-> new_state,

Long Syntax: GW.083 Line ID state old_state,
changed to new_state,, net network ID

Description:  FSM trace event.

GW.084
Level: C-TRACE

Short Syntax:  GW.084 LID ID rcv: line_id_string nt

network ID

Long Syntax:
net network ID

GW.084 Line ID received: line_id_string,

Description: A Line ID message was received
containing the specified address. Note: Only the digits
0-9 are printed, since only they are significant.

GW.085
Level: C-TRACE

Short Syntax:  GW.085 nt dial network ID acptd call on
nt switched network ID

Long Syntax: GW.085 net dial network ID accepted
call on network switched network 1D

Description:
inbound call.

The specified network has accepted the

GW.086
Level: C-TRACE

Short Syntax:  GW.086 No avl net fr inb cl on nt
switched network 1D

Long Syntax: GW.086 No available net for call on
network switched network 1D

Description:  There is no network that can take the

inbound call.

GW.087
Level: C-TRACE

Short Syntax:  GW.087 ISDN inb addr [ address] nt
switched network 1D

Long Syntax: GW.087 ISDN inbound address [
address] network switched network 1D

Description:  The router passed the specified address
and subaddress of the caller in an ISDN setup
message.




GW.088
Level: C-TRACE

Short Syntax:  GW.088 LID ID snt: line_id_string nt

network ID
Long Syntax: GW.088 Line ID sent: line_id_string, net
network ID
Description:  We sent the specified line ID message to

the destination.

GW.092
Level: C-INFO

Short Syntax:  GW.092 Too many circuits nt base

network ID

Long Syntax: GW.092 Too many circuits on net base
network ID

Description:  There are more virtual circuits that are

active than the interface type supports.

GW.089
Level: C-TRACE

Short Syntax:  GW.089 Match dial addr [ dial_address]
to nt switched network ID

Long Syntax: GW.089 Matched inbound destination
dial address [ dial_address] to network switched
network ID

Description:  An inbound call arrived and the specified
network is configured to match it. Match the
dial_address address string in hex. Empty string is a
wildcard and will match a network with any_inbound
setting.

GW.090
Level: C-TRACE

Short Syntax:  GW.090 No usbl match dial addr |

dial_address]

Long Syntax:
dial_address]

GW.090 No useable match dial addr [

Description:  No more dial circuits match inbound

address.

GW.091
Level: ALWAYS

Short Syntax:
network ID

GW.091 Incr glob pkt len incr_length nt

Long Syntax: GW.091 Increased global packet length
incr_length net network 1D

Description:  The global max packet length was
increased by [incr length] bytes.

Cause: The configuration for the router dictated a
maximum packet size that the software will handle that
is smaller than the Maximum Transmission Unit (MTU)
of the network. This network will not properly operate
with that restriction, so the max packet length must
change accordingly.

Action:  If the the buffer size setting on the router has
been manually set, modify or remove the buffer size
setting in the router. If the message persists, contact
customer service.

GW.093
Level: C-INFO

Short Syntax:  GW.093 Higher pri conn nt preempted
network ID preempts nt higher-priority network ID

Long Syntax:  GW.093 Higher priority connection
request for net preempted network ID preempts net
higher-priority network ID

Description: A connection request for a higher-priority
dial circuit caused the specified lower-priority circuit to
terminate.

GW.094
Level: C-INFO

Short Syntax:
network ID; retry

GW.094 Disc ind on pri conn nt

Long Syntax:  GW.094 Disconnect indication received
for priority connection network network ID; retry

Description:  The router received a disconnect
indication for the specified network, but the base
network did not actually attempt the connection. The
router rejected the connection because the base
network was not ready. The router will retry the
connection shortly.

GW.095
Level: C-TRACE

Short Syntax:  GW.095 Dialing dest < dest_name>,
DTE number [ dte_addr], nt network ID

Long Syntax: GW.095 Dialing destination <
dest_name>, DTE number [ dte_addr], net network ID

Description:  The Connection Management Library
(CML) is dialing the specified destination end point
using the specified DTE number. This message occurs
for every DTE number the CML actually dials.
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GW.096
Level: CI-ERROR

Short Syntax: GW.096 DialRec: bad addr rec: smaller
than hdr (name= parent_name)

Long Syntax: GW.096 DialRec: bad address record:
smaller than header (name= parent_name)

Description:  The router read a SR_DCADDR (dial
circuit address) record shorter than the address record
header from SRAM under the displayed destination
name. Report this error to customer service.

GW.097
Level: C-TRACE

Short Syntax:  GW.097 CMLB net # net_num, dest <
dest>, indest < in_dest>, net network ID

Long Syntax: GW.097 CMLB dump: net # net_num,
dest < dest>, indest < in_dest>, net network ID

Description:  Traces the contents of the Connection
Management Library control Block (CMLB) chain as an
inbound connection vector to the correct CMLB.

GW.098
Level: C-TRACE

Short Syntax:  GW.098 Source DTE addr # index: [

addr_str]

Long Syntax: GW.098 Source DTE address # index: [
addr_str]

Description:  The router called once for each DTE

address string found in a CMLB'’s src_addrs.

GW.099
Level: C-TRACE

Short Syntax:  GW.099 Dropped Ink due to encap
slftst errs nt switched network ID

Long Syntax: GW.099 Dropped link due to
encapsulator self-test errors network switched network
ID

Description:  The amount of time during which
consecutive encapsulator self-test errors occurred
exceeded the SET IDLE nnn interval set by the user, so
CML dropped the link.
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GW.100
Level: UI-ERROR
Short Syntax:  GW.100 Bad MP config nt network ID

Long Syntax: GW.100 Bad MP config for net network

ID

Description:
is on the link.

The MP net configured is invalid or BRS

Cause: Configuration error.

Action:  Configure a valid MP net or turn off BRS on
the link.

GW.101
Level: UE-ERROR

Short Syntax:  GW.101 Intfc hdw mismtch nt network
ID

Long Syntax: GW.101 Interface hardware mismatch

net network ID

Description:  When the router software went to
initialize the network interface for the first time, it
discovered a hardware mismatch. A hardware mismatch
occurs when the interface’s configured adapter type
does not match the adapter type that is actually present
in the slot.

Cause: There is a hardware mismatch.

Action:  Either follow the procedures to insert the
configured adapter type or refer to the appropriate
manuals to check and correct the interface’s
configuration.

Cause: The interface’s adapter is broken.

Action:  Contact customer service.

GW.102
Level: DEBUG

Short Syntax:
buffers.

GW.102 bufget() failed. No more global

Long Syntax:
buffers.

GW.102 bufget() failed. No more global

Description:  The router has run out of global buffers.
When this message is enabled, the box will bughlt if it
runs out of buffers.




Panic gwbadhd

Short Syntax:  GW: Bd cnf inf nt hdr Ingths

Description:
was detected.

Bad configuration information in the load

Cause: Hand-configured maximum header and trailer
sizes are smaller than the actual lengths of at least one
network in the router.

Action: Contact customer service.

Panic gwbdim

Short Syntax:  GW: incompatible I_MAX

Description: A load with incompatible versions of
binary modules has been detected.

Cause: The maximum number of interface types in the
configuration information does not match the maximum
number of interface types in the conpiled code.

Action: Contact customer service.

Panic gwbdntv

Short Syntax:  GW: incompatible net table vers

Description: A load with incompatible versions of
binary modules has been detected.

Cause: The version number on the network
configuration table does not match the version number
of the compiled code.

Action: Contact customer service.

Panic gwnmp

Short Syntax:  GW: no mem for prot tbl

Description:
system table.

No memory was available for a critical

Cause: Insufficient memory was available to allocate
either the installed or complete protocol table, or the per
network protocol upcalls, early in initialization.

Action: Contact customer service.

Panic gwbdpm

Short Syntax:  GW: incompatible P_MAX

Description: A load with incompatible versions of
binary modules has been detected.

Cause: The maximum number of protocols in the
configuration information does not match the maximum
number of protocols in the compiled code.

Action: Contact customer service.

Panic gwfrfr
Short Syntax:  GW: freeing free buffer

Description:  The buffer free routine detected software
in the system attempting to free a buffer that has
already been freed.

Cause: Software problem that frees the same buffer
twice. This is a grave error.

Action:  Take a dump of this failure, and send it to
customer service.

Panic gwbdtm

Short Syntax:  GW: incompatible T_MAX

Description: A load with incompatible versions of
binary modules has been detected.

Cause: The maximum number of network types in the
configuration information does not match the maximum
number of network types in the compiler code.

Action: Contact customer service.

Panic gwgtgt

Short Syntax:  GW: alloc busy buffer

Description:  The buffer free routine detected software
in the system attempting to allocate a buffer that is
already busy.

Cause: Software problem.

Action:  Take a dump of this failure, and send it to
customer service.
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Panic gwifdrv

Short Syntax:  GW: net with multiple i_fdrv requests

Description:  The buffer allocation routine encountered
a network that wanted more than one type of memory
per buffer.

Cause: Software problem.

Action:  Take a dump of this failure, and send it to
customer service.

Panic gwlgwc

Short Syntax:
corrupted

GW: leading buffer guard word

Description:  The code that monitors the packet
buffers detected that the guard word in front of a buffer
has been corrupted.

Cause: Software problem.
Cause: Hardware failure.

Action:  Take a dump of this failure, and send it to
customer service.

Panic gwtgwc

Short Syntax:
corrupted

GW: trailing buffer guard word

Description:  The code that monitors the packet
buffers detected that the guard word after the end of a
buffer has been corrupted.

Cause: Software problem.
Cause: Hardware failure.

Action:  Take a dump of this failure, and send it to
customer service.

Panic gwnhifdrv

Short Syntax:  GW: no heap mem for i_fdrv
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Description:  No heap memory available for buffer
cache data block.

Cause: Shortage of heap memory.

Action:  Reduce routing table sizes. Increase size of
data memory.

Action:  Take a dump of this failure, and send it to
customer service.

Panic gwnbifdrv

Short Syntax:  GW: no buff mem for i_fdrv

Description:  No buffer memory available for buffer
cache data block.

Cause: Shortage of buffer memory.
Action:  Upgrade size of buffer memory.

Action: Choose smaller buffer size on those devices
(Token-Ring, Serial Line) where that is configureable.

Action:  Take a dump of this failure, and send it to
customer service.

Fatal gwtfb

Short Syntax:  GW: too little buffer memory

Description:  The buffer allocation code simply cannot
allocate enough input buffers to each network while still
leaving a reasonable number of free buffers for the
routing protocols. (These constraints are given by ELS
message GW.059.)

Cause: Too many devices, or too large a buffer size,
for the available amount of buffer memory.

Action: De-configure (or remove) some devices.
Upgrade size of buffer memory. Choose smaller buffer
size on those devices (Token-Ring, Serial Line) where
that is configureable.



Chapter 36. Internet Control Message Protocol (ICMP)

This chapter describes Internet Control Message Protocol (ICMP) messages. For
information on message content and how to use the message, refer to the

Introduction.

ICMP.001
Level: UE-ERROR

Short Syntax:  ICMP.001 bd cks 0x
received_checksum (exp Ox good_checksum)
source_IP_address -> destination_IP_address

Long Syntax:  ICMP.001 bad ICMP checksum 0x
received_checksum received (expected 0x
good_checksum) in packet from source IP_address to
destination_IP_address

Description: A bad ICMP checksum was detected in
an incoming ICMP message. The received checksum is
displayed, together with the value that the checkum
should have had. The received packet is discarded.

Cause: This is probably caused by an error in the
source host.

Action: Contact the manufacturer of the source host
and report the problem.

ICMP.002
Level: C-INFO

Short Syntax:  ICMP.002 ech source IP_address ->
destination_IP_address

Long Syntax:  ICMP.002 echo request packet received
from source IP_address to destination_IP_address

Description:  An ICMP Echo Request was received
from the source host by the router.

ICMP.003
Level: U-INFO

Short Syntax:  ICMP.003 ech rp source_IP_address ->
destination _IP_address

Long Syntax:  ICMP.003 echo reply packet received
from source IP_address to destination_IP_address

Description:  An ICMP Echo Reply was received from
the source host by the router. This is a slightly
suspicious event, since the router does not normally
send ICMP Echo Requests.

ICMP.004
Level: CI-ERROR

Short Syntax:  ICMP.004 unhnd typ ICMP_type
ICMP_code source_IP_address ->
destination_IP_address
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Long Syntax: ICMP.004 unhandled message type
ICMP_type ICMP_code from source_IP_address to
destination_IP_address

Description:  An ICMP message came in with a type
that the router software does not handle.

ICMP.005
Level: U-TRACE

Short Syntax:  ICMP.005 unhnd brd typ ICMP_type
ICMP_code source_IP_address ->
destination IP_address

Long Syntax:  ICMP.005 unhandled broadcast
message type ICMP_type ICMP_code from
source IP_address to destination_IP_address

Description: A broadcast ICMP message came in with
a type that the router software does not handle.

ICMP.006
Level: UE-ERROR

Short Syntax:  ICMP.006 bd typ ICMP_type
ICMP_code source IP_address ->
destination_IP_address

Long Syntax: ICMP.006 bad message type
ICMP_type ICMP_code from source_IP_address to
destination _IP_address

Description:  An ICMP message came in with a type
that is not legal.

ICMP.007
Level: C-INFO

Short Syntax:  ICMP.007 addr msk source_IP_address
-> destination_IP_address

Long Syntax: ICMP.007 address mask request
received from source _IP_address to
destination _IP_address

Description:  An ICMP Address Mask Request was
received from the source host by the router.

ICMP.008
Level: C-TRACE

Short Syntax:  ICMP.008 addr msk rep
source_IP_address -> destination_IP_address
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Long Syntax: ICMP.008 addres mask reply received
from source IP_address to destination_IP_address

Description:  An ICMP Address Mask Reply was
received from the source host by the router.

ICMP.009
Level: UI-ERROR
Short Syntax:  ICMP.009 no pkt or mem

Long Syntax:  ICMP.009 heap memory or packet
buffer not available

Description:  Internal resources in the router
necessary to reply to the incoming message were
unavailable.

Cause: Temporarily heavy traffic, or not enough
memory for configuration.

Action:  If this message occurs persistently and with
other messages that indicate the router is out of
memory or buffers, the router may not have enough
memory to support this configuration. Display the
memory statistics in the gateway console to check the
status of heap memory and global buffers. Add more
memory, or disable unnecessary forwarders, protocols
and networks to reduce demand for memory.

ICMP.010
Level: UE-ERROR

Short Syntax:  ICMP.010 amb addr msk
source_IP_address -> destination_IP_address

Long Syntax: ICMP.010 ambiguous address mask
request received from source IP_address to
destination_IP_address

Description:  An incoming address mask request on
an interface which contained more than one IP source
address contained a destination address which could

not be localized to one of the addresses, so no reply

could be generated.

ICMP.011
Level: UI-ERROR

Short Syntax:  ICMP.011 err code sndng pkt to nt
network ID

Long Syntax: ICMP.011 error code sending packet to
net network ID

Description:  An outgoing reply packet was dropped
as the result of some problem in the router.

Cause: There are many potential causes of this
problem; an overloaded output queue, a down network,
etc.

Action:  Consult logging output from the relevant
network subsystem for more information.
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ICMP.012
Level: C-INFO

Short Syntax:  ICMP.012 rdr source_IP_address ->
destination_IP_address to new_next_hop_IP_address

Long Syntax:  ICMP.012 sending redirect for packet
from source_IP_address to destination_IP_address to
use router new_next_hop_IP_address

Description:  The router is sending an ICMP Redirect,
advising a source host on a directly connected network
that there is a better first hop router for this traffic.

ICMP.013
Level: U-INFO

Short Syntax:  ICMP.013 bd prm off problem_offset
source IP_address -> destination_IP_address

Long Syntax: ICMP.013 sending parameter problem
message problem offset problem_offset for packet from
source_IP_address to destination_IP_address

Description:  The router is sending an ICMP
Parameter Problem message, for an unspecified
problem at the given offset.

ICMP.014
Level: U-TRACE

Short Syntax:  ICMP.014 snd ICMP_type ICMP_code
pkt source IP_address -> destination_IP_address

Long Syntax: ICMP.014 sending packet type
ICMP_type code ICMP_code for packet from
source IP_address to destination_IP_address

Description:  The router is sending an ICMP packet of
the specified type about a packet from the source host
to the destination.

ICMP.015
Level: UE-ERROR

Short Syntax:  ICMP.015 shrt ICMP hdr header_length
src source_ip_address

Long Syntax: ICMP.015 short ICMP packet
header_length received in packet from
source_ip_address

Description:  This message is generated when an
ICMP packet’s indicated header length is below the
minimum possible length for an ICMP packet.

Cause: Most likely, this is a damaged packet. It may
be that another node is building an incorrect header.

Action:  If the problem persists, examine a line trace to
determine where the packet is being damaged.




ICMP.016
Level: U-TRACE

Short Syntax:  ICMP.016 current_next_hop rdr dest
IP_destination to better_next_hop

Long Syntax:  ICMP.016 current_next_hop has
redirected traffic for IP_destination to better_next_hop

Description: A redirect has been received, changing
the next hop for the given destination. Redirects are
only processed when running in host mode.

ICMP.017
Level: UE-ERROR

Short Syntax:  ICMP.017 Bad rdr from
gateway_address, rsn: reason

Long Syntax: ICMP.017 Redirect received from
gateway_address was bad for the reason: reason

Description: A redirect was received from a router, but
rejected for the specified reason.

ICMP.018
Level: U-TRACE

Short Syntax:  ICMP.018 Router advertisement
received from router_address

Long Syntax: ICMP.018 Router advertisement
received from router_address

Description:  An ICMP Router Advertisement
(Gateway Discovery) message has been received from
the specified router.

ICMP.019
Level: UE-ERROR

Short Syntax:  ICMP.019 Bad router adv from
gateway_address, rsn: reason

Long Syntax:  ICMP.019 Router advertisement
received from gateway address was bad for the reason:
reason

Description:  An ICMP Router Advertisement
(Gateway Discovery) message has been received from
the specified router, but was rejected for the specified
reason.

ICMP.020
Level: U-INFO

Short Syntax:  ICMP.020 rcvd typ ICMP_type
ICMP_code source_IP_address ->
destination_IP_address

Long Syntax:  ICMP.020 received message type
ICMP_type ICMP_code from source IP_address to
destination_IP_address

Description:  The router has received an ICMP
message of the specified type from the source host.

ICMP.021
Level: C-INFO

Short Syntax:  ICMP.021 Dropping ech
source_IP_address -> destination_IP_address

Long Syntax:  ICMP.021 Dropping echo request
packet received from source_IP_address to
destination_IP_address

Description:  An ICMP Echo Request was received
from the source host by the router. The router has been
configured to drop the request with no response.
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Chapter 37. IBM LAN Emulation Client Functions (ILEC)

This chapter describes IBM LAN Emulation Client Functions (ILEC) messages. For
information on message content and how to use the message, refer to the

Introduction.
ILEC.001
Level: C-INFO
Short Syntax:  ILEC.001 ILEC function entry/exit
tracing
Long Syntax: ILEC.001 ILEC function entry/exit
tracing
Description:  The user can enable/disable the function

entry and exit tracing of the ILEC by simply turning
on/off the display of this message.

ILEC.002
Level: C-INFO

Short Syntax:
log_point

ILEC.002 nt network entry_exit

Long Syntax: ILEC.002 network network: ilec trace
log: entry_exit log_point

Description:  ILEC generic function entry/exit

ILEC.003
Level: C-INFO

Short Syntax:  ILEC.003 nt network entry_exit
log_point, D1= arg1

Long Syntax:  ILEC.003 network network: ilec trace
log: entry_exit log_point, D1= arg1

Description:
arg

ILEC generic function entry/exit with one

ILEC.004
Level: C-INFO

Short Syntax:  ILEC.004 nt network entry_exit
log_point, D1= argl1, D2= arg2

Long Syntax: ILEC.004 network network: ilec trace
log: entry _exit log_point, D1= argl, D2= arg2

Description:
args

ILEC generic function entry/exit with two

ILEC.005
Level: C-INFO

Short Syntax:  ILEC.005 nt network entry_exit
log_point, D1= argl1, D2= arg2, D3= arg3
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Long Syntax:  ILEC.005 network network: ilec trace
log: entry_exit log_point, D1= arg1, D2= arg2, D3= arg3

Description:
three args

ILEC generic function entry/exit with

ILEC.006
Level: C-INFO

Short Syntax:  ILEC.006 nt network trace_type
log_point, conn_handle= conn_handle

Long Syntax:  ILEC.006 network network: ilec trace
log: trace_type log_point, conn_handle= conn_handle

Description:
conn handle

ILEC generic trace msg with one arg - a

ILEC.007
Level: UI-ERROR

Short Syntax:  ILEC.007 Inbound call rejected, on nt
network ID, rsn= reason, hndl= conn_handle, d1=
debugl, d2= debug2

Long Syntax:  ILEC.007 Inbound call rejected, on
network network ID, reason = reason, conn handle =
conn_handle, debugl = debugl, debug2 = debug2

Description:  Inbound call rejected
ILEC.008
Level: C-INFO

ILEC.008 reserved
ILEC.008 reserved

Short Syntax:
Long Syntax:

Description:  This message is reserved for future use.

ILEC.009

Level: U-INFO
Short Syntax:  ILEC.009 reserved
Long Syntax:  ILEC.009 reserved

Description:  This message is reserved for future use.

ILEC.010

Level: U-INFO

ILEC.010 reserved
ILEC.010 reserved

Short Syntax:
Long Syntax:
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Description:  This message is reserved for future use.

ILEC.011

Level: P_TRACE

ILEC.011 Trace ILEC data packet
ILEC.011 Trace ILEC data packet

Short Syntax:
Long Syntax:

Description:  Trace ILEC data packet

ILEC.016
Level: U-INFO

Short Syntax:  ILEC.016 nt network trace_type
log_point, D1= arg1

Long Syntax:  ILEC.016 network network: ilec trace
log: trace_type log_point, D1= argl

Description:  ilec general information with one args

ILEC.012

Level: P_TRACE

ILEC.012 Trace ILEC control packet
ILEC.012 Trace ILEC control packet

Short Syntax:
Long Syntax:

Description:  Trace ILEC control packet

ILEC.013
Level: C-TRACE

Short Syntax:  ILEC.013 nt network Revd ctrl_frame
on conn handle conn_handle with xid xid

Long Syntax: ILEC.013 network network Received
ctrl_frame control frame on conn handle conn_handle
with tran id of xid

Description:  The ILEC received a control frame from
the ATM network

ILEC.014
Level: C-TRACE

Short Syntax:  ILEC.014 nt network Sent ctrl_frame on
conn handle conn_handle with xid xid

Long Syntax:  ILEC.014 network network Sent
ctrl_frame control frame on conn handle conn_handle
with tran id of xid

Description:  The ILEC sent a control frame over the

ATM network

ILEC.015
Level: U-INFO

Short Syntax:
log_point

ILEC.015 nt network trace_type

Long Syntax:  ILEC.015 network network: ilec trace
log: trace_type log_point

Description: ilec general information
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ILEC.017
Level: U-INFO

Short Syntax:  ILEC.017 nt network trace_type
log_point, D1= argl1, D2= arg2

Long Syntax: ILEC.017 network network: ilec trace
log: trace_type log_point, D1= argl1, D2= arg2

Description:  ilec general information with two args

ILEC.018
Level: U-INFO

Short Syntax:  ILEC.018 nt network trace_type
log_point, D1= arg1, D2= arg2, D3= arg3

Long Syntax:  ILEC.018 network network: ilec trace
log: trace_type log_point, D1= argl, D2= arg2, D3=
arg3

Description:  ilec general information with three args

ILEC.019

Level: C-INFO
Short Syntax:  ILEC.019 reserved
Long Syntax: ILEC.019 reserved

Description:  This message is reserved for future use.

ILEC.020
Level: UE-ERROR
Short Syntax:  ILEC.020 nt network error_Ivl log_point

Long Syntax:  ILEC.020 network network: ilec error
log: error_Ivl log_point

Description:  ilec generic error




ILEC.021
Level: UE-ERROR

Short Syntax:
D1= arg1

ILEC.021 nt network error_Ivl log_point,

Long Syntax: ILEC.021 network network: ilec error
log: error_Ivl log_point, D1= argl

Description:  ilec generic error with one arg

ILEC.026
Level: UI-ERROR

Short Syntax:  ILEC.026 open data path failed for
outgoing call, on nt n_net, rc= retcd

Long Syntax:  ILEC.026 open data path failed for
outgoing call, on network n_net, rc = retcd

Description:  open data path failed for outgoing call

ILEC.022
Level: UE-ERROR

Short Syntax:  ILEC.022 nt network error_Ivi log_point,
D1= argl, D2= arg2

Long Syntax: ILEC.022 network network: ilec error
log: error_Ivl log_point, D1= argl, D2= arg2

Description:  ilec generic error with two args

ILEC.027
Level: UI-ERROR

Short Syntax:  ILEC.027 open data path failed for
incoming call, on nt n_net, rc= retcd

Long Syntax: ILEC.027 open data path failed for
incoming call, on network n_net, rc = retcd

Description:  open data path failed for incoming call

ILEC.023
Level: UE-ERROR

Short Syntax:  ILEC.023 nt network error_Ivi log_point,
D1= argl, D2= arg2, D3= arg3

Long Syntax:  ILEC.023 network network: ilec error
log: error_Ivl log_point, D1= argl, D2= arg2, D3= arg3

Description: ilec generic error with three args

ILEC.028
Level: C-INFO

Short Syntax:  ILEC.028 Function function_name
called, nt network ID

Long Syntax:  ILEC.028 Function function_name
called, on network network ID

Description:  ATM ILEC function called

ILEC.024
Level: UI-ERROR

Short Syntax:  ILEC.024 open frame SAP failed on nt

n_net, rc= retcd

Long Syntax: ILEC.024 open frame SAP failed on
network n_net, rc = retcd

Description:  open frame SAP failed

ILEC.029
Level: UI-ERROR

Short Syntax:  ILEC.029 Start failed, on nt network ID,

rc= retcd

Long Syntax: ILEC.029 Start failed, on network
network ID, rc = retcd

Description:  Start failed for ILEC object

ILEC.025
Level: UI-ERROR

Short Syntax:  ILEC.025 open call SAP failed on nt

n_net, rc= retcd

Long Syntax: ILEC.025 open call SAP failed on
network n_net, rc = retcd

Description:  open call SAP failed

ILEC.030
Level: UI-ERROR

Short Syntax:  ILEC.030 create ILEC object failed, on
nt network ID, rc= retcd

Long Syntax: ILEC.030 create ILEC object failed, on
network network ID, rc = retcd

Description:  Could not create ILEC object
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ILEC.031
Level: UI-ERROR

Short Syntax:
ID, rc= reted

ILEC.031 usr reg failed, on nt network

Long Syntax:  ILEC.031 user registration failed, on
network network ID, rc = retcd

Description:  ILEC could not register

ILEC.036
Level: UI-ERROR

Short Syntax:
nt network ID

ILEC.036 Outbound frame queued, on

Long Syntax:  ILEC.036 Outbound frame queued, on
network network ID

Description:  Outbound frame queued

ILEC.032
Level: UI-ERROR

Short Syntax:  ILEC.032 nt network ID, ATM nt
network ID nt nbld

Long Syntax:  ILEC.032 on network network ID, ATM
network network ID not enabled

Description:  ATM interface not enabled

ILEC.037
Level: UI-ERROR

Short Syntax:  ILEC.037 Transmit failed, on nt network

ID, rc= retcd

Long Syntax:  ILEC.037 Transmit failed, on network
network ID, rc = retcd

Description:  Transmit failed

ILEC.033
Level: UI-ERROR

Short Syntax:  ILEC.033 ILEC activate failed, on nt
network ID, rc= retcd

Long Syntax:  ILEC.033 ILEC activate failed, on
network network ID, rc = retcd

Description:  ILEC activate failed

ILEC.034
Level: UI-ERROR

Short Syntax:  ILEC.034 ILEC activate complete, on nt
network ID, rc= retcd

Long Syntax: ILEC.034 ILEC activate complete, on
network network ID, rc = retcd

Description:  ILEC activate failed.

ILEC.035
Level: UI-ERROR

Short Syntax:  ILEC.035 Outbound frame freed, on nt

network ID

Long Syntax: ILEC.035 Outbound frame freed, on
network network ID

Description:  Outbound frame freed
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ILEC.038
Level: UI-ERROR

Short Syntax:  ILEC.038 Outbound frame discarded,
on nt network ID, rsn= reason,state= state,hndl=
conn_handle

Long Syntax:  ILEC.038 Outbound frame discarded,
on network network ID, reason = reason, DSM state =
state, conn handle = conn_handle

Description:  Outbound frame discarded

ILEC.039
Level: UI-ERROR

Short Syntax:  ILEC.039 ILEC inbnd fr dscrd, size
size, on nt network ID

Long Syntax:  ILEC.039 ILEC inbound frame
discarded, size size, on network network ID

Description:  ILEC inbound data frame was discarded
- frame too small

ILEC.040
Level: UI-ERROR

Short Syntax:  ILEC.040 ILEC inbnd fr dscrd, mcast
addr, on nt network 1D

Long Syntax: ILEC.040 ILEC inbnd fr dscrd, mcast
address, on network network ID

Description:  ILEC inbound data frame was discarded
- multicast data rcvd on data direct




ILEC.041
UI-ERROR

Short Syntax:  ILEC.041 ILEC inbnd fr dscrd, bad
mac, on nt network ID

Long Syntax: ILEC.041 ILEC inbnd fr dscrd, bad mac
address, on network network ID

Level:

Description:  ILEC inbound data frame was discarded
- wrong MAC address

ILEC.042
UI-ERROR
ILEC.042 SRAM nt fnd on dsbl, on nt

Level:

Short Syntax:
network ID

Long Syntax: ILEC.042 SRAM not found after disable,
on network network 1D

Description:  Couldn’t find the matching SRAM block
after user disabled the ILEC interface.

ILEC.043
Level: UI-ERROR

Short Syntax:  ILEC.043 cancel alarm, on nt net_no rc
= rcode, num num

Long Syntax: ILEC.043 Bad return from cancel alarm,
on network net_no, rc = rcode, num = num

Description:  Stopped timer and got bad return code.
ILEC.044
Level: UI-ERROR

Short Syntax:  ILEC.044 Outbnd frm dscrd, on nt
net_no,frm sz ( frame_size) xcds cnfgd frm sz (
config_frame_size)

Long Syntax:  ILEC.044 Outbound frame discarded,
on network net_no, frame size ( frame_size) exceeds
configured frame size ( config_frame_size)

Description:  An outbound frame was discarded,
because the frame’s size was larger than the configured
frame size.

ILEC.045
UI-ERROR

Short Syntax:  ILEC.045 Inbnd frm dscrd, on nt
net_no,frm sz ( frame_size) xcds cnfgd frm sz (
config_frame_size)

Level:

Long Syntax:  ILEC.045 Inbound frame discarded, on
network net_no, frame size ( frame_size) exceeds
configured frame size ( config_frame_size)

Description:  An inbound frame was discarded,
because the frame’s size was larger than the configured
frame size.

ILEC.046
UE-ERROR

Short Syntax:  ILEC.046 ILEC inbnd fr dscrd, bad FC,
on nt network ID, word1 word2 word3 word4 word5

Long Syntax:  ILEC.046 ILEC inbnd fr dscrd, bad FC,
on network network ID, word1 word2 word3 word4x
word5

Level:

Description:  ILEC inbound data frame was discarded

- bad FC byte

ILEC.047
UI-ERROR

Short Syntax:  ILEC.047 nt network ID:ILEC inbnd fr
dscrd, bad frame type ( frame_type)

Long Syntax:  ILEC.047 nt network ID:ILEC inbnd fr
dscrd, bad frame type ( frame_type)

Level:

Description:  LEC inbound data frame was discarded -
wrong frame type

ILEC.048
UI-ERROR

Short Syntax:  ILEC.048 nt network ID:ILEC inbnd fr
dscrd, bad frame type ( frame_type)

Level:

Long Syntax:  ILEC.048 nt network ID:ILEC inbnd fr
dscrd, bad frame type ( frame_type)

Description:  LEC inbound data frame was discarded -
wrong frame type

ILEC.049
Level: UI-ERROR

Short Syntax:  ILEC.049 nt network ID:ILEC Inbnd frm
dscrd, dst = dest_addr src = src_addr, rsn = reason

Long Syntax:  ILEC.049 nt network ID:ILEC Inbound
frame discarded, dest = dest_addr source = src_addr,
reason = reason

Description:  Inbound frame discarded
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Chapter 38. ATM Interim Local Management Interface (ILMI)

This chapter describes ATM Interim Local Management Interface (ILMI) messages.
For information on message content and how to use the message, refer to the

Introduction.

ILMI.001
Level: C-INFO
Short Syntax:  ILMI.001 nt net_num state chng state

Long Syntax:  ILMI.O01 Network net_num state
changed to: state

Description:  ILMI state changed.

ILMI.002
Level: C-INFO

Short Syntax:
function_name

ILMI.002 nt net_num ntrd func

Long Syntax:  ILMI.002 Network net_num, entered
function function_name

Description:  ILMI function entered, no trace
arguments.

ILMI.O03

Level: C-INFO

Short Syntax:  ILMI.003 nt net_num ntrd func
function_name, state= state

Long Syntax:  ILMI.0O03 Network net_num, entered,
function function_name, state = state

Description:  ILMI function entered, with values x and
y as arguments.

ILMI.006

Level: P_TRACE

ILMI.006 Trace ATM ILMI frame.
ILMI.006 Trace ATM ILMI frame.

Short Syntax:
Long Syntax:

Description:  ATM ILMI frame packet tracing.
ILMI.007
Level: C-INFO

Short Syntax:  ILMI.007 nt net_num ntrd func
function_name,state= state,hndl= info

Long Syntax:  ILMI.0O07 Network net_num, entered
function function_name, state = state, handle = info

Description:  ILMI function entered, with ILMI state
and address handle as arguments.

ILMI.008
Level: C-INFO
Short Syntax:  ILMI.008 nt net_num recv cmd_type

Long Syntax:  ILMI.008 Network net_num, received a

Description:  ILMI function entered, with ILMI state as cmd_type

an argument. Description:  ILMI data received with command type.
ILMI.004 ILMI.009

Level: C-INFO Level: UE-ERROR

Short Syntax:  ILMI.004 nt net_num ntrd func
function_name value

Long Syntax:  ILMI.004 Network net_num, entered
function function_name value

Short Syntax:
state

ILMIL.O09 nt net_num els_msg, state=

Long Syntax:
state= state

ILMI.009 Network net_num, els_msg,

Description:  ILMI function entered, with value x as an Description:  ILMI log point of external error with ILMI
argument. state.
ILMI.005 ILMI.010

Level: C-INFO

Short Syntax:  ILMI.005 nt net_num ntrd func
function_name, vall, val2

Long Syntax:  ILMI.005 Network net_num, entered
function function_name, vall, val2

© Copyright IBM Corp. 1994, 1998

Level: UI-ERROR

Short Syntax:
state

ILMI.010 nt net_num els_msg, state=

Long Syntax:
state= state

ILMI.010 Network net_num, els_msg,
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Description:  ILMI log point of internal error with ILMI
state.

ILMI.O11

Level: C-INFO

Short Syntax:
state

ILMI.O11 nt net_num els_msg, state=

Long Syntax:
state= state

ILMI1.011 Network net_num, els_msg,

Description:
state.

ILMI log point of information with ILMI

ILMI.012
Level: UE-ERROR
Short Syntax:  ILMI.012 nt net_num els_msg, info

Long Syntax:
info

ILMI.012 Network net_num, els_msg

Description:
data.

ILMI log point of external error with more

ILMI.O13

Level: UE-ERROR
Short Syntax:  ILMI.013 nt net_num els_msg
Long Syntax:  ILMI.013 Network net_num, els_msg

Description:
data.

ILMI log point of external error with no

ILMI.O14

Level: UI-ERROR
Short Syntax:  ILMI.014 nt net_num els_msg
Long Syntax:  ILMI.014 Network net_num, els_msg

Description:
data.

ILMI log point of internal error with no

ILMI.015
Level: C-INFO

Short Syntax:  ILMI.015 nt net_num ntrd func
function_name state, state= info

Long Syntax:  ILMI.0O15 Network net_num, entered
function function_name state, state = info

Description:  ILMI function entered, with value y and
ILMI state as arguments.
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ILMI.016
Level: C-INFO
Short Syntax:  ILMIL.016 nt net_num els_msg value

Long Syntax:  ILMI.016 Network net_num, els_msg

value

Description:  ILMI log point of information with value.
ILMI.017

Level: C-INFO

Short Syntax:  ILMI.017 nt net_num els_msg

Long Syntax:  ILMI.017 Network net_num, els_msg

Description:
data.

ILMI log point of information with no

ILMI.018
Level: UI-ERROR
Short Syntax:  ILMI.018 nt net_num els_msg, value

Long Syntax:
value

ILMI.018 Network net_num, els_msg

Description:
data.

ILMI log point of internal error with more

ILMI.019
Level: C-INFO

Short Syntax:
val2

ILMI.019 nt net_num els_msg, vall,

Long Syntax:
vall, val2

ILMI1.019 Network net_num, els_msg,

Description:
values.

ILMI log point of information with two

ILMI.020
Level: C-INFO
Short Syntax:  ILMI.020 nt net_num snt cmd_type

Long Syntax:
cmd_type

ILMI.020 Network net_num, sent a

Description:  ILMI data sent with command type.




ILMI.021
Level: C-INFO

Short Syntax:  ILMI.021 nt net_num net pref= addrl
addr2 addr3 addr4

Long Syntax:  ILMI.021 Network net_num, network
prefix= addrl addr2 addr3 addrd

Description:  ILMI received the network prefix from the

switch.

ILMI.022
Level: C-INFO

Short Syntax:  ILMI.022 nt net_num ntrd func
function_name, version

Long Syntax:  ILMI.022 Network net_num, entered,
function function_name, UNI version = version

Description:  ILMI returned UNI version

ILMI.023
Level: C-INFO

Short Syntax:  ILMI.023 Reg ESI, nt net_num, func
function_name, addr= addrl addr2,sel= sel

Long Syntax:  ILMI.023 Registering ESI on Network
net_num, function function_name, ES|= addrl addr2,
Selector = sel

Description:  ILMI registering ESI with Selector
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Chapter 39. Internet Protocol (IP)

This chapter describes Internet Protocol (IP) messages. For information on
message content and how to use the message, refer to the Introduction.

IP.001
Level: U-INFO

Short Syntax:  1P.001 g ovrf source_ip_address ->
destination_ip_address nt network ID

Long Syntax:  IP.001 Queue overflow on packet from
source_ip_address for destination_ip_address from net
network ID

Description:  This message is generated when the
forwarder must discard a packet that was not forwarded
via the IP cache because of an input queue overflow.
Note that this event does not get counted in ELS, it is
instead counted in the IP console. The counters (kept
per input network) can be read using the
IP>COUNTERS command.

Cause: Input queue overflows happen when a packet
is received from an interface that is short on buffers, the
destination is not in the IP cache, and the length of the
IP queue is greater than the fair share. This may be
caused by either a burst or steady state of traffic
arriving faster than the IP forwarder can forward it.

Action:
router.

Reduce traffic bursts. Upgrade to a faster

Cause: Excessive IP routing cache misses, causing
most IP packets to go through the cache miss
forwarder.

Action: Increase the size of the IP cache.

IP.002
Level: UE-ERROR

Short Syntax:
network ID

IP.002 not V4 hdr version_number nt

Long Syntax:  IP.002 Not version 4 header (
version_number) in packet from net network ID

Description:  This message is generated when a
packet has an incorrect version number.

Cause: Most likely, this packet was damaged since
there should be no other versions of IP running.

Action:  If the problem persists, examine a line trace to
determine where the packet is being damaged.

IP.003
Level: UE-ERROR

Short Syntax:  IP.003 shrt hdr header_length pkt In
packet_length nt network 1D

© Copyright IBM Corp. 1994, 1998

Long Syntax:  IP.003 Header too short ( header_length
bytes) in packet_length byte packet from net network ID

Description:  This message is generated when a
packet’s indicated header length is below the minimum
possible length.

Cause: Most likely, this is a damaged packet. It may
be that another node is building an incorrect header.

Action:  If the problem persists, examine a line trace to
determine where the packet is being damaged.

1P.004
Level: UE-ERROR

Short Syntax:  IP.004 bd hdr cks 0x checksum (exp 0x
expected_checksum) source_ip_address ->
destination_ip_address

Long Syntax:  IP.004 Bad header checksum Ox
checksum (expected Ox expected_checksum) in packet
from source_ip_address for destination_ip_address

Description:  This message is generated when a
packet has an invalid checksum. The received
checksum, together with the correct checksum, are
displayed.

Cause: Most likely, this is a damaged packet. It may
be that another node is building an incorrect header.

Action:  If the problem persists, examine a line trace to
determine where the packet is being damaged.

IP.005
Level: UE-ERROR

Short Syntax:  IP.005 pkt trunc specified_length pkt In
true_length source_ip_address ->
destination_ip_address

Long Syntax:  IP.005 Packet truncated from
specified_length to true_length bytes from
source_ip_address for destination_ip_address

Description:  This message is generated when the
packet length specified in the header is greater than the
packet buffer length.

Cause: Packet corruption in transit.

Action:
routers.

If problem persists, check networks and

Cause: Programming error in remote note.
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IP.006
Level: CI-ERROR

Short Syntax:  IP.006 pkt source_ip_address ->
destination_ip_address dsc rsn reason_code, nt
Network 1D

Long Syntax: IP.006 Packet from source _ip_address
for destination_ip_address discarded for reason
reason_code, network Network ID

Description:  An attempt was made to send the packet
on the specified network, but it was not accepted for
transmission on that network. The reason_code
indicates why the packet was not accepted. If the
reason was flow-control, an ICMP source quench will be
sent to the sender, otherwise an ICMP destination
unreachable will be sent.

Cause: Miscellaneous handler error. (Reason code 1.)

Action:  Check for error messages from handler for
network_name.

Cause: Output queue overflow, or other flow control.
(Reason code 2.)

Action:  Alleviate congestion.

Cause: Network down. (Reason code 3.)
Action:  See why handler thinks network is down.

Cause: Dropped by handler to avoid looping, or bad
broadcast. (Reason code 4.)

Action:  Check configuration.
Cause: Host down. (Reason code 5.)

Action:  See why handler thinks host is down.

IP.007
Level: P-TRACE

Short Syntax:  IP.007 source_ip_address ->
destination_ip_address

Long Syntax:  IP.007 Accepting packet from
source_ip_address for destination_ip_address

Description:  This message is generated for each
packet which has passed first-level reasonableness
checks.

IP.008
Level: U-INFO

Short Syntax:  1P.008 no rte source_ip_address ->
destination_ip_address dsc

Long Syntax:  IP.008 No route for packet from
source_ip_address for destination_ip_address; packet
discarded
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Description:  This message is generated when a
packet is discarded because there is no route to the
destination.

IP.009
Level: CE-ERROR

Short Syntax:  IP.009 TTL zero source_ip_address ->
destination_ip_address

Long Syntax:  IP.009 Time-to-live expired on packet
from source_ip_address for destination _ip_address

Description:  This message is generated when a
packet is discarded because the time-to-live expired.

Cause: The packet has been through more routers
than the initial value placed in the time-to-live field of
the IP header by the originator. Many older systems use
values of 15 or 30, which are not standard-conformant,
and are often too small for current networks.

Action: Increase initial time-to-live value.

Cause: The packet was in a routing loop, going
through a sequence of routers over and over until the
time-to-live expired.

Action:  Check the routing from the source of the
packet to the destination, and see that there are no
loops. However, temporary loops are an inevitable result
of the timing out of routes in some routing protocols.

IP.011
Level: C-INFO
Level: PARAM

Short Syntax:  IP.011 unsup mcst source_ip_address
-> destination_ip_address

Long Syntax:  IP.011 Unsupported multicast from
source_ip_address for destination_ip_address

Description:  This message is generated when an
unsupported multicast packet is received.

IP.012
Level: UE-ERROR
Level: PARAM

Short Syntax:  1P.012 bd nt cl source_ip_address ->
destination_ip_address

Long Syntax:  IP.012 Bad network class from
source_ip_address for destination_ip_address

Description:  This message is generated when a
packet is destined for a network which is not class A, B,
C or D.

Cause: The indicated source node has sent a packet
which the router cannot forward because the network
class is unsupported.



IP.013
Level: C-INFO
Level: PARAM

Short Syntax:  1P.013 unsup bcst source_ip_address
-> destination_ip_address

Long Syntax:  IP.013 Unsupported broadcast from
source_ip_address for destination_ip_address

Description:  This message is generated when an
unsupported broadcast packet is received.

IP.015
Level: UE-ERROR
Level: PARAM

Short Syntax:  1P.015 bad subnet source _ip_address
-> destination_ip_address

Long Syntax:  IP.015 Bad subnet in packet from
source_ip_address for destination_ip_address

Description:  This message is generated when a
packet cannot be routed because of an invalid subnet
specification.

IP.017
Level: UI-ERROR
Level: PARAM

Short Syntax:  IP.017 nt network_address add fail, tbl
ovrfl

Long Syntax: IP.017 Add failed for net
network_address; routing table overflow

Description:  This message is generated when a
network cannot be added to the routing table because
the table is full.

Cause: The IP routing table contains the maximum
number of entries.

Action:  System administrator reduce table size by
subnetworking.

IP.018
Level: UI-ERROR
Level: PARAM

Short Syntax:  IP.018 nt network_address add fail, bd
nt

Long Syntax:  1P.018 Add failed for net
network_address; bad network number

Description:  This message is generated when a
network cannot be added to the routing table because
of a bad network number.

Cause: This software considers the net above to be
invalid.

Action: If the net is valid, contact customer service.

IP.019
Level: U-INFO
Short Syntax:  1P.019 re-add stat rt to network

Long Syntax:  IP.019 Re-adding static route to net
network

Description:  This message is generated when a static
route to a network is brought back into use.

1P.020

Level: UI-ERROR

Level: PARAM

Short Syntax:  1P.020 int for network add fail, dup addr

Long Syntax:  IP.020 Add of interface for net network
failed; duplicate address

Description:  This message is generated when a
network cannot be added to the routing table because
the access was denied.

Cause: There are multiple interface addresses
configured which access the same network. The
software only allows one.

Action:  Reconfigure such that interface addresses and
masks define unique networks.

IP.022
Level: U-INFO

Short Syntax:  1P.022 add nt net_ip_address int
int_ip_address nt network ID

Long Syntax:  1P.022 Added network net_ip_address
to interface int_ip_address on net network ID

Description:  This message is generated when a new
directly-connected network is added to the routing table.

1P.024
Level: CE-ERROR

Short Syntax:  1P.024 ign stat rt to network, mask
mask

Long Syntax:  IP.024 Ignoring bad static route/filter to
network, mask mask

Description:  This message is generated when a bad
static route or IP filter is encountered.
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IP.025
Level: U-INFO

Short Syntax:  1P.025 add nt network rt via network nt
network ID

Long Syntax:  IP.025 Added network network with
route via network on net network ID

Description:  This message is generated when a new
indirectly-connected network is added to the routing
table.

IP.028
Level: ALWAYS

Short Syntax:  IP.028 unnum stat rt on non-SL,
network thru network

Long Syntax:  1P.028 Unnumbered static route on
non-serial line, network thru network

Description: A static route has been configured with
next hop of 0.0.0.x, yet x is not the interface number of
an unnumbered serial line. The static route is ignored.

IP.031
Level: ALWAYS
Short Syntax:  IP.031 Unnum addr rej, nt network ID

Long Syntax:  IP.031 Unnumbered address rejected,
net network ID

Description:  An attempt has been made to configure
an interface as unnumbered, yet either the interface is
not a serial line or the interface already has been
assigned an IP address. The unnumbered configuration
request is ignored.

IP.032
Level: CI-ERROR

Short Syntax:  IP.032 fq ovf source_ip_address ->
destination_ip_address nt network ID

Long Syntax:  IP.032 Fragment queue overflow from
source_ip_address for destination_ip_address on net
network ID

Description:  This message is generated when an
incoming fragment is discarded because the fragment
gueue overflowed.
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IP.033
Level: CE-ERROR

Short Syntax:  IP.033 cant frg source_ip_address ->
destination_ip_address nt network ID

Long Syntax:  1P.033 Cannot fragment packet from
source_ip_address for destination_ip_address net
network ID

Description:  This message is generated when an
outgoing packet needs to be fragmented but has the
"don’t fragment” bit set.

1P.034
Level: CE-ERROR

Short Syntax:  1P.034 bd frg source_ip_address ->
destination_ip_address foff offset

Long Syntax: 1P.034 Bad fragment from
source_ip_address for destination_ip_address with
fragment offset offset

Description:  This message is generated when an
outgoing packet has an invalid length of fragment offset.

IP.035
Level: CI-ERROR
Short Syntax:  IP.035 cant alloc for frg nt network ID

Long Syntax:  IP.035 Cannot allocate buffer for
fragment for net network ID

Description:  This message is generated when no
buffer is available to fragment a packet.

IP.036
Level: P-TRACE

Short Syntax:  1P.036 rcv pkt prt protocol frm
source_ip_address

Long Syntax:  IP.036 Received packet for protocol
protocol from source_ip_address

Description:  This message is generated for each
packet destined for the router.

IP.037
Level: C-TRACE

Short Syntax:  1P.037 brd pkt source_ip_address ->
destination_ip_address prot protocol no srvr

Long Syntax:  IP.037 Broadcast packet from
source_ip_address, for destination_ip_address, protocol
protocol, no server

Description:  This message is generated when a
broadcast packet arrives for an unknown protocol.



IP.038
Level: U-INFO

Short Syntax:  1P.038 pkt source_ip_address ->
destination_ip_address prt protocol no srvr

Long Syntax:  1P.038 Packet from source_ip_address,
for destination_ip_address, protocol protocol, no server

Description:  This message is generated when a
packet arrives for an unknown protocol. The packet was
destined for the router.

Cause: No route to requested subnet.
Action:  Determine why subnet is not reachable.

Cause: Request is for different IP network than source
address.

Action:  ARP subnet routing is only for subnets of the
host’s network. Correct routing code in host.

Cause: IP network is not subnetted.

Action:  ARP subnet routing is only supported on
subnets.

IP.039
Level: C-INFO

Short Syntax:  IP.039 GGP echo frm
source_ip_address -> destination_ip_address

Long Syntax:  I1P.039 GGP echo from
source_ip_address for destination_ip_address

Description:  This message is generated for each
GGP echo packet.

IP.040
Level: U-INFO

Short Syntax:  1P.040 GGP unhnd opc opcode,
source_ip_address -> destination_ip_address

Long Syntax:  IP.040 GGP unhandled opcode opcode
from source_ip_address for destination_ip_address

Description:  This message is generated when GGP
packet arrives with an unhandled opcode.

IP.041
Level: UE-ERROR

Short Syntax:  1P.041 GGP bd opc opcode
source_ip_address -> destination_ip_address

Long Syntax: IP.041 GGP bad opcode opcode from
source_ip_address for destination_ip_address

Description:  This message is generated when GGP
packet arrives with an invalid opcode.

IP.042
Level: CE-ERROR

Short Syntax:  IP.042 illgl ARP sbnt req
source_ip_address -> destination_ip_address

Long Syntax:  1P.042 lllegal ARP subnet request in
packet from source_ip_address for
destination_ip_address

Description:  This message is generated when an
ARP subnet request is not honored due to illegal source
or destination IP addresses in the ARP packet.

IP.043
Level: P-TRACE

Short Syntax:  1P.043 rcvd ARP sbnt rgst
source_ip_address -> destination_ip_address

Long Syntax:  IP.043 Received ARP subnet route
request from source_ip_address for
destination_ip_address

Description:  This message is generated when an
ARP subnet request is received.

IP.044
Level: C-TRACE

Short Syntax:  IP.044 ARP sbnt rgst ign
source_ip_address -> destination_ip_address

Long Syntax:  IP.044 ARP subnet request ignored
from source_ip_address for destination_ip_address

Description:  This message is generated when an
ARP subnet request is not answered because the route
to the target subnet is via another router on the same
physical network as the originator.

Cause: ARP subnet routing code will only respond
when this router is the best route to the target subnet.

Action:  The best router should respond to the ARP
subnet request.

IP.045
Level: C-INFO

Short Syntax:  1P.045 snt ARP rte source_ip_address
-> destination_ip_address

Long Syntax:  IP.045 Sent ARP route from
source_ip_address for destination_ip_address

Description:  This message is generated when an
ARP subnet request is answered.
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IP.046
Level: C-INFO

Short Syntax:  IP.046 unkn opt option frm
source_ip_address

Long Syntax:  IP.046 Unknown option option from
source_ip_address

Description:  This message is generated when an
unknown option is specified in the IP header of a
packet.

IP.047
Level: UE-ERROR

Short Syntax:  IP.047 opt option bd fmt frm
source_ip_address

Long Syntax:  1P.047 Bad format for option option from
source_ip_address

Description:  This message is generated when an
option is incorrectly formatted in the IP header.

IP.048
Level: UE-ERROR

Short Syntax:  1P.048 strict src rt bd nxt hop
source_ip_address -> destination_ip_address

Long Syntax:  IP.048 Bad next hop in strict source
route from source_ip_address for
destination_ip_address

Description:  This message is generated when the
next hop specified in the strict source route is invalid.

IP.049
Level: UE-ERROR

Short Syntax:  1P.049 bd tmstmp fmt timestamp frm
source_ip_address

Long Syntax:  IP.049 Bad timestamp format timestamp
from source_ip_address

Description:  This message is generated when the
format of the timestamp option is invalid.

IP.050
Level: CE-ERROR

Short Syntax:  IP.050 tmstmp ovrf, source_ip_address
-> destination_ip_address

Long Syntax:  IP.050 Timestamp list overflow in packet
from source_ip_address for destination_ip_address

Description:  This message is generated when the
timestamp list is full and the new timestamp cannot be
added.
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IP.051
Level: UI-ERROR

Short Syntax:  IP.051 rs ovfl, port port_number frm
source_ip_address

Long Syntax:  IP.051 Too many re-assembly buffers
active; port port_number from source_ip_address

Description:  This message is generated when a new
packet needs re-assembly but the maximum number of
re-assembly buffers has already been assigned.

Cause: The software is attempting to reassemble
more fragmented datagrams than it can handle
simultaneously. This is acceptable on occasion.

Action: If this occurs frequently, attempt to reduce
fragmentation by changing MSS at the source, or
contact customer service.

IP.052
Level: UI-ERROR
Level: OOM

Short Syntax:  IP.052 no stor for rs, port port_number
frm source_ip_address

Long Syntax:  IP.052 Insufficient storage for packet
re-assembly; port port_number from source_ip_address

Description:  This message is generated when a new
packet needs re-assembly but there is not enough
storage to allocate a re-assembly buffer.

Cause: Not enough memory to support this
configuration and traffic.

Action:  Check memory statistics in GWCON to verify
packet buffer level. Upgrade for more memory, or
disable unnecesary forwarders/protocols or get more
memory.

IP.053
Level: UE-ERROR

Short Syntax:  1P.053 reas pkt too big ( packet_size
byt), port port_number frm source_ip_address

Long Syntax:  IP.053 Re-assembled packet too large (
packet_size bytes); port port_number from
source_ip_address

Description:  This message is generated when a new
packet needs re-assembly but it is larger than the
maximum size re-assembly buffer. The packet_size is
how large the packet would be after adding this
fragment, which may not be the last.




IP.054
Level: U-INFO

Short Syntax:  IP.054 rs TTL exp, port port_number
frm source_ip_address

Long Syntax:  IP.054 Re-assembly TTL expired; port
port_number from source_ip_address

Description:  This message is generated when a
packet being re-assembled has its time-to-live expire.

1P.059

Level: U-INFO

Short Syntax:  1P.059 sbnt network dfnd
Long Syntax:  IP.059 Subnet network defined

Description:  This message is generated when a new
subnetted network is defined.

IP.055
Level: P-TRACE

Short Syntax:  IP.055 rs free, port port_number frm
source_ip_address

Long Syntax:  IP.055 Re-assembly buffer free; port
port_number from source_ip_address

Description:  This message is generated when a
re-assembly buffer is de-allocated.

IP.060
Level: U-INFO
Short Syntax:  1P.060 del sbntd nt network

Long Syntax:  IP.060 Deleting subnetted network
network

Description:  This message is generated when a
subnetted network is deleted. This happens when there
are no longer any interfaces to that network.

IP.056
Level: U-INFO

Short Syntax:  1P.056 add dflt nt gw jp_address nt
network ID

Long Syntax: IP.056 Added default gateway
ip_address net network 1D

Description:  This message is generated when an
interface using a default gateway comes up.

IP.057
Level: U-INFO
Short Syntax:  IP.057 del dflt nt gw ip_address

Long Syntax:  IP.057 Deleted default gateway
ip_address

Description:  This message is generated when a
default gateway is deleted.

IP.058
Level: U-INFO

Short Syntax:  1P.058 del nt network rt via gateway nt
network ID

Long Syntax: IP.058 Deleted net network route via
gateway net network ID

Description:  This message is generated when a
network goes down.

IP.061
Level: C-TRACE
Short Syntax:  1P.061 add Icl pkt to ip op q

Long Syntax:  IP.061 Added locally generated packet
to IP output queue

Description:  This message is generated whenever a
locally generated packet is put on the IP output queue.

IP.062
Level: C-TRACE

Short Syntax:  IP.062 rcvd ip frg frm
source_ip_address

Long Syntax: IP.062 Received IP fragment from
source_ip_address

Description:  This message is generated when an IP
fragment, requiring re-assembly is received.

1P.063
Level: C-TRACE

Short Syntax:  IP.063 rasmd pkt frm
source_ip_address

Long Syntax:  IP.063 Successfully re-assembled
packet from source_ip_address

Description:  This message is generated when an IP
packet has been successfully re-assembled.
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IP.064
Level: C-TRACE

Short Syntax:  IP.064 frg pkt source_ip_address ->
destination_ip_address

Long Syntax:  1P.064 Packet from source_ip_address
for destination_ip_address requires fragmentation

Description:  This message is generated when an IP
packet needs to be fragmented for transmission.

1P.068

Level: U-INFO

Short Syntax:  IP.068 routing cache cleared
Long Syntax:  IP.068 routing cache cleared

Description:  The IP routing cache has been cleared,
probably as the result of a routing table change.

IP.065
Level: C-TRACE

Short Syntax:  1P.065 add frg to op frg q
source_ip_address -> destination_ip_address

Long Syntax: IP.065 Added fragment to output
fragment queue from source_ip_address for
destination_ip_address

Description:  This message is generated when an IP
packet fragment is put on the output fragment queue.

IP.066
Level: P-TRACE

Short Syntax:  1P.066 dsc pkt source ip_address ->
destination_ip_address nt Network ID no IP on int

Long Syntax:  IP.066 Discarded packet from
source_ip_address for destination_ip_address net
Network ID, no IP on interface

Description:  This message is generated by the stub
IP forwarder for each packet which is received on an
interface for which IP is not enabled.

IP.067
Level: UE-ERROR

Short Syntax:  IP.067 RIPv1 subnet mismatch
interface_ip_address! interface_ip_mask vs
interface_ip_addressl interface_ip_mask

Long Syntax:  IP.067 RIP version 1 subnets with
different masks for interface interface_ip_address/
interface_ip_mask and interface_ip_address/
interface_ip_mask

Description:  The router is configured with variable
length subnet masks on the same network. RIP version

1 will not advertise these subnets with this configuration.
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IP.069
Level: U-INFO

Short Syntax:  IP.069 routing cache garbage
collecting...

Long Syntax: IP.069 routing cache garbage
collecting...

Description:  The IP routing cache is collecting
nonsense data. This takes several passes, and is only
done when the cache starts overflowing.

IP.070
Level: U-INFO

Short Syntax:  IP.070 cache entry ip_destination
cleared

Long Syntax:  IP.070 routing cache entry for
destination ip_destination cleared

Description:  The IP routing cache entry for the listed
destination has been cleared.

IP.071
Level: C-TRACE

Short Syntax:  IP.071 ARP sbnt rgst
source_ip_address -> destination_ip_address, same
sbnt, ign

Long Syntax:  IP.071 Received ARP subnet route
request from source_ip_address for
destination_ip_address, same subnet, ignored

Description:  This message is generated when an
ARP subnet request is received for a host on the same
subnet as it was received. The router ignores this, since
that node is on this subnet, and should respond on its
own. This message also happens when the router
sends an ARP request on a network where the
hardware receives its own broadcasts.




IP.072
Level: UE-ERROR

Short Syntax:  IP.072 LL broadcast source_ip_address
-> destination_ip_address, discarded

Long Syntax:  IP.072 Received link level broadcast
from source_ip_address for destination_ip_address,
discarded

Description:  This message is generated when an
attempt is made to forward an IP packet that was
received as a link level broadcast/multicast. Such
packets are not forwarded, and are discarded without
even sending back an ICMP message to the source.

IP.073
Level: UI-ERROR

Short Syntax:  IP.073 can'’t copy source_ip_address ->
destination_ip_address, discarded

Long Syntax:  IP.073 Can't copy packet from
source_ip_address for destination_ip_address,
discarded

Description:  This message is generated when an
attempt is made to copy a packet for one of the router’s
internal applications (e.g., during multicast forwarding),
and the router is unable to get a buffer. The requested
service then fails.

Cause: Not enough memory to support this
configuration and traffic.

Action:  Check memory statistics in GWCON to verify
packet buffer level. Upgrade for more memory, or
disable unnecesary forwarders/protocols or get more
memory.

IP.078
Level: C-TRACE

Short Syntax:  1P.078 Acc cont miss dropped,
source_ip_address -> destination_ip_address, prot
protocol, dir direction, net networkiD

Long Syntax:  IP.078 Access control miss dropped,
packet from source_ip_address to
destination_ip_address, IP protocol number protocol,
direction direction, net networkID

Description:  This message is generated when a IP
packet matches none of the access control records. The
packet will be dropped.

IP.079
Level: C-TRACE

Short Syntax:  IP.079 Acc cont miss dropped,
source_ip_address -> destination_ip_address, protocol
port source_port -> destination_port, dir direction, net
networkID

Long Syntax:  IP.079 Access control miss dropped,
packet from source_ip_address to
destination_ip_address, protocol port number
source_port to destination_port, direction direction, net
networkID

Description:  This message is generated when a IP
packet matches none of the access control records. The
packet will be dropped.

1P.080
Level: U-TRACE

Short Syntax:  IP.080 new router router_address

Long Syntax:  IP.080 new router router_address has

been discovered

Description: A new router has been discovered, either
through static configuration, an ICMP redirect, RIP or
ICMP router discovery. This message is produced only
when running as an IP host (i.e., when IP routing
disabled).

IP.081
Level: UE-ERROR
Short Syntax:  IP.081 IP ds nt rn on nettypel n_net

Long Syntax:
nettypel n_net

IP.081 IP protocol does not run over

Description:  An IP address was configured for a type
of network which currently doesn’t support IP.

IP.082
Level: UE-ERROR

Short Syntax:  1P.082 shrt pkt In packet_length,
source_ip_address -> destination_ip_address

Long Syntax:  IP.082 IP length of packet_length in
packet from source_ip_address ->
destination_ip_address is too short

Description:  This message is generated when a
packet’s indicated length is below the minimum possible
length. The packet is discarded.

Cause: Most likely, this packet has been incorrectly
formatted by the source.
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IP.083
Level: C-TRACE

Short Syntax:  IP.083 Acc cont # record_number
dropped, cache_status, source_ip_address ->
destination_ip_address, prot protcol_number, dir
direction, net networkID

Long Syntax:  IP.083 Access control number
record_number dropped, cache_status, packet from
source_ip_address to destination_ip_address, 1P
protocol number protcol_number, direction direction, net
networkID

Description:  This message is generated when a IP
packet matches one of the exclusive access control
entries. The packet will be dropped. The record_number
is the number of the access control record matched, or
zero for no record (end-of-list). The cache_status will be
"cache-hit” or ""cache-miss”.

1P.086
Level: C-TRACE

Short Syntax:  IP.086 Acc cont # record_number
passed, cache_status, source_ip_address ->
destination_ip_address, protocol port source_port ->
destination_port, dir direction, net networkID

Long Syntax:  IP.086 Access control number
record_number passed, cache_status, packet from
source_ip_address to destination_ip_address, protocol
port number source_port to destination_port, direction
direction, net networkID

Description:  This message is generated when a IP
packet matches one of the TCP or UDP inclusive
access control entries. The packet may be forwarded.
The record_number is the number of the access control
record matched. The cache_status will be ""cache-hit” or
""cache-miss”.

IP.084
Level: C-TRACE

Short Syntax:  1P.084 Acc cont # record_number
passed, cache_status, source_ip_address ->
destination_ip_address, prot protcol_number, dir
direction, net networkID

Long Syntax:  IP.084 Access control number
record_number passed, cache_status, packet from
source_ip_address to destination_ip_address, P
protocol number protcol_number, direction direction, net
networkID

Description:  This message is generated when a IP
packet matches one of the inclusive access control
entries. The packet may be forwarded. The
record_number is the number of the access control
record matched. The cache_status will be "cache-hit” or
""cache-miss”.

IP.085
Level: C-TRACE

Short Syntax:  IP.085 Acc cont # record_number
dropped, cache_status, source_ip_address ->
destination_ip_address, protocol port source_port ->
destination_port, dir direction, net networkID

Long Syntax:  IP.085 Access control number
record_number dropped, cache_status, packet from
source_ip_address to destination_ip_address, protocol
port number source_port to destination_port, direction
direction, net networkID

Description:  This message is generated when a IP
packet matches one of the TCP or UDP exclusive
access control entries. The packet will be dropped. The
record_number is the number of the access control
record matched, or zero for no record (end-of-list). The
cache_status will be "cache-hit” or ""cache-miss”.
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1P.087
Level: U-INFO
Short Syntax:  IP.087 Host svcs not instld; no IP addr

Long Syntax:  IP.087 Host services is not installed as
there is no IP address

Description:  This message is generated when the
host services is enabled, but the IP address is either not
configured, or zero.

IP.088
Level: INFO

Short Syntax:  1P.088 Autocnfg IP addr for host svcs

Long Syntax:  IP.088 IP host address, and default
gateway are being autoconfigured

Description:  This message is generated when the
host services is enabled, but the IP address is either not
configured, or zero. The IP address, and the default
gateway (if not configured) are autoconfigured from the
previous boot information, if they exist.

1P.089
Level: C-TRACE

Short Syntax:  IP.089 Acc cont # record_number,
packet_status, from source_ip_address ->
destination_ip_address, port source_port_number ->
dest_port_number, IP Proto protcol_number, dir
direction, net networkID, TCPACKO ifTCPACKO,
fragment ifFragments, Syslog Level SYSLOG_level,
Priority priority, Facility facility (SYSLOG)

Long Syntax:  1P.089 Access control number
record_number matched, packet_status, packet from
source_ip_address to destination_ip_address, port from
source_port_number to dest_port_number, IP protocol



number protcol_number, direction direction, net
networkID, TCPACKO ifTCPACKO fragments
ifFragments Syslog Level SYSLOG_level, Priority
priority, Facility facility (SYSLOG)

Description:  This message is generated when a IP
packet matches one of the access control entries. The
packet may be forwarded or dropped depend on the
filter rule. The record_number is the number of the
access control record matched. (SYSLOG long1l, with

port)

IP.090
Level: C-TRACE

Short Syntax:  1P.090 Acc cont # record_number,
packet_status, source_ip_address ->
destination_ip_address, Proto protcol_number, dir
direction, net networkID, fragment ifFragments, Syslog
Level SYSLOG level, Priority priority, Facility facility
(SYSLOG)

Long Syntax:  1P.090 Access control number
record_number matched, packet _status, packet from
source_ip_address to destination_ip_address,|P protocol
number protcol_number, direction direction, net
networkID, fragments ifFragments, SYSLOG Level
SYSLOG_level, Priority priority, Facility facility
(SYSLOG)

Description:  This message is generated when a IP
packet matches one of the access control entries. The
packet may be forwarded or dropped depend on the
filter rule. The record_number is the number of the
access control record matched. (SYSLOG long2,
without port)

IP.091
Level: C-TRACE

Short Syntax:  IP.091 Acc cont # record_number,
packet_status, from source_ip_address ->
destination_ip_address, |P Proto protcol_number LOG
Level SYSLOG level (SYSLOG), Priority priority, Facility
facility (SYSLOG)

Long Syntax:  IP.091 Access control number
record_number matched, packet_status, packet from
source_ip_address to destination_ip_address, 1P
protocol number protcol_number, Syslog Level
SYSLOG_level, Priority priority, Facility facility
(SYSLOG)

Description:  This message is generated when a IP
packet matches one of the access control entries. The
packet may be forwarded or dropped depend on the
filter rule. The record_number is the number of the
access control record matched. (SYSLOG short)

1P.092
Level: C-TRACE

Short Syntax:  IP.092 Acc cont # record_number
PASS, from source_ip_address ->
destination_ip_address, IP Proto protocol_number, dir
direction, net networkID, TCPACKO ifTCPACKO,
fragment ifFragments (SNMP)

Long Syntax:  1P.092 Access control number
record_number matched, PASS packet from
source_ip_address to destination_ip_address, 1P
protocol number protocol_number, direction direction,
net networkID, TCPACKO ifTCPACKO fragments
ifFragments

Description:  This message is generated when a IP
packet matches one of the inclusive access control
entries. The packet is forwarded based on the filter rule.
The record_number is the number of the access control
record matched. (SNMP1 PASS)

1P.093
Level: C-TRACE

Short Syntax:  I1P.093 Acc cont # record_number
DROP, from source_ip_address ->
destination_ip_address, IP Proto protcol_number, dir
direction, net networkID, TCPACKO ifTCPACKO,
fragment ifFragments (SNMP)

Long Syntax:  IP.093 Access control number
record_number matched, DROP packet from
source_ip_address to destination_ip_address,|P protocol
number protcol_number, direction direction, net
networkID, TCPACKO ifTCPACKO fragments
ifFragments

Description:  This message is generated when a IP
packet matches one of the exclusive access control
entries. The packet is dropped based on the filter rule.
The record_number is the number of the access control
record matched. (SNMP2 DROP)

IP.094
Level: UI-ERROR

Short Syntax:  1P.094 Add appl prot protocol_number
port local_port adr local_ip_address adp
adapter_number conflicts adp adapter_number

Long Syntax:  1P.094 Add application protocol
protocol_number local port local_port local IP address
local_ip_address on adapter adapter_number conflicts
with application on adapter adapter_number

Description:  An attempt to add to the first specified
adapter an application using the specified IP protocol
number, local TCP or UDP port humber, and local IP
address conflicts with an application on the second
specified adapter using the same parameters. The
application remains on the second specified adapter.
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Cause: Software error.

Action:  Call customer service.

IP.095
Level: UI-ERROR

Short Syntax:  1P.095 Add appl prot protocol number
port local_port adr local_ip_address adp
adapter_number replaces adp adapter_number

Long Syntax:  1P.095 Add application protocol
protocol_number local port local_port local IP address
local_ip_address on adapter adapter_number replaces
application on adapter adapter_number

Description:  An attempt to add to the first specified
adapter an application using the specified IP protocol
number, local TCP or UDP port number, and local IP
address conflicts with an application on the second
specified adapter using the same parameters. The
application on the first specified adapter takes over.

Cause: Software error.

Action:  Call customer service.

IP.096
Level: UI-ERROR

Short Syntax:  1P.096 Del appl prot protocol_number
port local_port adr local_ip_address adp
adapter_number conflicts adp adapter_number

Long Syntax: IP.096 Delete application protocol
protocol_number local port local_port local IP address
local_ip_address from adapter adapter_number conflicts
with application on adapter adapter_number

Description:  An attempt to delete from the first
specified adapter an application using the specified IP
protocol number, local TCP or UDP port number, and
local IP address conflicts with an application on the
second specified adapter using the same parameters.
The application remains on the second specified
adapter.

Cause: Software error.

Action: Call customer service.

IP.097
Level: U-TRACE

Short Syntax:
mask status

IP.097 Route destination_ip_address/

Long Syntax:  IP.097 Route for destination_ip_address
with mask mask status

Description:  The route has been filtered from the IP
route table or installed as a hidden route due to route
table filtering policy.
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1P.098
Level: ALWAYS

Short Syntax:  1P.098 Route filter
destination_ip_address/ maskl mask_definition/
exclude_include not added due to problem

Long Syntax:  IP.098 The route filter for Dest:
destination_ip_address mask: mask Designation:
mask_definition and policy: exclude_include not added

due to problem.
Description:  The route table filter could not be added.

Cause: Either it is a duplicate or memory could not be
allocated for the route table filter.

Action:  Assure there is enough memory to install the
route filter policy.

1P.099
Level: U-TRACE

Short Syntax:  1P.099 Dropped src rt pkt
source_ip_address -> destination_ip_address

Long Syntax:  1P.099 Dropped source routed packet
from source_ip_address to destination_ip_address

Description:  The forwarder has dropped a packet
because the packet contains a source route IP option
and the user has disabled IP source routing.

1P.100
Level: ALWAYS

Short Syntax:  1P.100 Too many addrs nt network ID,
disabled interface_ip_address

Long Syntax: IP.100 Too many addresses on net
network ID, disabled address interface_ip_address

Description:  Too many IP addresses have been
configured on the specified network interface, so the
specified IP address has been disabled.

Cause: Too many IP addresses have been configured
on the specified network interface.

Action: Delete one or more of the IP addresses that
have been configured on the specified network
interface.




IP.101
Level: C-TRACE

Short Syntax:  IP.101 Acc cont fragments dropped,
source_ip_address -> destination_ip_address, net
networklD

Long Syntax:  IP.101 Access control TCP fragments
dropped, packet from source_ip_address to
destination_ip_address, net networkID

Description:  This message is generated when a TCP
fragments violates the TCP fragment overlay protection
rule

IP.102
Level: C-TRACE

Short Syntax:  1P.102 Source Addr check drop packet
source_ip_address -> destination_ip_address, Proto
protcol_number, net networkID

Long Syntax:  1P.102 Source Addr check, drop packet
from source_ip_address to destination_ip_address IP
protocol number protcol_number, net networkiD

Description:  This message is generated when a IP
packet is dropped when it fails IP Source Addr
verification check, the source address of incoming
packet not match routing table.

IP.103
Level: C-TRACE

Short Syntax:  IP.103 Record Route option not
allowed, drop packet from source_ip_address ->
destination_ip_address

Long Syntax:  IP.103 Record Route option not
allowed, drop packet from source_ip_address to
destination_ip_address

Description:  This message is generated when a IP
packet is dropped when it has record route option.

IP.104
Level: C-TRACE

Short Syntax:  1P.104 Timestamp option not allowed,
drop packet from source_ip_address ->
destination_ip_address

Long Syntax:  IP.104 Timestamp option not allowed,
drop packet from source _ip_address to
destination_ip_address

Description:  This message is generated when a IP
packet is dropped when it has timestamp option.

IP.105
Level: C-TRACE

Short Syntax:  IP.105 Acc cont # record_number,
packet_status, from source_ip_address ->
destination_ip_address, port source_port_number ->
dest_port_number, IP Proto protcol_number, dir
direction, net networkID, TCPACKO ifTCPACKO,
fragment ifFragments

Long Syntax:  IP.105 Access control number
record_number matched, packet_status, packet from
source_ip_address to destination_ip_address, port from
source_port_number to dest_port_number, IP protocol
number protcol_number, direction direction, net
networkID, TCPACKO ifTCPACKO fragments
ifFragments

Description:  This message is generated when a IP
packet matches one of the access control entries. The
packet may be forwarded or dropped depend on the
filter rule. The record_number is the number of the
access control record matched. (ELS long1l, with port)

IP.106
Level: C-TRACE

Short Syntax:  1P.106 Acc cont # record_number,
packet_status, from source_ip_address ->
destination_ip_address, IP Proto protcol_number, dir
direction, net networkID, fragment ifFragments

Long Syntax:  IP.106 Access control number
record_number matched, packet_status, packet from
source_ip_address to destination_ip_address, P
protocol number protcol_number, direction direction, net
networkID, fragments ifFragments

Description:  This message is generated when a IP
packet matches one of the access control entries. The
packet may be forwarded or dropped depend on the
filter rule. The record_number is the number of the
access control record matched. (ELS long2, no port)

IP.107
Level: C-TRACE

Short Syntax:  IP.107 Acc cont # record_number,
packet_status, from source_ip_address ->
destination_ip_address, IP Proto protcol_number

Long Syntax:  IP.107 Access control number
record_number matched, packet_status, packet from
source_ip_address to destination_ip_address, P
protocol number protcol_number

Description:  This message is generated when a IP
packet matches one of the access control entries. The
packet may be forwarded or dropped depend on the
filter rule. The record_number is the number of the
access control record matched. (ELS short)
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IP.108
Level: C-TRACE

Short Syntax:  IP.108 Acc cont miss fragment passed,
source_ip_address -> destination_ip_address, prot
protocol, dir direction, net networkiD

Long Syntax: IP.108 Access control miss fragment
passed, fragment from source_ip_address to
destination_ip_address, |P protocol number protocol,
direction direction, net networklID

Description:  This message is generated when a IP
fragment matches none of the access control records.
The packet will be passed.

IP.109
Level: P-TRACE

Short Syntax:  IP.109 Pkt drop/held by function,
source_ip_address -> destination_ip_address, dir
direction

Long Syntax:  IP.109 Packet dropped or held by
function, packet from source_ip_address to
destination_ip_address, direction direction

Description:  This message is generated when an
access control indicates the packet should be translated
and the translate function, NAT, drops or holds that
packet.

292 ELS Messages Guide

IP.110
Level: U-INFO

Short Syntax:  IP.110 AcCtl access_control_name
(index= index) changed: change_description

Long Syntax:  IP.110 Access control
access_control_name (index= index) changed at
run-time: change_description

Description:  This message is generated when IP
detects a conflict in an access control rule and changes
an aspect of the rule to resolve the conflict.

Action:  Reconfigure the access control rule to correct
the conflict.

Panic ininitnomem

Short Syntax:  IP: no mem for init

Description:
initialization.

The router ran out of memory during IP

Action:  Add memaory, or reconfigure to reduce memory
usage (for example, reduce the size of the IP routing
table, or reduce the number of IP addresses).



Chapter 40. IP Protocol Network (IPPN)

This chapter describes IP Protocol Network (IPPN) messages. For information on
message content and how to use the message, refer to the Introduction.

IPPN.002
Level: U-INFO

Short Syntax:  IPPN.002 SRT src_IP-> dst_IP (UDP
src_port-> dst_port) ign, no bdg on tunnel

Long Syntax: IPPN.002 SRT packet from src_IP to
dst_IP (from UDP socket src_port to dst_port) ignored,
no bridging on tunnel

Description: A IP packet was received for one of the
SRT tunnel’'s UDP ports, but bridging is not enabled on
the tunnel. The packet will be discarded.

Cause: Another bridge is configured to have this
bridge as a participant in a SRT bridging tunnel, but this
bridge is not so configured.

Action:  Make configuration consistent.

Cause: Some other application on the IP network is
sending packets to one of the SRT tunnel UDP ports on
this router.

Action:
message.

Either change application, or ignore this

IPPN.003
Level: P-TRACE

Short Syntax:  IPPN.003 SRT src_IP-> dst_IP (UDP
src_port-> dst_port) ign, port blocked

Long Syntax:  IPPN.003 SRT packet from src_IP to
dst_IP (from UDP socket src_port to dst_port) ignored,
port blocked

Description: A IP packet (which was not a BPDU)
was received for one of the SRT tunnel's UDP ports, but
that port is in "blocking” or "listening” state. The packet
will be discarded.

Cause: Perfectly normal when one port into the tunnel
blocks. However, ports to the tunnel will not ordinarily
block unless there is an alternative bridging path in
parallel with the tunnel.

© Copyright IBM Corp. 1994, 1998

IPPN.004
Level: P-TRACE

Short Syntax:  IPPN.004 Old SRB src_IP-> dst_IP
(UDP src_port-> dst_port), compat mode

Long Syntax: IPPN.004 Old SRB packet from src_IP
to dst_IP (from UDP socket src_port to dst_port), in
compatability mode

Description: A packet has been received from a node
participating in the IP tunnel which is using the SRB
tunnel encapsulation used prior to Release 12.0. This
packet will be processed normally, but the tunnel will
now remain in the mode compatible with the old
encapsulation. This means that FCS will never be
preserved for 802.5 frames across the tunnel.

Cause: Node running SRB tunnel software from before
Release 12.0.

Action:  Update all participants in tunnel to Release
12.0, and you will not get this message, and will be able
to preserve 802.5 FCS across the tunnel.

Panic ippnudpregfail

Short Syntax:  IPPN UDP socket registration failure

Description:  The IPPN protocol net was unable to
register one of the UDP sockets it requires with the
UDP protocol.

Cause: Bug in software.

Action: Contact customer service.
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Chapter 41. IP Security Protocol (IPsec)

This chapter describes IP Security Protocol (IPsec) messages. For information on
message content and how to use the message, refer to the Introduction.

IPSP.001

Level: U-INFO
Short Syntax:  IPSP.001 IPsec init
Long Syntax: IPSP.001 IPsec initialization

Description:  This message is printed when IPsec is
going through initialization.

IPSP.002
Level: UI-ERROR

Short Syntax:  IPSP.002 IPsec unable to get mem

Long Syntax:  IPSP.002 IPsec unable to get memory

Description:  IPsec was unable to allocate the
necessary memory. IPsec is unable to run because of
this.

Cause: There is a shortage in heap memory, possibly
because too many memory intensive
forwarders/protocols are running.

Action:  Disable unnecesary forwarders/protocols or
get more memory.

Short Syntax:  IPSP.004 rcv pkt for encap
source_ip_address -> destination_ip_address wth tid
tunnel_id

Long Syntax:  IPSP.004 Accepting packet for
encapsulation from source ip_address to
destination_ip_address with tunnel_id tunnel_id

Description:  This message is generated for each IP
packet which is passing through the IPsec
encapsulation module.

IPSP.005
Level: P-TRACE

Short Syntax:  IPSP.005 rcv pkt for decap
source_ip_address -> destination_ip_address

Long Syntax:  IPSP.005 Accepting packet for
decapsulation from source_ip_address to
destination_ip_address

Description:  This message is generated for each IP
packet which is passing through the IPsec
decapsulation module.

IPSP.003
Level: U-INFO

Short Syntax:  IPSP.003 q ovrf source_ip_address ->
destination_ip_address nt network ID

Long Syntax: IPSP.003 Queue overflow on packet
from source_ip_address for destination_ip_address from
net network ID

Description:  This message is generated when the IP
forwarder must discard a packet that was to be secured
because of an IPsec input queue overflow.

Cause: [IPsec input queue overflows happen when a
packet is received from an interface that is short on
buffers. Length of the IPsec queue is greater than the
fair share. This may be caused by either a burst or
steady state of traffic arriving faster than the IP
forwarder can encaped(Secured) it.

Action:
router.

Reduce traffic bursts. Upgrade to a faster

IPSP.004
Level: P-TRACE
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IPSP.006
Level: U-INFO

Short Syntax:  IPSP.006 dsc IPsec pkt
source_ip_address -> destination_ip_address nt
Network ID no IPsec

Long Syntax: IPSP.006 Discarded IPsec packet from
source_ip_address for destination_ip_address net
Network ID, IPsec not enabled.

Description:  This message is generated when an IP
packet containing an IPsec protocol header is received
and IPsec is not enabled. The packet is dropped since
there are no active IPsec tunnels available to
decapsulate the contents of the IPsec packet.

Cause: Received an IPsec protocol packet, but IPsec
is not enabled.

IPSP.007
Level: UI-ERROR

Short Syntax:  IPSP.007 IPsec function_name: tunl
tunnel_id not active

Long Syntax:  IPSP.007 IPsec function_name: tunnel
tunnel_id is not active.
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Description:  An IP packet could not be secured
because the designated tunnel is not active. The packet
has been dropped.

IPSP.008
Level: UE-ERROR

Short Syntax:  IPSP.008 addr msmtch IP src
pkt_src_addr tunl src tunl_src_addr IP dst pkt_dst_addr
tunl dst tunl_dst_addr tunl tunnel_id

Long Syntax: IPSP.008 address mismatch for
transport mode tunnel - IP packet source address
pkt_src_addr, tunnel source address tunl_src_addr, 1P
packet destination address pkt_dst_addr, tunnel
destination address tunl_dst_addr, tunnel tunnel_id

Description:  In transport mode, there is a mismatch in
the IP packet addresses and the secure tunnel IP
addresses.

IPSP.009
Level: CI-ERROR

Short Syntax:  IPSP.009 error_message tunnl

tunnel_id

Long Syntax:  IPSP.009 Error: error_message tunnel
tunnel_id

Description:  There is an error as indicated by the

error message.

IPSP.010
Level: UE-ERROR

Short Syntax:  IPSP.010 pkt too short: pkt len length
hdr len header_len

Long Syntax: IPSP.010 Packet too short: packet len
length header len header_len

Description:  An IPsec packet was received with a
payload that was less than 8 bytes long.

IPSP.011
Level: P-TRACE

Short Syntax:  IPSP.011 esp encap in mode mode alg
algorithm tunl tunnel_id

Long Syntax: IPSP.011 esp encapsulation in mode
mode algorithm algorithm tunnel tunnel_id

Description:  An IP packet is being encapsulated using
the IPsec Encapsulating Security Payload (ESP).
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IPSP.012
Level: P-TRACE

Short Syntax:  IPSP.012 esp encap with pad len
pad_length spi SPIliv IV_1 IV_2tunl tunnel_id

Long Syntax:  IPSP.012 esp encapsulation with pad
length pad_length security parameter index SP/
initialization vector /V_1 [V_2 tunnel tunnel_id

Description:
constructed.

An IPsec ESP packet has been

IPSP.013

Level: P-TRACE

IPSP.013 Module trc_msg
IPSP.013 Module trc_msg

Short Syntax:
Long Syntax:

Description:
purposes.

This message is for internal informational

IPSP.014
Level: P-TRACE

Short Syntax:
tunl tunnel_id

IPSP.014 esp decap with alg algorithm

Long Syntax:  IPSP.014 esp decapsulation with
algorithm algorithm tunnel tunnel_id

Description:  An IP packet containing the IPsec
Encapsulating Security Payload (ESP) was received.

IPSP.015
Level: UE-ERROR

Short Syntax:  IPSP.015 ESP decap: bad payload len
payload_length tunl tunnel_id

Long Syntax:  IPSP.015 ESP decapsulation: bad
payload length payload length tunnel tunnel_id

Description:  An IPsec ESP packet was received that
had an invalid payload length (lacked the proper
payload padding).

IPSP.016
Level: UE-ERROR

Short Syntax:  IPSP.016 ESP decap: bad payload len
payload_len - pad len padding _length tunl tunnel_id

Long Syntax: IPSP.016 ESP decapsulation: bad
payload length payload len for padding length
padding_length tunnel tunnel_id

Description:  The payload length of an IPsec ESP
packet is not correct since it is shorter than, or equal to,
the padding length.



IPSP.017
Level: P-TRACE

Short Syntax:  IPSP.017 ah encap in mode mode alg
algorithm tunl tunnel_id

Long Syntax:  IPSP.017 ah encapsulation in mode
mode algorithm algorithm tunnel tunnel_id

IPSP.022
Level: U-INFO

Short Syntax:
reason

IPSP.022 tunl list add tunl tunnel_id -

Long Syntax:  IPSP.022 An active tunnel list entry was
added for tunnel ID tunnel_id - reason is reason.

Description:  An IP packet is being encapsulated using Description:  An entry in the active tunnel list was
the IPsec Authentication Header (AH). added.
IPSP.018 IPSP.023

Level: P-TRACE

Short Syntax:
tunl tunnel_id

IPSP.018 ah decap with alg algorithm

Long Syntax:  IPSP.018 ah decapsulation with
algorithm algorithm tunnel tunnel_id

Level: U-INFO

Short Syntax:  IPSP.023 tunl list del tunl tunnel_id -

reason

Long Syntax: IPSP.023 An active tunnel list entry was
deleted for tunnel ID tunnel_id - reason is reason.

Description:  An IP packet containing the IPsec Description:  An entry in the active tunnel list was
Authentication Header (AH) was received. deleted.
IPSP.019 IPSP.024

Level: UE-ERROR

Short Syntax:  IPSP.019 AH decap: bad packet len
payload_len tunl tunnel_id

Long Syntax: IPSP.019 AH decapsulation: bad packet
length payload_len tunnel tunnel_id

Description:  An IPsec AH packet was received that
had an invalid payload length.

Level: U-INFO
Short Syntax:  IPSP.024 IPsec enabled from console

Long Syntax:  IPSP.024 The IPsec feature was
enabled from the console.

Description:  The IPsec feature was enabled from the
console by the ENABLE IPSEC command.

IPSP.020
Level: UI-ERROR

Short Syntax:  IPSP.020 Module Decap: no tunl for src
src_addr dst dst_addr spi spi

Long Syntax:  IPSP.020 Module Decap: no active
tunnel list entry for source address src_addr, destination
address dst_addr, and security parameter index spi

Description:  There was no active tunnel list entry for
the IPsec packet received.

IPSP.025
Level: U-INFO

Short Syntax:  IPSP.025 IPsec disabled from console -
disable_mode mode

Long Syntax:  IPSP.025 The IPsec feature was
disabled from the console. Disable mode is
disable_mode.

Description:  The IPsec feature was disabled from the
console by the DISABLE IPSEC command.

IPSP.021
Level: UI-ERROR

Short Syntax:  IPSP.021 Init: init error for tunn ID
tunnel_id, errcode= error_code

Long Syntax:  IPSP.021 IPsec initialization:
initialization error for tunnel ID tunnel_id, error code =
error_code.

Description:  An IPsec initialization error occurred.
Save configuration file, record error code, and contact
Customer Service.

IPSP.026
Level: UI-ERROR

Short Syntax:  IPSP.026 IPsec Encryption Algorithm
which_esp is not allowed on this tun id tun_id.

Long Syntax: IPSP.026 IPsec Encryption Algorithm
which_esp is not allowed on this tunnel id tun_id.

Description:  The configured ESP algorithm is not
available on this router library.
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Chapter 42. Internet Packet Exchange (IPX)

This chapter describes Internet Packet Exchange (IPX) messages. For information
on message content and how to use the message, refer to the Introduction.

IPX.002
Level: UI-ERROR

Short Syntax:  IPX.002 q ovf source_net/ source_node
-> dest_netl dest_node nt network ID

Long Syntax: IPX.002 Queue overflow, source_net/
source_node -> dest_netl dest_node, net network ID

Description:
overflowed.

IPX forwarder input queue has

Cause: More packets are being received than the
forwarder can forward.

IPX.003
Level: UE-ERROR

Short Syntax:  IPX.003 bad hst chksm frm source_net/

source_node

Long Syntax:  IPX.003 Bad host checksum from
source_netl source_node

Description:  This message is generated when a
packet arrives for this host with an incorrect checksum.

IPX.004
Level: U-INFO

Short Syntax:  IPX.004 err pkt error_type frm
source_netl source_node

Long Syntax:  IPX.004 Error packet, errno error_type,
received from source_net!/ source_node

Description:  This message is generated when an
error packet is received.

IPX.005
Level: U-TRACE

Short Syntax:  IPX.005 no hndlr for skt
destination_socket typ packet_type frm source_net/
source_node

Long Syntax: IPX.005 No handler for socket
destination_socket type packet_type from source_net/
source_node

Description: A packet arrived for an unknown or
unsupported socket or type. The packet was a
broadcast packet.
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IPX.006
Level: UE-ERROR

Short Syntax:  IPX.006 no hndlr for skt
destination_socket typ packet_type frm source_net
source_node

Long Syntax:  IPX.006 No handler for socket
destination_socket type packet_type from source_net/
source_node

Description: A packet arrived for an unknown or
unsupported socket or type. The packet was addressed
to the router.

IPX.007
Level: UI-ERROR

Short Syntax:  IPX.007 no hst addr set for nt network

ID, not enabled

Long Syntax:  IPX.007 no host address set for net
network ID, not enabled

Description:  The forwarder was bringing up IPX on
the specified serial line interface, but no host address
was set so the interface was not enabled.

Cause: Serial line enabled without setting host
address.

Action:  Set IPX host address.

IPX.008
Level: UE-ERROR

Short Syntax:  IPX.008 SAP bad typ packet_type frm
source_netl source_node

Long Syntax: IPX.008 SAP bad type packet_type
from source_net/ source _node

Description:  This message is generated when a
packet is received with a bad SAP type.

IPX.009
Level: C-TRACE

Short Syntax:  IPX.009 SAP gen rply frm source_net/

source_node

Long Syntax: IPX.009 SAP general reply from
source_net/ source_node

Description:  SAP has received a General Reply
packet from the specified host. The data in the packet
will be used to update the SAP database.
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IPX.010
Level: UI-ERROR

Short Syntax:  IPX.010 SAP tbl ovrfl, dsc type
service_type nm [ service_name]

Long Syntax:  IPX.010 SAP table overflow, discarded
type service_type name [ service_name]

Description: A new entry cannot be added to the SAP
table because it is full. The new entry is discarded.

Cause: SAP table is smaller than number of services
on IPX internet.

Action: Increase the size of the SAP table.

IPX.011
Level: UE-ERROR

Short Syntax:  IPX.011 SAP srvc typ service_type nm
[ service_name] mvd to new_netl new_node

Long Syntax:  IPX.011 SAP service type service_type
name [ service_name] moved to new_net/ new_node

Description: A SAP General Reply was received with
a different network/address pair than is presently in the
SAP database.

Cause: Duplicate name assigned for service.

Action:  Eliminate duplicated name.

Cause: Service physically moved faster than SAP
timeout.

Action: Do not move services so fast.

IPX.012
Level: U-INFO

Short Syntax:
service_name]

IPX.012 SAP del typ service_type nm [

Long Syntax: IPX.012 SAP deleted type service_type
name [ service_name]

Description: A SAP table entry has been declared
dead. It will be advertised as unreachable for another
60 seconds, and then removed from the SAP table.

Cause: No SAP General Reply has been heard
containing data on this service type/name pair in 240
seconds.

Action:  None, unless service should be up.
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IPX.013
Level: UE-ERROR

Short Syntax:  IPX.013 SAP bd nearest qry frm
source_net/ source_node In length

Long Syntax:  IPX.013 SAP bad length Nearest
Service Query from source_netl source_node, len
length

Description: A SAP Nearest Service Query was
received with an illegal length.

Cause: Programming error in remote node.

IPX.014
Level: C-TRACE

Short Syntax:  IPX.014 SAP nearest qry frm
source_netl source _node

Long Syntax:  IPX.014 SAP nearest query from
source_netl source_node

Description: A SAP Nearest Service Query was
received from the specified node. It will be answered as
appropriate.

IPX.015
Level: C-TRACE

Short Syntax:
source_node

IPX.015 SAP gen qgry frm source_net/

Long Syntax: IPX.015 SAP general query from
source_netl source_node

Description: A SAP General Service Query was
received from the specified node. It will be answered as
appropriate.

IPX.016
Level: U-TRACE
IPX.016 SAP gry sent nt network ID

Long Syntax:  IPX.016 SAP General Service Query
sent, net network ID

Short Syntax:

Description: A SAP General Service Query was sent
on the specified network. One is sent on a network
when it comes up.




IPX.017
Level: UI-ERROR
Level: OOM

Short Syntax:  IPX.017 No mem fr SAP bcst nt
network ID, count pkts snt

Long Syntax:  IPX.017 No memory for SAP General
Service Query or Reply, net network ID, count packets
sent

Description:  This message is generated when no
buffer is available to send a SAP General Service
Query or Reply packet. Since a General Service Reply
can require multiple packets